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Notice:

OMRON products are manufactured for use according to proper procedures by a qualified operator
and only for the purposes described in this manual.

The following conventions are used to indicate and classify precautions in this manual. Always heed
the information provided with them. Failure to heed precautions can result in injury to people or dam-
age to property.

&DANGER Indicates an imminently hazardous situation which, if not avoided, will result in death or
serious injury.

&WARNING Indicates a potentially hazardous situation which, if not avoided, could result in death or
serious injury.

&Caution Indicates a potentially hazardous situation which, if not avoided, may result in minor or
moderate injury, or property damage.

OMRON Product References

All OMRON products are capitalized in this manual. The word “Unit” is also capitalized when it refers to
an OMRON product, regardless of whether or not it appears in the proper name of the product.

The abbreviation “Ch,” which appears in some displays and on some OMRON products, often means
“word” and is abbreviated “Wd” in documentation in this sense.

The abbreviation “PLC” means Programmable Controller. “PC” is used, however, in some Program-
ming Device displays to mean Programmable Controller.

Visual Aids

The following headings appear in the left column of the manual to help you locate different types of

information.
Note Indicates information of particular interest for efficient and convenient opera-
tion of the product.
1,2,3... 1. Indicates lists of one sort or another, such as procedures, checklists, etc.
© OMRON, 2003

All rights reserved. No part of this publication may be reproduced, stored in a retrieval system, or transmitted, in any form, or
by any means, mechanical, electronic, photocopying, recording, or otherwise, without the prior written permission of
OMRON.

No patent liability is assumed with respect to the use of the information contained herein. Moreover, because OMRON is con-
stantly striving to improve its high-quality products, the information contained in this manual is subject to change without
notice. Every precaution has been taken in the preparation of this manual. Nevertheless, OMRON assumes no responsibility
for errors or omissions. Neither is any liability assumed for damages resulting from the use of the information contained in
this publication.



Unit Versions of Open Network Controllers

Unit Versions

vi

A "unit version" has been introduced to manage Open Network Controllers (ITNC-EPX01 and ITNC-
EPX01-DRM) according to differences in functionality accompanying product upgrades.

1. Notation of Unit Versions on Products

Products that are being managed using unit versions have the unit version given in the format "Ver.
[1.L]" on the nameplate. (Refer to the following figure for the position of the nameplate.)

Nameplate

o 7o

* Unit versions starts from version 1.1. A unit version is not given on the nameplate for products prior to
version 1.1.

* Units without a unit version are called "Pre-Ver. 1.1 Units."
2. Confirming Unit Versions with Web Service Version 2.0

The unit version is given in the Open Network Controller Version row the first table displayed for the
System Profile display of Web Service Version 2.

Open Network Controller
System profile

Open Network Controller

Type ITNC-EFX01-DR
o
Cpen Network Controller ‘\2.12

Unit version

“ersion,

“Wersion History. 1.10

FawCinx Version. 2.8

Services CPU_UNITETNHLKOHLEA

The unit version of Open Network Controllers for which a unit version is not given on the nameplate will
be given as V1.00. For details on using the Web Service Ver. 2, refer to SECTION 17.



3. Using Unit Version Labels
The unit version labels shown below are included with the product.

(o)
o)

N=Tav7yFIckda=y +
DEBEEOEREEET 510
DINILTT,

PEITISELT, HRAORIEICAEY
fHFTTEALCEEL,

(ver. 1.1 |

[ver. 1.1 ]

These Labels can be
used to manage
differences in the
available functions
among the Units.
Place the approp riate
label on the front of
the Unit to show what
Uni t version is

actual | y being used.

Attach these labels to the Open Network Controllers to distinguish from earlier Open Network Control-

lers without unit versions.

Unit Version Notation

The Open Network Controller (ONC) is available in two basic types: ONC Version 1 and ONC Version
2. "ONC Version 1" and "ONC Version 2" are product names, and "Version 1" and "Version 2" in these
product names do not refer to the unit version.

This manual uses the notation "Version [1.L 1" to give the unit version to avoid confusion with "Version
1" and "Version 2" in the product names.

Supported Functionality According to Unit Version
Yes: Supported, ---: Not supported, Restricted: Limited support

Function Pre-Ver. 1.1 Unit Ver. 1.1 or later Reference
page
CLOCK WRITE com- Executed without stopping OS tick | Executed with OS tick interrupts 109
mand (07 02) interrupt prohibited and then enables inter-
rupts
TIME COMPENSATION | --- Yes 110
command (07 03)
FinsLink Ver. 1.30 --- Yes SECTION
(The Module can be downloaded 16
from the website and updated.)
Diskspace utility Yes 293
Diskspace Setup Utility | --- Yes 294

Changes to QNX Startup File

Part of the /usr/config/sysinit.1 file has been changed in upgrading to unit version 1.1. If you have
changed the /usr/config/sysinit.1 file, confirm the effects of the upgrade on your application.

A script file called /usr/Tool/bin/onc_command has been provided so that the user can execute applica-
tion-specific commands during ONC startup. Although previously such commands were directly written
to the sysinit.1 file, all user commands should now be placed in the onc_command file.
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About this Manual:

This manual describes the installation and operation of version 2 of the Open Network Controllers
(ONC Ver. 2) and includes the sections described below. The ONC Ver. 2 provide an FINS gateway
function that enables connecting personal computers on an Ethernet network to OMRON PLCs,
OMRON components, and DeviceNet-compatible devices.

Please read this manual and all related manuals carefully and be sure you understand the information
provided before attempting to install and operate an ONC Ver. 2.

Section 1 provides an overview of the ONC Ver. 2, including its components, the basic application
procedure, operating environment, optional software precautions, and communications frame length.

Section 2 provides an overview of the optional software available for use with the Open Network Con-
troller.

Section 3 provides information on the hardware components, installation, and settings of the Open
Network Controller.

Section 4 describes the various methods that can be used to set the contents of the environment
setup files for the Open Network Controller.

Section 5 individually describes the FINS commands and responses for CPU_UNIT and the network
providers. Refer to the FINS Commands Reference Manual (W227) for further information on FINS
commands.

Section 6 describes the SPR_UNIT ONC system status network provider.
Section 7 describes the ETN_UNIT Ethernet network provider.

Section 8 describes the CLK_UNIT Controller Link network provider

Section 9 describes the SLK_UNIT SYSMAC LINK network provider.

Section 10 describes the BUSCS1_UNIT CS1 Bus connection network provider.
Section 11 describes the DRM_UNIT DeviceNet network provider.

Section 12 describes the HLK_UNIT serial network provider.

Section 13 describes the Hsv_UNIT PT connection service network provider.
Section 14 describes the RCOM_UNIT RemoteCOM connection network provider.
Section 15 shows the settings for an example system configuration.

Section 16 describes the FLK_UNIT (FinsLink) FLK network provider.

Section 17 describes the Web Service Version 2 used for remote maintenance of the Open Network
Controller from a Web browser.

Section 18 describes the setup files.

Section 19 provides information for troubleshooting problems that might occur with the Open Network
Controller.

The Appendices provide product specifications, connector signal arrangements, information on log-
ging on to the Open Network Controller, and the battery replacement procedure.

@WARNING Failure to read and understand the information provided in this manual may result in
personal injury or death, damage to the product, or product failure. Please read each
section in its entirety and be sure you understand the information provided in the section
and related sections before attempting any of the procedures or operations given.
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PRECAUTIONS

This section provides precautions for using version 2 of the Open Network Controller (ONC Ver. 2) and related

devices.

The information contained in this section is important for the safe and reliable application of the ONC Ver. 2.
You must read this section and understand the information contained before attempting to set up or operate an

ONC Ver. 2.
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Intended Audience

1

2

3

xviii

Intended Audience

This manual is intended for the following personnel, who must also have
knowledge of electrical systems (an electrical engineer or the equivalent).

* Personnel in charge of installing FA systems.

* Personnel in charge of designing FA systems.

* Personnel in charge of managing FA systems and facilities.

* Personnel with an understanding of TCP/IP applications technology.

General Precautions

/\ WARNING

The user must operate the Open Network Controller according to the perfor-
mance specifications described in the operation manuals.

Before using an Open Network Controller under conditions which are not
described in the manual or applying an Open Network Controller to nuclear
control systems, railroad systems, aviation systems, vehicles, combustion
systems, medical equipment, amusement machines, safety equipment, and
other systems, machines, and equipment that may have a serious influence
on lives and property if used improperly, consult your OMRON representative.

Make sure that the ratings and performance characteristics of the Open Net-
work Controller are sufficient for the systems, machines, and equipment, and
be sure to provide the systems, machines, and equipment with double safety
mechanisms.

This manual provides information for programming and operating the Open
Network Controller. Be sure to read this manual before attempting to use an
Open Network Controller and keep this manual close at hand for reference
during operation.

It is extremely important that an Open Network Controller be used for the
specified purpose and under the specified conditions, especially in applica-
tions that can directly or indirectly affect human life. You must consult with
your OMRON representative before applying an Open Network Controller
System to the above-mentioned applications.

Safety Precautions

/\ WARNING

/\ WARNING

/\ WARNING

/\ WARNING

Do not attempt to take an Open Network Controller apart while the power is
being supplied. Doing so may result in electric shock.

Do not touch any of the terminals while the power is being supplied. Doing so
may result in electric shock.

Fail-safe measures must be taken by the customer to ensure safety in the
event of incorrect, missing, or abnormal signals caused by broken signal lines,
momentary power interruptions, or other causes. Operating errors may results
in serious accidents.

Interlock circuits, limit circuits, and similar safety measures in external circuits
(i.e., not in the Open Network Controller or a Programmable Controller) must
be provided by the customer. Operating errors may results in serious acci-
dents.



Operating Environment Precautions 4

&Caution Execute online edit only after confirming that no adverse effects will be
caused by extending the cycle time. Otherwise, the input signals may not be
readable.

&Caution Confirm safety at the destination node before transferring a program to
another node or changing contents of the I/O memory area. Doing either of
these without confirming safety may result in injury.

&Caution Tighten the terminal screws on the power supply to the torque specified in the
operation manual. The loose screws may result in burning or malfunction.

&Caution Always turn OFF the power supply to the Open Network Controller before
attempting any of the following. Not turning OFF the power supply may result
in malfunction or electric shock.

» Setting DIP switches or rotary switches.
* Replacing the battery.

* Performing any other operation that requires touching the controls of
the Open Network Controller.

4 Operating Environment Precautions

&Caution Do not operate the control system in the following locations:

* Locations subject to direct sunlight.

* Locations subject to temperatures or humidity outside the range specified
in the specifications.

* Locations subject to condensation as the result of severe changes in tem-
perature.

* Locations subject to corrosive or flammable gases.

e Locations subject to dust (especially iron dust) or salts.

* Locations subject to exposure to water, oil, or chemicals.
* Locations subject to shock or vibration.

Xix



Application Precautions
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& Caution

& Caution

& Caution

5

XX

Take appropriate and sufficient countermeasures when installing systems in
the following locations:

* Locations subject to static electricity or other forms of noise.
* Locations subject to strong electromagnetic fields.

* Locations subject to possible exposure to radioactivity.

e Locations close to power supplies.

Install the Boards in the Open Network Controllers properly as specified in the
following operation manuals. Improper installation of the Boards may result in
malfunction.

Model number Manual name Cat. No.

3G8F7-CLK12/CLK52/CLK21(-V1) | Controller Link Support Board W383
Operation Manual
Controller Link Support Board w388
Installation Guide

3G8F7-SLK11/SLK21 PCI SYSMAC LINK Support Board | W390
Operation Manual
PCI SYSMAC LINK Support Board | W389
Installation Guide

ITBC-CSTO1 CS1 Bus Interface Board V211
Operation Manual

DeviceNet Operation Manual W267

The operating environment of the Open Network Controller System will have a
large effect on the longevity and reliability of the system. Improper operating
environments can lead to malfunction, failure, and other unforeseeable prob-
lems with the Open Network Controller System. Be sure that the operating
environment is within the specified conditions at installation and remains
within the specified conditions during the life of the system.

Application Precautions

Observe the following precautions when using the Open Network Controller
System.

* Always use the power supply voltages specified in the operation manuals.
An incorrect voltage may result in malfunction or burning.

e Take appropriate measures to ensure that the specified power with the
rated voltage and frequency is supplied. Be particularly careful in places
where the power supply is unstable. An incorrect power supply may result
in malfunction.

* Install external breakers and take other safety measures against short-cir-
cuiting in external wiring. Insufficient safety measures against short-cir-
cuiting may result in burning.

* Do not apply voltages to the Input Units in excess of the rated input volt-
age. Excess voltages may result in burning.

* Do not apply voltages or connect loads to the Output Units in excess of
the maximum switching capacity. Excess voltage or loads may result in
burning.



Application Precautions 5

* Disconnect the functional ground terminal when performing withstand
voltage tests. Not disconnecting the functional ground terminal may result
in burning.

* Always connect to a ground of 100 Q or less when installing the Open
Network Controllers. Not connecting to a ground of 100 Q or less may
result in electric shock.

e Always turn OFF the power supply to the Open Network Controller and
the PLC before attempting any of the following. Not turning OFF the
power supply may result in malfunction or electric shock.

* Mounting or dismounting I/0 Units, CPU Units, Memory Cassettes, or
any other Units.

¢ Assembling the Units.
* Setting DIP switches or rotary switches.
» Connecting cables or wiring the system.
» Connecting or disconnecting the connectors.
* Do not attempt to disassemble, repair, or modify any Units.

* The mounting screws, terminal screws, and cable connector screws must
be tightened to the torque specified in the relevant manuals on both the
Open Network Controller and the PLC. Incorrect tightening torque may
result in malfunction.

* Do not allow foreign matter to enter the Open Network Controller when
wiring.

* Leave the label attached to the I/O Units when wiring. Removing the label
may result in malfunction if foreign matter enters the Unit.

* Remove the label after the completion of wiring to ensure proper heat dis-
sipation. Leaving the label attached may result in malfunction.

e Use crimp terminals for wiring. Do not connect bare stranded wires
directly to terminals. Connection of bare stranded wires may result in
burning.

* Wire all connections correctly.

* Double-check all wiring and switch settings before turning ON the power
supply. Incorrect wiring may result in burning.

* Mount I/O Units only after checking terminal blocks and connectors com-
pletely.

* Be sure that the terminal blocks, Memory Units, expansion cables, and
other items with locking devices are properly locked into place. Improper
locking may result in malfunction.

* Check the user program for proper execution before actually executing it.
Not checking the program may result in unexpected operation.

* Resume operation only after transferring to the new CPU Unit or Open
Network Controller the contents of the DM Area, HR Area, and other data
required for resuming operation. Not doing so may result in an unex-
pected operation.

* Do not place objects on any cables.
* Use the correct power supply voltage.
* Do not bend cables past their natural bending radius or pull on them.

xxi
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 Confirm that no adverse effect will occur in the system before attempting
any of the following. Not doing so may result in an unexpected operation.

* Changing the operating mode of the PLC.
* Force-setting/force-resetting any bit in memory.
* Changing the present value of any word or any set value in memory.

* Touch the Units only after first touching a grounded metal object to dis-
charge any static electricity from your body.

* Do not remove the Memory Card while data is being accessed. Doing so
may damage the file being written.

Do not turn OFF the power supply while the Memory Card while data is
being accessed. Doing so may damage the files on the Card.

Do not turn OFF the power supply while data is being written to the inter-
nal flash disk. Doing so may damage the files on the Card.

Also, do not turn OFF the power supply or remove the Memory Card
when the Card is being accessed. Data files may be lost.

Maintain the operating environment for the Memory Cards (such as the
ambient operating temperature and other conditions). Request operating
environment conditions from the manufacture of the card. OMRON is not
responsible for the operation of any memory cards produced by other
manufacturers.

We recommend making a backup of the internal disk to prevent losing the
data inadvertently, e.g., by mistakenly deleting it.

When the CS1 Bus Interface Board is being used, the PLC will not start
operation even after the power supply is turned ON until the CS1 Bus
Interface in the Open Network Controller completes initialization. The
Open Network Controller requires approximately 25 seconds to start
operation after the power supply is turned ON. You must design the sys-
tem to allow for this delay.

Also, if the power supply to the Open Network Controller is interrupted
during operation, the PLC will detect an I/O bus error. You must design
the system to allow for this possibility.

Do not short the battery terminals or charge, disassemble, apply pressure
to, heat, or incinerate the battery. Do not subject the battery to strong
shocks. Doing any of these may result in leakage, rupture, heat genera-
tion, or ignition of the battery. Batteries that have been subjected to shock
may leak if they are used.

UL standard require that batteries be replaced only by experienced tech-
nical personnel. Do not allow inexperienced or non-technical personnel to
replace batteries.

The accuracy of the clock built into the Open Network Controller varies
with the temperature. Design the system to allow for error in the time infor-
mation from the Open Network Controller.

Only Memory Cards manufactured by OMRON can be used in the Mem-
ory Card slot. Modem cards and Ethernet cards, which are not Memory
Cards, cannot be used. Do not insert anything but Memory Cards into the
Memory Card slot.

* There are four COM ports for ONC Ver. 2 (ITNC-EPX01(-DRM). COM3 is

RS-232C and COM4 is RS-422A/485. In this respect, the port configura-
tion differs from ONC Ver. 1 (ITNC-EIS01/EIX01(-DRM/-CST)).
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e Memory Cards in QNX format are mounted on /kd direction. For ONC Ver.
1 (ITNC-EIS01/EIX01(-DRM/-CST), the mount directory was /hd. The
ONC Ver. 2 (ITNC-EPX01(-DRM) uses /hd direction for the internal disk.

* Do not create files at the root directory (/ or /kd) that are constantly or
periodically written, e.g., for data collection using the optional software
Data Collection/Distribution Software (ITNC-DC1Q-CD-V2). If power is
interrupted while a file is being written, other files and directories in the
same directory as the file that is being written may be corrupted. When-
ever possible, create special directories for files that are constantly or
periodically written.

6 Conformance to EC Directives

The Open Network Controllers comply with EC Directives. To ensure that the
machine or device in which an Open Network Controller is used complies with
EC directives, the Open Network Controller must be installed as follows:

1,2,3...

1,2,3...

1.
2.

The Open Network Controller must be installed within a control panel.

Reinforced insulation or double insulation must be used for the DC power
supplies used for the communications and I/O power supplies.

The Open Network Controllers also conform to the Common Emission
Standard (EN61000-6-4). When an Open Network Controller is built into a
machine, however, the structure of the control panel, the relationships to
other connected devices, wiring, and other variables can cause the overall
machine to fail to meet the Standards. It is the responsibility of the final
manufacturer to confirm that EC Directives have been met.

The following are examples of countermeasures that can be taken to re-
duce noise.

Place ferrite cores must on the communications cables to reduce noise giv-
en off by the cables.

Use power cables that are as thick and as short as possible in the control
panel and ground properly to 100 Q or less.

Use power cables that are as thick and as short as possible for DeviceNet
communications cables and ground them properly to 100 Q or less.

xxiii
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1-1  Overview

1-1-1  Overview of Open Network Controller Version 2
An Open Network Controller (abbreviated as ONC Ver. 2) provides a gateway
for FINS message communications among the following devices:

* Personal computers, PLCs, or other nodes on an Ethernet network

¢ PLCs or other nodes on a Controller Link, Host Link, or SYSMAC I/O bus
network

* OMRON FA components on a CompoWay/F network.
* Devices from OMRON or other manufacturers on a DeviceNet network
The following diagram illustrates the devices that can communicate through

an Open Network Controller.
h—

Memory Card
Open Network Controller / ’ I
/ DeviceNet [ [ | ‘ I I ]
Expansion Board sl
(Controller Link, aves
SYSMAC LINK, or CS1 Controller Link or SYSMAC LINK
Bus Interface Board) I l l
’.__J Ll
RS-422A/485 port
24V DC . ;
Three 1:N Host Link or CompoWay/F
10Base-T/ EOSF:(?ZC |
100Base-TX
N J
2
Host Link (CJ1, CS1, Components or
CV, or C Series) CJ1,CS1, C, or CV PLCs
Ethernet l
Personal PLC PLC Workstation
computer

An Open Network Controller provides the following features.

* The Open Network Controller is smaller and more resistant to environ-
mental conditions than personal or factory computers, allowing for a wider
range of installation sites.

* A realtime OS supports a multitasking network environment.
* A 10Base-T/100Base-TX Ethernet port is provided on all models.

* The Open Network Controller converts FINS commands from personal
computers, PLCs, or other nodes on an Ethernet network to Host Link
commands, enabling FINS communications with PLCs (such as the
CQM1, SRM1, C1000H/C2000H, and C20P) that do not support FINS
commands directly.

* The Open Network Controller converts FINS commands from personal
computers, PLCs, or other nodes on an Ethernet network to Compo-
Way/F commands, enabling FINS communications with CompoWay/F
devices.
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Note

Supports Standard
Information System
Protocols

Supports OMRON
Components

Superior Reliability in
Harsh Environments

* The Open Network Controller converts FINS commands from personal
computers, PLCs, or other nodes on an Ethernet network to explicit mes-
sages for DeviceNet-compatible devices manufactured by OMRON and
by other companies (supported by ITNC-EPX01-DRM).

Read through this manual before actually configuring a system that uses an
Open Network Controller.

1. Optional software for the Open Network Controller is available, allowing
applications to be used with only minimal settings. Refer to SECTION 2
Optional Software Overview.

2. Referto SECTION 15 Setup Examples for information on setting the Open
Network Controller operating environment explained using various net-
work examples. This information is useful for understanding the setting
procedures.

The Open Network Controller supports Web/Mail, Telnet, FTP, PPP, HTTP,
and ActiveX applications. The Web can also be used to easily obtain onsite
information in the required format.

|:| PC/WS |:| PC Web browser |:|

Ethernet

Modem

Open Network Controller

Modem

A,
o

Mail Client

Web Server
FTP Server/Client

The Open Network Controller supports Ethernet, Controller Link, DeviceNet,
serial, and CS1 Bus communications. DeviceNet Slaves, such as I/O Termi-
nals, Valves, Inverters, Photoelectric Sensors, and Pushbutton Stations, can
be connected to serial devices, such as PLCs, Temperature Controllers, Pro-
grammable Terminals, and Digital Panels, without extra programming.

Ethernet

Open Network Controller

DeviceNet

TR g S |

. Pushbutton
Photoelectric Station
Serial communications

Switch
| |
T [ [

Large, medium, Temperature PT Digital
or small PLCs Controller Panel

I/O Terminals Valves Inverter

Controller Link, SYSMAC LINK, or SYSMAC I/0O bus

[T T TR ATt T R o

(]

The small body, with moving parts such as fans and hard disks removed, is
equipped with a realtime OS that is highly reliable. The Open Network Con-
troller operates stably, and is designed to withstand harsh environments, with
an ambient operating temperature of 0 to 55°C. The environment resistance
can be further improved by using a panel and DIN Track.
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Monitor Onsite
Equipment from a
Web Browser

Link to the Host
Database System

Remote Monitoring
and Error Monitoring
Using Dial-up
Connections

Using the various optional software, onsite status can be monitored, set, and
maintained from a Web browser on the network. This function allows rapid
responses, such as changing settings. Errors in connected devices can also
be detected and automatic notification can be provided using electronic mail.
According to the usage method, various methods including VB/VBA applica-
tions, file transfer, and DBMS can be used to obtain, collect, and process data
effectively and efficiently.

TCP/IP communications with UNIX or Windows computers are also possible.

The Open Network Controller can be used to easily record onsite raw data in
general-purpose databases, such as Access or Oracle, by using the optional
DataBaseToolKit software component. CSV files compiled using the Data Col-
lection/Distribution Service Software can also be recorded and used.

m IJEII Collection -
— =

DeviceNet Slaves pRvicele:

rrrrrﬂlnl ggr;i\ﬂunica-
PLC tions
(e.g., SYSMAC)

Transfer S

G Ethernet

Database
(Oracle,
SQL Server,
Access)

Open Network
Controller

Serial v

communica-
tions
E DataBaseToolKit software

Serial devices
(Temperature Controller,
ID Wattmeter, etc.)

Open Network Controllers can be used to transmit information remotely using
various methods, such as PPP connections via modem/TA or LAN connec-
tions via dial-up routers.

o Modem/TA
Network troll
Open Network Controller Pgublic 2 Modem/TA =

phone lines

Personal
computer

Using the RemoteKit software component allows e-mail to be sent to the
user's e-mail address (including i-mode e-mail), and a maintenance system
can be configured for equipment and machines using error notification mail.
Using the pay-per-use system.

Illustration of Using the RemoteKit Software

Monitors the [ Automatic file
facilities transfer
q » M Automatic mail |:|
== = Modem -
) a —)- Public
Ig:?liségg/ A N ( network Personal
Open Network ISDN computer

m Controller &
Public + M Automatic mail '§

facilities 2
I:I Cell phone

RemoteKit
Software

Agricultural
acilities
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1-1-2 Difference between Open Network Controller Versions 1 and 2

Increased CPU

Performance

Ethernet 100Base-TX

PCIl Bus Board

Backup Memory

Four Times the

Internal Disk Capacity

DeviceNet Master

Function

Another Serial

Interface

Twice the Main

Memory

Different Product

Configuration

This section outlines the differences between ONC Ver. 1 (ITNC-
EIS01/EIX01(-DRM/-CST) and ONC Ver. 2.

The CPU operates with a clock that is twice as fast as ONC Ver. 1. A built-in
floating-point decimal processor has also been added.

The ONC Ver. 2 allows the Ethernet interface to be switched between
10Base-T and 100Base-TX, enabling even faster Ethernet communications.

Although ISA Bus Boards can be used with ONC Ver. 1 Expansion Models
(ITNC-EIX01(-DRM/-CST)), ONC Ver. 2 supports PCI Boards. Refer to 3-3
Mounting Expansion Boards for the models that can be used.

With version 2, the Open Network Controller's Event memory can be stored in
backup memory. (The data in backup memory cannot be written directly.)
Refer to 6-2 SPR_UNIT (ONC System Status NP) Settings for details.

The capacity of the internal disk has been increased from 8 MB to 32 MB. The
setting and maintenance tools used for the Open Network Controller have
thus been pre-installed, and there is still 18 MB of free space available.

Essentially the same DeviceNet master function as provided on OMRON’s
CS-series and CJ-series of PLCs has been added to the Open Network Con-
troller, enabling it to be used as either a master or a slave.

One RS-232C port has been added to the two RS-232C ports and one RS-
422/RS-485 port of version 1 Expansion Models (ITNC-EIX01(-DRM/-CST)), to
provide three RS-232C ports and one RS-422/RS-485 port

Memory has been increased from 16 MB to 32 MB.

Caution is required because the product configuration has been changed
between versions 1 and 2.

Open Network Model number Specifications
Controller version
Version 1 ITNC-EISO1 Basic model, two COM ports,

No ISA bus slot, No DeviceNet

ITNC-EIS01-DRM | Basic model, two COM ports,
No ISA bus slot, DeviceNet

ITNC-EIXO01 Expansion model, three COM ports,
ISA bus slot, No DeviceNet

ITNC-EIX01-DRM | Expansion model, three COM ports,
ISA bus slot, DeviceNet

ITNC-EIS01-CST | Basic model, two COM ports,
No ISA bus slot, CS1 bus interface

ITNC-EIX01-CST | Expansion model, three COM ports,
ISA bus slot, CS1 bus interface

Version 2 ITNC-EPXO01 Four COM ports, PCI bus slot,
No DeviceNet
ITNC-EPX01- Four COM ports, PCI bus slot, DeviceNet
DRM

Note The Memory Card mounting directory has been changed. For QNX-formatted

Memory Cards, it is now /hd for version1 and /kd for version 2. With version 2,
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/hd is used as an internal disk. If optional software is to be used, refer to 7-6
Optional Software Precautions.

1-2 Components

1-2-1 Open Network Controller Version 2 Components

This section describes the components of an Open Network Controller. The
following table lists the main components.

Model Specifications
ITNC-EPXO01 Expansion slot

Four COM ports
(three RS-232C and one RS-422A/485)

ITNC-EPX01-DRM | Expansion slot

Four COM ports
(three RS-232C and one RS-422A/485)

DeviceNet interface
ITNC-DINO1 DIN Track Mounting Bracket

Note The expansion slot is a PCI bus slot into which either a Controller Link Board,
SYSMAC LINK Board, or a CS1 Bus Interface Board can be mounted. Only
one slot is provided.

Each model is described next. Open the packing boxes and make sure you
have the correct models.

Reference Manuals Model Name Cat. No.

ITNC-MD1Q-EF Open Network Controller Connection Units | V209-E1
for Non-OMRON PLCs (Mitsubishi A-series
Computer Link Module) Operation Manual

ITNC-RK1Q-ECD Open Network Controller RemoteKit Soft- V221-E1
ware Operation Manual

ITNC-DK1Q-ECD Open Network Controller DataBase Soft- V223-E1
ware Operation Manual

ITNC-DL1Q-ECD-V2 | Open Network Controller Data Collec- V225-E1
tion/Distribution Service Software Version 2
Operation Manual

1-2-2 ITNC-EPXO01

The ITNC-EPXO01 is shown below. Use the illustration to confirm you have the
correct model.

Safety Precautions

Safety Precautions
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1-2-3 ITNC-EPX01-DRM with DeviceNet

The ITNC-EPX01-DRM with DeviceNet is shown below. Use the illustration to
confirm you have the correct model.

Safety Precautions

Safety Precautions

1-2-4 ITNC-DINO1 DIN Track Mounting Bracket

The ITNC-DINO1 DIN Track Mounting Bracket is shown below. Use the illus-
tration to confirm you have the correct model.

=] =] =] =]
f@ =] = 1= :

ITNC-DINO1
DIN Track Mounting Bracket

Ve ¥V

Four mounting screws

* The ITNC-DINO1 DIN Track Mounting Bracket is used when mounting an
Open Network Controller to a DIN Track.

* Refer to 3-4 Installing the Open Network Controller for details on installa-
tion methods.

1-2-5 List of Supported Expansion Boards

Any one Board from the following table can be installed in the Open Network

Controller.
Expansion Board Model

Controller Link Board 3G8F7-CLK12(-V1)
3G8F7-CLK52(-V1)
3G8F7-CLK21(-V1)

SYSMAC LINK Board 3G8F7-SLK11
3G8F7-SLK21

CS1 Bus Interface Board ITBC-CSTO1

* Refer to 3-8 Mounting Expansion Boards for details on installation meth-
ods.

Note Functions added for Controller Link Board V1 cannot be used.
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1-3 Function Overview

1-3-1 Hardware Configuration

The configuration of an Open Network Controller is shown in the following dia-

gram.
Memory Card
Open Network Controller / —
/ DeviceNet [ [ | ‘ I I ]
Expansion Board
(Controller Link Support Slaves
Board, SYSMAC LINK Controller Link Support Board, SYSMAC LINK
Support Board, or CS1 Support Board, or CS1 Bus Interface Board
Bus Interface Board) I l l
[__J L]
RS-422A/485 port
24V DC . .
Three 1:N Host Link or CompoWay/F
10Base-T/ RS-232C | l
ports
100Base-TX
N J
g
Host Link (CJ1, CS1, Components or
CV, or C Series) CJ1, CS1, C, or CV PLCs
Ethernet l
Personal PLC PLC Workstation
computer

Note Referto SECTION 15 Setup Examples for details on methods used to set the
Open Network Controller operating environment explained using various net-
working examples.
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1-3-2 Software Configuration

The software configuration of the Open Network Controller is illustrated below.

ONC
Event memory
CIO (8,192 words) DM (65,536 words) |
FinsGateway
NPs |SPR_UNIT| |ETN_UNIT| [CLK_UNIT| [ SLK_UNIT| [BUSCSI_UNT| & | CPU_UNIT EAppIicationsé
DRM_UNIT| |HLK_UNIT| [ Hsv_UNIT| |RCOM_UNIT |FLK_UNIT

Component

Function

CPU_UNIT

CPU_UNIT provides the functions of a CPU Unit like a PLC. The
variables in event memory can be read and written from personal
computers and other devices on the networks by sending FINS
commands. Ladder programs, however, cannot be run.

Event memory

The variables in event memory can be allocated to slave I/O on a
DeviceNet network or to data links on a Controller Link, SYSMAC
LINK, or CS1 BUS 1/0 network. The event memory contains mem-
ory with the same names (DM and CIO) as a PLC’s memory areas.

NPs (Network Pro-
vider)

NP stands for Network Provider. The network providers function as
Communications Units to provide network software services. Data is
read or written by sending FINS commands to the network providers
or by sending FINS commands to connected devices through the
network providers.

SPR_UNIT: ONC system status network provider
ETN_UNIT: Ethernet network provider

CLK_UNIT: Controller Link network provider
SLK_UNIT: SYSMAC LINK network provider
BUSCS1_UNIT: CS1 Bus Connection network provider
DRM_UNIT: DeviceNet network provider

HLK_UNIT: SYSWAY, SYSWAY CV, CompoWay/F, ID Controller,
and Productivity Monitor network provider

Hsv_UNIT: PT connection service network provider
RCOM_UNIT: RemoteCOM connection network provider
FLK_UNIT: FinsLink network provider

FinsGateway

FinsGateway performs communications between CPU_UNIT and
the network providers, communications between network providers,
and FINS routing. It also manages the event memory.

1-3-3 CPU_UNIT Functions

The CPU_UNIT is a software component that emulates the FINS message
functions of the CPU Unit in a PLC. The event memory (i.e., the variable
memory in the Open Network Controller) can be read and written from per-
sonal computers and other devices on the networks.

For details on the CPU_UNIT functions, refer to SECTION 5 CPU_UNIT.

FINS Commands
Addressed to CPU_UNIT

The following FINS commands can be addressed to the CPU_UNIT.

Command code Name and function

0101

MEMORY AREA READ: Reads event memory

0102

MEMORY AREA WRITE: Writes event memory

0104

MULTIPLE MEMORY AREA READ: Reads multiple areas in
event memory
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Event Memory

Command code Name and function
02 01 PARAMETER AREA READ: Reads the routing tables
02 02 PARAMETER AREA WRITE: Writes the routing tables
02 03 PARAMETER AREA CLEAR: Clears the routing tables
02 25 ROUTING TABLE SET
05 01 CONTROLLER DATA READ
05 02 CONNECTION DATA READ
07 01 CLOCK READ
07 02 CLOCK WRITE
07 03 TIME COMPENSATION (unit version 1.1 or later)
08 01 INTERNODE ECHO TEST

Note FINS commands addressed to the CPU_UNIT must be sent through a net-

work provider.

Event memory is the internal memory for FinsGateway. It contains memory
with the same names (DM and CIO) as a PLC’s memory areas. Just like the
CIO and DM areas in a PLC, the event memory can be allocated to DeviceNet
slave I/O data, Controller Link or SYSMAC LINK data links, or for other pur-
poses. In addition, CS1 CPU Unit I/0 can be allocated via the CS1 bus inter-
face. Event memory can be accessed by using FINS commands. An example
is given below. The size of the event memory is 65,536 words for DM and
8,192 words for CIO.

Input area 1 Qutput area 2
Event Node 1 | Node 2 Node 11|Node 12
memory inputs | inputs outputs |outputs
1 word | 1 word 1 word {1 word
\/ '
DeviceNet
Slave 1 Slave 2 Slave 11 Slave 12

It would be possible to read or write the I/O data for more than one DeviceNet
slave using a single FINS command.

CIO
0 19

Event
memory

Controller {Node 1 | Node 2
Link data |{CIOOto |CIO 10to
link tables |CIO 9 Clo 19

Data link areas are allocated in event memory according to settings for the
data link tables. Use the CX-Net to set the data link areas.

1-3-4 Network Provider Functions and Precautions

10

The network providers (NPs) are software components that provide the soft-
ware functions for networks just like Communications Units do for PLCs. The
network providers correspond to PLC Units. Data can be read and written by
addressing FINS commands from the computer connected to the Open Net-
work Controller to the network providers, or to the CPU_UNIT through a net-
work provider.
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List of Network Providers

The FINS commands that can be addressed to each network provider and the
precautions for the network provider are described next.

connection ser-
vice network

Network Function Reference
provider

SPR_UNIT A software component used to access the SECTION 6

(ONC system backup memory (SRAM) and manage the bat- | SPR_UNIT (ONC

status network | tery. This function is supported by ONC Ver. 2 | System Status

provider) and later. Network Provider)

ETN_UNIT A software component that functions like a SECTION 7
Communications Unit to connect to the Ether- | ETN_UNIT (Ether-
net. This software is not required when FINS | net Network Pro-
commands are not used on the Ethernet. vider)

CLK_UNIT A software component that functions like a SECTION 8
Communications Unit to connect to a Control- | CLK_UNIT (Con-
ler Link network through a Controller Link troller Link Net-
Support Board. work Provider)

SLK_UNIT A software component that functions like a SECTION 9
Communications Unit to connect to a SYS- SLK_UNIT (SYS-
MAC LINK network through a SYSMAC LINK | MAC LINK Net-
Support Board. work Provider)

BUSCS1_UNIT | A software component that is used to perform | SECTION 10
FINS communications and /O communica- BUSCS1_UNIT
tions (CS1 bus connection) with CS1 PLCs (CS1 Bus Connec-
through a CS1 Bus Interface Board. tion Network Pro-

vider)

DRM_UNIT A software component that functions like a SECTION 11
Communications Unit to connect to DRM_UNIT
DeviceNet. (DeviceNet Net-

work Provider)

HLK_UNIT A software component for converting FINS SECTION 12
commands into the following serial communi- | HLK_UNIT (Serial
cations protocols. Network Provider)
SYSWAY, SYSWAY CV, CompoWay/F, ID
Controllers (V600/V620 Series), and Produc-
tivity Monitors (TP700-B1, TP700-B2, or
TP710-A)

Hsv_UNIT (PT | A software component used to connect seri- | SECTION 13

ally to a PT (Programmable Terminal).

Hsv_UNIT (PT
Connection Ser-

provider) vice Network Pro-
vider)
RCOM_UNIT The RemoteCOM Unit (RCOM_UNIT) is a SECTION 14
software component used to enable the RS- | RCOM_UNIT
232C port on an INTC-SGBO01 SerialGateBox | (RemoteCOM
to be used as an Open Network Connector Connection Net-
serial port. work Provider)
FLK_UNIT (Fin- | A software component used to read informa- | SECTION 16 Ultili-
sLink) tion (DM Area and CIO Area words) from ties

PLCs connected to the Open Network Con-
nector through serial and Ethernet communi-
cations using FINS commands. It is also used
to form virtual data links with the event mem-
ory (DM and CIQ) in the Open Network Con-
nector.

When FinsLink is used, virtual data links are
possible between the Open Network Control-
ler and PLCs connected to all networks sup-
ported by the Open Network Controller.

11
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SPR_UNIT (ONC

System Status
Network Provider)

Memory Unit

Status Memory

Clock Memory

Shutdown

Error Log

FINS Service

12

The following pages explain the functions and limitations of each of the net-
work providers listed in the above table. For details on each network provider,
refer to the appropriate section indicated in the Reference column of the table.

The SPR_UNIT is a software component that is used to access the backup
memory (SRAM) and manage the battery. The functions of the SPR_UNIT
are described below.

The SPR_UNIT is able to hold the event memory (DM and CIO) status in
SRAM even when the Open Network Controller power is turned OFF. The DM
and CIO are not held, but, rather, the status of event memory (DM and CIO)
specified over a specific period is held in the SRAM. This SRAM is called
backup memory. SRAM cannot be accessed directly from the Open Network
Controller application software. To access SRAM, send a FINS command to
the SPR_UNIT.

e Backup
Specific portions of event memory (DM and CIO) can be backed up to the
backup memory (SRAM) periodically using refresh cycles set with the
Setting Tool. The capacity of backup memory is 65214 words. In the
default settings, however, 9 words beginning from word 65205 are allo-
cated as the status area.

* Restore
The backup memory (SRAM) is copied to the event memory (DM and
CIO). (Specify whether to execute at startup of the Open Network Control-
ler, or at a user-specified time.)

The backup or restore operation can also be performed by turning ON status
map bits. (Refer to 6-2-4 List Map.)

The status memory is used to periodically write the following status to the
specified area (DM, CIO, or SRAM) at the interval specified with the Setting
Tool.

1. Indicator ON/OFF status (RUN, ERR, and CARD)

2. DIP switch ON/OFF status (pin 1 and pin 2)

3. Battery ON/OFF (normal/error)

The clock memory is used to write the current date and time of the Open Net-
work Controller in the event memory (DM and CIO) at the refresh cycle speci-
fied with the Setting Tool.

The shutdown function is used to restart the Open Network Controller when
the event memory bit specified with the Setting Tool turns ON.

The error information displayed on the 7-segment display is saved in the
SRAM (up to 64 errors). FINS commands are used to read the error log. Past
errors are saved even if the Open Network Controller power is turned OFF.

Data from the backup memory (SRAM) is read or written using FINS com-
mands. The following FINS commands are supported.

Command code Name
01 01 BACKUP MEMORY READ
01 02 BACKUP MEMORY WRITE
2102 ERROR LOG READ
2103 ERROR LOG CLEAR
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ETN_UNIT

FINS Commands
Addressed to ETN_UNIT

Precautions

CLK_UNIT

FINS Commands
Addressed to CLK_UNIT

Allocating Event Memory

The ETN_UNIT is a software component that functions like a Communica-
tions Unit to connect to an Ethernet network. The ETN_UNIT is not required if
FINS commands are not used on the Ethernet.

The following FINS commands can be addressed to the ETN_UNIT.

Command code Name
05 01 CONTROLLER DATA READ
27 50 IP ADDRESS TABLE WRITE
27 60 IP ADDRESS TABLE READ
27 65 ADDRESS DATA READ

* The IP address of the Open Network Controller is set in software. Refer to
4-2 LAN Settings (IP Address). The default address is 10.0.0.1 with a
subnet mask of 255.0.0.0.

* FINS communications use the UDP protocol. Confirm the reception of
FINS commands by processing the FINS responses in the application
program.

* FINS communications will not be possible with nodes that are not regis-
tered in the IP address table. The address of the destination node must
be registered in the IP address tables of both nodes involved in FINS
communications.

e The IP fragmentation queue in the Open Network Controller can contain
up to 200 entries. Each buffer is 4 Kbytes.

* FINS node address 255 cannot be used for IP broadcast transmissions.

The CLK_UNIT is a software component that functions like a Communication
Unit to connect to a Controller Link network through a Controller Link Support
Board.

The following FINS commands can be addressed to the CLK_UNIT (i.e., to
the Controller Link Support Board). Data link areas are set using the CX-Net.

Command code Data links Name
Active Stopped
04 01 Not valid |OK RUN
02 OK Not valid |STOP
05 01 OK OK CONTROLLER DATA READ
06 01 OK OK CONTROLLER STATUS READ
02 OK OK NETWORK STATUS READ
03 OK OK DATA LINK STATUS READ
08 01 OK OK LOOPBACK TEST
02 OK OK BROADCAST TEST RESULTS READ
03 OK OK BROADCAST TEST DATA SEND
21 02 OK OK ERROR LOG READ
03 OK OK ERROR LOG CLEAR

If data link areas are allocated in event memory, the Open Network Controller
can participate in the data links on the Controller Link Network, and personal
computers and other devices on an Ethernet network can access remote data
link areas by reading/writing event memory. In the Open Network Controller,
the CIO and DM areas can be used to create data link areas.

Data link areas are set using the CX-Net.

13
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Precautions

SLK _UNIT

FINS Commands
Addressed to SLK_UNIT

Allocating Event Memory

14

ClO
Event
memory

Controller {Node 1 Node 2
Link data {ClIOO0to [CIO 10to
link tables |ClO 9 Clo 19

* Data link areas must be set so that they do not use words allocated for
other purposes.

* The refresh interval from the data link memory on the Controller Link Sup-
port Board to event memory is set using the Setting Tool for the ONC.

The SLK_UNIT is a software component that functions like a Communications
Unit to connect to a SYSMAC LINK network through a SYSMAC LINK Sup-
port Board.

The following FINS commands can be addressed to the SLK_UNIT (i.e., to
the SYSMAC LINK Support Board). Data link tables for the SYSMAC LINK

Support Board in the Open Network Controller are set using the CX-Net.

Command code Data links Name
Active Stopped
04 01 Not valid |OK RUN
02 OK Not valid | STOP
05 01 OK OK CONTROLLER DATA READ
06 01 OK OK CONTROLLER STATUS READ
02 OK OK NETWORK STATUS READ
03 OK OK DATA LINK STATUS READ
08 01 OK OK LOOPBACK TEST
02 OK OK BROADCAST TEST RESULTS READ
03 OK OK BROADCAST TEST DATA SEND
21 02 OK OK ERROR LOG READ
03 OK OK ERROR LOG CLEAR

When data link words are allocated in event memory, the Open Network Con-
troller can participate in the data links on the SYSMAC LINK Network. This
enables personal computers and other devices on an Ethernet network to
access remote data link areas by reading/writing event memory.

With the Open Network Controller, CIO and DM can be used for data links.
Data link areas are set using the CX-Net.

ClOo
0 19

Event memory gg

Node 1 | Node 2
SYSMAC LINK data CIO 010 | CIO 10 to

link tables ClO9 ClO 19
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Precautions e Data link areas must be set so that they do not use words allocated for
other purposes.

* The refresh interval from the data link memory on the SYSMAC LINK
Support Board to event memory is set using the Setting Tool for the ONC.

BUSCS1 UNIT The BUSCS1_UNIT is a software component that enables FINS communica-
tions and I/O communications (CS1 Bus connection) with CS1 PLCs through
a CS1 Bus Interface Board. The BUSCS1_UNIT and CPU Bus Units function
as separate nodes on the FINS network. The default node addresses are
node 1 for the BUSCS1_UNIT and node 2 for CPU Bus Unit (CS1 side).

For example, when the FINS network (broken line in the following diagram) is
network 4, FINS communications can be sent to the Open Network Controller
node 1 on network 4 from the CS1.

>
58
— (7]
[e]
o
CS1 CPU Rack
CS1 Bus Open Network
; Controller B
Expansion Connector —~=—= | | Solidline: Physical cable
a sk Broken line:
R Virtual cable implemented
| T || ‘ . ;
Node 1 ! |2 ! ! with software in the Open
[ - | Network Controller
BUSCS1_UNIT 4-O 'Node 2 W

I I I I I
L L Ll __i___.

Virtual Expansion Rack
FINS network

Note The BUSCS1_UNIT and the CPU Bus Unit in the Open Network Controller
are actually implemented using the BUSCS1_UNIT (CS1 Bus Connection
network provider).

Allocating Event Memory By allocating I/O words in event memory to the CS1 CPU Unit (abbreviated as
CS1), data can be sent and received (/O communications) between the CS1
and the Open Network Controller. The areas and sizes can be set as follows:

* 20 input words (Writes contents of CS1 memory to the Open Network
Controller event memory.)

¢ 20 output words (Outputs the words written in the Open Network Control-
ler event memory to the PLC memory.)

* The maximum size of memory that can be allocated is 7,784 words.

Clo DM

Open Network
Controller's A B' c D'
event memory L

Voo T T
CS1 CPU Unit’s \
1/0 memory A B c D
cio ” DM

15



Function Overview Section 1-3

FINS Commands The FINS commands used by BUSCS1_UNIT and CPU Bus Units are differ-
Addressed to ent. For details, refer to 10-6 FINS Commands Addressed to BUSCS1_UNIT
gt’fﬁﬁ;tgu"‘” and CPU and 10-7 FINS Commands Addressed to the CPU Bus Unit.

H FINS Commands Addressed to BUSCS1_UNIT
The following FINS command can be addressed to the BUSCS1_UNIT.

Command code Name
05 01 CONTROLLER DATA READ

B FINS Commands Addressed to CPU Bus Units
The following FINS commands can be addressed to CPU Bus Units.

Command code Name
05 01 CONTROLLER DATA READ
2102 ERROR LOG READ
2103 ERROR LOG CLEAR
System Setting Even if the PLC power is ON, the PLC will not be in RUN status unless the ini-
Precautions tial processing of the Open Network Controller (i.e., the CS1 Bus Interface

Board installed in the Open Network Controller) has been completed. The
Open Network Controller requires about 25 seconds to start after the power
has been turned ON. Consider the Open Network Controller and PLC startup
times when designing the system.

If the Open Network Controller power is turned OFF while the PLC power is
ON, an /O bus error will occur in the PLC. Consider this factor when design-
ing the system.

DRM_ UNIT The DRM_UNIT is a software component that functions like a Communica-
tions Unit to connect to a DeviceNet network. The DeviceNet can function as
both a Slave and a Master for Open Network Controller version 2.

DeviceNet Any of the following three methods can be used to communicate through an
Communications Methods  QOpen Network Controller between personal computers or other devices on an
Ethernet network and devices on the DeviceNet network (Master function
only).
¢ Allocate DeviceNet remote I/O data to event memory and read/write event
memory.

* Send/receive FINS messages to/from devices on the DeviceNet network
(only for devices that support FINS). (Not all devices support FINS com-
munications  functions with  Open Network Controllers (e.g.,
C200HX/HE/HG or C200HS PLCs).)

* Send explicit messages to devices on the DeviceNet network.

Allocating Event Memory

H Master Function

If DeviceNet remote 1/O is allocated in event memory when the Master func-
tion is used, personal computers and other devices on an Ethernet network
can access remote I/O data by reading/writing event memory.

Input Input Output Output
area 1 area 2 area 1 area 2

Event
memory

6,400 6,400 6,400 6,400
| words max. words max. words max. words max|

25,600 words max.

16
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Explicit Messages

FINS Commands
Addressed to DRM_UNIT

Precautions

Event
memory

Up to two input areas and two outputs areas can be allocated in event mem-
ory. Each area can contain up to 6,400 words, for a maximum of 12,800 input
words and 12,800 output words.

Allocations can be made for a maximum of 63 nodes and up to 100 words
(200 bytes) can be allocated per node in each area.

Allocated words are refreshed periodically and the refresh interval can be
specified in increments of 1 ms. (The refresh interval must be longer than the
actual communications cycle time. The communications cycle time can be
checked in the status area.)

These data words are allocated using the Setting Tool for the ONC. A sepa-
rate status area of 90 words can also be allocated. For details on the status
area, refer to 17-4 DeviceNet Status Area.

H Slave Function

If the Open Network Controller is used as a Slave, the DeviceNet Master (e.g.,
a PLC) will read and write I/O data from the Slave. For the Open Network
Controller, the 1/0O data is allocated in event memory.

Input Output
area area

100 100
words max. words max.

Up to 100 words each can be allocated in event memory for an input area and
an output area. The words are allocated using the Setting Tool for the ONC.
There are two modes that can be used for allocation: Using all of the set input
and output areas as the Slave I/0 data and using the DeviceNet Configurator
to use specified sizes of the input and output areas.

FINS command code 2801 can be used to send explicit messages to devices
on the DeviceNet network. This function enables communications with the
Master and Slaves on the DeviceNet network. The Open Network Controller
converts explicit messages returned from the DeviceNet devices to FINS
responses. This function can be used to read maintenance information from
DRT2-series Smart Slaves.

The following FINS commands can be addressed to the DRM_UNIT.

Command code Name
04 01 RUN
04 02 STOP
04 03 RESET
05 01 CONTROLLER DATA READ
08 01 LOOPBACK TEST
28 01 EXPLICIT MESSAGE SEND

I/O areas and the status areas must be set so that they do not use words allo-
cated to other purposes.

The longest FINS message exchanged with between the DeviceNet network
and the Open Network Controller is 552 bytes beginning from the ICF.

17
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HLK UNIT

Supported Serial
Communications
Protocols

Applicable FINS
Commands and
Applicable PLCs
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HLK_UNIT is a software component that converts FINS commands to the fol-
lowing communications protocols.

The following three serial communications protocols are supported.
* SYSWAY
e SYSWAY CV
e CompoWay/F

HLK_UNIT converts FINS commands to commands in the above protocols.
This function enables FINS message communications through the Open Net-
work Controller between personal computers and other devices on the Ether-
net network and the following devices, including OMRON FA components that
support the CompoWay/F protocol and the following OMRON PLCs.

* PLCs that do not directly support FINS commands, e.g., the CQMI1,
SRM1, C1000H, C2000H, and C20P

» Temperature Controllers (e.g., the E5CN) and Intelligent Signal Proces-
sors on a CompoWay/F network, which previously could not connect to
personal computers and other devices on Ethernet networks

FINS message communications are also supported for the following ID Con-
trollers and Productivity Monitors.

V600/V620 Series ID Controllers
TP700-BLJ1, TP700-BLI12, and TP710-A Productivity Monitors

The FINS commands supported by each protocol and the applicable PLCs
are given below.

SYSWAY Protocol
FINS Commands

Command code Name
01 01 READ MEMORY AREA
0102 WRITE MEMORY AREA
04 01 RUN
04 02 STOP
05 01 CONTROLLER DATA READ
06 01 CONTROLLER STATUS READ
08 01 LOOPBACK TEST
22 OF FILE MEMORY INDEX READ
2210 FILE MEMORY READ
22 11 FILE MEMORY WRITE
23 01 FORCED SET/RESET
2302 FORCED SET/RESET CANCEL

Applicable PLCs

The following PLCs support the SYSWAY protocol. (Not all of the above FINS
commands are supported by each of the PLCs.)

C20, C50, C120, C120F, C20H/C28H/C40H/C60H,
C20P/C28P/C40P/C60P, C20PF/C28PF/C40PF/C60PF, C500, C500F,
C1000H, C1000HF, C2000H, C200H, C200HS, C200HX/HG/HE, CQM1,
CQM1H, CPM1, CPM1A, CPM2A, CPM2C, SRM1, CV500, CVM1,
CV1000, CV2000, CS1, and CJ1.



Function Overview

Section 1-3

SYSWAY CV Host Link Protocol

FINS Commands

Command code Name
01 01 MEMORY AREA READ
02 MEMORY AREA WRITE
03 MEMORY AREA FILL
04 MULTIPLE MEMORY AREA READ
05 MEMORY AREA TRANSFER
02 01 PARAMETER AREA READ
02 PARAMETER AREA WRITE
03 PARAMETER AREA CLEAR
03 04 PROGRAM AREA PROTECT
05 PROGRAM AREA PROTECT CLEAR
06 PROGRAM AREA READ
07 PROGRAM AREA WRITE
08 PROGRAM AREA CLEAR
04 01 RUN
02 STOP
05 01 CONTROLLER DATA READ
02 CONNECTION DATA READ
06 01 CONTROLLER STATUS READ
20 CYCLE TIME READ
07 01 CLOCK READ
02 CLOCK WRITE
09 20 MESSAGE READ (MESSAGE CLEAR, FAL/FALS
READ)
oC 01 ACCESS RIGHT ACQUIRE
02 ACCESS RIGHT FORCED ACQUIRE
03 ACCESS RIGHT RELEASE
21 01 ERROR CLEAR
02 ERROR LOG READ
03 ERROR LOG CLEAR
22 01 FILE NAME READ
02 SINGLE FILE READ
03 SINGLE FILE WRITE
04 MEMORY CARD FORMAT
05 FILE DELETE
06 VOLUME LABEL CREATE/DELETE
07 FILE COPY
08 FILE NAME CHANGE
09 FILE DATA CHECK
0A MEMORY AREA FILE TRANSFER
0B PARAMETER AREA FILE TRANSFER
0oC PROGRAM AREA FILE TRANSFER
23 01 FORCED SET/RESET
02 FORCED SET/RESET CANCEL

19
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Precautions

ID Controllers and
Productivity Monitors
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Applicable PLCs

The following PLCs support the SYSWAY CV protocol. (Not all of the above
FINS commands are supported by each of the PLCs.)

CVM1, CV-series, CS1, and CJ1 PLCs

CompoWay/F Protocol

Applicable Commands

The commands that can be used depend on the CompoWay/F component.
Refer to the operation manuals for the components.

Refer to 12-4-16 FINS Commands for the CompoWay/F Protocolin 12-4 FINS
Commands Addressed to Devices via HLK_UNIT for information on sending
FINS commands from the Open Network Controller to CompoWay/F compo-
nents.

Applicable Models

Commands can be sent to any component that supports the CompoWay/F
protocol.

HLK does not support slave-initiated communications (i.e., receiving FINS
commands from the PLC) using FINS commands.

V600/V620-series ID Controllers and TP700-B1, TP700-B2, and TP710-A
Productivity Monitors support the CompoWay/F protocol.

Memory Card
Open Network Controller /

/

Expansion Board

]

RS-422A/485
24 VDC

RS-232C

IDorTP ID Controllers or Productivity Monitors

* FINS commands and responses can be used to connect the V600/V620-
series ID Controllers and TP700-B1, TP700-B2, and TP710-A Productiv-
ity Monitors

e The HLK_UNIT automatically converts the command/response format
used between the HLK_UNIT and the ID Controllers or Productivity Moni-
tors. Therefore, FINS commands can be used to control and monitor ID
Controllers or Productivity Monitors without having to use separate proto-
cols.
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FINS Commands Addressed to ID Controllers

Command Name
code
01 01 MEMORY AREA READ
0102 MEMORY AREA WRITE
02 02 DATA MANAGEMENT COMMAND EXECUTE

Checks Data Carrier memory or manages the number of times memory
(EEPROM) has been rewritten.

04 02 AUTOCOMMAND PROCESSING CANCEL

08 01 LOOPBACK TEST

0B 01 ABORT

3225 ID CONTROLLER COMMUNICATIONS COMMAND EXECUTE

FINS Commands Addressed to TP700 Productivity Monitors

FINS Variable Function/measured value Requested
command data type
01 01 40 All measured values 0
41 Non-programmable total power 1
42 Programmable total power 2
43 Instantaneous power 3
44 Instantaneous voltage 4
45 Instantaneous current 5
46 Power factor and instantaneous current 6

Note Refer to the TP700 Productivity Monitor Operation Manual for details on the
functions/measured values, and requested data types.

FINS Commands Addressed to TP710 Productivity Monitors

FINS command Function Processing details
0101 A Measured items (category A)
0101 B Statistical items (category B)
0101, 0102 C Setting items (category C)
0101, 0102 D User information (category D)
0101, 0102 E User control information (category E)

Note Refer to the TP710 Productivity Monitor Operation Manual for details on the
functions and processing details.

21
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HSV_UNIT (PT
Connection Service

Network Provider)

Connectable PTs

Memory Settings
Supported by PTs

Precautions

RCOM_ UNIT

22

The HSV_HOST provides a service to connect PT (Programmable Terminals)
to a COM port of the Open Network Connector. The Open Network Controller
operates as a Host Link Unit for a virtual PLC and provides data memory
(DM) and 1/0 memory (CIO) to the PT.

Ethernet

Open Network Controller Ethernet

FinsGateway event memory (DM and CIO)

i ! i

[ASV | [RsV | [ HsV |
[RUT | [[RuUT | [RUT |
[comi] [comz| [coMs |
————————
NT31 NT31 NT31
NT631 NT631 NT631

The following PTs can be connected to the Open Network Controller.

NT31C-ST141(B):  Color STN, LCD model
NT31-ST121(B): Monochrome STN, LCD model
NT631C-ST141(B): Color TFT, LCD model
NT631C-ST151(B): Color STN, LCD model
NT631-ST211(B): High contrast, EL model

Other PTs are not supported and their operation may not be stable.
Host Link mode is the only communications method that is supported.

The DM Area and the CIO Area can be set for the PT. If other areas (such as
TIM or AR) are set, communications errors will occur.

HLK_UNIT and HSV_UNIT cannot be used on the same COM port.

The RemoteCOM Unit (RCOM_UNIT) is a software component that is used to
enable the RS-232C port of the ITNC-SGBO01 SerialGateBox to be used as an
Open Network Controller serial port. This enables the Open Network Control-
ler to communicate via Ethernet with FA devices that do not have a serial
interface.

The RCOM_UNIT functions as a FinsGatewayQNX NP (network provider)
with the Open Network Controller in the same way as the HLK_UNIT. To use
RCOM_UNIT, the Open Network Controller requires application software
(either the Open Network Controller’'s optional software or user-provided soft-
ware) to enable RCOM_UNIT to be used with the Open Network Controller, in
the same way as with HLK_UNIT. The differences between using serial com-
munications with HLK_UNIT and RCOM_UNIT are shown in the following dia-
grams.
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Serial Communications
Using HLK_UNIT

Serial Communications
Using RCOM_UNIT

Open Network Controller

HLK_UNIT

COMH COoM2
RS-232C RS-232C

K3SC-10 Interface Converter

RS-422A/485

1:N Host Link or CompoWay/F

Host Link
(CS1,C,orCV)

-
CS1, C, or CV-series CPU Units, ID Controllers,
Productivity Monitors, or components

Open Network Controller

RCOM_UNIT

LAN port

10Base-T/
100Base-TX Ethernet

SerialGateBox SerialGateBox

RS-232C

K3SC-10 Interface Converter

- RS-422A/485
Host Link (CST, C, or CV) 1:N Host Link or CompoWay/F

\
CS1, C, or CV-series CPU Units, ID Controllers,
Productivity Monitors, or components
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System Configuration

The Open Network Controller can send and receive FINS messages to and
from PLCs and OMRON FA components that support the CompoWay/F proto-
col through SerialGateBoxes on an Ethernet network. When a 1:N Host Link
or CompoWay/F network is connected, RS-232-t0-RS-422A/485 conversion
can be performed using a K3SC-10 Interface Converter.

Open Network Controller

RCOM_UNIT

can be connected to a single ONC.)

LAN port _
10Base-T/ (Up to 16 SerialGateBoxes
100Base-TX Ethernet

SerialGateBox SerialGateBox Iil il

Note

Number of Connectable
Units

24

Note

RS-232C

K3SC-10 Interface Converter

. RS-422A/485
Host Link (CS1, C, or CV) 1:N Host Link or CompoWay/F

CS1, C, or CV-series CPU Units, ID Controllers,
Productivity Monitors, or components

1. Direct connections to RS-422 and RS-485, and to non-OMRON PLCs, are
not supported.

2. This communications system can be used simultaneously with standard
Ethernet communications (such as FTP).

3. Each Open Network Controller and SerialGateBox has a separate IP ad-
dress. For details on setting the SerialGateBox IP addresses and port
numbers, refer to the SerialGateBox Operation Manual. Up to 16 Serial-
GateBoxes can be connected to a single Open Network Controller. If this
condition is satisfied, an essentially unlimited number of Open Network
Controllers can be used on a single network.

Up to 16 SerialGateBoxes can be connected to a single Open Network Con-
troller. The unit number of the RCOM_UNIT, however, must not be the same
as the unit number of other network providers (such as the ETN_UNIT or
HLK_UNIT).

If the above conditions are satisfied, an essentially unlimited number of Open
Network Controllers can be used on a single network.

The unit numbers can be checked using the Startup Services setting. For
details, refer to 14-3-1 Startup Services under 14-3 RemoteCOM Setup.
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Supported Serial
Communications
Protocols

Note

FLK_UNIT (FinsLink)

Note

The following serial communications protocols are supported by
RCOM_UNIT, just as they are for HLK_UNIT.

* SYSWAY

* SYSWAY CV

e CompoWay/F

¢ |ID Controllers (V600/V620 Series)

¢ Productivity Monitors (TP700-B1, TP700-B2, and TP710-A)

RCOM_UNIT converts FINS commands to commands in the above protocols.
This function enables FINS message communications between personal
computers and other devices on the Ethernet network and the following
devices, including OMRON FA components that support the CompoWay/F
protocol and the following OMRON PLCs.

* PLCs that do not directly support FINS commands, e.g., the CQMI1,
SRM1, C1000H, C2000H, and C20P

» Temperature Controllers (e.g., the E5CN) and Intelligent Signal Proces-
sors on a CompoWay/F network, which previously could not connect to
personal computers and other devices on Ethernet networks

MEL_UNIT cannot be used to connect non-OMRON PLCs through Serial-
GateBoxes.

Refer to SECTION 12 HLK_UNIT (Serial Network Provider) for details on
FINS commands, including a list of supported FINS commands and applica-
ble models.

FinsLink is a software component that uses FINS commands to read and
write data (memory areas DM and CIO) in a PLC connected to the Open Net-
work Controller, and to periodically read and write that data to/from the Open
Network Controller event memory (DM and CIO). FinsLink thereby creates vir-
tual data links.

When FinsLink is used, virtual data links are created between the Open Net-
work Controller and the PLCs on all networks supported by the Open Network
Controller, as follows:

e Ethernet

e Serial (only SYSWAY and SYSWAY CV communications)
e Controller Link

* SYSMAC LINK

Controller Link and SYSMAC LINK networks have data link functions, so
these can normally be used to create data links. If these functions are not
used, FinsLink can be used to create virtual data links.

The data (memory areas DM and CIO) of PLCs connected serially to the
Open Network Controller are periodically refreshed in the Open Network Con-
troller's event memory (DM and CIO). Then, the serially connected PLC data
can be read and written just by reading from or writing to the Open Network
Controller's event memory from personal computers on the Ethernet. The
data from each PLC connected to the Open Network Controller can be man-
aged together in the Open Network Controller’s event memory, enabling per-
sonal computers and other devices to easily access all the linked data from
the Open Network Controller.

25
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Data Link Area Allocations = The PLC memory areas (DM and CIO) are allocated in the Open Network
Controller's event memory (DM and CIO) and participates in the data link. The
PLC memory areas (DM and CIO) can then be read/written from/to the Open
Network Controller from a personal computer connected to the network.

CIO
0 19

Event memory gg

pLCt1 | PLC2
PLC memory area | C|00to |DM 020 to
ClO 9 DM 029

Note Specified by PLC (network address, node address, unit address).
Example: PLC 1 = (1.2.0), PLC 2= (1.3.0)

Precautions * If FinsLink is used with multiple PLCs connected serially and one of the
PLCs stops, a timeout will occur each cycle when attempting to access
the stopped PLC. Therefore, the cycle time will be extended by the time-
outs.

* HLK_UNIT is required when using FinsLink with serially connected PLCs.

* When using FinsLink with serially connected PLCs, set the FinsLink time-
out to be longer than the HLK_UNIT timeout.

* FinsLink is different from the data link functions of Controller Link and
SYSMAC LINK.

* The data link can be used to access the PLC’s DM and CIO Areas only
(other areas cannot be used).

e FinsLInk is not supported by CompoWay/F devices, ID Controllers, or
Productivity Monitors.
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1-4 Setting Tool

Web Service Version 2
Main Menu

The Open Network Controller Web Service Setting Tool (version 2) is pre-
installed on ONC Ver. 2. The Setting Tool is used to set the Open Network
Controller, read and write Open Network Controller setup files, and restart the
Open Network Controller from the Web browser.

The Setting Tool has the following functions.
* Setting the Open Network Controller
* Displaying and editing setup files
* Rebooting
* Displaying error log
* Monitoring indicators
* Displaying system profiles
* Synchronizing clocks

Open Network Controller
<LITNC-EPX01 (-DRM)>>

Web Service Ver.2 Top Page

Go to Maintenance Menu (in Enzlish)

Java Applet Setting Tool {Basic) Information
@ i_j_%ﬁi“)‘—lblix TN IOEREFHASZER A ILdh
1 o
HZIEADFIBANL, (LA -FERMCEDF (L EIU 2L

T BEWFEA AL TS,
BICAZ A —FFFERLT. HEIEAOBA A IEoTETT.

Japanese version of Basic Setting Tool is pre—installed in

the OMNC as default. %
If wou would like to use the English version of it, please

click the nght icon.

English version install page is appearsd. Then install it
You can go back to the Japanese version with the same
WEY.
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Open Network Controller

Basic Setting Tool

OomROoN

Open Netwaork Controller
Setting Tool

Log on

Log off

Change Password
ONC Reboot

Menu Setting

ONC_Host IP
Other Host [P
IP Route

Startup Services
Gateway Network

Serial Ports

ONCSystemNP

-

m
=
[
[
=]

| v

Setup Utility[Log On]
Enter the password.

Password [

o]

(c)Copyright OMRON Corporation 2001-2003. All Rights Rese

Refer to SECTION 4 Software Settings (Basic) to SECTION 16 Utilities for
details on Open Network Controller setting methods. For details on other set-
ting methods, refer to SECTION 17 Web Service Version 2 Maintenance

Menu.

1-5 Operating Environment

This section describes the environment required to set the Open Network

1-5-1

28

Controller. (Microsoft Internet Explorer is abbreviated to IE.)

ONC Java Applet Setting Tool for the ONC

The following environment is required.

Open Network Controller

Windows 98, Me, NT4.0, 2000, or XP

IE5.5 or later (SP2 or later is recommended.)

Note For IE6, SP1 or later is required.
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1-5-2 Optional Software

Note

When optional software for the Open Network Controller is used, a Memory
Card may be required. For example, a Memory Card is used for the Data Col-
lection/Distribution Service Software and the WebToolKit software if the web
page size is larger than the available space on the internal disk.

1. The OMRON Memory Cards used with ITNC-EIS01/EIX01(-DRM/-CST)
Open Network Controllers can also be used.

2. Memory Cards are not provided with standard Open Network Controllers
and must be purchased separately.

The following OMRON Memory Cards are available.

Model Memory size
HMC-EF372 30 MB
HMC-EF672 64 MB
HMC-EF282 256 MB
HMC-EF582 512 MB

1-6 Optional Software Precautions

Note

This section describes the setting procedures when the settings for the
optional software used with ITNC-EISO1/EIX01(-DRM/-CST) Open Network
Controllers (abbreviated to ONC V1) are used with ITNC-EPX01(-DRM) Open
Network Controllers (abbreviated to ONC V2), and when the optional software
is used with ONC V2 from the start.

For details on the differences between ONC V1 and ONC V2, refer to the
comparison table in 7-7 Precautions when Changing from an ITNC-
EISO01/EIX01(-DRM/-CST).

The licensing agreement of the optional software permits one copy of the
licensed software to be installed on a single Open Network Controller only.
Additional licenses must be purchased to run the software on more than one
Open Network Controller.

1-6-1 RemoteKit Software (RTK)

Note
1,2,3...

A Memory Card is not required to run RTK.

1. Install RTK on the ONC V2.
2. Perform software settings on the ONC V2.

1-6-2 Data Collection/Distribution Service Software (DCD)

Note

1,2,3...

Note

A Memory Card is required to store the collection/distribution files. Install the
Memory Card before running DCD.

1. Install DCD on the ONC V2.

2. Perform software settings on the ONC V2.

Change the collection directory from /hd/... to /kd/...

If the collection filename is given in the FTP macro, change the path name
from /hd/... to /kd/...

When uninstalling the DCD, it is possible to also select FinsLink to be unin-
stalled as well. Do not, however, uninstall FinsLink. If FinsLink is accidentally
uninstalled, it can be reinstalled by restoring the Open Network Controller to
its default status.
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1-6-3 DataBaseToolKit Software (DBTK)

Note A Memory Card is not required.

1,2,3...

1. Install DBTK on the ONC V2.
2. Perform software settings on the ONC V2.

1-6-4 Perl Provided with DBTK

Note A Memory Card of 30 Mbytes or more is required as the installation destina-

Note

tion. Install the Memory Card before installing the software.
Install Perl on the ONC V2 Memory Card (/kd). Reset the software.

1. In Chapter 1 Installing Perl of the online manual, the installation destination
and link destination are given as /hd. Use /kd for these destinations in-
stead.

2. Perl can be downloaded from the ONC website.

1-6-5 RemoteCOM Software (RCOM)

1-6-6 Setting Links
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1,2,3...

RemoteCOM is pre-installed on the ONC V2. Reset the software.

The current directory for the Open Network Controller's (V1, V2) Web server
is /hd/usr/web. Therefore, only directories under /hd/usr/web can be accessed
from the Web browser.

For example, the top page (OncWizard.html) for the ONC Setting Tool
installed for ONC V2 is in the /hd/usr/web/Applet directory, and it can be dis-
played by inputting http://10.0.0.1/Applet/OncWizard.html. (10.0.0.1 is the
default IP address for the Open Network Controller.) This is because
/hd/usr/web is used as the current directory.

The ONC V2 Memory Card is mounted as /kd. For the above reason, /kd can-
not be accessed directly from the Web server. Therefore, the following opera-
tion is required to change links.

Use Web Service Version 2 to set links. Refer to SECTION 17 Web Service
Version 2 Maintenance Menu for details on Web Service Version 2.

1. Start up the Web browser from the personal computer.

2. Specify the Open Network Controller’s IP address (or host name) + Web-
Service.html, as shown in the following example, and then press the Enter
Key.

Address | hktpe i 10.0.0.1 PwebService, html j

Note The default IP address for the Open Network Controller is 10.0.0.1.
The IP address can be changed by entering the new IP address.

When the Open Network Controller is connected properly, the Web Ser-
vice top page will be displayed.

Select Return to Maintenance Menu to display the Maintenance Menu.
Select Setup Menu.
Select Edit Setup Files.

Input the path name /etc/FgwwQnx/make_links in the input field at the bot-
tom of the edit window, as shown in the following example, and click the
OK Button.
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Enter file name

|
ok |

Feturn to Maintenance Menu

The following setup file editing window will be displayed.
7. Input the data as shown in the following example.

Edit file in text hox
Fetc/FowQnx/ make_links
In -f= fkd/Project1.CAB /hdfusriweb/Project1.CAB

Im -fz fkd/Projectl.htnl Shdfusrfweb/Projectl.html
In -f=z fkdfUserDir fhdfusriweb/UserDir

The formats are as follows:

Format 1:

In -fs /kd/[save destination filename on Memory Card]
/hd/usr/web[save destination filename in internal memory]

Format 2:
In -fs /kd/[name of directory to create on Memory Card]
/hd/usr/web[name of directory to create in internal memory]

In the above example, when /hd/usr/web/Project1.CAB is accessed,
/kd/Project1.CAB is referenced. When the internal disk space is insufficient to
save the CAB file, the above setting will allow the files that cannot be saved on
the internal disk to be saved on the Memory Card, while using the same direc-
tory path as access.

8. Click the OK Button. The password for editing is not set by default. Editing
can be performed with or without setting a password.

ly o

To update the file, enter vour password and click QK.

Password | [ ok | cancel | Show Initial Setting Get Inital Setting
Show Initial Setting: Opens a new window with the initial setting file.
Get Initial Setting: Inserts the initial setting file inte the text box

9. Reset the ONC V2.

1-7 Precautions when Changing from an ITNC-EISO01/EIX01(-
DRM/-CST)

* The Memory Card slot can be used to install OMRON Memory Cards
only. Do not use the slot to install other modem cards or Ethernet cards.

* The Open Network Controller is provided with four serial COM ports.
COMS3 is for RS-232C, and COM4 is for RS-422A/485 communications.
The ITNC-EIS01/EIX01(-DRM/-CST) has a different port configuration, so
check the ports carefully before use.

* The installation destination of Memory Cards in QNX format is /kd.

The installation destination of Memory Cards in ITNC-EISO1/EIX01(-
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DRM/-CST) Open Network Controllers is /hd, so make sure that the cor-
rect directory is used. In ITNC-EPX01(-DRM) Open Network Controllers,
/hd is used for the internal disk.

* The dimensions, weight, power consumption, and other specifications are
different. Check and consider the installation space and power supply
when replacing an Open Network Controller with a different version.

* The installation orientation has been changed. The ONC V2 cannot be
installed vertically. Refer to 3-4 Installing the Open Network Controller for
details.

* The Expansion Board slot specifications have been changed to comply
with PCI bus standards instead of ISA bus standards. The ISA Board
installed in the ITNC-EIX01(-DRM/-CST) Open Network Controller cannot
be used with the ONC V2.

* Always check operations before running programs created on an ITNC-
EISO1/EIX01(-DRM/-CST) Open Network Controller using a QNX devel-
opment environment.

* Some Units have additional functions (CLK_UNIT and DRM_UNIT).
Check the functions of the Unit being used.

* The error codes of each Unit (such as CLK_UNIT and DRM_UNIT) are
different. Always refer to the error codes provided in this manual.

* When a CS1 bus is used to connect to a CS1 PLC, a CS1 Bus Interface
Board must be purchased separately.

* ONC V2 models that include a CS1 Bus Interface Board, such as ITNC-
EISO01/EIX01(-CST) are not available.

* The Open Network Controller’s internal disk is pre-installed with a Setting
Tool for setting the Open Network Controller and Web maintenance soft-
ware for performing maintenance functions.

The following table provides a comparison of the ITNC-EIX01-DRM and
ITNC-EPX01-DRM specifications.

Item ITNC-EIX01-DRM Open Network Controller | ITNC-EPX01(-DRM) Open Network Controller
CPU 486-compatible CPU 66 MHz 486-compatible CPU 133 MHz
486SX equivalent 486DX equivalent
FPU No (software emulation) Yes
Memory 16 MB 32 MB
Internal disk 8 MB 32 MB
LAN 10Base-T 100Base-T/100Base-TX
Serial ports Two RS-232C, one RS-422A/485 Three RS-232C, one RS-422A/485
Indications POWER, RUN, ERR, LAN, POWER, RUN, ERR, LAN, 100, DISK, CARD
COM1, COM2, COM3, CARD, COM1, COM2, COM3, COM4
Two 7-segment display digits Two 7-segment display digits
oS QNX4.25 QNX4.25
FinsGateway Ver. 2.5 Ver. 2.8
Card slot Type 1: Conforms to PCMCIA, 5V Type 1, 2: For Memory Card only, 3.3 V

Expansion slot

Conforms to ISA bus standards.

Conforms to PCI bus standards.

Expansion Board

SYSMAC Board
Controller Link Support Board
SYSMAC LINK Support Board

Controller Link Support Board
SYSMAC LINK Support Board
CS1 Bus Interface Board

Dimensions 234.4x 140 x 62.4 mm (W x D x H) 234.4 x 140 x 73.4 mm (W x D x H)
Weight 1.0 kg max. 1.0 kg max. (without DRM)
1.1 kg max (with DRM)
Power consumption | 20 W max. 20 W max.
Mounting Bracket | ITNC-AP002 None
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Item ITNC-EIX01-DRM Open Network Controller | ITNC-EPX01(-DRM) Open Network Controller
DIN Track ITNC-DINO1 ITNC-DINO1
Backup memory No Yes

1-8 Basic Application Procedure

The following procedure is used to install and set up an Open Network Con-
troller.

1,2,3... 1.

Design the configuration of the network on paper, including the following.
Refer to SECTION 4 Software Settings (Basic) to SECTION 16 Utilities.

* The networks to be used and the network addresses
* Node address

* FINS routing

* Event memory allocation

Mount the Expansion Board (only when required).
Refer to 3-3 Mounting Expansion Boards.

Set the DIP switches.
Refer to 3-2 DIP Switch Settings.

Connect the cables.
Refer to 3-5 Connecting the Power Supply Cable to 3-8 Connecting Ether-
net Cables.

e Power supply cables
* Cables for Unit settings
* Network cables

Take the settings designed on paper and actually make them in the Open
Network Controller using the following methods.

* Use basic settings on the Open Network Controller. Refer to SECTION
4 Software Settings (Basic).

* Use each of the network provider settings. Refer to SECTION 5
CPU_UNIT to SECTION 16 Utilities.

Restart the Open Network Controller.
Start operation.

1-9 Communications Frame Length

The communications frame length when communicating with FINS com-
mands is shown here. The commands are executed by specifying the remote
network address, node address, and unit address in the parameters.

For details on the FINS commands for each network provider (NP), refer to
the explanation of FINS commands in each section.

Command Frame

a b
< >l g
I I T I I
I I L I I
\ A J
Command code Text
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Response Frame

34

Network (protocol) b

Ethernet 2 bytes 0 to 2,000 bytes
Controller Link (CLK) 2 bytes 0 to 2,000 bytes
SYSMAC LINK (SLK) 2 bytes 0 to 540 bytes
DeviceNet 2 bytes 0 to 540 bytes
CS1 Bus Interface 2 bytes 0 to 2,000 bytes
Serial: SYSWAY 2 bytes 0 to 996 bytes
Serial: SYSWAY CV 2 bytes 0 to 540 bytes

-2 3iq e b >

[l L) Ll Ll

I I T I
I I I R R | |

v A A J

Command End code Text

code

Network (protocol) b

Ethernet 2 bytes 0 to 1,998 bytes
Controller Link (CLK) 2 bytes 0 to 1,998 bytes
SYSMAC LINK (SLK) 2 bytes 0 to 538 bytes
DeviceNet 2 bytes 0 to 538 bytes
CS1 Bus Interface 2 bytes 0 to 1,998 bytes
Serial (SYSWAY) 2 bytes 0 to 994 bytes
Serial (SYSWAY CV) 2 bytes 0 to 538 bytes




SECTION 2
Optional Software Overview

This section provides an overview of the optional software available for use with the Open Network Controller.
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2-1 List of Optional Software

Optional software that requires minimal settings for each application is pro-
vided for use with the Open Network Controller. The following table provides a
list of the optional software.

Name

Overview

Reference

Data Collection/Dis-
tribution Service

By simply specifying the data
data contents and retrieval

2-2 Data Collection/Distribu-
tion Service Software

Software conditions, the data from the

Open Network Controller is

automatically collected and

distributed.
DataBaseToolKit Transfers the onsite data that | 2-3 DataBase ToolKit Software
Software has been collected to a gen-

eral-purpose database.

Simply and quickly creates a
system for remotely monitor-
ing equipment and devices.

Enables the Open Network
Controller to be connected to
non-OMRON PLCs.

RemoteKit Software 2-4 RemoteKit Software

2-5 Overview of Non-OMRON
PLC Connection Unit

Non-OMRON PLC
Connection Unit
Software (for Mitsub-
ishi A-series Com-
puter Link Module)

2-2 Data Collection/Distribution Service Software

2-2-1 Overview

The Data Collection/Distribution Service Software is run on the Open Network
Controller and has the following main functions.

* Collects the data in the Open Network Controller or data from devices
connected to the Open Network Controller.

* The collected data is stored on the Memory Card in the Open Network
Controller using a standard file format (CSV or binary).

* The saved data can be retrieved from a personal computer through the
Ethernet. The collected data can also be used by installing the Memory
Card in the personal computer.

* The data collected by the Open Network Controller can be automatically
sent to a personal computer using FTP.

* Data can be distributed from the Open Network Controller to the various
devices on the network.
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: Database software

1
1
1
1
1
1
| G T
: . 5
1
Pl N
I
I Card reader | Memory Card ] Memory Card PLC
1 I _
. :
i | o [[]]]
PCMCIA cardll : Serial device

: Open Network Controller
Serial/Ethernet; [ | DeviceNet [ e 0@5
1 I m
FTP I e DeviceNet Slave

The features of Data Collection/Distribution Service Software are as follows:

* The collection/distribution node on the network can be specified by setting
the applicable network address, node number, and unit number.

* The data file location can be specified for each collection/distribution unit
(tag). (For example, retrieving 10 words starting from DM 10 to /kd/usr/
dcd/datal, or 20 words starting from DM 100 to /kd/usr/dcd/data2 can be
set separately.)

* The data file to be saved can be specified in binary, text (CSV file), or in
dump file format. (Dump file: Data is saved by dumping the specified
words from the memory area of each device in a CSV file.)

* The date and time is added to the top of the collected data. (Binary: YYM-
MDDHHMMSS; CSV: YYMM,DDHH,MMSS)

* When the data file is full, the data can be backed up (backup files are
saved by date/time).

* FINS commands can be used to simply read the collected data through
the Ethernet.

* FINS commands can be used to start and stop the Data Collection/Distri-
bution Service (e.g., start when DM100 bit 0 turns ON, and stop when bit
0 turns OFF).

* The Open Network Controller's internal time scheduler can be used to
start and stop the Data Collection/Distribution Service (e.g., start at 09:00,
stop at 17:30).

* Data can be collected and distributed according to memory events (e.g.,
collect when DM 100 bit 0 turns ON, distribute when DM 200 is 0x0100 or
higher).
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2-2-2 Application Examples

* The following example is for automatically collecting data every 10 sec-
onds from PLCs for production equipment. After production is completed,
a Memory Card is used to take accumulated data to a personal computer
for analysis. Data in a Memory Card can also be distributed to the PLCs.

PLC

sl i B
’ 1
- Card reader Memory Card II 1 gﬂ

= @'_'

Excel97. Iil e

VisualBasic6.0 | RIS

DEEEE
200
;I
300

Sp;;adsheet software, d;tabase software

* The following example is for automatically collecting data, using process-

ing results and errors in the production line as the collection event keys
(saved in the Memory Card that is installed in the Open Network Control-
ler). The data is retrieved and analyzed in the host computer through an
inhouse LAN (intranet) and the Internet.

The data retrieval methods are as follows:

—
=]
=
(=]

* Obtain data by executing FINS commands.
* Obtain files by executing FTP commands from the host.

* Obtain files using automatic transmission (FTP) from the Open Network
Controller.

Open Network Controller

= [{ CELL

T a0

Excel97

| [VeuwaBasict.0

Spreadsheet software, database software
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2-3 DataBaseToolKit Software

2-3-1 Overview

Basic System
Configuration

Note

Note

The DataBaseToolKit Software is a software package used to link the Open
Network Controller with the ODBC-compatible database server on the per-
sonal computer. The main functions are collecting required data from the
Open Network Controller on the network, and automatically storing the data in
the database in the personal computer. Programming is not required to per-
form this function. Data can be collected and written to the database by simply
setting with the Windows-based utility that is included.

The DataBaseToolKit uses the term “data logging” to refer to data collection
and storage in the database.

Data is collected from the ONC and
% written to the database on the personal computer (data logging)

-

I Ethernet

Open Network Controller

PLC network

T 0am
1. This example assumes that more than one Open Network Controller is
present on the LAN in the above configuration.

2. The software can be run without executing programs up to data collection
and writing to the database, but the user must create database software
for applications such as analyzing the database and displaying graphics.

The main DataBaseToolKit functions are provided as ActiveX Controls, so
applications can be created to link to the user’s own databases. Web applica-
tions that combine the database and Web can also be created by using the
ActiveX Controls and Perl for QNX (script language).

The following sections describe the DataBaseToolKit functions, divided into
basic functions for executing included utilities, and application functions
requiring programming.

2-3-2 Basic Functions Executed from Included Utilities

Data Logging Setting

The basic functions of the DataBaseToolKit are described here. The following
functions do not require any programming, and can be used simply with the
Windows-based utilities that are included.

Use the included Windows-based utility (ONC_Explorer) to create data log-
ging setup files (files that set which data, when to collect it, and where to write
it). The data logging setup files can be saved on the personal computer and
each of the Open Network Controllers.
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Data Logging (Collecting
Data and Writing to
Database)

Displaying, Searching for
Database Tables, and File
Output

Using Data from the Data
Collection/Distribution
Service Software (DCD)

Automatic Start/Stop of
Data Logging, CSV Data
Conversion, and Data
Deletion

According to the data logging settings set by the user, data logging is exe-
cuted from the Open Network Controller on the network (required data is col-
lected and automatically written to the database on the personal computer).
This function is normally executed using the included Windows-based utility
(DB_Manager) after the data logging scheduling (automatic start/stop setting)
has been set. Manual execution from DB_Manager is also possible.

The following ODBC-compatible database software is supported.

¢ Microsoft SQL Server
* Microsoft Access
¢ Oracle

The above functions can be executed from the included Windows-based util-
ity, so special programming is not required. To analyze the database or dis-
play graphics, however, the user must create programs for the database
software.

Simple database browsing functions are provided with the included Windows-
based utility (DB_Browser). The DB_Browser is used mainly to check whether
data logging is being executed according to the ONC_Explorer settings
(debugging). DB_Browser is used to display and search the contents of the
database tables. The data displayed with the DB_Browser can also be saved
in CSV files or text files.

The CSV files output from the Data Collection/Distribution Service Software
(DCD) can be converted to DataBaseToolKit records and written to the data-
base. This function is performed using the included Windows-based utility
(CSV_Converter). This function can also be performed automatically (refer to
the following paragraph.)

The three functions (tasks) of data logging, CSV data conversion, and data
deletion (deleting records from the database file) can be automatically started
and stopped. The included Windows-based utility (DB_Manager) is used to
perform automatic start/stop.

2-3-3 Application Functions with Programming Required

ActiveX Controls

Refer to the DataBaseToolKit Software manual appendices and online man-
ual for further details on the functions described here.

H ActiveX Controls for Data Logging

ActiveX Controls (OCX) are supported to log Open Network Controller data in
the database. This functions allows the creation of user-specific applications.
For details, refer to section 5 of the DataBaseToolKit online manual (data-
basetoolkit.chm).

H Socket 2 Controls
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A socket is used for flexible, high-speed event access (Socket2 controls).
When this ActiveX Control is used, user-specific database linking applications
can be created.

* Parameters can be changed each time, and the Open Network Con-
troller’'s event memory can be accessed quickly.

» Socket 2 Controls can be combined with ActiveX Controls for data log-
ging to create high-performance client applications.

For details, refer to the Socket2 online manual (Socket2_online.chm).
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Linking to ODBC-
compliant Database
Applications

Creating Small Databases
in the ONC (Distributed
Database Mode)

The DataBaseToolKit is used to log raw data in a fixed database format. The
client application for using this data must be created using the tools for each
database. For details on database linking methods, refer to section 3 of the
DataBaseToolKit online manual (databasetoolkit.chm). For details on the
DataBaseToolKit database formats, refer to section 6 of the DataBaseToolKit
online manual (databasetoolkit.chm).

A database can be created in the Open Network Controller's Memory Card,
and independent database applications can be configured for the Open Net-
work Controller. For details, refer to the Perl application guide
(Perl_guide.chm).

2-4 RemoteKit Software

2-4-1 Overview

E-mail Function

Dialup Function

RemoteKit is a software component used to enhance the communications
functions of the Open Network Controller.

Electronic mail (e-mail) can be used to send notification of ONC event infor-
mation to a personal computer on the network or a remote personal com-
puter.

Dialup connection from the Open Network Controller is supported, and can be
used in many ways, such as recording multiple connection destinations, and
switching connection destinations for different applications. Dialup connection
to the Open Network Controller is also supported, allowing Web monitoring
using the WebToolKit Software (optional software).

2-4-2 E-mail Function

The e-mail function has the following features.

* Supports file attachments, so files of results from data collection per-
formed using the optional Data Collection/Distribution Software can be
mailed as attachments.

* Supports IA (Internet Appliance) compact mode, enabling e-mail to be
sent to cell phones and PDA devices.

* Supports POP Before SMTP, allowing e-mail to be sent to mail servers of
service providers that use strict security.

e Displays ASCII characters when displaying the event memory dump.

e E-mail can be sent using the CC or BCC functions, just like standard e-
mail software.

* For each e-mail message, the subject, headers, and display items can be
selected (display items refer to the data, user's message, error message,
and status information). The user can specify any header.

* Variables can be used in the subject, header, and user's message, and
the current ONC’s event memory values and bit status can be displayed in
the body of the e-mail (RemoteKit Ver. 1.2 or higher).

¢ Up to 128 event definitions can be used for e-mail transmission conditions
(i.e. for changes in values).

* More than one outgoing mail server can be registered, allowing a different
server to be selected for each e-mail application.

e If chattering occurs in bit status when changes in event memory bit status
are being used to trigger e-mail transmissions, the same e-mail may be
sent more than once. To prevent this, the specified event memory bit can
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be monitored periodically and e-mail sent when the specified condition is
satisfied at the monitoring time (RemoteKit Ver. 1.2 or higher).

2-4-3 Dialup Function

Using a standard modem, dialup connections (PPP) can be made to personal
computers in a remote location from the Open Network Controller.

* E-mail can be sent by just registering the conditions, such as the server
and account name. Network administration, such as checking connec-
tions, obtaining IP addresses, and cancelling PPP can all be performed
by the dialup manager.

e Dialup connections are possible from applications, such as dialup when
e-mail messages are sent, or when an event occurs.

@
Public switched

Modem telephone network Modem Personal
computer

A remote personal computer can also be used to dialup an Open Network
Controller connected to a standard modem.

* Dialup connection to the Open Network Controller is possible by simply
setting the PPP settings.

* For example, after receiving error information in an e-mail message from
the Open Network Controller via a modem, a dialup connection can be
made to the Open Network Controller, and maintenance performed using
the Web monitor created using the WebToolKit Software.

@

Public switched
Modem telephone network Modem Personal
computer
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2-5 Overview of Non-OMRON PLC Connection Unit

A Non-OMRON PLC Connection Unit (called Non-OMRON PLC Connection
Unit) can be used to connect to non-OMRON PLCs using software that runs
on the Open Network Controller. Non-OMRON PLC Connection Units enable
the connection of Mitsubishi A-series PLC Computer Link Modules. Non-
OMRON PLC Connection Units have the same functions as HLK_UNIT (soft-
ware for Host Link connections) that is included in the standard Open Network

Controller.
Memory Card |
Open Network Controller / I I
/ DeviceNet | ] | | | | |
Expansion Board Slaves

(Controller Link, SYS-
MAC LINK, or CS1
Bus Interface Board)

Controller Link or SYSMAC LINK

I
I

RS-422A/485
24 VDC
Three
10Base-T/ FF: oSéSZC I I I I
100Base-TX
Mitsubishi PLC Mitsubishi PLC
Ethernet
Personal computer PLC PLC Workstation

* When a Non-OMRON PLC Connection Unit (MEL_UNIT) is used, FINS
commands and responses are used to connect to a Mitsubishi A-series
PLC.

* The conversion of FINS commands and responses between MEL_UNIT
and the Mitsubishi A-series PLC is performed automatically by
MEL_UNIT. Therefore, Mitsubishi A-series PLCs can be controlled and
monitored using FINS commands, without requiring knowledge of differ-
ent protocols.

* The following FINS commands can be addressed to a Mitsubishi A-series

PLC.

FINS command Name
0101 MEMORY AREA READ
0102 MEMORY AREA WRITE
04 01 START
04 02 STOP
05 01 CONTROLLER READ
08 01 LOOPBACK TEST

43



Overview of Non-OMRON PLC Connection Unit Section 2-5

44



SECTION 3
Hardware

This section provides information on the hardware components, installation, and settings of the Open Network
Controller.

3-1 Nomenclature and Functions . ............. ... ... 46
3-1-1 Component Names and Functions . . ........................ 46
3-1-2  Indicators and 7-segment Display .......................... 47
3-2 DIP Switch Settings . .. ... .. 49
3-2-1 DIP Switch2 Functions. ......... ... ..., 50
3-2-2  COM1 Port Settings (DIP Switch2,Pin 1) ................... 50
3-2-3  Seven-segment Display (DIP Switch 2, Pin2 and Pin3) ........ 51
3-2-4  Return to Default Settings (DIP Switch 2, Pin4) .............. 52
3-2-5 IP Address Rewrite Mode (DIP Switch 2, Pins 1 and8)......... 52
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3-4-2  Mounting DIimensions .. ...........uutiiitiinna., 56
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Nomenclature and Functions Section 3-1

3-1 Nomenclature and Functions

This section gives the names and describes the functions of each component
of the Open Network Controller.

3-1-1 Component Names and Functions

The names and functions of the Open Network Controller components will be
described using the ITNC-EPX01-DRM with DeviceNet as an example. The
ITNC-EPXO01 does not have a connector for DeviceNet communications.

DIP switches

‘
Backup battery jL L [ HH
° Memory — |
Card ﬂ HH
slot .
o Card eject
N
/B% button
5 Card o
o bracket 5
o) O
‘ . = | DeviceNet
\ F Indicators \ N— communications
- L connector
7-segment
. display .
Restart switch Card switch ag\i/cl:g?c’;fgt
Ethernet
COM1 COM3 port
COM2 COM4
POWer Supply 7@ H @O OO O@OOO ! 4
terminal block E
*1— Expansion slot cover
|
Name Function
DIP switches The DIP switches are used to make COM port and 7-segment display settings.
Backup battery The backup battery backs up the realtime clock and the CMOS RAM. Replace it
with a C500-BATO08 Battery when required.
Power supply terminal block The power supply terminal block connects to a 24-V DC power supply.
Ethernet port An Ethernet cable for 10Base-T or 100Base-TX is connected to the Ethernet
port.
COM1 RS-232C
COM2 RS-232C
COM3 RS-232C
COM4 RS-422A/485
Expansion slot cover The expansion slot is a PCI bus slot. Remove the cover to mount either a Con-
troller Link Board, SYSMAC LINK Board, or CS1 Bus Interface Board.
Indicators The indicators show the status of Open Network Controller operation.
7-segment display The 7-segment display shows the error code, IP address, MAC ID on the
DeviceNet network, or the FINS address, according to the DIP switch settings.
Restart switch The restart switch restarts the system. Use the tip of a pen or similar pointed
object to press the restart switch.
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Name

Function

Memory Card slot

A Memory Card is mounted in this slot.

Card bracket

This bracket holds the Memory Card in place. Be sure to secure the Memory
Card with this bracket.

Card switch

Press the card switch when inserting or removing a Memory Card.

When inserting a Memory Card, press this switch to enable using the card. The
CARD indicator will light.

When removing the Memory Card, press this switch to enable removing the
card. The CARD indicator go out.

Card eject button

Press the card eject button to remove the Memory Card. Before pressing this
button, press the card switch and make sure the CARD indicator is not lit.

DeviceNet indicators
(ITNC-EPX01-DRM only)

These indicators show the status of the DeviceNet network.

DeviceNet communications con-
nector (ITNC-EPX01-DRM only)

A DeviceNet cable is connected to this connector.

3-1-2 Indicators and 7-segment Display

D
1
Indicators
Name Color Meaning

PWR Green Lit when the power supply is ON.

RUN Green Lit when the FinsGateway is running.

ERR Red Lit when an error occurs or when the power supply volt-
age drops. Flashes when the battery voltage is low.

LAN Orange Lit when an Ethernet cable is connected.
Flashes during transmission.

100 Orange Lit during 100Base-TX communications.

COM1 Orange Lit during COM1 data transmission.

COM2 Orange Lit during COM2 data transmission.

COMS3 Orange Lit during COMS3 data transmission.

COM4 Orange Lit during COM4 data transmission.

DISK Orange Lit when the internal flash disk is being accessed.
Do not turn OFF the power to the ONC while the DISK
indicator is lit. Turn OFF the power to the ONC when the
indicator is not lit.
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Name Color Meaning
CARD Orange Lit when the Card is being accessed.

The Card cannot be inserted or removed while the CARD
indicator is lit. Remove or insert the card only when the
indicator is not lit.

Green Lit when the Card is being used.

The Card cannot be inserted or removed while the CARD
indicator is lit. Remove or insert the card only when the
indicator is not lit.

Note The ERR indicator lights when the power supply voltage drops. The indicator
may momentarily light when the power is turned OFF, but that does not mean
that any problem has occurred.

.Seven-segment Display

Name Details
7-segment display The 7-segment display shows the error code, IP address, MAC
(2 digits) ID on the DeviceNet network, or the FINS address, according
to the DIP switch settings.

The 7-segment display shows alphanumeric characters. The alphabet char-
acters that are displayed are shown below.

NN A I ey aAN neN N IaS S I I
U R Ay AR Oy A R R S R Sy
AlB|c|D|E|F|laGa|H| T |J | K|L|M
N A I N e N Ay
Yy | Gy 0 |
N|lol|P|lal|R|s | T|ul|vVv | w]|x]|vy]|z

DeviceNet Indicators

T T
— NS MS
Il —=
g
i T
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Indicator | Color Status Meaning
MS - Not lit No power supply.
Green Lit Normal.
Flashing Starting.
Red Flashing Fatal error. Replace the Board.
Lit Fatal error. Replace the Board.
NS Not lit Offline.
Green Lit Normal communications.
Flashing Online but no connection established.
Red Flashing Communications error, no slaves, or /O
size mismatch.
Lit Communications impossible.

Note When indicators flash, the duration the indicator is lit and then not lit is
approximately 0.5 s each.

Refer to 19-3 DeviceNet Indicator Displays for information on troubleshooting
with the indicators.

3-2 DIP Switch Settings

The following settings are made on pins 1 to 4 and pin 8 of DIP switch 2.

* COM1 port settings (selection of whether to login from COM1 or to use
COM1 as a Host Link port) (pin 1)

* Seven-segment display settings (pins 2 and 3)
* Resetting setup file to default setting (pin 4)

e |P address rewrite mode (executing the ARP command from the personal
computer and changing the ONC’s IP address) (pins 1 and 8)

Do not change any pins on DIP switch 1, or pins 5 to 7 on DIP switch 2.
Note DIP switch settings must be made when the power is turned OFF.
&Caution Set the DIP switch or replace the battery only after first touching a grounded

metal object to discharge any static electricity from your body. Static electricity
may cause faulty operation.
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Opening the Battery Cover  To make the DIP switch settings, first open the battery cover.

[=R=p=q=h=0=p=]x=|

®

—£
——
f
oN
oo | o swien
m 123456738
U w
1 2 3 4 5 6 7 8
DIP switch 2
Note Do not change DIP switch 1 settings.
3-2-1 DIP Switch 2 Functions
Pin No. Function
Pin 1 Sets the COM1 port (enables/disables logging on from COMH1
port).
Pins 2 and 3 Sets the items displayed in the 7-segment display.
Pin 4 Resets the setup file to the default settings.
Pins 1 and 8 Sets the IP address rewrite mode.

3-2-2 COM1 Port Settings (DIP Switch 2, Pin 1)

COM1 port settings are shown in the following table.

DIP switch 2,
pin 1

Function

ON

Enables login from COM1 port. FinsGateway will not be
started.

OFF

Disables login from COM1 port.

Note 1. Turn ON DIP switch 2, pin 1 to log on from COM1 port and set Open Net-
work Controller settings. Once the settings have been completed, if Fins-
Gateway is to be started, turn OFF pin 1 and then restart.

50



DIP Switch Settings

Section 3-2

2. Logging on from the LAN port is always possible, regardless of the setting
of DIP switch 2, pin 1.

3-2-3 Seven-segment Display (DIP Switch 2, Pin 2 and Pin 3)

The settings for the 7-segment display are shown in the following table. If the
settings are changed while the power is ON, the display will change to the
new settings once the display under the old settings has been completed.

DIP switch 2,
pin 2

DIP switch 2,
pin 3

Display

OFF

OFF

Displays the error code when an error occurs. The
7-segment display is not valid unless the ERR indi-
cator is lit. Refer to 19-2 Error Messages for
details.

ON

OFF

Displays the IP address for the Open Network
Controller in hexadecimal.

The display will be “IP” then, at approx. 1 s inter-
vals, 8 bits at a time of the 32-bit IP address.

For example, for an IP address of 192.168.1.13,
the display would be “IP”, “C0”, “A8”, “01”, then
“0D".

OFF

ON

Displays the DeviceNet MAC ID and error code.

Refer to 19-3 DeviceNet Indicator Displays for
information on error codes.

ON

ON

Displays the FINS address.
The name, network address, node address, and
unit address of network providers currently operat-
ing will be displayed, in order, at approx. 1 s inter-
vals.
The first two letters of the network provider names
will be displayed, as shown below, and the
addresses will be displayed in hexadecimal.
e CP: CPU Unit
e ET: ETN_UNIT (Ethernet network provider)
e CL: CLK_UNIT (Controller Link network pro-
vider)
e SL: SLK_UNIT (SYSMAC LINK network pro-
vider)
e HL: HLK_UNIT (SYSWAY, SYSWAY CV and
CompoWay/F network provider)
* DR: DRM_UNIT (DeviceNet network provider)
e BU: CS1 Bus Interface Board network pro-
vider)
¢ RC: RCOM_UNIT (RemoteCOM connection
network provider)
FL: FLK_UNIT (FinsLink)
CD: CARD (Memory Card access process)
* PR: Other processes

Note When DIP switch 2, pin 2 is OFF, and pin 3 is ON, DeviceNet information is
immediately displayed. If the DIP switch settings are changed to anything
other than this, then the information for the new settings will be displayed after
all of the information prior to the change has been displayed.
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3-2-4 Return to Default Settings (DIP Switch 2, Pin 4)

1,2,3...

This setting is read only when the Open Network Controller is started.

DIP switch 2, Function
pin 4
ON Returns all setup files to the default settings.
OFF Starts up using the user-defined setup files.

When the Open Network Controller is started with pin 4 ON, all setup files will
be overwritten. Make sure that it is OK to overwrite the current setup files
before turning ON DIP switch 2, pin 4. About 25 seconds are required to finish
this operation. Turn OFF the Open Network Controller only after the RUN indi-
cator starts flashing and the DISK indicator is OFF.

The procedure for starting the Open Network Controller with the default set-
tings is given below.

1. Turn ON DIP switch 2, pin 4.

2. Turn ON the power supply to the Open Network Controller. The RUN indi-
cator will start flashing when all setup files have been returned to the de-
fault settings.

3. Check that the RUN indicator is flashing and the DISK indicator is OFF,
and then turn OFF the power supply to the Open Network Controller.

4. Turn OFF DIP switch 2, pin 4.

5. Turn ON the power supply to the Open Network Controller again. The
Open Network Controller will start with the default settings.

3-2-5 IP Address Rewrite Mode (DIP Switch 2, Pins 1 and 8)

To set IP address rewrite mode (changes the Open Network Controller's IP
address when the ARP command is executed), turn ON both pins 1 and 8 of
DIP switch 2. This setting is enabled only when the Open Network Controller
is restarted.

DIP switch 2, pin 1 DIP switch 2, pin 8 Function

ON ON Sets the Open Network Controller to
IP address rewrite mode.

For details on the procedure for changing the Open Network Controller's IP
address, refer to 4-2-2 Executing the ARP Command to Change the IP
Address.

3-3 Mounting Expansion Boards

Note

52

One of the following Boards can be mounted in the Open Network Controller.

Expansion Board Model

Controller Link Board 3G8F7-CLD12(-V1)
3G8F7-CLK52(-V1)
3G8F7-CLK21(-V1)

SYSMAC LINK Board 3G8F7-SLK11
3G8F7-SLK21
CS1 Bus Interface Board ITBC-CSTO1

The methods used to mount the Expansion Board are described next.

1. When mounting the Expansion Board, refer to the Board’s installation
manual to set the Board correctly.



Mounting Expansion Boards Section 3-3

2. Turn OFF the power supply before mounting the Expansion Board.

1,2,3... 1. Remove the expansion slot cover.

2. Remove the Expansion Board bracket and the dummy panel.

i FESEe0 ESTE=C

LA/y «
QUL T

=

Bracket

53



Mounting Expansion Boards Section 3-3

3. Insert the Expansion Board. Firmly insert the Expansion Board into the
connector inside the Open Network Controller.

= L

4. Secure the bracket first, and then secure the Expansion Board in place us-
ing the mounting screws.

i pES e S0 e 04k

< - T="—‘E/%
N ~

5=

5. Replace the expansion slot cover and tighten the screws.
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3-4 Installing the Open Network Controller

This section explains how to install the Open Network Controller.

3-4-1 Orientation

The Open Network Controller can be installed in any of the three ways shown
in the following diagram. It can be installed either directly to a surface with
screws or to DIN Track. In either case, it can be installed horizontally or verti-
cally. Do not install the Open Network Controller in any other way.

T *UP

Front

===

o °
[ am—

| Deee———

- '®

®

@ )

Installed horizontall - =
with screws Y , \ Lnnstsllllﬁqr rI;llc‘;lr(izontally
Installed vertically
with screws
’ Down

Never orient the Open Network Controller in the directions shown below.

 JU

®
®

’ Down

&Caution Install the Open Network Controller only in the orientations indicated. Also,
always leave at least 50 mm for ventilation above, below, to the right, to the
left, and to the front of the Controller. If the installation orientation is incorrect
or there is insufficient ventilation space, the internal temperature of the Con-
troller will increase and the Controller may malfunction.

Note Allow enough space to insert and remove connectors, cables, and Memory
Cards.

55



Installing the Open Network Controller Section 3-4

3-4-2 Mounting Dimensions
ITNC-EPX01 and ITNC-EPX01-DRM with DeviceNet

234.4
218 69 14.4}
200
€ : | =
o |
136 ® c
3
140.6 ® (2 I
S e
® o
L gl —
73.4
79.4 Top of
‘,"'R = 50mm DIN Track
: ]

Space required for
opening and closing
the battery cover

I I~
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3-4-3 Installation with Screws (without DIN Track)

& Caution

Direct Installation Using
Screws

The M4 screws must be tightened to a torque of 0.9 N-m.

Install the Open Network Controller only in the orientations indicated. Also,
always leave at least 50 mm for ventilation above, below, to the right, to the
left, and to the front of the Controller. If the installation orientation is incorrect
or there is insufficient ventilation space, the internal temperature of the Con-
troller will increase and the Controller may malfunction.

Use four M4 screws to install the Open Network Controller in the directions
shown in the following diagram. M4 screws are not supplied with the Control-
ler. A Mounting Bracket (sold separately) is not required.

Make sure that the installation direction is correct. (Refer to 3-4-1 Orientation.)

'3

®

B s

nnnnnnnn

® ()
LS

7

3-4-4 Installation on DIN Track

& Caution

Install the Open Network Controller only in the orientations indicated. Also,
always leave at least 50 mm for ventilation above, below, to the right, to the
left, and to the front of the Controller. If the installation orientation is incorrect
or there is insufficient ventilation space, the internal temperature of the Con-
troller will increase and the Controller may malfunction.

The M4 screws must be tightened to a torque of 0.9 N-m.
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Horizontal Installation

1,2,3... 1. Use M4 screws to secure the ITNC-DINO1 DIN Track Mounting Brackets to
the Open Network Controller, as shown in the following diagram. M4
screws are not supplied with the Controller.

N

N
G___

NN

-—0 -

D
The DIN Track Mounting Brackets 'é’ﬁ

must point in the direction indicated. i /

Note Be sure to attach the DIN Track Mounting Brackets in the correct
orientation. If the orientation is incorrect, the Open Network Con-
troller cannot be correctly mounted to the DIN Track.

2. Mount the Open Network Controller to the DIN Track as follows:

a) First, insert the bottom edge of the DIN Track into the bottom (the
slightly longer groove) of the DIN Track Mounting Bracket.

b) Bring the DIN Track Mounting Bracket parallel with the DIN Track.

c) Slide the Open Network Controller downwards. The top edge of the
DIN Track will fit into the groove on the top side of the Mounting Brack-
et.

]
|
0

a

[ [Bozogd
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d) Secure the DIN Track Mounting Bracket and the DIN Track in place
with the four screws provided.

»
C -- | GE—
| 3

3-5 Connecting the Power Supply Cable
3-5-1 Connecting the Cable

This section explains how to connect the power supply cable. The power sup-
ply terminal block on the Open Network Controller must have 24-V DC power
supplied to it.

1,2,3... 1. Open the terminal cover.

%%7
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2. Loosen the power supply terminal block screws.

Nl

Rt

L

3. Connect power supply cables and ground line to the power supply terminal
block. These cables must have crimp terminals.

&Caution Tighten the terminal screws on the power supply to the torque specified in the
operation manual. The loose screws may result in burning or malfunction.

Note Make sure no scrap wire gets caught in the terminal block.

Terminal Signal
1 +24 V DC
2 ov
3 Functional ground terminal
DC Power Supply Provide a 24-V DC power supply that is within the allowable voltage range
(20.4 to 27.6 V DC).
Power Supply Capacity The power consumption is 20 W maximum.
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Note 1.

Connect crimp terminals to the wires. Do not connect power lines that have
simply been twisted together to the terminal block.

Tighten the terminal block screws to a torque of 0.8 N-m.
Use either forked or round crimp terminals for M3.5 screws.

Crimp Terminals for DC Power Supply

7 mm max.

3-5-2 Wiring the Ground

The Open Network Controller has a functional ground terminal. To prevent
malfunctions when there is a lot of noise and to prevent electrical shock, use

an independent ground line (2 mm? min.) and ground to 100 Q or less. The
ground line should be less than 20 m in length.

Noise and other interference can increase if the ground is shared with other
devices or connected to the wall of a building.

Use a noise filter to further reduce noise.

Open h
Network doévi%:a
Controller

I Ground to

)

100 Q or less
Independent

ground

7 mm max. Q

Do not use
shared grounds.

Note Ground the Controller correctly to prevent malfunction due to noise interfer-
ence.

3-6 Connecting COM Port Cables

This section explains how to connect cables to COM ports 1, 2, 3, and 4.
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3-6-1 Terminal Connections to COM1

Use COM1 for connecting terminals to the Open Network Controller. Termi-
nals cannot be connected from other ports.

Note The COM1 to COM3 connectors conform to IBM PC/AT standards. Therefore,
the connector lock screws are inch screws (#4-40UNC).

Open Network Controller IBM P(t)/AT or compatible
computer
D-sub, 9-pin, female D-sub, 9-pin, female
Connector hood FG [~~~ [ R Connector hood FG
1 CD i RS
7 RS ] D ': 8 CS
8 CS = X 1 CD
2 RD [———— 3 SD
3 SD_—— 2 RD
4 ER ————— 6 DR
5 SG_—+—— 5 SG
6 DR ——— 4 ER
9 Cl ""T"J 9 Cl
Shield wire

Recommended cable: XW2Z-200V or XW2Z-500V

3-6-2 SYSWAY and SYSWAY CV

1:1 Connections Using

COM2, or COM3) Open Network Communications
Controller Board or Unit
Signal | Pin Pin | Signal
FG |Shell I 1| FG
RD| 2 A il 2 | SD
COM1|[SD | 3 3 | RD |Rs-232C
comz| ER ) I: 4 RS Interface
COM3| SG | 5 5| CS
DR| 6 6 | 5V
RS | 7 7 | DR
CS| 8 :’ 8 | ER
Ci| 9 9 | SG
D-sub, 9-pin - -Di
(female cable (szlfg ’cgtﬁclan
connection) connection)

Note This example shows the connector pin layout for a CS1 Communications
Board or Unit. The connector pin layout for other Host Link ports or Units will
be different. Refer to the user manual for that device. Use the above signal
names for reference when wiring.
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1:N Connections Using
RS-422A Ports (COM1,
COM2, or COM3)

Serial
Communications
Open Network 3G2A9-AL001 Shielq__ 202
Controller NT-AL001-E Pin | Signal Signall Pin | wire | Pin | Signal
) . | Shield . - . . RS-422A/
[Signal| Pin wire Pin [ Signal} |Signall Pin 15 TSDA . SDA| 3§ Fﬂl T SOA ﬁggﬁace
FG 1 | NC | [GRD| 1 H 5 | SDB liss SDB| § 1 2 [SDB
SD| 3 2 [ 5D SG | 2 I—- 6 |RDA [Interface |[RDA| 6 ] 6 [RDA
COM1 RD| 2 3 [ RD SDB| 3 1 |RDB RDB| 1 8 |RDB
COM2[ RS | 7 4 | RS SDA| 4 J-P 3 158G SG [ 3 Shelll FG
cComM3| €S| 8 5 |CS RDB| 5 7 | FG FG | 7 i -
— 6 [ 5V | [RDAI 6 1/ [Sinal [SOASDB[ROARDBISG[FG|  ramie,onminating
OR| 6 7 [ DR | [CSB] 7 Pin [9i5|6[1]3]7 }
ER | 4 8 | ER | [CSA] 8 D-sub, 9-pin (male
SG| 5 tf 9 | SG cable connection)
D-cub. 9.0 RS-232 RS-422
-Sub, S-pin : - Serial
(female cable D-sub, 9-pin  Terminal Communications
connection) ggr?rl% gt’cilgrlg block Board
5-V e
Pin |Signal
Sopply () DIP SW A
SW1-1: ON B 1 [SDA 5\855;422A/
SW1-2: ON (terminating resistance) TT 12 1SDB finterface
SW1-3: OFF h f 6 |RDA
SW1-4: OFF 8 |RDB
SW1-5: OFF _ V| FG
SW1-6: OFF Shield

wire

4-wire connections
Terminating
resistance ON

Note 1. The Open Network Controller does not have a 5-V output. Provide a 5-V
power supply to the NT-ALOO1-E Link Adapter from an external source.

2. This example shows the connector pin layout for a CS1 Communications
Board or Unit. The connector pin layout for other Host Link ports or Units
will be different. Refer to the user manual for the device. Use the above sig-
nal names for reference when wiring.
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1:N Connections Using
RS422A Ports (COM4)

64

Open Network

Component with

RS-422A/485

communications
Shield  (4-wire)

Controller 3G2A9-AL001 wire
RS-422A RS-422A
Signal| Pin | Shield wire | pin |Signal Signal Pin [\ Signall rs-4224/
SDA[ 1 9 |SDA|Rs422A[SDA| 9 SDA | 185 ace
coms | SDB| 2 5 |SDB SDB| 5 SDB
RDA| 6 6 [RDA RDA| 6 RDA
RDB| 8 1 |RDB RDB| 1 RDB
FG | shel — 3 | SG SG | 3
D-sub, 9-pin (male / FG EG /
cable E:onnection) Signal |SDA|SDB|RDA[RDB{ SG | FG
Pin 95161137 | D-sub,9-pin (male
cable connection)
Component with
RS-422A/485
communications
(4-wire)
Shield
wire Signall rs-4224/
485
'l SDA Interface
} SDB
RDA
RS-a22A U LRDB

Note 1.

Some devices have SDA, SDB, RDA, and RDB as well as the signal po-
larities in the opposite position. Check the polarity before connecting the
wires.

The terminating resistance setting is made on the switch on the Open Net-
work Controller, shown below. The default setting is ON.

il PSseE 06060

\

21 11/,

ﬂ\ 2

Termmatmg resistance switch
Left: ON (default)
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3-6-3 CompoWay/F

1:N Connections Using
RS-422A Ports (COM1,
COM2, and COM3)

Open Network

Component with
RS-422A/485
communications
(4-wire)

Controller NT-ALOO1-E Signal o
) .| Shield . ' ) . - 3
Signall Pin{ wire Pin |Signal { Signal [ Pin gf?ieﬁgZWAire SDA ﬁwatgrface
FG [shel 1 | NC | |GRD]| 1 1SDB
sD| 3 2 [sD|[SG]| 2 f'RDA
oMl et A TRS| [SoAL 4 o
com2
COM3 Cs|8 5 1CS RDB| 5 Component with
-8 | 8V [ |RDA| 6 RS-422A/485
DR | 6 ] 7 | DR CSB| 7 communications
ER[ 4 8 | ER | [CSA| 8 (4-wire)
SG | 5 g 9 | SG
D-sub, 9-pin (female RS-232 RS-422 S9! ps.400a/
cable connection) &SaTgycgggl Terminal SDA |18 tace
h lock 11 SDB
connection) fl RDA
power  (*) DIP SW VLRDEB
supply (— SW1-1: ON
SW1-2: ON (terminating resistance)
SW1-3: OFF (4-wire)
SW1-4: OFF (4-wire)
SW1-5: OFF
SW1-6: OFF
Component with
RS-422A/485
Open Network (cgr\}wvirpeu)nications
Controller Sh|e|d NT-ALOO1-E
wire
Signal| Pin Pin |Signal | |Signal| Pin Signal 51885-422A/
FG _|shell 1 NC GRD| 1 _—~1A{~) |Interface
SD| 3 2 | SD SG | 2 ——1B(+)
cn [BECEE e
CoM2
coms €S]8 5 [Cs | |[RDB[ 5
—. 6 | 5V RDA| 6 Component with
DR | 6 7 | DR csB| 7 RS-422A/485
ER | 4 ] 8 |ER | [CSA| 8 (cgmmu)nications
SG[ 5 v 9 [5G -wire
D-sub, 9-pin (f | RS-232 RS-422
-Sup, 9-pin (femaie . ] ; RS-422A
cable connection) D-sub, 9-pin - Tgrminal Signal | or
(male cable  pjnek —1A{—)|Interface
connection) B(+)
power () DIP SW
supply () SW1-1: ON

SW1-2: ON (terminating resistance)
SW1-3: OFF (2-wire)

SW1-4: OFF (2-wire)

SW1-5: OFF

SW1-6: OFF

power to the NT-ALOO1-E Link Adapter from an external source.

Note The Open Network Controller does not have a 5-V output. Provide an 5-V DC
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1:N Connections Using
RS485 Ports (COM4)

Open Network
Controller

Signal| Pin

-

Component with
RS-422A/485
communications
(2-wire)

Signal

SDA| 1

A(—)

Shell

D-sub, 9-pin (male
cable connection)

CoM4 [SDB] 2 1
RDA| 6 j ‘ '
RDB{ 8
FG

B(+)

RS-422A/
485
Interface

Component with

RS-422

A/485

communications

(2-wire)

Signal
A=)

B(+)

RS-422A/
485

Interface

Note Some devices have SDA, SDB, RDA, and RDB as well as the signal polarities
in the opposite position. Check the polarity before connecting the wires.

Connecting by Converting This connection method is supported by 1:N Host Link, CompoWay/F, ID Con-

RS-232 to RS-422A/485
Using K3SC-10 (COM1,
COM2, or COM3)

H RS-485 Connection

K3C-10

RS-485 connection

5

(=)

(+)

SerialGateBox

bol

Sym-

Pin No.

—
Input power SO RD
20 @ Gr

Ny

[’

sD

RD

56

RS

=4[ [ra) e

CS

DR

EH

= | e

# 1. Internally short 8 and 9, and 11 and 12 when RS-485
communications are selected by turning OFF DIP switch pin 9.
# 2. Use an input power supply of 100 to 240 VAC or 24 VAC/VDC

(no polarity).
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trollers, and Productivity Monitors. For details on the K3SC10, refer to the
operation manual provided with it.
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H RS-422A Connection

K3C-10 Symbol
5G

SDA(—=]

¥ SDE(+)

{7 @ 0 | ADA (=)

56 RDB{+)

o—

SerialGateBox
Symbolf  Pin No.

sD 3

RO 2

SG 5

ey
nput power SO RD Ccs 8
= L—1{1) {2) (3 g
SG ER 4

* Use an input power supply of 100 to 240 VAC or 24 VAC/VDC (no polarity).
Connect SG at the RS-422A device only when required by the connected device.

3-6-4 PT Connections (COM1, COM2, or COM3)

Prepare the following cables and connect the COM port (COM1, COM2, or
COMB) of the Open Network Controller to port A of the PT.

Open Network Controller PT
1 1
RD | 2| 12| SD
SD |3 3| RD
4 4| RS
SG |5 5| CS
6 ’76
RS |7 7
CS |8 8
9 9| SG
COM1 PORT A
COom2
COM3

3-7 Connecting DeviceNet Cables

This section explains how to connect DeviceNet cables to the Open Network

Controller.
3-7-1 Connectors
Model Specifications Manufacturer
MSTB2.5/5-ST5.08AU For node connections. Phoenix Contact
Connector screws not supplied. Product No.: 1752399
XW4B-05C1-H1-D For node connection and T-branch Tap | OMRON
connection.

Connector screws supplied with ITNC-
EPX01-DRM model.

XW4B-05C4-T-D For multi-drop node connections. OMRON
Connector screws not provided.
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3-7-2 Connecting Communications Cables

This section explains how to prepare and connect the communications cables
to connectors for the DeviceNet Network.

Use the following procedure to prepare and connect the communications
cables to the connectors. Although some connectors are equipped with set
screws and some are not, the methods used to connect the cables to the con-
nectors are the same.
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1,2,3...

1.

Remove about 30 mm of the cable covering, being careful not to damage
the shield weaving underneath. Do not remove more than about 30 mm;
removing too much of the covering can result in short circuits.

About 30 mm

PRSI KKREIKLKS,
B0 le%etete e e 00020 %
SELSLLKLKK
2020202006 % %6 %% % % %%

Carefully peel back the weaving. You will find the signal lines, power lines,
and the shield wire. The shield wire will be loose on the outside of the other
lines, but it is harder than the weaving and should be easily identified.

Shield wire

Remove the exposed weaving, remove the aluminum tape from the signal
and power lines, and strip the covering from the signal and power lines to
the proper length for the crimp terminal connectors. Twist together the
wires of each of the signal and power lines.

—— ,
=L
Eggg;;; =~

)

)

/\5/
Strip to match the crimp terminals

Attach the crimp terminals to the lines and then cover any exposed areas
of the cable and lines with electricians tape or heat-shrinking tubes.

Orient the connector properly, loosen the line set screws, and then insert
the lines in order: Black, blue, shield, white, and then red. The wiring meth-
od is the same regardless of whether or not the connector is equipped with
set screws.
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Connector with Set Screws

Black (-V

Blue (CAN low)
Shields

Z O\ ¢®  White (CAN high)

~O

Red (+V)

Note Be sure the line set screws are sufficiently loosened before at-
tempting to insert the lines. If these screws are not loose, the lines
will enter the gaps in the back of the connector and will not lock

properly.

There are colored stickers provided on the Master and Slaves that match
the colors of the lines to be inserted. Be sure that the colors match when
wiring the connectors. These colors are as follows:

Color

Signal

Black

Power line, negative voltage (-V)

Blue

Communications line, low (CAN low)

Shield

White

Communications line, high (CAN high)

Red

Power line, positive voltage (+V)

o

screws to 0.25 to 0.3 N-m.
You will not be able to tighten these screws with a normal screwdriver,
which narrows to a point at the end. You will need a screwdriver that is con-
sistently thin for the entire length.

Use a flat-blade screwdriver that is
consistently thin at the end.

Note The following screwdriver is available from OMRON.

Model Number: XW4Z-00C

Front Side
e =
0.6 mm 3.5mm

Tighten the line set screws for each line in the connector. Tighten the
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Multi-drop Connections
with Accessory Connector
(Thin Cables Only)

Multi-drop Connections
with Special Connector
(Thin or Thick Cables)

Note

70

The connectors provided with the Controllers can be used for a multi-drop
connection as long as thin cables are being used, just insert both lines into the
same hole in the connector. Be sure to use crimp connectors on both lines.

A multi-drop wiring connector (sold separately) can be used to wire a multi-
drop connector for either thin or thick cables. This multi-drop wiring connector
is required to wire a multi-drop connection with thick cables, which are too
thick for two lines to fit into the connector provided with the Controllers.

The multi-drop wiring connector cannot always be used with Master Units or
the CQM1 I/O Link Units because it may come into contact with the Units
mounted next to the Master Unit or the CQM1 I/O Link Unit. If this happens,
use a T-branch Tap to wire the connection.

1. Before connecting the communications cables, turn OFF the power supply
to all PLCs, Slaves, and communications power supplies.

2. Use crimp terminals for wiring. Connecting bare twisted wires can cause
the cables to come off, break, or short circuit, most likely resulting in incor-
rect operation and possible damage to the Units.

3. Use suitable crimp tools and crimping methods when attaching crimp ter-
minals. Consult the manufacturer of the tools and terminals you are using.
Inappropriate tools or methods can result in broken wires.

4. Be extremely careful to wire all signal lines, power lines, and shield wire
correctly.

5. Tighten all set screws firmly. Tighten to a torque of 0.25 to 0.3 N-m.

6. Wire the signal lines, power lines, and shield wire so that they do not be-
come disconnected during communications.

7. Do not pull on communications cables with excessive force. They may be-
come disconnected or wires may break.

8. Allow leeway so that communications cables do not have to be bent further
than natural. The Cables may become disconnected or wires may break if
the cables are bent too far.

9. Never place heavy objects on communications cables. They may break.
10. Double-check all wiring before turning ON the power supply.



Connecting DeviceNet Cables Section 3-7

3-7-3 Connecting Communications Cables to T-branch Taps

This section shows how to connect a communications cable with a connector
attached to a T-branch Tap. There are two kinds of T-branch Taps. One
makes a single branch and the other makes three branches, but the cable
connections are the same for both.

The connectors indicated by asterisks in the following diagrams have the least
resistance and these connectors should be used for the trunk line connec-
tions. When using a T-branch Tap on a drop line, we recommend connecting
the longest drop line to these connectors.

DCN1-1C
* Use for trunk line or
longest drop line.
[ ]
oo oo
[$=50T (=== El
E 2221 ®
®
—
DCN1-3C

* Use for trunk line or
longest drop line.

LT —T —T LT
s s, rm et
[l O [m ] [ ] @
(=== === e E

E PEE=== 1N k=] ===

Lo e O e o e Y e )
i i 1 i
~— ~—

Align the cable connector with the socket on the T-branch Tap as shown in the
following diagram and fully insert the connector into the socket. Tighten the
set screws to secure the connection. Tighten the screws to a torque of 0.25 to
0.3 N-m.

RRESR

S

Note To avoid damaging the cable or breaking wires, don’t pull on the cable or bend
it too sharply when connecting it to the T-branch Tap. Also, never put heavy
objects on top of the cable.
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3-7-4 Connecting Terminating Resistors

T-branch Tap Terminating

Resistor

Terminal-block
Terminating Resistor

72

Note

Terminating Resistors must be connected at each end of the trunk line. This
section shows how to connect the Terminating Resistors.

A terminating resistor is included with the T-branch Tap. Clip the leads on the
resistor to about 3 mm and insert it into the T-branch Tap as shown in the fol-
lowing diagram. The resistor can face in either direction.

A terminating resistor is built into the Terminal-block Terminating Resistor. To
connect the cable to the Terminating Resistor, attach standard M3 crimp ter-
minals to the signal wires and securely screw the terminals to the Terminal-
block Terminating Resistor. Tighten to a torque of 0.3 to 0.5 N-m.

Crimp Terminals for DC Power Supply

To avoid damaging the cable or breaking wires, don’t pull on the cable or bend
it too sharply when connecting it to the terminal block. Also, never put heavy
objects on top of the cable.
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3-7-5 Connecting Communications Cables to Nodes

This section shows how to connect a communications cable with a connector
attached to a Master or Slave.

Align the cable connector with the socket on the node as shown in the follow-
ing diagram and fully insert the connector into the socket. Tighten the set
screws 0.25 to 0.3 N-m to secure the connection.

7 1IN
o —

Js 7

Note To avoid damaging the cable or breaking wires, don’t pull on the cable or bend
it too sharply when connecting it to the terminal block. Also, never put heavy
objects on top of the cable.

73



Connectinér Ethernet Cables Section 3-8

3-8 Connecting Ethernet Cables

This section explains how to connect Ethernet cables to the Open Network
Controller.

The 10Base-T or 100Base-TX cable is inserted into the Ethernet connector on
the Open Network Controller.

Note Use a category 5 network cable when using 100Base-TX communications.

Ethernet port
(Connector model: RJ45)

Note 1. When the Open Network Controller and personal computer are directly
connected, use a cross Ethernet cable.

2. When the Open Network Controller and personal computer are connected
via a hub or other device, use straight Ethernet cable to connect the Open
Network Controller to the hub.
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3-9 Handling Memory Cards

This section explains how to mount, remove, and format Memory Cards.
Memory Cards that are formatted in MS-DOS or QNX can be used with the
Open Network Controller.

3-9-1 Memory Card Models

Model Specifications
HMC-EF372 30 MB
HMC-EF672 64 MB
HMC-EF282 256 MB
HMC-EF582 512 MB

Note 1. OMRON Memory Cards used with Open Network Controller version 1 (IT-
NC-EIS01/EIX01(-DRM/-CST)) can also be used.

2. When using a Memory Card produced by another manufacturer, check the
environmental resistance of the cards.

3. Never turn OFF the power supply to the Open Network Controller while ac-
cessing the Memory Card. If the power is turned OFF, the Card may be
damaged and become unusable.

Use a HMC-AP001 Memory Card Adaptor when inserting a Memory Card into
the PCMCIA slot of a personal computer or other device.

3-9-2 Inserting and Removing Memory Cards

Note Always secure the Memory Card bracket when a Memory Card is inserted. If
the bracket is not used, the Memory Card may become dislodged due to
vibration or other causes.

Use either of the following two methods to mount a Memory Card.

* Insert the Memory Card in the Open Network Controller, and turn ON the
power to the Open Network Controller.

e Turn ON the power to the Open Network Controller, and then insert the
Memory Card and press the card switch.

The following procedure describes the method of turning ON the power to the
Open Network Controller and then inserting the Memory Card.

1,2,3... 1. Loosen the screw on the bracket

E 1L 1

W = ——
\ |
([
2. Insert a Memory Card it into the card slot. Be sure to insert it firmly and in

the proper orientation, not upside down. The Memory Card must have
been previously formatted in the QNX or MS-DOS format.
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Mount Directory

Note

Unmounting and
Removing Flash Cards

Note
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3. Press the card switch. This prompts the operating system to recognize the
Memory Card and mount it to the file system. The CARD indicator will light.

4. Twist the card bracket to position it over the Memory Card and screw the
bracket firmly in place.

The directory where the Memory Card will be mounted depends on the for-
mat. When the card switch is pressed, the Memory Card will be automatically
mounted in one of the following directories.

Format Directory
QNX /kd
MS-DOS /dos/c

The mount directory of the Memory Card has changed to /kd for the ITNC-
EPX01(-DRM) and later models. The directory /hd is used for the internal
disk.

This section explains how to unmount and remove the Memory Card.

1. Before removing the Memory Card, always press the card switch to un-
mount the Card.

2. Check that the CARD indicator is not lit before pressing the card eject but-
ton.
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3. Do not unmount the Memory Card when optional software that accesses
the Memory Card is running. A malfunction may occur.

1,2,3... 1. Loosen the screw on the card bracket and twist the bracket as shown in the
diagram.
S—

I
2. Press the card switch.

* When the card switch is pressed, the Memory Card will be automati-
cally unmounted.

* The CARD indicator will go out.

7 TN

——

AN

$—

3-9-3 Formatting Memory Cards
This section explains how to format a Memory Card in QNX format.
1,2,3... 1. Turn ON the Open Network Controller power supply.
Note Check that the CARD indicator is not lit.
2. Insert a Memory Card into the card slot.

Note Do not press the card switch at this point.

77



Handling Memory Cards Section 3-9

78

3. Log onto the Open Network Controller via Ethernet or a serial connection.
Refer to Appendix C Logging on to the Open Network Controller for details.

4. From the console, input the following:
#cardQnxFormat—

To confirm that the card has been formatted, press the Card switch to mount
the Memory Card. The Memory Card will be automatically mounted on one of
the following directories.

Format Directory
QNX /kd
MS-DOS /dos/c

Note With ONC Ver. 1, the method for formatting in QNX format is different from
that described above. For details on formatting in QNX format when using Ver.
1, refer to the Open Network Controller, Ver. 1, operation manual.



SECTION 4
Software Settings (Basic)

This section describes the various methods that can be used to set the contents of the environment setup files for the
Open Network Controller.
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Overview

Section 4-1

4-1 Overview

This section describes the software settings procedures for the Open Network
Controller.

The Setting Tool must be used to set the Open Network Controller. The Set-
ting Tool is used to set the Open Network Controller software from the per-
sonal computer using the Web browser. Therefore, an IP address must be set
for the Open Network Controller so that the Open Network Controller and per-
sonal computer can be connected through the Ethernet. (Refer to 4-3 Basic
Setting Tool Operations.

1,2,3.. 1.

Set the Open Network Controller’s IP address.
(Refer to 4-2 LAN Settings (IP Address) and 4-6 Setting IP Addresses.)

Restart the Open Network Controller (press the restart switch or turn the
power OFF and ON again).
(Refer to 4-3 Basic Setting Tool Operations.)

Log on to the Setting Tool.

(Refer to 4-3 Basic Setting Tool Operations.)

Set the startup service (Network Provider to be used).

(Refer to 4-7 Setting Startup Services.)

Set the serial communications (COM port to be used).

(Refer to 4-8 Serial Port Settings.)

Note Set the COM port only when using serial communications with FA
devices.

Set each Network Provider (NP) to be used.

(Refer to SECTION 5 CPU_UNIT through SECTION 16 Ultilities.)

Restart the Open Network Controller (press the restart switch or turn the

power OFF and ON again).
(Refer to 4-3 Basic Setting Tool Operations.)

4-2 LAN Settings (IP Address)

Before using the Open Network Controller, the IP address and other LAN set-
tings must be set.

Note The default IP address for the Open Network Controller is 10.0.0.1, and the
default Subnet mask is 255.0.0.0.

The IP address can be changed using either of the following three methods.

* Log on to the Open Network Controller using the COM1 connection (refer

to Appendix C Logging on to the Open Network Controller, and change
the IP address using the built-in ONC_wizard (simple Setting Tool).

* Set the Open Network Controller's DIP switch 2, pins 1 and 8 to ON.

(Refer to 3-2 DIP Switch Settings.) After restarting in IP address rewrite
mode, execute from the personal computer the command that displays
and sets ARP (Address Resolution Protocol) tables.

(There is no need to match the IP address at the personal computer with
the network of the IP address for the Open Network Controller.)

* Match the IP address at the personal computer (e.g., 10.0.0.2) with the

network of the default IP address for the Open Network Controller
(10.0.0.1). After logging into telnet via the Ethernet, change the IP
address using ONC_wizard (simple Setting Tool).

The Open Network Controller must be restarted after changing the IP address
with any of the above methods.
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The procedures used to change the IP address (ONC_wizard method and
ARP command method) are described next.

Note When the IP address has been changed, after the personal computer and the
Open Network Controller can be connected through Ethernet, the ONC Set-
ting Tool can be used to change the LAN settings. For details, refer to 4-6 Set-

ting IP Addresses.
4-2-1 Using ONC_wizard to Change IP Address
1,2,3... 1. From a terminal on the personal computer, log on to the Open Network

Controller as root with a terminal connection (COM1). (Refer to Appendix
C Logging on to the Open Network Controller.)

Alternatively, set the IP address of the personal computer so that it is on
the same network as the default IP address (10.0.0.1) of the Open Network
Controller (e.g., use 10.0.0.2 for the personal computer). Then log on using
telnet via the Ethernet. (Refer to Appendix C Logging on to the Open Net-
work Controller.)

2. Input ONC_wizard from the terminal prompt and press the Enter Key. (In-
puts are case sensitive, so check that use of upper and lower case are cor-
rect.)

The Setting Tool will start and the following Main Menu will be displayed.

Setup Ubility Yer.2.00 [WAIN WENU]

1. SYSTEM SETUP
2. oexit

Number Select ion(1-2.ninext,piprev,.aiquit):_

3. Input 7 and press the Enter Key. The following System Setup Menu will be
displayed.

Setup Utility Yer.2.00 [SYSTEW SETUP MENU]

1. Bubnet Mask
2. [pRoute

3. Host File
4, exit

Number Select ion{1-4,ninext,piprev.qiauit)s_

4. Input 4 and press the Enter Key. The following Host File will be displayed.

Setup Ubility Ver.2.00 [Host File]

1271 localhost localhost  my. domair
10.0.0.1 onchost

Mumber Select ion(1-10,n:next, pipres, qrquitli:_

Note a) The default IP address of the Open Network Controller is 10.0.0.1.

b) All setting changes including the IP address are enabled after the
Open Network Controller is restarted (using the restart switch or
turning the power OFF and ON again).
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5. Input 7 and press the Enter Key. Then input the new IP address, followed
by a space, and onchost. Then press the Enter Key. The following exam-
ple uses 192.168.0.50.

20192 168,050 onchost_

The following window will be displayed.
Setup LLility Yer.2.00 [Host File]

127.1 localhost  localbost omey. dom
192, 168.0.50 onchost

Wumber Selection(1-10,ninext,.piprev,qiquitls_

Note Match the Subnet mask to the LAN to which the Open Network
Controller is connected.

6. Input g and press the Enter Key to return to the System Setup Menu.
7. Input 5 and press the Enter Key to return to the Main Menu.
8. Input 2 and press the Enter Key to display the following Exit Menu.

Setup Utility Yer.2.00 [EXIT MENU]
1. Discard Chanzes & exit

2. Bave Chanzes & exit

3. Make Temparary File & exit

4, MainMenu

Wumber Select ion({1-4,ninext.piprev,giquit)s_

Note Select 1 to discard the settings and exit ONC_wizard.
9. Input 2and press the Enter Key to save the settings. The ONC_wizard will
close.

The procedure for changing the IP address is completed. Restart the Open
Network Controller.

4-2-2 Executing the ARP Command to Change the IP Address

The following method changes the IP address by executing from the personal
computer the command that displays and sets ARP (Address Resolution Pro-
tocol) tables.

Note Before setting with this method, physically connect the personal computer that
will execute the command to the Open Network Controller using an Ethernet
connection.

In the following procedure example, arp is executed from the command
prompt of Windows 2000, and the Open Network Controller’s (MAC ID: 00-00-
00-01-01-01) IP address is changed to 192.168.0.50.

The MAC ID is provided on the label on the front panel of the Open Network
Controller.

1,2,3... 1. Turn ON pins 1 and 8 of DIP switch 2. (Refer to 3-2 DIP Switch Settings.)
2. Restart the Open Network Controller.
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Check that the RUN indicator is flashing.

From Windows 2000, select Start, Programs, Accessories, and Com-
mand Prompt. The command prompt window will be displayed.

Add the IP address and MAC ID to the ARP table. Input the following com-
mand line in the command prompt window.

C:\>arp -s 192.168.0.50 00-00-00-01-01-01
Press the Enter Key.

Check that the IP address and MAC ID are set correctly. Input the following
command line.

C:\>arp -a

Press the Enter Key. If the settings are correct, the following type of infor-
mation will be displayed.

Interface: 10.3.68.26 on Interface 0x1000003
Internet Address Physical Address Type
192.168.0.50 00-00-00-01-01-01 static (Check this line.)

Send the ping command to the Open Network Controller to set the IP ad-
dress. If the response is returned correctly, the setting is completed. If the
IP address is set correctly, the following information will be displayed.

Note The ping command is not sent to check whether the IP address has
been set. Sending the ping command to the Open Network Control-
ler will set the IP address.

C:\>ping 192.168.0.50 [Enter Key]
Pinging 192.168.0.50 with 32 bytes of data:

Request timed out.
Request timed out.
Request timed out.
Reply from 192.168.0.50: bytes=32 time<l1Oms TTL=254 (Check this line.)

Ping statistics for 192.168.0.50:
Packets: Sent = 4, Received = 1, Lost = 3 (75% loss),
Approximate round trip times in milliseconds:
Minimum = 0 ms, Maximum = Oms, Average = Oms

Note The Open Network Controller's MAC address is given on the Ether-
net address seal at the top of the Open Network Controller.

The IP address setting change is completed. Turn OFF pins 1 and 8 of DIP
switch 2, and restart the Open Network Controller.

4-2-3 Checking IP Addresses

The following two methods can be used to check IP addresses.

* Send the ping command to the Open Network Controller from the per-
sonal computer.

* Turn ON pin 2 of DIP switch 2, (Refer to 3-2 DIP Switch Settings.)

Send the ping command to the Open Network Controller from a personal
computer set to an IP address on the same network. If the following informa-
tion is returned, the setting is correct. The following details show when the IP
address is checked using the Windows command prompt.

(Example: Personal computer IP address: 192.168.0.10, Open Network Con-
troller IP address: 192.168.0.50)

C:\>ping 192.168.0.50 [Enter Key.]

Ping 192.168.0.50 with 32 bytes of data:

Reply from 192.168.0.50: bytes=32 time<lOms TTL=254
Reply from 192.168.0.50: bytes=32 time<lOms TTL=254

Reply from 192.168.0.50: bytes=32 time<lOms TTL=254

If the following information is displayed, the setting is not correct.
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C:\>ping 192.168.0.50 [Enter Key.]

Ping 192.168.0.50 with 32 bytes of data:
Request timed out.

Request timed out.

Request timed out.

Check the IP address settings.

4-3 Basic Setting Tool Operations

4-3-1

Overview of Basic Operations

Note

The Open Network Controller Setting Tool is used to perform the basic set-
tings of the Open Network Controller from the Web browser on the personal
computer. The Setting Tool is pre-installed in the Open Network Controller.

Perform the following operations to use the Open Network Controller Setting
Tool.

* Start the Web browser on the personal computer.

* Access the top page of the Open Network Controller (specify the IP
address of the Open Network Controller).

*» Select Go To Maintenance Menu (in English).
* Select the Setting Tool for Basic Setting.
e Enter password.
These operations are explained further in the following pages.
The methods for setting the Open Network Controller operating environment

are explained in SECTION 15 Setup Examples using various network exam-
ples. Refer to these examples to understand the setting procedure.

4-3-2 English Setting Tool
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1,2,3...

The Open Network Controller is pre-installed with the Japanese version of the
Setting Tool. Therefore, use the following procedure to install the English ver-
sion of the Setting Tool.

1. Display the top page of the Open Network Controller Web Service Ver. 2,
and clickthe icon as shown below.

D—LlE. T D RETH FBEBA AL -LENn

= FERAL, A2 -FERBOCEDT A EA 2 L
T, BmEEREA AL TS,
FC A2 A—S%FERLT. BASEAOBAr A —LHiTETT.

Japanese version of Basic Setting Taol is pre—installed in
the ONC as default.
If vou would like to use the English wversion of it, please Click here

click the nght icon.

English version install mags is appearsd. Then install it
You can go back to the Japanese version with the same
ey

2. The Basic Setting Tool Installation Page will be displayed. Click the Install
Start Button on the left to start installing the English version of the Setting
Tool.
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Open Network Gontroller
<< Basic Setting Tool Installation Page >>
[ Enaii vorsion

‘ Inhstall Start ‘ Install Start

Click here

3. During installation, the following window will be displayed.
Open Netwark Gontroller
<{ Basic Setting Tool Installation Page >>
|N0w_ the English version is installed.
EFEAEY — WO VR F—WET>TUET,

{{Plsase do not turn off ONC until installation is
completed >>

4. When installation is completed, the following window will be displayed.
Click the window close Button to complete the installation procedure.

QOpen Network Gontroller
<< Basic Setting Tool Installation Page >>
Installation of the Basic Setting Tool was completed.

FEVY WO A ILhETLELL,
[window close]l A% &ML T RS,

window close

4-3-3 Logging On and Off

Access the Open Network Controller from the Web browser (Microsoft Inter-
net Explorer 5.5 or later. SP2 or later is recommended) on a personal com-
puter on the network. Password entry and logon is required to use the Open
Network Controller Setting Tool.

Note 1. Microsoft Internet Explorer 5.5 or later (SP2 or later) is the recommended
Web browser.

2.  With the Open Network Controller Setting Tool, maintenance of the Open
Network Controller from the Web browser can be performed by one user
only.

If more than one user performs maintenance simultaneously on the same
Open Network Controller, the monitored status will change, and the chang-
es will not be reflected correctly.

Procedure from Web
Browser Startup to ONC
Setting Tool Startup

1,2,3... 1. Start up the Web browser on the personal computer.

2. After specifying the IP address (or host name) of the Open Network Con-
troller using the Web browser, as shown in the following example, press the
Enter Key.

|Address | http:ff10.0.0.1 =
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Note The default IP address of the Open Network Controller is 10.0.0.1, as shown

above. To change the Open Network Controller IP address, input the correct
IP address.

When the connection to the Open Network Controller is correct, the Open
Network Controller top page will be displayed.

Open Network Controller
Home Page

Please custemize this pags for veur application,

Open Network Gontroller Web Service Ver.2

/

Click here.

ONCTitleZjpg (15507 /A FY

L]

3. Click the Open Network Controller Web Service Ver. 2 heading to dis-
play the following window.

Open Network Controller
<< ITNC-EPX01(-DRM)>>

Web Service Ver.2 Top Page

Click here.

Japanese version of Basic Setting Tool is pre—installed in
the OMNC as default.
IF vou would like to use the English version of it, pleass

click the Aght icon,

English version install page is appeared. Then install it

You can go back to the Japanese version with the same
way.

Note This window can also be displayed by inputting the Open Network

Controller's IP address + /WebService.html and URL (e.g., http://
10.0.0.1/WebService.html).

4. Select Go to Maintenance Menu (in English). The following Maintenance
Menu Window will be displayed.
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Log on

Open Network Controller
Maintenance Menu

s [ he Setting Tool for Basic Setting

+ | he Setting Tool for Option Software

e [he Setting Tool for Utilities

Setup Menu

Reboot

« Error Log

« |LED Monitor

Svstem Profile

Task List

s Disk Information

Time data check

+ Clock Adjustment

5. Select The Setting Tool for Basic Setting. The following logon window
will be displayed. Log on to the Basic Setting Tool, referring to the following
Login section.

Note For details on the other items in the menu apart from The Setting
Tool for Basic Setting, referto SECTION 17 Web Service Version 2
Maintenance Menu.

The method used to log on to the Basic Setting Tool installed in the Open Net-
work Controller is explained here. When The Setting Tool for Basic Setting is
selected from the previous menu, the following password entry window is dis-
played.
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Change Password

OMmRON

Open Wetwork Controller
Setting Tool

Log on

Log off

Change Password
ONC Reboot

e Menu Setting

e ONC Host IP
Other Hozt IP
[P Route

¢ 3tartup 3ervices
Gateway Wetwork

e Serial Ports

| v

N

Setup Utility[Log On]
Enter the password.

Password I
ﬂl‘—| After entering the password, click the OK Button.

{c)Copyright OMRON Corporation 2001-2003. All Rights

Menu Window
Set to display/hide each menu.
Refer to 4-5 Menu Selection.

After entering the password, click the OK Button. The default password is set
to OMRON. Refer to the following information under Change Password for
details on changing the password. After the correct password is entered, the
following message will be displayed.

OMmRON

Setting Tool

Log on

Change Password

L ]
s Log off
-
¢ ONC Reboot

Open Wetwork Controller

-

Setup Utility[Log On]

Successul log on

{c)Copyright OMRON Corporation 2001-2003. All Rights

These operations can be used to select the items in the menu displayed
on the left side of the screen and set each of the settings.

Note If the entered password is incorrect, a message will be displayed indicating
that logon was unsuccessful. Select Log on from the Menu Window and enter
the correct password in the password entry window that is displayed.

Use the following procedure to log off the Setting Tool.

1,2,3... 1. Select Log off from the Menu Window on the left side of the screen. A log
off confirmation window will be displayed.

2. Click the OK Button to log off the Setting tool. Setting is not possible until
logged on again.

Use the flowering method to change the password.

1,2,3... 1. Select Change Passwordfrom the Menu Window of the Basic Setting Tool
installed on the Open Network Controller. The following window will be dis-

played.
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OMRON Setup Utility[Change Password]

Open Networlk Controller

setting Tool Enter the passwords.
* Log on
e Loz off Current Password |
s GChanze Password
« ONC_Reboot MNew Password |
* Menu Setting Mew Password (Confirmation) I

e ONC Host IP

Other Host IP OKl

1P Route

2. Enter the applicable passwords in the Current Password, New Password,
and New Password (Confirmation) fields, and then click the OK Button. If
the password has been changed correctly, the following message will be
displayed.

Fassword changsd.

The new password will be effective at the next log on

4-3-4 ONC Reboot

The following method is used to reboot the Open Network Controller. After
making the various Open Network Controller settings, the Open Network Con-
troller must be rebooted to enable the settings.

1,2,3... 1. Select ONC Reboot from the Menu Window of the Basic Setting Tool in-
stalled on the Open Network Controller. The following window will be dis-

played.
OomRrRonN Setup Utility[ONC Reboot]
Open Metwork Controller
Setting Tool Password l—ﬂl Gancel
* Log on
e Log off This command will rehoot the Opan Network Controller.
« Change Password YWou will not able to access vour Open Network Controller’s web server while rebooting
» {iNG Rebooll

2. After entering the reboot password (default is 1234), click the OK Button.
The following window will be displayed. For details on changing the reboot
password, refer to 17-3 Reboot.

Setup Utility[ONC Reset]

Fehooting now....

Access the QOpen Metwork Controller Indesx UREL atter about 1 minute.

Note After clicking the OK Button, do not access the Open Network Controller for
about one to two minutes. The Open Network Controller can be accessed
after it has started.
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4-3-5 Common Operations

Operating and Saving
Procedures

1,2,3...

When this type of button is
clicked, the setting window for
the currently selected setting
(HLKO in this example) will be
displayed. In this example, the
HLK Address Setting Table
Setting Window will be
displayed. (The same window
can be displayed by clicking
HIkNetTbl in the Menu Window.)
This type of button is not
displayed for some setting
windows.

The basic methods for operating the setting windows are provided here. The
operating methods for each window are almost the same. Therefore, the oper-
ating methods that are common to all setting windows are described here. In
the explanations for each setting window, only special operations are referred
to from 4-5 Menu Setting onwards.

Click the required menu item in the Menu Window. In this example, click
HLK_UNIT. The following setting window will be displayed showing the
current settings.

| Select the service name here.|

A
Service Mame IHLHD -I
COM Part IEDMI vI
Baud Rate ae00 - Mo. of Data Bits I? vI
Stop Bitis) |2 'I Parity Even -
Mo. of Retries IU Receive Timeout |5UUU s
— _
—

|The current settings will be displayed in the setting window. |

Network Settinzs

Read Mrite |

/Zlick the Read Button to read and display the current settings. Use at the following times.

Note

Setting List Format
Setting Items

1,2,3...
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 To clear the settings on the window before clicking the Write Button (to revert to previous
settings). (This function is disabled after the Write Button is clicked.)
» To check the setting contents after saving (writing) the changed settings.

Set the required settings, and click the Write Button. The settings will be
written to the Open Network Controller’s setup files.

After setting, always click either the Create New, Modify, or Delete Button.
The settings will not be changed if the Write Button is clicked, without click-
ing the Create New, Modify, or Delete Buttons.

After setting, always click the Write Button. If the Write Button is not
clicked, and another menu is accessed, the settings will not be changed.

The newly saved settings will be enabled and shown when the Open Net-
work Controller is started again.

The setting methods for settings in list format are described here using the
HLK Address Setting Table Setting Window as an example.

Select HIkNetTbl in the Menu Window (or click the Network Settings But-
ton in the previous setting example). The following setting window will be
displayed showing the current settings.
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Service Name |HLHIJ -I

Wode Unit Protocol PLC Model

1 I
- 2 1 SYoWAY C200HS
List box N 1 SrowaY C200HG
B L] 0 Sralay C2O0HX
b 0 SYSWAY C200HKX-CPURR-Z
B 0 SYSWAY C200HK-CPIUAS-2
70 SYSWAY  CZODHE =l
Create Mew I Modify Delete |
Wode Mo, Il
Unit HNo. IIII The current settings for the
item selected in the list box
Frotocol BE =l will be displayed.
PLC HMode! |C200H =1
Read Write

* Adding Settings
After entering the settings in the fields under the list box, click the Create
New Button.

* Changing Settings
After selecting the items to be changed in the list box, click the Modify
Button.

* Deleting Settings
After selecting the items to be deleted in the list box, click the Delete But-
ton.

2. After the applicable setting operation has been performed, click the Write
Button. The setting details will be written to the Open Network Controller’s
setup files.

Note 1. Aftersetting, always click either the Create New, Modify, or Delete Button.
The settings will not be changed if the Write Button is clicked, without click-
ing the Create New, Modify, or Delete Buttons.

2. After setting, always click the Write Button. If the Write Button is not
clicked, and another menu is accessed, the settings will not be changed.

3. The saved settings will be enabled when the Open Network Controller is
started again.

Confirmation Dialog
Boxes when Writing,
Reading, and Jumping to
Other Windows

W Saving (Writin

1,2,3... 1. Click the Write Button to display the following confirmation dialog box.

Open Metwork Controller

Save changes?
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1,23... 1.

2. Click the OK Button to save the set data. Click the Cancel Button to return
to the setting window without saving the setting changes.

H Reading and Jumping to Other Windows

After changing setting data, the following dialog box will be displayed when
the Read Button or a button to jump to another window is clicked.

* The following example is for jumping to another window.

Mo. of Serial Lines |4 -I
: KD . . When this type of button is

COMT Sett ings = —IUmt Falit bz clicked, the setting window

COM2 Settinzs HLE1 = Unit Settinzs | for the currently selected
setting will be displayed.

COMS Sett ings HLKZ = Unit Settinzs This type of button is not

COM4 Settinzs HLK2 - Unit Settings I di§played for some setting
windows.

* The following confirmation dialog box will be displayed.

Cpen Metiwo itroller
Settingz have been changed.

Dizscard changes?

2. Click the OK Button to save the set data. Click the Cancel Button to return
to the setting window without saving the setting changes.

4-4 Setting Menu List

The following table shows a list of the menus used to set the basic settings of
the Open Network Controller.

Menu Setting
Menu Setting Display/hide each menu of the ONC Basic Setting Tool. (Refer to 4-5 Menu Setting.)
ONC Host IP Set the local host’s host name, IP address, and Subnet Mask. (Refer to 4-6 Setting IP

Addresses.)

e Other Host IP

Set the host name and IP address of other hosts.

¢ |P Route

Set the IP routing (gateway to other networks) information.

Startup Services

Set the service names (Unit names) that start up using FinsGateway. (Refer to 4-7
Setting Startup Services.)

* Gateway Network

Set the information on gateway networks that use FinsGateway.

Serial Ports

Set the services assigned to each COM port. (Refer to 4-8 Serial Port Settings.)

ONC System NP

Access backup memory (SRAM) and battery status. (Refer to SECTION 6
SPR_UNIT (ONC System Status Network Provider).)

ETN Set the ETN_UNIT network number, node number, and unit number. (Refer to SEC-
TION 7 ETN_UNIT (Ethernet Network Provider).)
e IpTable Set the network table used by ETN_UNIT (corresponding FINS node numbers and IP
addresses of other nodes).
CLK Set the CLK_UNIT network number, node number, and unit number. (Refer to SEC-
TION 8 CLK_UNIT (Controller Link Network Provider).)
e CLKUNIT Set the CLK_UNIT network status area, data link status area, data link table area,

baud rate, Board format, and refresh cycle.
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Menu Setting
SLK Set the SLK_UNIT network number, node number, and unit number. (Refer to SEC-
TION 9 SLK_UNIT (SYSMAC LINK Network Provider).)
e SLK UNIT Set the SLK_UNIT network status area, data link status area, data link table area,
Board format, and refresh cycle.
BUSCS1 Set the BUSCS1_UNIT network number, node number, and unit number. (Refer to

SECTION 10 BUSCS1_UNIT (CS1 Bus Connection Network Provider).)

e BUSCS1 UNIT

Set the BUSCS1_UNIT unit information.

* BUSCS1 Mapping

Set the memory mapping information used by BUSCS1_UNIT.

DRM Set the DRM_UNIT network number, node number, and unit number. (Refer to SEC-
TION 11 DRM_UNIT (DeviceNet Network Provider).)
e DRM UNIT Set the DRM_UNIT unit information.

¢ DRM Mapping (Master)

Set the memory mapping used by DRM_UNIT (Master).

* DRM Mapping (Slave)

Set the memory mapping used by DRM_UNIT (Slave).

e ScanlList File

Set the scan list (DeviceNet Slave allocation) used by DRM_UNIT.

HLK Set the HLK_UNIT network number, node number, and unit number. (Refer to SEC-
TION 12 HLK_UNIT (Serial Network Provider).)
* HLK UNIT Set the HLKL] communications conditions (node using SYSWAY, SYSWAY CV, or
CompoWay/F protocol).
* HLKID Set the HLKL] communications conditions (node is an ID Controller).
e HLK TP Set the HLKL] communications conditions (node is a Productivity Monitor).
¢ HikNetThbl Set the HLK address setting table (FINS node number, unit number, protocol).
Hsv Set the Hsv[ ] unit number. (Refer to SECTION 13 Hsv_UNIT (PT Connection Ser-
vice Network Provider).)
e Hsv UNIT Set the PLC model code returned to the PT from the ONC.
e RUT Set the RUTL] network number, node number, unit number.
* RUT UNIT Set the communications settings of the COM port that RUTL] is assigned to.
RCOM Set the RCOMLI network number, node number, and unit number. (Refer to SEC-
TION 14 RCOM_UNIT (RemoteCOM Connection Network Provider).)
* RCOM UNIT Set the RCOML] communications conditions (node using SYSWAY, SYSWAY CV, or
CompoWay/F protocol).
* RCOM ID Set the RCOML] communications conditions (node is an ID Controller).
* RCOM TP Set the RCOMLI] communications conditions (node is a Productivity Monitor).

* RCOMNetThl

Set the RCOM address setting table (FINS node number, unit number, protocol).

Note

4-5 Menu Setting

1,2,3...

1. For details on FLK_UNIT (FinsLink), refer to SECTION 16 Ultilities.
2. The methods for setting the Open Network Controller operating environ-

ment are explained in SECTION 15 Setup Examples using various net-
work examples. Refer to these examples to understand the setting
procedure.

Use the following procedure to set whether to display or hide each of the
menu items of the Open Network Controller's Basic Setting Tool. When the
display/hide setting has been changed, save the setting, and then refresh the
Web browser display.

1. Select Menu Setting in the Menu Window. The following setting window

will be displayed showing the current settings.
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¥ Change Password W DRM (Devicebet
[ ONC Rebont [ DRM LINIT
[V ONC IP Address v DRM Mapping (Master)
¥ Dther Host IP ¥ DRM Mapping (Slave)
V¥ IP Route V¥ ScanList File
W Startup Services ¥ HLE {Host Link)
W Gateway Network v HLE UMIT
¥ HLE ID
¥ Serial Ports
I HLE TP
¥ SPR (Swstem Status)
¥ HikNet T
[V ETN (Ethernst)
V¥ IpTable W Hsv (PTHE5E)
¥ Hzw UNIT
¥ CLKE (Contraller Link)
Iv/ RUT
IV CLE UNIT
¥ RUT UNIT

[¥ SLE (SYSMAC Link)
[+ RCOM {Remot eCOK?

[¥ SLE UNIT
[+ RCOM_UNIT
Click the Initial Setting Button to return [ BUSCS] (81 BUS IAF———— [ RCOM_ID
all the menu display/hide settings to the -
default settings (all items displayed). [V BUSCS1 UNIT [ RCOM_TP
\ ¥ BUSCE1 Mapping ¥ RCOMNet Thl
Initial Setting Fead rite

2. After setting is completed, click the Write Button. The following window will

be displayed.
Open Nebwork Controll x|
Save changes?
| Cancel

Warning: Applet Window

3. Click the OK Button.

Open Networ ﬂ

Re-display the browser.

0K ‘

Warning: Applet Window

4. Click the OK Button.
5. If the menu display/hide settings have been changed, refresh the Web
browser.
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4-6 Setting IP Addresses

4-6-1

4-6-2 Other Host IP

4-6-3

The local host, subnet mask, other host name, and routing settings must be
set.

ONC IP Address

IP Route

Use the ONC IP Address menu to set the local host name, IP address, and
Subnet mask for the Open Network Controller.

Select IP Address in the Menu Window. The following setting window will be
displayed showing the current settings.

Hoszt Mame |Dnchost

IP Address |1D |D |D p

Subret Mask |255 |D |D |D

Settings
Item Setting
Host Name Set the Open Network Controller’'s host name.
IP Address Set the IP address of the Open Network Controller.
Subnet Mask Set the Subnet mask so that it matches the class of the Open
Network Controller’s IP address.

Use the Other Host IP menu to set the IP address and host name of other per-
sonal computers, as required. This setting is not compulsory.

Select Other Host IP in the Menu Window. The following window will be dis-
played showing the current settings. The default setting is blank.

IP tddres= Hozt Mame

10.0.0.2 once| jant

Create New | Mod i fy I Delete |

IP Address 10 o o |2
Host Mame |Dncc|iant
Settings
Item Setting
IP Address Set the IP address of the other computer.
Host Name Set the host name of the other computer.

Use the IP Route menu to set IP routing, as required. The destination network
address and IP router address are set here. This setting is required to access
a network different from the Open Network Controller. This setting is not
required when IP routing is not used.

Select IP Route from the Menu Window. The following window will be dis-
played showing the current settings. The default setting is blank.

95



Setting Startup Services Section 4-7

Network #ddress Gateway Address netmazk

]

The example in the list box shows that the IP
router to network address 192.168.36 is

10.0.0.3.
Create Mew I Mod i fy | Delete |
Network Address [ default |192 IIEB I3E IU
Gateway Address IIU ID ID IE
netmask [255 [255 f255 jo

Select the default setting when setting the gateway address to the default
gateway. When the default setting is selected, all access to the network
from the Open Network Controller is through the gateway address.

To set the Open Network Controller's access to a specific network only,
deselect the default and set the required network address. For example,
to set permission for the Open Network Controller to access network
192.168.36.0 only (when the gateway address is 10.0.0.3), deselect
default, and set the network address to 192.168.36.0.

Note For routing examples, refer to SECTION 15 Setup Examples.

Settings
Item Setting
Network Address Set the destination network address.
Gateway Address Set the IP address of the gateway to route through.
netmask Set the Subnet mask used by the router.

4-7 Setting Startup Services

The service name (UNIT name) that the Open Network Controller uses at
startup, and the gateway network information must be set. This setting is com-
pulsory.

4-7-1 Startup Services
Use the following procedure to set the service name (UNIT name) that the
Open Network Controller uses at startup.

Select Startup Services from the Menu Window. The following window will be
displayed showing the current settings.

Service Name Network  Node Unit
HLED 2 127 21
HLK1 3 127 22

Create Hew | Modi fy | Delete |

Service Mame ETN -
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Settings
Item Setting
Service Name Set the service name (UNIT name) that will start up with Fins-

Gateway.

ETN: ETN_UNIT (Ethernet NP)

SPR: SPR_UNIT (ONC System Status NP)
DRMLI: DRM_UNIT (DeviceNet NP)

CIkO: CLK_UNIT (Controller Link network NP)
SIk0: SLK_UNIT (SYSMAC LINK network NP)

HLKL]: HLK_UNIT (SYSWAY, SYSWAY-CV, CompoWay/F
NP)

RUTLI: RUT_UNIT (PT connection service NP)

Hsv[ ]: Hsv_UNIT (PT connection service NP)

BUSCS1: BUSCS1_UNIT (CS1 Bus Board NP)

RCOMLI: RCOM_UNIT (RemoteCOM connection service NP)
FLKLI: FLK_UNIT (FinsLink NP)

Note 1: Refer to 7-3 Function Overview for details on each
service.

Note 2: IpLibMgr, Sch, and Mua are used with optional soft-
ware. Do not add when optional software is not used.
For details, refer to the optional software manuals.

Setting Example
Select SIkO from the Service Name selection box, and click the Create New

Button.
Bervice Name Network  Node Unit
ETH 1 1 17
HLED 2 127 21
HLE 1 3 127 22

Note SIkO is added in the default settings. When a new service is added, the net-
work number is set to 0. Set the correct network number of the service using
the Setting Tool. Some services (SPR, Hsv, and FLK) can be left with network
number 0. For details on settings for each service, refer to SECTION 6
SPR_UNIT (ONC System Status Network Provider)through SECTION 16 Util-
ities.

4-7-2 Gateway Network

This menu is used to set the gateway network tables for the FINS network.

Select Gateway Network from the Menu Window. The following window will
be displayed showing the current settings. The default setting is blank.

This setting is not required if FINS communications across other networks
using are not used.
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[est. Net.

‘\

Gateway het.

Gateway Wode

FINS network number 5 is set to be accessed
through node number 4 on network number 1.

Create Mew I Mod i fy | DeTeTe
Dest inat ion Network Moo F
Gateway Networl No. h
Gateway Node Mo. |4
Settings
Item Setting

Destination Network
No.

tination node).

Set the number of the destination network (network of the des-

Gateway Network
No.

through).

Set the number of the relay network (network to be routed

Gateway Node No.

Set the number of the relay node (node to be routed through).

4-8 Serial Port Settings

Set the number of the COM port allocated to each service in the Serial Port
Settings. Making these settings will prevent more than one service starting
from the same port.
In the default settings, as shown in the following window, COM1 is allocated to
HLKO, COM2 is allocated to HLK1, COMS is allocated to HLK2, and COM4 is
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allocated to HLKS.

Select Serial Ports from the Menu Window. The following setting window will
be displayed showing the current settings.

Mo. of Serial Lines
COM1 Settinzs
COMZ Settings
COM3 Settinzs
COM4 Settings

Setting Details

Ca—
HLKD hd Unit Settinzs |
HLE1 - Unit Settings |
HLEZ - Unit Settinzs |
HLE3 - Unit Settings |

Click the Unit Settings
Button to jump to the
window for setting
communications
conditions, and the
node number of the
service set for each
COM port.

Item

Details

No. of Serial Lines

Sets the number of COM ports being used.

COM1 Settings

Sets the service allocated in the COM1 port.

COM2 Settings

Sets the service allocated in the COM2 port.

COMB3 Settings

Sets the service allocated in the COM3 port.

COM4 Settings

Sets the service allocated in the COM4 port.




SECTION 5
CPU_UNIT

This section individually describes the FINS commands and responses for CPU_UNIT and the network providers

(NPs). Refer to the FINS Commands Reference Manual (W227) for further information on FINS commands.

5-1
5-2

Overview of CPU_UNIT Functions

FINS Commands Addressedto CPU _UNIT .........................

5-2-1
522
5-2-3
5-2-4
5-2-5
5-2-6
5-2-7
5-2-8
5-2-9
5-2-10
5-2-11
5-2-12
5-2-13

MEMORY AREA READ:

0101... ...

MEMORY AREA WRITE: 0102............ ... ... ... ....
MULTIPLE MEMORY AREA READ: 0104.................
PARAMETER AREA READ: 0201........................
PARAMETER AREA WRITE: 0202.......................
PARAMETER AREA CLEAR: 0203.......................
ROUTINGTABLESET: 0225 ......... ... ...
CONTROLLER DATA READ: 0501 .......................
CONNECTION DATAREAD: 0502 . ........ ... ... ...t

CLOCK READ: 0701. ..
CLOCK WRITE: 07 02. .

TIME COMPENSATION (Unit Version 1.1 or Later): 07 03. .. ..

LOOPBACK TEST: 08 01

100
101
101
102
103
104
105
106
107
107
108
108
109
110
112
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5-1 Overview of CPU_UNIT Functions

FINS Commands
Addressed to CPU_UNIT

CPU_UNIT is a software component that emulates the FINS message func-
tions of the CPU Unit in a PLC, but cannot run ladder programs. The event
memory (i.e., the variable memory in the Open Network Controller) can be
read and written from personal computers and other devices on the networks.

The following FINS commands can be addressed to CPU_UNIT.

Command code Name and function
01 01 MEMORY AREA READ: Reads event memory
0102 MEMORY AREA WRITE: Writes event memory
01 04 MULTIPLE MEMORY AREA READ: Reads multiple areas
in event memory.
02 01 PARAMETER AREA READ: Reads the routing tables
02 02 PARAMETER AREA WRITE: Writes the routing tables
02 03 PARAMETER AREA CLEAR: Clears the routing tables
02 25 ROUTING TABLE SET
05 01 CONTROLLER DATA READ
05 02 CONNECTION DATA READ
07 01 CLOCK READ
07 02 CLOCK WRITE
07 03 TIME COMPENSATION (unit version 1.1 or later)
08 01 INTERNODE ECHO TEST

Note FINS commands addressed to CPU_UNIT must be sent through an NP.

Event Memory
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Refer to 5-2 FINS Commands Addressed to CPU_UNIT for details on FINS
commands that can be addressed to CPU_UNIT.

Event memory is the internal memory for FinsGateway. It contains memory
with the same names (DM and CIO) as a PLC’s memory areas. Just like the
CIO and DM areas in a PLC, the event memory can be allocated to DeviceNet
slave I/O data, Controller Link or SYSMAC LINK data links, or for other pur-
poses. In addition, CS1 CPU Unit I/0O can be allocated via the CS1 bus inter-
face. Event memory can be accessed by using FINS commands. An example
is given below. The size of the event memory is 65,536 words for DM and
8,192 words for CIO.

Input area 1 Output area 2
Event Node 1 | Node 2 Node 11Node 12
memory inputs | inputs outputs |outputs
1 word | 1 word 1 word |1 word
\/ |
DeviceNet
Slave 1 Slave 2 Slave 11 Slave 12

It would be possible to read or write the I/O data for more than one DeviceNet
slave using a single FINS command
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CIO
0 19

Event
memory

) Node 1 Node 2
DataLink |CIO0to |CIO 10to
Table ClO09 CIO 19

Data link words are allocated in event memory according to settings for the
data link tables. CX-Net is used to set the Data Link Tables.

5-2 FINS Commands Addressed to CPU_UNIT

This section describes the FINS commands that can be addressed to
CPU_UNIT.

CPU_UNIT performs the FINS message communications functions of a CPU
Unit for a PLC. In particular, it provides the access functions required by per-
sonal computers and other devices on an Ethernet network to read and write
event memory in the Open Network Controller.

The unit address of CPU_UNIT is 0. When accessing the CPU_UNIT at a
specific node on a network using FINS message communications, specify 0
as the unit address in the destination FINS addresses.

5-2-1 MEMORY AREA READ: 01 01

Reads the contents of the specified number of consecutive words starting
from the specified word in event memory.

Command Format

01 01
| | | |
N/
Command Beginning word No. of items
code 9 g (binary)
Memory area code
Response Format
I I I \””” I I
01 01
| | | [ | |
Command End code Data (for number of items)
code
Parameters Memory area code, beginning word, number of items (command)

Specify the type of data to be read, the beginning word of the data to be read,
and the number of items of data to be read.

The memory areas that can be read are given in the following table. Refer to
Memory Area Designations later in this section for the specific addresses that

can be used.
Area Data type Memory area code (hex) | Bytes per item
CIO area |Bit ON/OFF status 00 1
Word contents 80 2
DM area |Bit ON/OFF status 02 1
Word contents 82 2
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Memory Area
Designations

Data (response)

The data from the specified memory area is returned in sequence starting
from the beginning word. The required number of bytes in total is calculated
as follows: Number of bytes required by each item x number of items

For details regarding data configuration, refer to Memory Area Designations
later in this section.
End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

The memory area codes given in the following table are used to specify
addresses to access in the event memory using FINS commands. “Bytes per
item” indicates the number of bytes required in the FINS command or
response for each item being accessed.

Area Data type Access Memory area Bytes per
length code (hex) item
CIO area General purpose |Bits 00 1
Words 80 2
DM area General purpose | Bits 02 1
Words 82 2

Memory area addresses are designated in three bytes. The first and second
byte are the word address and the third byte is the bit position when access-
ing bits.

When accessing bits, a maximum of 16 bits (i.e., items) can be accessed and
they must all be in the same word.

When accessing words, specify 00 as the bit position (i.e., as the third byte).

5-2-2 MEMORY AREA WRITE: 01 02

Command Format

Response Format

Parameters
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Writes data to the specified number of consecutive words starting from the
specified word.

I I I I I \””” I I
01 02
| | | | | L | |
./
Command Beginning word No. of items Data (for number of items)
code (binary)

Memory area code

\ \
01 02
\ \

Command End code
code

Memory area code, beginning word, number of items (command)

Specify the type of data to be written, the beginning word of the data to be
written, and the number of items of data to be written.
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Precautions

The memory areas that can be read are given in the following table. Refer to
Memory Area Designations under 5-2-1 MEMORY AREA READ: 01 01 for the
specific addresses that can be used.

Area Data type Memory area code Bytes per item
(hex)
ClO area |Bit ON/OFF status 00 1
Word contents 80 2
DM area Bit ON/OFF status 02 1
Word contents 82 2

Data (command)

The data to be written to the specified memory area is provided in sequence
starting from the beginning word. The required number of bytes in total is cal-
culated as follows:

Number of bytes required by each item x number of items
For details regarding data configuration, refer to Memory Area Designations
under 5-2-1 MEMORY AREA READ: 01 01.
End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

When writing bit ON/OFF status, a maximum of 16 bits (i.e., items) can be
written in one command and they must all be in the same word.

5-2-3 MULTIPLE MEMORY AREA READ: 01 04

Command Format

Response Format

Parameters

Reads data from non-consecutive words in the event memory (variable mem-
ory) of the Open Network Controller.

01 04
\ N | [ I N \ \
A —
Command code Read address Read address
Memory area code Memory area code
\ e
01 04
\ [ SN I IO IR R
[y A
Command code End code Data Data
Memory area code Memory area code

Memory area code, read address (command)
Specify the type of data to be read and the addresses of the data to be read.

The memory areas that can be read are given in the following table. Refer to
Memory Area Designations under 5-2-1 MEMORY AREA READ: 01 01 for the
specific addresses that can be used.

Area Data type Memory area code Bytes per item
(hex)
CIO area | Bit ON/OFF status 00 1
Word contents 80 2
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Area Data type Memory area code Bytes per item
(hex)
DM area Bit ON/OFF status 02 1
Word contents 82 2

Precautions

Memory area code, data (response)

The data from the specified memory areas is returned in the same order that
the areas are specified in the command. The required number of bytes in total
is calculated as follows: Number of bytes required by each item x number of
read items.

For details regarding data configuration, refer to Memory Area Designations
under 5-2-1 MEMORY AREA READ: 01 01.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

If an error is present in the command’s memory area code or read address,
the event memory cannot be read.

5-2-4 PARAMETER AREA READ: 02 01

Command Format

Response Format

Reads the contents of the routing tables.

\ \ \ \
02 01 80 13
\ \ \ \

/

Command Parameter Beginning No. of words
code area code word

02

01 80 13
| | | | | | L | |

Command End code Parameter Beginning No. of words Data

code

Parameters
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area code  word
Parameter area code (command and response)

Specify the routing table area as the parameter area. The parameter area
code is always 8013.

Beginning word (command and response)

Specify the first word to read. The beginning word address specifies the rela-
tive word address, with the beginning of the routing table as 0000 (hex). The
following addresses can be used.

0000: Beginning of routing tables
0000: Beginning of local network table
0011: Beginning of relay network table

Number of words (command and response)

Bits 0 to 14 are used to specify the number of words to be read. (Each word
consists of 16 bits.) Bit 15 must be OFF (0) in the command format. When the
content in the response format contains the last word of data in the specified
parameter area, bit 15 will be ON (1).

The number of words data will be as follows when reading the routing tables:
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Reading all the routing tables: 30 Hex (96 bytes)
Reading all of the local network table: 11 Hex (34 bytes)
Reading all of the relay network table: 1F Hex (62 bytes)

Data (response)

The specified data will be returned in sequence starting from the beginning
word. The leftmost bits (bits 8 to 15) of each word are read first, followed by
the rightmost bits (bits 0 to 7). The required number of bytes in total for each
read is calculated as follows:

Number of words x 2 (each word consists of 2 bytes, or 16 bits)

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

5-2-5 PARAMETER AREA WRITE: 02 02

Command Format

Response Format

Parameters

Writes data to the specified number of consecutive routing table area words
starting from the specified word. To use the new routing tables, execute
ROUTING TABLE SET (02 25) after executing this command.

I I I I I r I I
w‘m %‘ﬁ ‘ ‘ memwmﬂm%mWM)
Command Parameter Beginning No. of words Data
code area code word
I I
02 02
| |

\

Command End code
code

Parameter area code (command)

Specify the routing table area as the parameter area. The parameter area
code is always 8013.

Beginning word (command)

Specify the first word to write. The beginning word address specifies the rela-
tive word address, with the beginning of the routing table as 0000 (hex). The
following addresses can be used.

0000: Beginning of routing tables
0000: Beginning of local network table
0011: Beginning of relay network table

Number of words (command and response)
Bits 0 to 14 are used to specify the number of words to be written. (Each word
consists of 16 bits.) Bit 15 must be OFF (0) in the command format. When the
content in the response format contains the last word of data in the specified
parameter area, bit 15 will be ON (1).
The number of words data will be as follows when writing the routing tables:
Writing all the routing tables: 30 Hex (96 bytes)
Writing all of the local network table: 11 Hex (34 bytes)
Writing all of the relay network table: 1F Hex (62 bytes)
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Data (command)

Specify the data to be written. The leftmost bits (bits 15 to 8) of each word
must be specified first, followed by the rightmost bits (bits 7 to 0). The
required number of bytes in total for each write can be calculated as follows:

No. of words x 2 (each word consists of 2 bytes, or 16 bits)

Data for all routing tables (30 Hex words = 96 bytes)
Local network table (11 Hex words = 34 bytes) Relay network table (1F Hex words = 62 bytes)
Network-Unit number pairs (16 pairs, 32 bytes) Destination/Relay network-node pairs (20 pairs, 60 bytes)
2 bytes/pair 2 bytes/pair 3 bytes/pair 3 bytes/pair
1byte 1 byte/—/—— 1 byte ———— —\1byte
02
| | | | |
Unit No. Network No. Relay node No. Dummy
No. of local | \erwork N Unit N Relay network N Relay node No
networks etwork No. nit No. elay network No. -
Destination network No. Relay network No.
Gateway count A
(alwaysyO2) No. of remote networks Destination network No.
Parameters End code (response)
Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

5-2-6 PARAMETER AREA CLEAR: 02 03

Writes all zeros to the routing table area to clear the previous routing tables.

Command Format

\ \ \ \ \
02 03| 80 13 00 00
\ \ \ \ \
Command Parameter Beginning No. of Data
code area code  word words
Response Format
\ \
02 03
\ \

Command End code
code

Parameters Parameter area code (command)

Specify the routing table area as the parameter area. The parameter area
code is always 8013.

Beginning word and Number of words (command)
Use the following settings.

Tables Beginning word Number of words
All routing tables 0000 0030 (96 bytes)
Local network table 0000 0011 (34 bytes)
Relay network table 0011 001F (62 bytes)

Note All of the routing tables will be cleared if FFFF is specified as the number of
words.
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Data (command)

Set to 0000. The number of words to be cleared is specified by the number of
words in the command format. This parameter requires only two bytes (one
word) of data.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

5-2-7 ROUTING TABLE SET: 02 25

Sets the routing tables in the Open Network Controller. This command must
be executed to enable the routing tables set with the ROUTING TABLE
WRITE command (02 02). If ROUTING TABLE SET ends normally, the rout-
ing tables will be written to /etc/FgwQnx/FgwQnx.ini.

Command Format

\
02 15

\
./

Command
code

Response Format

\ \
02 25
\ \

Command End code
code

Parameters End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

5-2-8 CONTROLLER DATA READ: 05 01

Reads the following data from the Open Network Controller.
* The model of CPU_UNIT that is running.
* The version of CPU_UNIT that is running.

Command Format

I
05 01
|
N/
Command
code
Response Format
I 1T 71 7 T T
05 01 20 bytes 20 bytes 28 bytes 20 bytes 20 bytes]
| S S R [ [ B
Command Endcode CPU_UNIT CPU_UNIT For system Hardware Hardware
code model version use model version

The values defined in
/etc/FgwQnx/FgwQnx.ini
will be returned.
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Parameters

CPU Unit model and version (response)

Each is returned in not more than 20 bytes in ASCII (i.e., 20 ASCII charac-
ters). If the model or version requires less than 20 characters, spaces will be
inserted to fill the remainder.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

5-2-9 CONNECTION DATA READ: 05 02

Command Format

Response Format

Parameters

Reads the model numbers (names) of Units (NPs) corresponding of the spec-
ified unit addresses.

: T
05 02 | 00: !
| N
. __—ee
Command Number of
code items
Unit address
I 1T 71 """~ 7/ """/ V717 710
05 02 20 bytes 20 bytes
| e O S B B R
y N N
S(;)dn;mand End code Unit a“gg?gégumbef Unit address Model number
Number of items Data

Unit address (command)

Specify the first unit address for which information is to be read. Always spec-
ify 00 as the unit address.

Number of items (command)

Specify the number of items to be read. The number of items will be returned
in order for the number specified, beginning with the unit address set in the
“unit address” parameter. If the number of items is not specified, information
will be read for all unit addresses.

Number of items (response)

The number of unit addresses (applications) for which the connection data is
being returned. If bit 7 is ON (1), it means that the data for the last unit
address is being returned.

Unit address and model number (response)

The unit address and model number (name) of the NP. The name is provided
in up to 20 ASCII characters. Data will be returned for the specified number of
items.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

5-2-10 CLOCK READ: 07 01

108

Reads clock information.
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Command Format

\
07 01
\
./

Command
code

Response Format

\ \
07 O
\ \

Command End code

code

Parameters

I

I

]

]

I

Year Month Day Hour Minute Second Day of week

Year, month, day, hour, minute, second, day of week (response)

The year, month, day of month, hour, minute, and second are expressed in

BCD.

Year: The rightmost two digits of the year. (Any value under 70 will be after

the year 2000.)

Hour: 00 to 23 (BCD).
Day of week: As follows:

Value (Hex)

00

01

02

03

04

05

06

Day of week

Sun

Mon

Tues

Wed

Thur

Fri

Sat

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end

codes.

5-2-11 CLOCK WRITE: 07 02

Writes data to the specified number of consecutive words starting from the

specified word.

Command Format

— T 7T
07 03 !
[EN A S A S R P L
o T T T
Command
code Year Month Day HourMinute Second Day of week
Response Format
I I
07 03

Command End code
code
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Parameters
Item Setting method

Year Specify the last two digits of the year in BCD. Values less than
70 will be after the year 2000.

Month Specify in BCD.

Day of month Specify in BCD.

Hour Specify in BCD between 00 and 23.

Minutes Specify in BCD.

Seconds Optional. Specify in BCD. To omit, specify 00.

Day of week Optional. A value can be specified. The day of the week, how-
ever, is calculated based on the year/month/day settings and
any setting is ignored.

End code (response)
Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

Precautions This command immediately updates the time to the specified time data.

For unit version 1.1 or later, OS tick interrupts are prohibited when the time
data is written. Caution is thus required when running an application requiring
realtime performance.

The continuity of time data may be lost before and after writing time data,
depending on the time data settings. Problems may occur when running appli-
cations that must be executed periodically at specific intervals. Use the TIME
COMPENSATION command (07 03) in such cases.

5-2-12 TIME COMPENSATION (Unit Version 1.1 or Later): 07 03
Compensates time data gradually.

Command Format

r—17r 17 17 717 T T
07 03 ! 3
I IO A A R R R
T T 1T T
Command
code Year Month Day HourMinute Second Day of week
Response Format
I I
07 03
| |

Command End code
code
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Parameters

Precautions

Item Setting method

Year Specify the last two digits of the year in BCD. Values less than
70 will be after the year 2000.

Month Specify in BCD.

Day of month Specify in BCD.

Hour Specify in BCD between 00 and 23.

Minutes Specify in BCD.

Seconds Optional. Specify in BCD. To omit, specify 00.

Day of week Optional. A value can be specified. The day of the week, how-
ever, is calculated based on the year/month/day settings and
any setting is ignored.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

Unlike the CLOCK WRITE command (07 02), the TIME COMPENSATION
command does not immediately update the time to the specified time data,
but compensates the time data gradually during the intervals between OS tick
interrupts so that the time data gradually approaches the actual time.

If you specify in the command parameters a time that is ahead of the present
clock data (called positive compensation), the intervals between ticks will
become shorter. Conversely, if you specify a time that is behind the present
clock data (called negative compensation), the intervals between ticks
become longer. This command can thus be used to speed up or slow down
the time data until compensation has been completed, at which time the time
data will be the same as the actual time.

Gradually compensating the time data to approach the actual time requires a
certain amount of time before the compensation processing is completed. A
rough estimate of the time until the completion of compensation can be
obtained using the following method.

1. Execute the CLOCK READ command (07 01) to confirm the present clock
data, and then determine the difference between the actual time and the clock
data.

2. The time until the completion of compensation will be approximately 10
times the difference.

For example, assume the present clock data is 10:05:05 and the actual time is
10:07:00. A positive compensation of 2 minutes is required; therefore, com-
pensation completion will require approximately 20 minutes.

The tick interval will be faster for approximately 20 minutes from execution of
the 0703 command, speeding up refreshing of the clock data. As a result, the
time data equal the actual time of 10:27:00 after 20 minutes has passed, and
the tick interval will return to normal.

The TIME COMPENSATION command (07 03) cannot be executed again
before completion of time compensation. If execution of the TIME COMPEN-
SATION command (07 03) command is attempted during time compensation,
an end code of 26 05 (service executing) will be returned.

The maximum time compensation possible is 30 minutes. If a value for a time
difference exceeding 30 minutes is specified in the parameters, an end code
of 11 04 (exceeds permissible range) will be returned.
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5-2-13 LOOPBACK TEST: 08 01
Executes a loopback test with CPU_UNIT.

Command Format

\ \ \ \ \
08 01
\ \ \ \ \

Command Test data
code

Response Format

\ \ \ \ \ \
08 01
\ \ \ \ \ \

Command End code Test data
code

Parameters Test data (command and response)

In the command block, designate the data to be transmitted to CPU_UNIT. In
the response block, the test data from the command block will be returned as
it is. If the test data in the response block is different from that in the command
block, an error has occurred.
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SECTION 6
SPR_UNIT (ONC System Status Network Provider)

This section describes the SPR_UNIT ONC system status network provider (NP).
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Overview

Section 6-1

6-1 Overview

Memory Unit

Status Memory

Clock Memory

Shutdown

Error Log

FINS Service
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Note

SPR_UNIT is a software component that is used to access the backup mem-
ory (SRAM), and manage the battery. The functions of SPR_UNIT are listed
below.

The SPR_UNIT is able to hold the event memory (DM and CIO) status in
SRAM even when the Open Network Controller power is turned OFF. The DM
and CIO are not held, but, rather, the status of event memory (DM and CIO)
specified over a specific period is held in the SRAM. This SRAM is called
backup memory. SRAM cannot be accessed directly from the Open Network
Controller application software. To access SRAM, send a FINS command to
the SPR_UNIT.

e Backup
The event memory (DM and CIO) of a specified area can be backed up to
the backup memory (SRAM) periodically using refresh intervals (cycles)
set with the Setting Tool. The backup memory (SRAM) capacity is 65,214
words. In the default settings, however, nine words are assigned as a Sta-
tus Area, leaving 65,205 words available as backup memory.

* Restore
The backup memory (SRAM) is copied to the event memory (DM and
CIO). (Specify whether to execute at startup of the Open Network Control-
ler, or at a user-specified time.) The backup or restore operation can also
be performed when the status map bits are ON. (Refer to 6-2-4 List Map.)

The status memory is used to periodically write the following statuses to the
specified area in event memory (DM and CIO), or the backup memory
(SRAM) at the intervals specified with the Setting Tool.

1. Indicator ON/OFF status (RUN, ERR, CARD)
2. DIP switch ON/OFF status (pin 1, pin 2)
3. Battery ON/OFF (normal, error)

The clock memory is used to write the current date and time of the Open Net-
work Controller in the event memory (DM and CIO), or the backup memory
(SRAM) at the refresh interval specified with the Setting Tool.

The shutdown is used to restart the Open Network Controller when the event
memory words specified with the Setting Tool turn ON (changes from 0 to 1).

The error information displayed with the 7-segment display is saved in the
SRAM. (Up to 64 errors.) FINS commands are used to read the error log. Past
errors are saved even if the Open Network Controller power is OFF. When the
number of errors exceeds 64, the old error information will be overwritten by
the new error information.

Data from the backup memory (SRAM) is read or written using FINS com-
mands. The following FINS commands are supported.

Command code Name
01 01 BACKUP MEMORY READ
01 02 BACKUP MEMORY WRITE
2102 ERROR LOG READ
2103 ERROR LOG CLEAR

If the data in the SRAM is destroyed due to backup battery failure, an error
(PRO105 (Sram Data Error)) will be output indicating that the SRAM cannot
be used. FinsGateway may also not start if the backup battery fails.
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Use the following procedure to initialize the SRAM.

1,2,3... 1. Use telnet to log on to the Open Network Controller.
2. Enter the following command: #Sraminit
3. Restart the Open Network Controller.

6-2 SPR_UNIT (ONC System Status NP) Settings

6-2-1 Setting Startup Services
The SPR_UNIT service must be registered.

1,2,3... 1. Select Startup Services from the Menu Window. The Startup Services
Setting Window will be displayed showing the current settings.

2. Select SPRin the Service Name Box and then click the Create New But-

ton.
Service Mame Network  Node Unit
ETH 1 1 17
HLKQ 2 127 21
HLKE1 3 127 22

Mod i f 3 | Delete I

Service Mame PR -
3. Click the Write Button.

6-2-2 SPR (System Status)

Use the following procedure to set the SPR_UNIT’s refresh interval, System
Status Mapping Area, and startup restore (individual restore) settings. The
System Status Display Window (Status Map) and List Map Window can be
accessed from this window.

Select SPR (System Status) from the Menu Window. The following setting
window will be displayed showing the current settings.

Refresh Interval |1|]|]|J s

Swztem Statuz Mappinz area
rea dddress Wo. of Data(Ward)
|DI'.'I = |8552'." IS

[ Individual Restore

Jumps to the window displaying system
status. Refer to 6-2-3 Status Map for
details.

Jumps to the window for setting
backup/restore methods.
Refer to 6-2-4 List Map for details.

l Statuz Map

List Map | . Read | Write
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Settings

Item

Setting

Refresh Interval

The refresh interval is the cycle used by the memory
unit, status memory, clock memory, and shutdown
functions. The interval can be set between 1 and 9,999
ms. For example, if the interval is set to 10 s, the event
memory (DM and CIO) will be backed up to the backup
memory (SRAM) every 10 s, by means of the memory
unit backup function.

System Status Mapping
Area

Allocates the System Status Mapping Areas as follows:
Area name: CIO, DM, SRAM

Offset: CIO 0 to CIO 8183, DM 0 to DM 65527, SRAM
0 to SRAM 65527

The size is always 9 words.

Set so that the same words are not allocated for other
purposes in the event memory.

Individual Restore

When selected, the startup restore information set in
the List Map Window is restored when the Open Net-
work Controller starts, i.e., specified area data (SRAM)
is copied to another specified area (DM and CIO). This
function is used when setting the initial values in the
event memory (DM and CIO) when the Open Network
Controller starts up, or when setting the previously
backed up data in the event memory (DM and CIO)
when the Open Network Controller starts.

6-2-3 Status Map

A map listing the system statuses of the Open Network Controller is dis-

played.

Click the Status Map Button in the previously described SPR (System Status)
Setting Window. The following System Status Map Window will be displayed.

bits G (143121110 a| & 7| 6|5 4f3]2]1]|0
+0 LED=z/
Battery B C ER
+1  Dipawitch DipSih2 8-1 Dip5itf 8-1
+2 Clock Minutes Seconds
Date Hour
‘fear Month
+5  Backup F|R
Reztare 1l E
+0  Shutdown S
+7  Refresh Time ims) Binary Data
+8 Mo of Errar The number of current errors

B
E :ERR{ OFF, 1 O} <Read>
S : Shutdowntl Reboot) <Write

: Batteryil Woltage Lowe 1 MormallRead: C  : GARDM OFF, 1 ON} <Read:

R : FUN{ OFF, 1 OM} <Read:>
RE : Request FI : Finizh
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Note The system status is mapped in nine words from the first word set in the SPR

6-2-4 List Map

(System Status) Setting Window.

Displayed Information

Item Details

LEDs/Battery Contains bits that are ON when the indicators are lit, and the area
that is OFF when the battery is low.

Example: When the RUN and CARD indicators are lit: 0x0045

Dipswitch Displays the ON/OFF status of the DIP switch.
Example: When DIP switch 2, pin 1 is ON: 0x0100

Clock Display the ONC date/time in hexadecimal.
Example: The ONC date time 09:10:27, Dec. 20, 2002: 0x1409,
0x021C

Backup Restore | When bit 0 of this word is ON, the information set for Backup
Restore Bit on in the List Map is executed once. After executing,
the Completion Bit (Bit 1) will turn ON. The user must turn OFF the
Completion Bit; the SPR_UNIT will not turn it OFF.

Shutdown When bit 0 is turned ON and then OFF, the ONC will reboot.

Refresh Time Displays the actual refresh interval of the SPR_UNIT (time from
processing start to finish).

Example: 100 ms: 0x0064
No. of Error Displays the number of errors that are occurring at present (in

hexadecimal). Use FINS command (2102) to read the error infor-
mation.

This window is used to set the backup and restore execution timing at the fol-
lowing times:

* At each refresh interval.
* When the Backup Restore Bit turns ON.
o At startup.
Copying can be performed from Area 1 to Area 2, or from Area 2 to Area 1.

Click the List Map Button in the SPR (System Status) Setting Window
described previously. The following Restore Method Setting Window will be
displayed.

Enable Run timing dreal fddressl Direction Area? Address? No. of Data(Word)
Ref resh-Timer : l
Backup/Restore-Bit CIO 0 <- SRAM 10 [
ztart-up DK I <- SRAM D0 10

Create Hew | Modify I Delete I

Returns to the
SPR (System
Status) Setting
Window.

Refer to 6-2-2
SPR (System

Status) for details.

I Enable
* On Refresh Timer ¢ Backup Restore Bit on  On start-up
Areal Areal
Backup/Restare Tao s
Rlics v _E 2 Area SRAM =

dddress IU flo. of data IIU Address IU

(Word)
A

Sw=t emhlP | Read | Write |
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Settings
Item Settings
Enable Set to enable or disable the mapping setting.

Selected: Enabled (An asterisk is displayed.)
Not selected: Disabled (The asterisk is deleted.)

On Refresh Timer Performs backup/restore at every refresh interval.

Backup Restore Bit on | Performs backup/restore when the Backup Restore Bit in
the Status Map is ON.

On start-up Performs backup/restore at ONC startup. Individual Restore
in the System Status Setting Window must be selected to
enable this setting.

Area 1 Set the area of the backup source or restore destination.
Area: CIO, DM
Offset: CIO 0 to CIO 8191, DM 0 to DM 65535
Backup/Restore to Set either backup or restore. The arrow will toggle between

backup (right-facing arrow) and restore (left-facing arrow)
each time the button is clicked.

No. of Data (Word) Set the number of words to be transferred.

Area 2 Set the offset of the area of the backup source or restore
destination (SRAM is fixed)

Area: SRAM (backup memory) fixed
Offset: SRAM 0 to SRAM 65213
The backup memory (SRAM) capacity is 65,214 words.

6-3 FINS Commands Addressed to SPR_UNIT

6-3-1 Overview
The methods for using FINS commands addressed to SPR_UNIT are
described here.

The following FINS commands can be addressed to SPR_UNIT by the Open
Network Controller.

Command code Name
01 01 BACKUP MEMORY READ
01 02 BACKUP MEMORY WRITE
2102 ERROR LOG READ
2103 ERROR LOG CLEAR

6-3-2 BACKUP MEMORY AREA READ: 01 01

Command Format

I I I I
01 01
| | | |
N/
Command Beaqinnin ord No. of items
code ginning W (binary)

Memory area code
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Response Format

Parameters

Memory Area
Designations

\ \ \ \
01 01
\ \ \ \

Command End code Data (for number of items)
code

Memory area code, beginning word, bit, number of items (command)

Specify the type of data to be read, the beginning word of the data to be read
(the setting range is 0 to FEBD hexadecimal (0 to 65,213 decimal)), and the
number of items of data to be read.

The memory areas that can be read are given in the following table. Refer to
Memory Area Designations later in this section for the specific addresses that
can be used.

Area Data type Memory area code (hex) | Bytes per item
SRAM Bit ON/OFF status 32 1
Area Word contents B2 2

Data (response)

The data from the specified memory area is returned in sequence starting
from the beginning word. The required number of bytes in total is calculated
as follows: Number of bytes required by each item x number of items

For details regarding data configuration, refer to Memory Area Designations
later in this section.
End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

The memory area codes given in the following table are used to specify
addresses to access in the event memory using FINS commands. “Bytes per
item” indicates the number of bytes required in the FINS command or
response for each item being accessed.

Area Data type Access Memory area Bytes per
length code (hex) item
SRAM Area | General purpose | Bits 32 1
Words B2 2

Memory area addresses are designated in three bytes. The first and second
byte are the word address and the third byte is the bit position when access-
ing bits.

When accessing bits, a maximum of 16 bits (i.e., items) can be accessed and
they must all be in the same word.

When accessing words, specify 00 as the bit position (i.e., as the third byte).

6-3-3 BACKUP MEMORY AREA WRITE: 01 02

Writes data to the specified number of consecutive words starting from the
specified word.
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Command Format

Response Format

Parameters

Precautions

I I I I I I I
01 02
| | | | [ | |
N/ ./
Command Beginning word | No. of items Data (for number of items)
code (binary)
Memory area code Bit
I I
01 02
| |

Command End code
code

Memory area code, beginning word, number of items (command)
Specify the type of data to be written, the beginning word of the data to be
written (set between 0 and FEBD hexadecimal (0 and 65,213)), and the num-
ber of items of data to be written.

The memory areas that can be written are given in the following table. Refer
to Memory Area Designations under 6-3-2 BACKUP MEMORY AREA READ:
01 01 for the specific addresses that can be used.

Area Data type Memory area code Bytes per item
(hex)
SRAM Bit ON/OFF status 32 1
Area Word contents B2 2

Data (command)

The data to be written to the specified memory area is provided in sequence
starting from the beginning word. The required number of bytes in total is cal-
culated as follows:

Number of bytes required by each item x number of items
For details regarding data configuration, refer to Memory Area Designations
under 6-3-2 BACKUP MEMORY AREA READ: 01 01.
End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

When writing bit ON/OFF status, a maximum of 16 bits (i.e., items) can be
written in one command and they must all be in the same word.

6-3-4 ERROR LOG READ: 21 02

Command Format

120
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Response Format

Parameters

Note

I I I I T 707
21 02 00 40 10 bytes 10 bytes
| | | | N U KU S
| —
Command Endcode Maximum Numberof Number e — Data
code number of logged of records
records records

Beginning record humber (command)
Specify the beginning record number to be read from (0000 to 003F: 0 to 63).

Number of records (command)
Specify the number of records to be read (0001 to 0040: 1 to 64).

Maximum number of records (response)
The maximum number of records is always 0040 (64 records).

Number of logged records (response)
The number of error log records stored at the time the command is executed.

Data (response)

The error log for the specified number of records is returned in sequence
starting from the beginning record number. The required number of bytes in
total is calculated as follows: Number of records x 10 bytes. The error log data
for each record is configured using 10 bytes, as shown in the following table.

\ \
Minute|Second| Day | Hour | Year Month

NP with Error code
error

The time data is in BCD, and the NP name is in ASCII. For details on the NP
where the error occurred, and error codes, refer to SECTION 19 Trouble-
shooting.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

* If the specified beginning record number is greater than the stored num-
ber of error log records, the response will contain the command code and
end code only.

* If the specified number of records is greater than the stored number of
error log records, the number of records up to the last record stored at the
time the command was executed will be returned, and an address range
exceeded error will occur.

* If the specified number of records is large and will exceed the maximum
response length, the number of records that can be returned without
exceeding the response length will be returned, and a response length
exceeded error will occur.
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6-3-5 ERROR LOG CLEAR: 21 03

Clears the error log held in the backup memory.

Command Format

Response Format

Parameters

122

\
21 03
\

A —
Command
code

\
21 03
\

Command End code

code

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end

codes.



SECTION 7
ETN_UNIT (Ethernet Network Provider)

This section describes the ETN_UNIT Ethernet network provider (NP).
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7-1 ETN_UNIT Functions

ETN_UNIT is a software component that functions like a Communications
Unit (Ethernet Unit for PLCs) to perform FINS communications using an
Ethernet network. If FINS commands are used on the Ethernet, ETN_UNIT
must be registered as a startup service.

7-1-1  FINS Commands Addressed to ETN_UNIT
The following FINS commands can be addressed to ETN_UNIT.

Command code Name
05 01 CONTROLLER DATA READ
27 50 IP ADDRESS TABLE WRITE
27 60 IP ADDRESS TABLE READ
27 65 ADDRESS DATA READ

7-1-2 Precautions

* The IP address of the Open Network Controller is set in the software.
Refer to 4-2 LAN Settings (IP Address). The default setting of the IP
address is 10.0.0.1 and the Subnet Mask is 255.0.0.0.

* FINS communications use the UDP protocol. Confirm the reception of
FINS commands by processing the FINS responses in the application
program.

* FINS communications will not be possible with nodes that are not regis-
tered in the IP address table. The address of the destination node must
be registered in the IP address tables of both nodes involved in FINS
communications.

* The IP fragmentation queue in the Open Network Controller can contain
up to 200 entries. Each buffer is 4 Kbytes.

¢ FINS node number 255 cannot be used for IP broadcast transmissions.

7-2 ETN_UNIT Hardware Settings

The Open Network Controller has a built-in 10Base-T/100Base-TX LAN port,
s0 no hardware setup is required except for connecting cables.

Use 10Base-T or 100Base-TX Ethernet cable to connect the Open Network
Controller's LAN port.

For details on cable connections, refer to 3-8 Connecting Ethernet Cables.

7-3 ETN_UNIT Settings

The ETN_UNIT startup service settings, network number and node number,
and network tables (corresponding FINS node number and IP address of
other nodes) must be set.

7-3-1 Setting Startup Services

The ETN_UNIT service must be registered. The ETN_UNIT service are regis-
tered by default. Use the following method to register the ETN_UNIT service,
if it has been deleted.

Delete the ETN_UNIT service if FINS communications will not be used on the
Ethernet.
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1,2,3... 1. Select Startup Services from the Menu Window. The Startup Service Set-
ting Window will be displayed showing the current settings.

2. Select ETN in the Service Name Box and then click the Create New But-
ton. The service will be registered as shown in the following window.

Service Name Netwark  MNode Unit

HLED 2 127 21
HLK1 ] 127 22

Create Hew | Modi fy | Delete |

Bervice Name ETN -

3. Click the Write Button.

7-3-2 ETN (Ethernet)
Use the following procedure to set the network number and node number of
ETN_UNIT.

Click ETN (Ethernet) in the Menu Window. The following window will be dis-
played showing the current settings.

Metwork Ma. |1
Hode Ma. |1
Urit Ma. |1'-"

¥ &uta IP Exchanze

Jumps to the window for setting network tables
(corresponding FINS node number and IP address of
other nodes). Refer to 7-3-3 IP Table for details.

Deselect Auto IP Exchange to enable this button.

[letwarl: Settines Read Write
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Settings
Item Setting

Network No. Set the network number of the ETN_UNIT between 1 and
127.

Node No. Set the node number of the ETN_UNIT between 1 and
253.

Unit No. The default unit number for the ETN_UNIT is displayed.
There is no reason to change the default setting.

Auto IP Exchange If this item is selected and the table set under 7-3-3 IpT-

able does not exist, the leftmost 3 bytes of the ONC’s IP
address (192.168.39 for 192.168.39.2), will be matched
with the remote node, and the IP addresses will be auto-
matically allocated. For example, If the remote node num-
ber is 10, and the IP address of node 10 will be
automatically allocated as 192.168.39.10.

The table set under 7-3-3 IpTable will override whether
this item is selected.

If this item is selected, delete all IpTable settings.

7-3-3 IpTable

The FINS node numbers of other nodes on the Ethernet can be set using their
IP addresses. This allows messages to be sent to nodes using FINS, and the
messages will be sent to the IP address corresponding to the FINS node
number that is set under IpTable. Up to 48 IP addresses can be registered.

Click IpTable in the Menu Window. The following window will be displayed
showing the current settings.

FINE Mode IP fddress

Create New | Modify | Delete
FINS Node F
IF dddress FU ID |D |2
Settings
Item Setting

FINS Node Set the FINS node number of the other nodes between 1
and 253.

IP Address Set the IP address corresponding to the FINS node number
above it.

7-4 FINS Commands Addressed to ETN_UNIT

This section describes the FINS commands that can be addressed to
ETN_UNIT. These commands are listed in the following table.

Command code Name
05 01 CONTROLLER DATA READ
27 50 IP ADDRESS TABLE WRITE
27 60 IP ADDRESS TABLE READ
27 65 ADDRESS DATA READ
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7-4-1 CONTROLLER DATA READ: 05 01

Command Format

Response Format

Parameters

Reads the following data from the ETN_UNIT running on the Open Network
Controller.

¢ Model
¢ \ersion

\
05 01
\
./

Command
code

I 1
05 01 20 bytes 20 bytesj
| |

Command End code ETN_UNIT ETN_UNIT
code model version

ETN_UNIT model and version (response)

Each is returned in not more than 20 bytes in ASCII (i.e., 20 ASCII charac-
ters). If the model or version requires less than 20 characters, spaces will be
inserted to fill the remainder.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

7-4-2 IP ADDRESS TABLE WRITE: 27 50

Command Format

Response Format

Parameters

Writes the IP address table in ETN_UNIT.

I I I I
27 | 50 | | 4 bytes | 4 bytes
Command No. of FINS node IP address FINS node IP address
code records number number
I I
27 50
| |

Command End code
code

Number of records (command)

The number of records to be written is specified between 0000 and 0064 Hex
(0 and 100 decimal) in the command. If this value is set to 0, the IP address
table will be cleared so that no records are registered.

FINS node number and IP address (command)

Specify the FINS node number and corresponding IP address for nodes with
which communications will be performed. Up to 32 pairs can be specified.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.
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7-4-3 IP ADDRESS TABLE READ: 27 60

Command Format

Response Format

Parameters

Reads the IP address table in ETN_UNIT.

\ \
27 60
\ \

Command No. of

code records
I I I I I
27 ‘ 50 ‘ 00 ‘ FF ‘ ‘ 6 bytes 6 bytes
Command End code No. of stored  No. of IP address IP address
code records records  table record table record

Number of records (command, response)

The number of records to be read is specified between 0000 and 0030 Hex (0
and 48 decimal) in the command. If this value is set to 0, the number of stored
records is returned but the IP address table records are not returned.

The response returns the actual number of records read.

Number of stored records (response)

The number of IP address table records stored at the time the command is
executed is returned as a hexadecimal number.

IP address table records (response)

The number of IP address table records specified in the number of records
parameter is returned. The total number of bytes in the IP address table
records is calculated as the number of records x 6 bytes/record. The configu-
ration of the 6 bytes of data in each record is as shown in the following dia-
gram.

I I I
00

FINS node IP address
address

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

7-4-4 ADDRESS INFORMATION READ: 27 65

Command Format

128
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\
27 65
\

./

Command
code
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Response Format

Parameters

\
27 65
\

00

01

4 bytes

Command End code

code

FINS node IP address

number

FINS node nhumber and IP address (response)

The currently set FINS node number and IP address are returned as hexa-

decimal values.
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SECTION 8
CLK_UNIT (Controller Link Network Provider)

This section describes the CLK_UNIT Controller Link network provider (NP).
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8-1 CLK _UNIT Functions

CLK_UNIT is a software component that functions like a Communications
Unit to connect to a Controller Link network through a Controller Link Support
Board.

8-1-1 FINS Commands Addressed to CLK_UNIT

The following FINS commands that are supported by the Controller Link Sup-
port Board can be addressed to CLK_UNIT. Use CX-Net to set data link

areas.
Command code Data links Name
Active Stopped
04 01 No OK RUN
02 OK No STOP
05 01 OK OK CONTROLLER DATA READ
06 01 OK OK CONTROLLER STATUS READ
02 OK OK NETWORK STATUS READ
03 OK OK DATA LINK STATUS READ
08 01 OK OK LOOPBACK TEST
02 OK OK BROADCAST TEST RESULTS READ
03 OK OK BROADCAST TEST DATA SEND
21 02 OK OK ERROR LOG READ
03 OK OK ERROR LOG CLEAR

8-1-2 Allocating Event Memory

If data link areas are allocated in event memory, the Open Network Controller
can participate in the data links on the Controller Link Network, and personal
computers and other devices on an Ethernet network can access remote data
link areas by reading/writing event memory. In the Open Network Controller,
the CIO and DM areas can be used to create data link areas.

Use CX-Net to set data link areas.

CIO
0 19

Event
memory

Controller |{Node 1 Node 2
Link Data  |CIO0Oto |CIO 10to
Link Table |CIO 9 Cl0O 19

8-1-3 Precautions
* The data link areas must be set so that they do not use words allocated
for other purposes.

* The refresh interval from the data link memory on the Controller Link Sup-
port Board to event memory is set using the Setting Tool for the ONC.

* The offset address for the data link area that can be set using CX-Net
must be set between CIO 0000 and CIO 2555 or DM 00000 and
DM 24575.
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8-2 CLK_UNIT Hardware Settings

One of the following Controller Link Boards must be mounted in the Open
Network Controller to enable use of the Controller Link Network.

Expansion Board Model
Controller Link Board | 3G8F7-CLK12(-V1)
3G8F7-CLK52(-V1)
3G8F7-CLK21(-V1)

For details on installation methods, refer to 3-3 Mounting Expansion Boards.

For details on DIP switch settings, and Controller Link cable connection meth-
ods, refer to the operation manuals for the Controller Link Board being used.

8-3 CLK_UNIT Settings

The CLK_UNIT startup service settings, network number and node number,
and Controller Link data link settings must be set.

8-3-1 Setting Startup Services
The CLK_UNIT service must be registered.

1,2,3... 1. Select Startup Services from the Menu Window. The Startup Service Set-
ting Window will be displayed showing the current settings.

2. Select CIk0 in the Service Name Box and then click the Create New But-
ton. The service will be registered as shown in the following window.

Service MName Metwark  Mode Unit
ETH 1 1 17
HLED 2 127 1
HLE1 3 127 22

Create Mew | Mod i fy I Delete I

Service Mame Clkn =

3. Click the Write Button.

8-3-2 CLK (Controller Link)

Use the following procedure to set the network number and node number of
CLK_UNIT.

Click CLK (Controller Link) in the Menu Window. The following window will
be displayed showing the current settings.
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Netwark Mo. IU
Mode Ma. |3|J
Unit Mao. |18

Jumps to the window for setting Controller Link
settings such as the data link area and baud rate.
Refer to 8-3-3 CLK UNIT for details.

Unit Settinzs | Read Write

Settings
Item Setting
Network No. Set the network number of the CLK_UNIT between 1 and
127.
Node No. Set the node number of the CLK_UNIT between 1 and 62.
Unit No. The default unit number for the CLK_UNIT is displayed.
There is no reason to change the default setting.

8-3-3 CLK UNIT

The CLK_UNIT Network Status words, Data Link Status words, baud rate,
board name, and refresh interval must be set.

Click CLK UNIT in the Menu Window. The following window will be displayed
showing the current settings.

fres #ddress Moo of Data(Word)
Metwork Status |CIO = o
Data Link Status |10 = I
Baud Rate IEMbpS -I
BoadName |3G8F?-ELH2| =1

Ref resh Timer |1DEI [

Note Always set the baud rate to the same baud rate used by other Controller Link
Units on the network.
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Settings

Item

Setting

Network Status

tuses within the following ranges.

DM 0 to DM 65535
CIO 0 to CIO 8191
SRAM 0 to SRAM 65213
Size: 0 to 40 words

ler Link Status Area.

poses in the event memory.

Specify the words used to store Controller Link network sta-

For details on Network Status contents, refer to 8-4 Control-

Set so that the same words are not allocated for other pur-

Data Link Status

tuses within the following ranges.

DM 0 to DM 65535
CIO 0to CIO 8191
SRAM 0 to SRAM 65213
Size: 0 to 32 words

troller Link Status Area.

poses in the event memory.

Specify the words used to store Controller Link data link sta-

For details on Data Link Status contents, refer to 8-4 Con-

Set so that the same words are not allocated for other pur-

Baud Rate

kbps, 500 kbps, 1 Mbps, or 2 Mbps.

Set the baud rate for the Controller Link network to 250

Board Name

Set the model of the Controller Link Board to be used.

Refresh Timer

9,999 ms.

effect on overall system performance.

Set the interval used to refresh data between the Controller
Link Board and ONC event memory within the range 1 to

If the interval is set below the default value (100 ms), the
load to the CPU will increase, and this will have a negative

8-4 Controller Link Status Area
8-4-1 Controller Link Status Area Display

The Controller Link Status Area consists of the Network Status (40 words)
and the Data Link Status (32 words), as shown in the following table.

Network Status

Event memory
word offset

Name

Size (bytes)

Local network number

Local node number

Unit number

Polling node number

Communications cycle timer time

Communications cycle timer maximum time

List of nodes participating in network

OINDIN| = | =] =] =

O~ |wWIN

Reserved

N

Reserved

Reserved

Reserved

Reserved

NN OO
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Data Link Status

8-4-2 Network Status Display

Local Network Number
(Word Offset: 0 High Byte,
1 Byte Total)

Local Node Number
(Word Offset: 0 Low Byte,
1 Byte Total)

Unit Number
(Word Offset: 1 High Byte,
1 Byte Total)

Polling Node Number
(Word Offset: 1 Low Byte,
1 Byte Total)

Communications Cycle
Timer Time

(Word Offset: 2, 2 Bytes
Total)

136

Event memory Name Size (bytes)
word offset
25 System setting switch 1
Board status 1
26 Table status 1
Network status 1
27 Reserved 2
Reserved 8
Reserved 8
36 Date and time (year, month, day, hour, 8
minute, second)
Event memory Name Size (bytes)
word offset
0 Startup mode 1
Startup node number 1
1 Data link status (node 1) 1
Data link status (node 2) 1
2 .
31 Data link status (node 61) 1
Data link status (node 62) 1
The contents of each status display are provided next.
Value Contents Details
01to 7F Network number Hexadecimal
Value Contents Details
01 to 3E Node number Hexadecimal
Value Contents Details
00 to OF Unit number Hexadecimal
Value Contents Details
00 Not participating in network Hexadecimal
01 to 3E Polling node number after
joining network
Value Contents Details

0000 to FFFF

Actual communications cycle
time

Binary data in units of 100 pus.
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Communications Cycle
Timer Maximum Time
(Word Offset: 3, 2 Bytes
Total)

List of Nodes Participating
in Network

(Word Offset: 4, 8 Bytes
Total)

Value

Contents

Details

0000 to FFFF

Maximum communications
cycle time

Binary data in units of 100 ps.

Off- | Bit Bit Bit Bit Bit Bit | Bit9 | Bit8 | Bit7 | Bit6 | Bit5 | Bit4 | Bit3 | Bit2 | Bit1 | Bit0
set 15 14 13 12 11 10
+4 8 7 6 5 4 3 2 1 16 15 14 13 12 11 10 9
+5 24 23 22 21 20 19 18 17 32 31 30 29 28 27 26 25
+6 40 39 38 37 36 35 34 33 48 47 46 45 44 43 42 41
+7 56 55 54 53 52 51 50 49 --- 62 61 60 59 58 57

System Setting Switch
(Word Offset: 25, 1 Byte
Total)

Board Status
(Word Offset: 25, 1 Byte
Total)

---: Reserved

The statuses of the bits have the following meanings.

Status Meaning
0 Not participating
1 Participating
Bit number Name Contents
15 Polling Node/Ordinary Node | 1: Polling node, 0: Ordinary
node
13to 12 Transmission Path Format 00/01/10: Token link mode
11: Token bus mode
11108 Baud Rate Setting 03: 2 Mbps
02: 1 Mbps
01: 500 kbps
00: 250 kbps
Optical models have a fixed
baud rate of 2 Mbps.
Bit number Bit name Contents
7 Error Log Present
6 Power Supply Status/termi- Optical models:
nating Resistance Setting 1: Power ON, 0: Power OFF
Status Wired types:
1: Terminating resistance ON,
0: Terminating resistance OFF
5 Reserved
4 Communications Controller JABBER has occurred.
Transmission Error
3 Hardware Error
2 Network Parameter mismatch
1 Node Number Duplication
0 Node Number Setting Range
Error
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Table Status
'(I'Vc\:toa"lt)i Offset: 26, 1 Byte Bit number Name Contents
15 EEP-ROM Error
14 0 (fixed)
13 0 (fixed)
12 0 (fixed)
11 0 (fixed)
10 Routing table error
9 Data link table error
8 Network parameter error
Network Status
_(I_VC\’/thri()i Offset: 26, 1 Byte Bit number Name Contents
7 Participating in Network 1: Local node bitis ON in the
List of Nodes Participat-
ing in the Network.

0: Local node bit is OFF in
the List of Nodes Partici-
pating in the Network.

6 Network Parameter Mismatch
5 Processing Network Participa- | 1: Removed from network
tion (from when OPEN is sent
until CLOSE is sent).
(Local node bit is OFF in
the List of Nodes Partici-
pating in the Network.)

0: CLOSE has been sent or
node has been added to
network. (Local node bit is
ON in the List of Nodes
Participating in the Net-
work.)

4 0 (fixed)
3 0 (fixed)
2 0 (fixed)
1 0 (fixed)
0 0 (fixed)
Date and Time
%_Vgg‘lt)i Offset: 36, 8 Bytes Address Name Contents
+0 Year Not used (BCD data)
+1 Month
+2 Day
+3 Hour
+4 Minute
+5 Second
+6 Flag area
+7
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8-4-3 Data Link Status Area Display

Startup Mode
(Word Offset: 0, 1 Byte
Total)

Startup Node Number
(Word Offset: 0 Low Byte,
1 Byte Total)

Data Link Status
(Word Offset: 1, 62 Bytes
Total)

Bit number Name Contents
15 Local Data Link Active Flag 0: Stopped, 1: Active
14 (Not used)
13 (Not used)
12 (Not used)
11 Startup Mode (hexadecimal: 1 | 0: Stopped
digit) 1: User set
10 .
2: Automatically set
9 3: Status monitor (Board not
8 participating in data links.)
Value Contents Details
00 Data link stopped (Hexadecimal)
01 to 3E Data link startup node number
Name Corresponding node

number

Data Link Status

Node 1 (High byte)

Node 2 (Low byte)

to
Node 32
Node 33
Node 34
to
Node 62
Bit number Name Contents
7 Reserved
6 Receive Area Remaining dur- | 0: Normal, 1: Error
ing Editing
5 Insufficient Receive Area dur- | 0: Normal, 1: Error
ing Editing
4 Offset Error 0: Normal, 1: Error
3 Data Link Active 0: Stopped, 1: Active
2 Communications Error 0: Normal, 1: Error
1 Unit Error 0: Normal, 1: Error
0 Operating Status 0: Stopped, 1: Operating

Note The data link status contents for another node are valid only when the Data
Link Active Flag (bit 3) for the local node is ON and the Communications Error
Flag (bit 2) for the local node is OFF. (If there is an error at the local node’s
data link, the data link status of other nodes is meaningless.)

8-5 FINS Commands Addressed to CLK_UNIT

The following FINS commands can be addressed to CLK_UNIT through the
Controller Link Support Board (3G8F7-CLK12(-V1), 3G8F7-CLK52(-V1),

3G8F7-CLK21(-V1)).
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Refer to the Controller Link Support Board Operation Manual (W307) for infor-
mation on these FINS commands.

Command code Data links Name
Active Stopped
04 01 No OK RUN
02 OK No STOP
05 01 OK OK CONTROLLER DATA READ
06 01 OK OK CONTROLLER STATUS
READ
02 OK OK NETWORK STATUS READ
03 OK OK DATA LINK STATUS READ
08 01 OK OK LOOPBACK TEST
02 OK OK BROADCAST TEST
RESULTS READ
03 OK OK BROADCAST TEST DATA
SEND
21 02 OK OK ERROR LOG READ
03 OK OK ERROR LOG CLEAR




SECTION 9
SLK_UNIT (SYSMAC LINK Network Provider)

This section describes the SLK_UNIT SYSMAC LINK network provider (NP).
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9-1 SLK_ UNIT Functions

SLK_UNIT is a software component that functions like a Communications
Unit to connect to a SYSMAC LINK network through a SYSMAC LINK Sup-
port Board.

9-1-1 FINS Commands Addressed to SLK_UNIT

The following FINS commands can be addressed to SLK_UNIT (i.e., to the
SYSMAC LINK Support Board). Data link tables for the SYSMAC LINK Sup-

port Board in the Open Network Controller are set using CX-Net.

Command code Data links Name
Active Stopped
04 01 No OK RUN
02 OK No STOP
05 01 OK OK CONTROLLER DATA READ
06 01 OK OK CONTROLLER STATUS READ
02 OK OK NETWORK STATUS READ
03 OK OK DATA LINK STATUS READ
08 01 OK OK LOOPBACK TEST
02 OK OK BROADCAST TEST RESULTS READ
03 OK OK BROADCAST TEST DATA SEND
21 02 OK OK ERROR LOG READ
03 OK OK ERROR LOG CLEAR

9-1-2 Allocating Event Memory

If data link words for are allocated in event memory, the Open Network Con-
troller can participate in the data links on the SYSMAC LINK Network, and
personal computers and other devices on an Ethernet network can access
remote data link areas by reading/writing event memory.

Data link areas are set using CX-Net.

Clo
0 19

Event memory gg

SYSMAC LINK (l\\joge 1 goge 2
; I0O0to|CIO 10 to
Data Link Table Q10 9 310 19

9-1-3 Precautions
* Data link areas must be set so that they do not use words allocated for
other purposes.

* The refresh interval from the data link memory on the SYSMAC LINK
Support Board to event memory is set using the Setting Tool (refresh
interval setting).
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9-2 SLK_UNIT Hardware Settings

One of the following SYSMAC LINK Boards must be mounted in the Open

Network Controller to enable use of the SYSMAC LINK Network.

Expansion Board Model

SYSMAC LINK 3G8F7-SLK11

Board 3G8F7-SLK21

For details on installation methods, refer to 3-3 Mounting Expansion Boards.

For details on DIP switch settings, and SYSMAC LINK cable connection
methods, refer to the SYSMAC LINK Support Board Operation Manual

(W390).

9-3 SLK_UNIT Settings

The SLK_UNIT startup service settings, network number and node number,

9-3-1

9-3-2 SLK

1,2,3...

and SYSMAC LINK data link settings must be set.

Setting Startup Services

The SLK_UNIT service must be registered.

1. Select Startup Services from the Menu Window. The Startup Service Set-

ting Window will be displayed showing the current settings.

2. Select SIk0 in the Service Name Box and then click the Create New But-

ton. The service will be registered as shown in the following window.

Service MName Wetwark  Wode Unit
ETH 1 1 17

HLKD 2 127 3|
HLE 1 3 127 22

Create Mew | Modify | Delete I

service Mame 21k0 =

3. Click the Write Button.

Use the following procedure to set the network number and node number of

SLK_UNIT.

Click SLK (SYSMAC Link) in the Menu Window. The following window will be

displayed showing the current settings.
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9-3-3 SLK UNIT

144

Netwaork No.
Node Mo,
Unit Mo.

Jumps to the window for setting SYSMAC LINK
settings such as the data link area and refresh
interval. Refer to 9-3-3 SLK UNIT for details.

Unit Settings | Read Write
Settings
Item Setting
Network No. Set the network number of the SLK_UNIT between 1 and
127.
Node No. Set the node number of the SLK_UNIT between 1 and 62.
Unit No. The default unit number for the SLK_UNIT is displayed.

There is no reason to change the default setting.

The SLK_UNIT Network Status, Data Link Status, baud rate, board name,
and refresh interval must be set.

Click SLK UNIT in the Menu Window. The following window will be displayed
showing the current settings.

Metwark Status
Data Link Status

Boadhlame

Ref resh Timer

frea dddress Mo, of Data(Word)
co = [ 0

[t =] [ i

|3G8F?'SL|‘:2| ;I

|1IJIJ s
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Section 9-4

Settings

Item

Setting

Network Status

Set the area used to store SYSMAC LINK network statuses
within the following ranges.

DM 0 to DM 65535
CIO 0 to CIO 8191
SRAM 0 to SRAM 65213
Size: 0 to 40 words

For details on network status contents, refer to 9-4 SYS-
MAC LINK Status Area.

Set so that the same words are not allocated for other pur-
poses in the event memory.

Data Link Status

Set the area used to store SYSMAC LINK data link statuses
within the following ranges.

DM 0 to DM 65535
CIO 0to CIO 8191
SRAM 0 to SRAM 65213
Size: 0 to 32 words

For details on data link status contents, refer to 9-4 SYS-
MAC LINK Status Area.

Set so that the same words are not allocated for other pur-
poses in the event memory.

Board Name

Set the model of the SYSMAC LINK Board to be used.

Refresh Timer

Set the interval used to refresh data between the SYSMAC
LINK Board and ONC event memory within the range 1 to
9,999 ms.

If the interval is set below the default value (100 ms), the
load to the CPU will increase, and this will have a negative
effect on overall system performance.

9-4 SYSMAC LINK Status Area

9-4-1 SYSMAC LINK Status Area Display

The SYSMAC LINK Status Area consists of the Network Status (40 words)
and the Data Link Status (32 words), as shown in the following table.

Network Status

Event memory
word offset

Name Size (bytes)

Local network number

Local node number

Unit number

Polling node number

Communications cycle timer time

Communications cycle timer maximum time

OINDIN| = =] =] =

List of nodes participating in network

[eoRIE - NS R\

N
o

Reserved

Reserved

Reserved

Reserved

Reserved

25

System setting switch

= | =[N O

Board status
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Event memory Name Size (bytes)
word offset
26 Table status 1
Network status 1
27 Reserved 2
Reserved 8
Reserved 8
36 Date and time (year, month, day, hour, 8
minute, second)
Data Link Status
Event memory Name Size (bytes)
word offset
0 Startup mode 1
Startup node number 1
1 Data link status (1st node) 1
Data link status (2nd node) 1
2 .
31 Data link status (61st node) 1
Data link status (62nd node) 1
The contents of each status display are provided next.
9-4-2 Network Status Display
Local Network quber
gleo;ggrLf;el;' 0 High Byte, Value Contents Details
01to 7F Network number Hexadecimal
Local Node Number
ngBo;g Qr(f)ftsa?; : 0 Low Byte, Value Contents Details
01 to 3E Node number Hexadecimal
Unit Number ]
gleo;ga-orgtsaﬁ;' 1High Byte, Value Contents Details
00 to OF Unit number Hexadecimal
Polling Node Number
gv%o;%grg;?;. 1Low Byte, Value Contents Details
00 Not participating in network Hexadecimal
01 to 3E Polling node number after
joining network
Communications Cycle
Timer Time -
Value Contents Details

(Word Offset: 2, 2 Bytes
Total)

Communications Cycle
Timer Maximum Time
(Word Offset: 3, 2 Bytes
Total)
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0000 to FFFF

Actual communications cycle
time

Binary data in units of 100 ps.

Value

Contents

Details

0000 to FFFF

Maximum communications
cycle time

Binary data in units of 100 ps.
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List of Nodes Participating
in Network

(Word Offset: 4, 8 Bytes
Total)

Off- | Bit Bit Bit Bit Bit Bit | Bit9 | Bit8 | Bit7 | Bit6 | Bit5 | Bit4 | Bit3 | Bit2 | Bit1 | Bit0
set 15 14 13 12 11 10
+4 8 7 6 5 4 3 2 1 16 15 14 13 12 11 10 9
+5 24 23 22 21 20 19 18 17 32 31 30 29 28 27 26 25
+6 40 39 38 37 36 35 34 33 48 47 46 45 44 43 42 41

+7 56 55 54 53 52 51 50 49 62 61 60 59 58 57
---: Reserved
The statuses of the bits have the following meanings.
Status Meaning
0 Not participating
1 Participating
System Setting Switch
'(I"LVtC)al]c)’ Offset: 25, 1 Byte Bit number Name Contents
15 Polling Node/Ordinary Node 1: Polling node, 0: Ordinary node
14108 Reserved
Board Status
gI_Vgglt)i Offset: 25, 1 Byte Bit number Name Contents
7 Error Log Present
6 Power Supply Status Optical models:
1: Power ON, 0: Power OFF
5 Reserved
4 Communications Controller Send | JABBER has occurred.
Error
3 Hardware Error
2 Network Parameter Mismatch
1 Node Number Duplication
0 Node Number Setting Range
Error
Table Status
gl-vggﬁ? Offset: 26, 1 Byte Bit number Name Contents
15 EEP-ROM Error
14 0 (fixed)
13 0 (fixed)
12 0 (fixed)
11 0 (fixed)
10 Routing Table Error -
9 Data Link Table Error
8 Network Parameter Error
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Network Status
(Word Offset: 26, 1 Byte

Total) Bit number Name Contents
7 Participating in Network 1: Local node bitis ON in the
List of Nodes Participat-
ing in the Network.

0: Local node bit is OFF in
the List of Nodes Partici-
pating in the Network.

6 Network Parameter Mismatch | ---
5 Processing Network Participa- | 1: Removed from network
tion (from when OPEN is sent
until CLOSE is sent).
(Local node bit is OFF in
the List of Nodes Partici-
pating in the Network.)

0: CLOSE has been sent or
node has been added to
network. (Local node bit is
ON in the List of Nodes
Participating in the Net-
work.)

4 0 (fixed)
3 0 (fixed)
2 0 (fixed)
1 0 (fixed)
0 0 (fixed)
Date and Time
%-‘ggr; Offset: 36, 8 Bytes Address Name Contents
+0 Year Not used (BCD data)
+1 Month
+2 Day
+3 Hour
+4 Minute
+5 Second
+6 Flag area
+7
9-4-3 Data Link Status Area Display
Startup Mode
gl-vggr)j Offset: 0, 1 Byte Bit number Area name Contents
15 Local Data Link Active Flag 0: Stopped, 1: Active
14 (Not used)
13 (Not used)
12 (Not used)
11 Startup Mode (hexadecimal: 1 | 0: Stopped
10 digit) 1: User set
2: Automatically set
9 3: Status monitor
8
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Startup Node Number
ngBo;tc(Ia Qr(f)ftsa?; + 0 Low Byte, Value Contents Details
00 Data link stopped (Hexadecimal)
01 to 3E Data link startup node number
Data Link Status
(Word Offset: 1, 62 Bytes Area name Corresponding node

Total)

number

Data link status

1st node (High byte)

2nd node (Low byte)

to

32nd node

33rd node

34th node

to

62nd node

Bit number

Name

Contents

Reserved

Reserved

Reserved

Reserved

Data Link Active

0: Stopped, 1: Active

Communications Error

0: Normal, 1: Error

| N (OO

Unit Error

0: Normal, 1: Error

0

Operating Status

0: Stopped, 1: Operating

Note The data link status contents for another node are valid only when the Data
Link Active Flag (bit 3) for the local node is ON and the Communications Error
Flag (bit 2) for the local node is OFF. (If there is an error at the local node’s
data link, the data link status of other nodes is meaningless.)

9-5 FINS Commands Addressed to SLK_UNIT

The following FINS commands can be addressed to SLK_UNIT through the
SYSMAC LINK Support Board (3G8F7-SLK11, 3G8F7-SLK21).

Refer to the SYSMAC LINK Support Board Operation Manual (W390) for

information on these

FINS commands.

Command code Data links Name
Active Stopped
04 01 No OK RUN
02 OK No STOP
05 01 OK OK CONTROLLER DATA READ
06 01 OK OK CONTROLLER STATUS
READ
02 OK OK NETWORK STATUS READ
03 OK OK DATA LINK STATUS READ
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Command code Data links Name
Active Stopped
08 01 OK OK LOOPBACK TEST
02 OK OK BROADCAST TEST
RESULTS READ
03 OK OK BROADCAST TEST DATA
SEND
21 02 OK OK ERROR LOG READ
03 OK OK ERROR LOG CLEAR

150
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BUSCS1_UNIT (CS1 Bus Connection Network Provider)

This section describes the BUSCS1_UNIT CS1 Bus connection network provider (NP).
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10-1 BUSCS1_UNIT Functions: Connecting to the PLC

Examples of Connection
to a CPU Rack and an
Expansion CPU Rack

I/0 Connecting

Cable

The Open Network Controller
will be recognized by the CS1
CPU Unit as a CPU Bus Unit
mounted to the leftmost slot of
the last Expansion Rack, as

shown on the right.

Note

If an ITBC-CSTO01 CS1 Bus Interface Board is mounted in the Open Network
Controller, the Controller can then be connected to the CS1 PLC’s CPU Rack
or Expansion CPU Rack, as shown in the following diagram. The Open Net-
work Controller functions like a CPU Bus Unit for the CS1 PLC, allowing it to
perform I/O communications with the PLC.

>[=]CPU Rack >[=|CPU Rack
_H %/ 51(not including 2-slot models) __H 1k (excluding 2-slot models)
(a1 o
CS1 Connecting
Cable
\ Open Network 5| CS1 )
Controller _ﬂ 3 | Expansion
§ Rack
CS1 Connecting =
Cabl g|CSt
able _ﬂ 3 | Expansion Max. numper
_ _ 2| Rack of expansion
Virtual Expansion Rack | & racks: 7

I/0O Connecting
Cable

Power supply|

i

[
CPU Bus Unit

1. When connecting the Open Network Controller to an Expansion Rack,
connect it to the terminal Expansion CPU Rack.

2. The Open Network Controller is treated as a single Expansion CPU Rack,
Therefore, the maximum number of Expansion Racks that can be connect-
ed must be reduced by one.

3. The total cable length (including I/O Connecting Cable) is 12 m max.

4. The C200H Backplane cannot be used in a configuration that includes an
Open Network Controller.

10-1-1 BUSCS1_UNIT (CS1 Bus Connection NP) Functions

152

BUSCS1_UNIT is a software component that enables FINS communications
and I/O communications (CS1 Bus connection) between a CS1 CPU Unit and
Open Network Controller through a CS1 Bus Interface Board. The
BUSCS1_UNIT and the CPU Bus Unit function as separate nodes on the
FINS network. The default node addresses are node 1 for BUSCS1_UNIT
and node 2 for CPU Bus Unit (CS1 side).

For example, when the FINS network (broken line in following diagram) is net-
work 4, the CS1 CPU Unit can send FINS communications to the Open Net-
work Controller at node 1 on network 4.
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CS1 CPU
Power supply

i

CS1 CPU Rack

Open Network

CS1 Bus Jpen
i ontroller - f- -
Expansion Connector — Solid line: Physical cable
ul 5| Broken line:
| 2 Virtual cable realized
woor [T} b s nthe
BUSCST_UNIT 4- SliNode 2 | P

L L Ll __i___.

Virtual Expansion Rack

FINS network

Note BUSCS1_UNIT and the CPU Bus Unit in the Open Network Controller are
actually realized using BUSCS1_UNIT (CS1 Bus Connection NP).

By allocating I/O words in event memory to the CS1 CPU Unit (abbreviated as
CS1), data can be sent and received (/O communications) between the CS1
CPU Unit and the Open Network Controller. The area and size can be set as

follows:
* 20 input words (writes contents of CS1 memory to the Open Network
Controller event memory)
¢ 20 output words (outputs the words written in the Open Network Control-
ler event memory to the PLC memory)
* The maximum size of the memory that can be allocated is 7,784 words.

Allocating Event
Memory

Clo DM

Open Network
Controller’s A B' c D'
event memory |

NI 1

CS1 CPU Unit’s . '
1/0 memory A B c D

CIO DM

FINS Commands
Addressed to
BUSCS1_UNIT and CPU
Bus Unit

The FINS commands used by BUSCS1_UNIT and CPU Bus Units are differ-
ent. For details, refer to 10-6 FINS Commands Addressed to BUSCS1_UNIT

and 10-7 FINS Commands Addressed to the CPU Bus Unit.

H FINS Commands Addressed to BUSCS1_UNIT

The following FINS command can be addressed to BUSCS1_UNIT.

Command code

Name

05 01

CONTROLLER DATA READ

M FINS Commands Addressed to CPU Bus Units

The following FINS commands can be addressed to CPU Bus Units.

Command code Name
05 01 CONTROLLER DATA READ
2102 ERROR LOG READ
2103 ERROR LOG CLEAR
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10-1-2 System Setting Precautions

Even if the PLC power is ON, the PLC will not operate unless the initial pro-
cessing of the Open Network Controller (the CS1 Bus Interface Board
mounted in the Open Network Controller) is completed. The Open Network
Controller requires about 25 seconds to start after the power has been turned
ON. Consider the Open Network Controller and PLC startup times when
designing the system.

If the Open Network Controller power is turned OFF while the PLC power is
ON, an I/O bus error will occur at the PLC. Consider this factor when design-
ing the system.

10-2 BUSCS1 Hardware Settings

I/0 Connecting Cable

154

Note

An ITBC-CSTO01 CS1 Bus Interface Board must be mounted in the Open Net-
work Controller to enable connection to the CS1 PLC’s CPU Rack or Expan-
sion CPU Rack.

For details on installation methods, refer to 3-3 Mounting Expansion Boards.

Use any of the following 1/0 Connecting Cables to connect the CS1 Bus Inter-
face Board and CS1 CPU Rack or Expansion Rack.

Model Length
ITBC-CNOO1-CST 1m
ITBC-CNOO5-CST 5m
ITBC-CNO12-CST 12m

1. Turn OFF the power to the CS1 CPU Unit and personal computer before
connecting the I/O Connecting Cables.

2. Connect the smaller connector (50 pins) of the 1/0 Connecting Cable to the
CS1 bus interface connector of the CS1 Bus Interface Board.

3. Connect the larger connector (68 pins) of the I/O Connecting Cable to the
expansion connector on the CS1 CPU Unit's CPU Rack or Expansion
Rack.

4. When connecting the CS1 Bus Interface Board to the CS1 Expansion
Rack, use the connector on the output side of the terminal CS1 Expansion
Rack.

For further details, refer to the CS1 Bus Interface Board Operation Manual
(V211).
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10-3 CS1 Settings

Note

The methods used by the CS1 for setting software are described here. The
setting tools used to perform settings are shown in the following table.

Setting details Setting tool

Creating I/O tables | CX-Programmer

Setting routing tables | PLC Network Configuration Tool (CX-Net)

1. Routing tables are not required if FINS communications are not used (CS1
bus 1/0 communications are used only).

2. In addition to the CS1 CPU Unit settings shown here, the Open Network
Controller (BUSCS1 settings) must also be set. For details on BUSCS1
settings, refer to 10-4 BUSCS1 Settings.

The procedure for making CS1 1/O table settings and routing table settings
using CX-Programmer and CX-Net (PLC Network Configuration Tool) is
described next.

10-3-1 Creating I/O Tables

Note

1,2,3...

Use the following procedure to set the CS1 1/O tables with the CX-Program-
mer.

1. Before creating the I/O tables with the CX-Programmer, refer to 10-2
BUSCS1 Hardware Settings and connect the Open Network Controller
and the CS1 through the CS1 bus and turn ON the Open Network Control-
ler and the CS1, or otherwise the I/O table cannot be created.

2. The Open Network Controller will detect an error (0043) unless the /0O ta-
bles are created. Refer to 19-2 Error Messagesfor details.

1. Connect the Open Network Controller and CS1 through the CS1 bus (refer
to 10-2 BUSCS1 Hardware Settings) and turn ON the Open Network Con-
troller and the CS1.

2. Connect the CX-Programmer and the CS1 online.

3. Select PLC, Operation Mode, and Program in the CX-Programmer. The
PLC will be set to PROGRAM mode. This step is not necessary if the PLC
has been already set to PROGRAM mode.

4. Select PLC, Edit, and I/O Table (or double-click I/O Table in the project
work space).
The I/0 Table Window will be displayed then. This I/O table has already
been saved in the hard disk of the personal computer.

5. Select Options and Create in the 1/0 Table Window.

Data on the actual I/O tables (i.e., data on the Units actually connected to
the CS1) will be copied to the registered 1/O table in the CS1.

10-3-2 Routing Table Settings

Note

Use the CX-Net (PLC Network Configuration Tool) to set the routing tables to
be registered in the CS1. Set the local network table of the Open Network
Controller (as a CPU Bus Unit) in the routing tables together with the relay
network table, if necessary.

Refer to the CX-Programmer Operation Manual for information on how to use
the CX-Net. Pay attention to the following points when using the CX-Net.

1. The routing tables are not required if no FINS communications are made
(using I/O communications with CS1 bus only).
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When the routing tables are transferred from the CX-Net to the CPU Unit,
the CPU Bus Unit will be reset. This will enable the CPU Bus Unit to vali-
date the routing tables after they have been read. Before transferring the
routing tables, check that the system will not cause any problems when the
CPU Bus Unit is reset.

Check that the local network number set in the routing tables is set to the
same value as the network number for the Open Network Controller’s
BUSCS1_UNIT. Refer to 4-6 Setting IP Addresses for details on local net-
work number settings. Refer to 10-4 BUSCS1 Settings for details on set-
ting the BUSCS1_UNIT network number.

10-4 BUSCS1 Settings

The BUSCS1_UNIT startup service settings, network number, and node num-
ber must be set.

10-4-1 Startup Services

1,2,3...

10-4-2 BUSCSH1
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The BUSCS1_UNIT service must be registered.

1.

Select Startup Services from the Menu Window. The Startup Service Set-
ting Window will be displayed showing the current settings.

Select BUSCST1 in the Service Name Box and then click the Create New
Button. The service will be registered as shown in the following window.
Service Name Metworlk  Node Unit
ETH 1 1 17
HLKD 2 127 21
HLE 1 3 127 22

Create Mew | Mod i £y | Delete |

Service Name BUSCE] =

3. Click the Write Button.

Use the following procedure to set the network number and node number of
BUSCS1_UNIT.

Click BUSCST1 in the Menu Window. The following window will be displayed
showing the current settings.
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10-4-3 BUSCS1 UNIT

Network No. ID

ONC L3
Node Mo. II |2

Unit Ma. |19

Jumps to the window for setting the BUSCS1_UNIT reset
method, clock synchronization enable/disable, and refresh
interval (refresh timer) settings. Refer to 10-3-3 BUSCS1
UNIT for details.

Unit Settings | Read Write

Settings
Item Setting
Network No. Set the network number of the BUSCS1_UNIT between 1
and 127.
Node No. ONC: Set the node number of the ONC (BUSCS1_UNIT)

between 1 and 253.
BUSCS1: Set the node number of the BUSCS1 Board
between 1 and 253.

The BUSCS1_UNIT and BUSCS1 Board (CPU Bus Unit)
are treated as separate nodes on the FINS network. Refer
to 10-1 BUSCS1_UNIT Functions: Connecting to the PLC.

Unit No. The default unit number for the BUSCS1_UNIT is displayed.
There is no reason to change the default setting.

The BUSCS1_UNIT reset method, clock synchronization enable/disable, and
refresh interval (refresh timer) must be set.

Click BUSCS1 UNIT in the Menu Window. The following window will be dis-
played showing the current settings.

Refresh Timer |1U me

Reset Method |Hardware Reset =1
" Clock 3

A S drea dddress No. of Data(Word)
Status drea oo =] l&non [z

Jumps to the window for mapping the BUSCS1 Board
memory and ONC event memory.
Refer to 10-4-4 BUSCS1 Mapping for details.

Memory Mapping Read Write
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Settings
Item Setting
Refresh Timer Set between 1 and 9,999 ms.

If the interval is set below the default value (10 ms), the load
to the CPU will increase, and this will have a negative effect
on overall system performance.

Reset Method Select the reset method.

The Unit can be reset by writing to CS1 bit AR501.
Hardware Reset: Resets the Open Network Controller.
Software Reset: Resets the BUSCS1_UNIT software only.

Select Software Reset to reset the Board only, without
resetting the Open Network Controller.

Clock Sync Select to synchronize the CS1 clock and ONC clock when
the Open Network Controller is started up. The clocks will
not be synchronized if this setting is not selected.

Status Area Set the status areas for BUSCS1_UNIT. The status areas is
allocated 2 words.

DM: 0 to 65,535

ClO: 0t0 8,190

SRAM: 0 to 65,212

For details on the BUSCS1_UNIT Status Area, refer to 10-5
BUSCS1_UNIT Status Area.

Set so that the same words are not allocated for other pur-

poses in the event memory.

10-4-4 BUSCS1 Mapping
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Use the following procedure to map the BUSCS1 Board memory and Open
Network Controller event memory.

Click BUSCS1 Mapping in the Menu Window. The following window will be
displayed showing the current settings.

Up to 40 pairings can be made. Register up to 20 pairings from the ONC to
CS1-series PLC and up to 20 pairings from the CS1-series PLC to the ONC.

Enable C31 Area Address Direction ONC Area Address No. of Data(Word)

= 3800 100
- cIn 4500 100

CIo

4800
Create Mew I Modi | Delete |

v Enable

CE1 —_———— OWC .
hrea m Direction ﬂ dren m
tddress IW Mo, of Data IT Address IW

(Word)
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Settings
Item Setting

Enable Set to enable or disable the mapping settings.

Selected: Enable (An asterisk (*) is displayed.)

Deselected: Disable (The asterisk (*) is cleared.)
CS1 Area Set the CS1 memory areas.

Area: CIO or DM

Address: Specify the word.

Direction Set the transfer direction. The button toggles between the
two transfer directions each time it is clicked.

No. of Data (Word) Set the transfer size in words. The maximum number of
words from the Board area or ONC area that can be trans-
ferred must be within the size of the smaller area size. The
maximum size that can be set is 7,784 words.

ONC Area Set the ONC event memory.

Area: CIO or DM
Address: Specify the word.

10-5 BUSCS1 UNIT Status Area

The

following table shows the BUSCS1 Status Area display.

Bit

11

10 9 8 7 6 5 4 3 2 1 0

+0

[ ] = ] 1. 20 Js. 4. [15. |-

+1

9.

10. — — - - - - 11. 12. 13. 14.

Hwnp -

® N oo

9.
10.
11.
12.
13.
14.
15.
The

CHAIN: Changes to 1 when a break in the expansion cable occurs.
SPFU: Changes to 1 when the primary power is disconnected.
BUSER: Changes to 1 when a CS1 bus error occurs (Unit missing).

SWDTU: Changes to 1 when a watchdog timer error occurs in the CS1
CPU Unit.

Fatal error: 1 during error.

Non-fatal error: 1 during error.

RUN/Initializing: 1: Starts operations from next cycle.
RUN status: 1: Running ladder program.

CPU standby: 1: CPU on standby.

Output OFF: 1: Output OFF Bit (AR50015) is ON.
RUN: Changes to 1 when in RUN mode.

MONITOR: Changes to 1 when in MONITOR mode.
DEBUG: Changes to 1 when in DEBUG mode.
PROGRAM: Changes to 1 when in PROGRAM mode.
Restart notification: Changes to 1to notify Unit restarting from PLC.
other bits are not used and can be masked.

When the errors from items 1. to 4. above occur, the CS1 bus service cannot
be used. Therefore, the data in items 5. to 15. above is disabled.

10-6 FINS Commands Addressed to BUSCS1 UNIT

10-6-1 CONTROLLER DATA READ: 05 01

Reads the model and version from the BUSCS1_UNIT running on the Open
Network Controller.
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Command Format

\
05 0t
\
./

Command
code

Response Format

05 ‘ 01 ‘ 20 bytes | 20 byteg

Command End code BUSCS1 Version
code UNIT model

Parameters BUSCS1_UNIT model and version (response)

The BUSCS1_UNIT model and version are returned using up to 20 bytes of
ASCII (ASCII characters). If the full 20 bytes are not used, spaces (ASCII 20)
will be inserted to fill the remainder.

Note For details on using the FINS commands that can be addressed to the CPU
Bus Unit, refer to 10-7 FINS Commands Addressed to the CPU Bus Unit.

10-7 FINS Commands Addressed to the CPU Bus Unit

This section describes the FINS commands that can be addressed to the
CPU Bus Unit.

10-7-1 List of FINS Commands
The following FINS commands can be addressed to the CPU Bus Unit.

Command code Name
05 01 CONTROLLER DATA READ
2102 ERROR LOG READ
2103 ERROR LOG CLEAR

10-7-2 CONTROLLER DATA READ: 05 01

Reads the model and version from the CPU Bus Unit.

Command Format

I
05 01
|
N/
Command
code
Response Format
I rr1r 71 71
05 ‘ 01 ‘ 20 bytes | 20 bytes | 30 bytes
Command End code CPU Bus Version  Reserved
code Unit Model data
Precautions The BUSCS1_UNIT model and version are returned using up to 20 bytes of

ASCII (ASCII characters). If the full 20 bytes are not used, spaces (ASCII 20)
will be inserted to fill the remainder.

10-7-3 ERROR LOG READ: 21 02

Reads the error log of the CPU Bus Unit. The records read will be deleted
from the error log.
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Command Format

\ \ \
21 02| 00 00
\ \ \

Command Beginning Number of

code record No. read records
Response Format
I I I I I I I
21 02 00 80 Minute | Second Day Hour Year Month
| | | | | | |
Command Endcode Max.No.of Present No. No. of read Error Detailed
code records of records  records code data
Parameters Beginning record No. (command)

Always 0000.

No. of read records (command)

Specify the number of records up to 128 (80 Hex). If the specified number
exceeds the actual number of errors in the error log, all the error log will be
read in a normal response format.

Max. No. of records (response)

Always 0080 (128 records).

Present No. of records (response)

The number of records remaining after the command is executed will be
returned. When the number of read records is set to 0, the present number of
records will be returned so that the user can check the number of records

remaining in the error log.

No. of read records (response)

The number of records actually read will be returned.

Error code and

detailed data (response)

Data on the error log is returned. If there is no detailed data, 0000 will be
returned. Refer to the following Error Log Error Codes for details.

Minute, second, day, hour, year, and month (response)

Based on the time data of the Open Network Controller, the time of each error

occurred will be

Error Log Error Codes

stored in BCD.

Error | Detailed Meaning Probable cause Possible correction or Open
code data Network Controller response
0118 0000 The FINS response exceeded | --- The packet will be discarded.
2,000 bytes.
0118 0001 The FINS response exceeded | --- The packet will be discarded.
2,000 bytes.
00 of 0000 The access right to the cyclic The access right is not released | Check the CPU Bus Unit.
area could not be obtained. by another CPU Bus Unit.
00 06 0800 The CS1’s I/O tables were not Register the I/O tables.
registered.
02 1a 0003 The CS1’s routing tables could | The routing table is missing or | Create the routing tables cor-
not be used. has a parameter error. rectly.
0112 0000 The FINS response received The FINS response was The packet will be discarded.
was addressed to the local unit. | wrongly addressed.
01 0b 0000 The service was not possible - The packet will be discarded.
due to an error in the CS1.
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Error | Detailed Meaning Probable cause Possible correction or Open
code data Network Controller response
01 Oe 0000 No transmission was possible | --- The packet will be discarded.
because the CS1 had no rout-
ing tables.
0110 0000 The number of gateways - The packet will be discarded.
exceeded the limit.
0108 0000 The CS1 had a routing error. No corresponding unit existed. | The packet will be discarded.
010d 0000 The CS1 had a routing error. A routing error resulted. The packet will be discarded.
01 Oe 0000 The CS1 had a routing error. The routing table has not been | The packet will be discarded.
registered.
0124 0000 The CS1 had a routing error. The data exceeded the event The packet will be discarded.
area size.
0120 0000 No transmission was possible | --- The packet will be discarded.
because the CS1 had no rout-
ing tables.

10-7-4 Error Log Clear: 21 03
Clears the error log of the CPU Bus Unit.

Command Format

Response Format
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SECTION 11
DRM_UNIT (DeviceNet Network Provider)

This section describes the DRM_UNIT DeviceNet network provider (NP).
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11-1 DRM_UNIT Functions

The DRM_UNIT is a software component that functions like a Communica-
tions Unit to connect to a DeviceNet network. The DeviceNet can function as
either a slave or a master from Open Network Controller version 2.

11-1-1 DeviceNet Communications Methods

Any of the following three methods can be used to communicate through an
Open Network Controller between personal computers or other devices on an
Ethernet network and devices on the DeviceNet network.

¢ Allocate DeviceNet remote I/O data to event memory and read/write event
memory.

» Send/receive FINS messages to/from devices on the DeviceNet network
(only for devices that support FINS). (Not all devices support FINS com-
munications  functions with  Open Network Controllers (e.g.,
C200HX/HE/HG and C200HS PLCs).

» Send explicit messages to devices on the DeviceNet network.

11-1-2 Allocating Event Memory

B Master Function
When the Master functions are used, if DeviceNet remote 1/O is allocated in
event memory, personal computers and other devices on an Ethernet network
can access remote I/O data by reading/writing event memory.

Input Input Output Output
Area 1 Area2 Area i Area 2

Event
memory

6,400 6,400 6,400 6,400
| words max. words max. words max. words max|

25,600 words max.

Up to two input areas and two outputs areas can be allocated in event mem-
ory. Each area can contain up to 6,400 words, for a maximum of 12,800 input
words and 12,800 output words.

Allocations can be made for a maximum of 63 nodes and up to 100 words
(200 bytes) can be allocated per node in each area.

Allocated words are refreshed periodically and the refresh interval can be
specified in increments of 1 ms. (The refresh interval must be longer than the
actual communications cycle time. The communications cycle time can be
checked in the Status Area.)

These data words are allocated using the Setting Tool. A separate Status
Area of 90 words can also be allocated. For details on the Status Area, refer
to 11-4 DeviceNet Status Area.

H Slave Function

If the Open Network Controller is used as a Slave, the DeviceNet Master (e.g.,
a PLC) will read and write I/O data from the Slave. For the Open Network
Controller, the 1/O data is allocated in event memory.
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Event
memory

Input Output
area area

100 100
words max. words max.

Up to 100 words each can be allocated in event memory for an input area and
an output area. The words are allocated using a Setting Tool. There are two
modes that can be used for allocation: Using all of the set input and output
areas as the Slave I/O data and using the DeviceNet Configurator to use
specified sizes of the input and output areas.

11-1-3 EXxplicit Messages

FINS command code 28 01 can be used to send explicit messages to devices
on the DeviceNet network. This function enables communications with the
master and slaves on the DeviceNet network. The Open Network Controller
converts explicit messages returned from the DeviceNet devices to FINS
responses. This function can be used to read maintenance information from
DRT2-series Smart Slaves.

11-1-4 FINS Commands Addressed to DRM_UNIT

11-1-5 Precautions

Note

The following FINS commands can be addressed to DRM_UNIT.

Command code Name
04 01 RUN
04 02 STOP
04 03 RESET
05 01 CONTROLLER DATA READ
08 01 LOOPBACK TEST
28 01 EXPLICIT MESSAGE SEND

I/O areas and the Status Area must be set so that they do not use words allo-
cated for other purposes.

The longest FINS message beginning with ICF that is exchanged between
DeviceNet networks using Open Network Controllers has 552 bytes.

When Master mode is used, the RUN indicator will fail to light if DRM_UNIT is
started without any Slaves connected. No error will be output. If DIP switch 2,
pin 3, is turned ON, the DeviceNet error code will be output to the 7-segment
display. For details on error codes, refer to 19-3 DeviceNet Indicator Displays.

11-2 DRM_UNIT Hardware Settings

DeviceNet communications cable must be connected to the Open Network
Controller to enable connection to DeviceNet.

For details on cable connection methods, refer to 3-7 Connecting DeviceNet
Cables.
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11-3 DRM_UNIT Settings

The DRM_UNIT startup service settings, network number and node number,
DRM_UNIT driver, and DRM memory allocation and other DRM settings must
be set.

11-3-1 Setting Startup Services

1,2,3...

The DRM_UNIT service must be registered.

1. Select Startup Services from the Menu Window. The Startup Service Set-
ting Window will be displayed showing the current settings.

2. Select DRMOin the Service Name Box and then click the Create New But-

ton. The service will be registered as shown in the following window.

Service Mame Metwark  Wode Unit
ETH 1 1 17
HLKD ? 127 21
HLE1 3 127 22

Create Hew | Modifw I Delete |

Service Mame DRMOD =

3. Click the Write Button.

11-3-2 DRM (DeviceNet)
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Use the following procedure to set the network number and node number of
DRM_UNIT.

Click DRM (DeviceNet) in the Menu Window. The following window will be
displayed showing the current settings.

Service Mame IDRMU vI

Metwark Ma. IU
Node No. IE3
Unit Ma. IEU

Jumps to the window for setting
DRM_UNIT settings.
Refer to 11-3-4 DRM UNIT for details.

Unit Settinzs | Read Write
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Settings

Item

Setting

Service Name

Select the service name to be set or displayed. (DRMO or
DRM1)

Network No. Set the network number (1 to 127) of the DRML.

Node No. Set the node number (1 to 63) of the DRML. This value will
become the local node’s MAC ID.

Unit No. The default unit number for the DRML is displayed. There is

no reason to change the default setting.

11-3-3 DRM UNIT

The DRM_UNIT settings such as baud rate, and DeviceNet scan mode when

the power is ON must be set.

Click DRM UNIT in the Menu Window. The following window will be displayed
showing the current settings.

Seryice Mame CRKOD =
Baud Rate 126Kbps w s Communicat ion Errors [gnore =]
Scan Cvcle Time il i Event Cvcle Time 1 Tiis:

start =

Start Scan Mode

The baud rate must be set to the same
baud rate as other slaves on the network.

v Mazter

Scan Mode |ScanList File iz used

Memary Settinz(Master)

=]

Pl

[ Slave
Scan Mode |

=l

A

/

Jumps to the window for allocating DeviceNet 1/0O,
and Status Area and event memory allocations.
Refer to 11-3-4 DRM Mapping (Master) for details.
When scan list disable mode is selected, or the
Master box is not selected, this button will be
disabled (displayed in gray).

/

Jumps to the window for allocating DeviceNet 1/O,
and Status Area and event memory allocations.
Refer to 11-3-5 DRM Mapping (Slave) for details.
When the Slave box is not selected, this button
will be disabled (displayed in gray).
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Settings

Item

Setting

Service Name

Select the service name to be set or displayed. (DRMO or
DRM1)

Baud Rate

Set the DeviceNet baud rate to 125 kbps, 250 kbps, or 500
kbps.

Scan Cycle Time

Set the time to scan all nodes on the DeviceNet.

When 0 is specified, the DeviceNet scan cycle time is set to
the fastest time possible. When using a time setting, set
between 0 and 500 ms.

The execution time is read in the Status Area’s fifth word
(present value), sixth word (maximum value), and seventh
word (minimum value). The unit is ms.

Start Scan Mode

Set the DeviceNet’'s scan mode at startup.
Start: Scan at startup.
Stop: Do not scan at startup.

Communication
Errors

Set the operation when a DeviceNet communications error
occurs.

Ignore: Continue communications with nodes operating nor-
mally.

Stop: Stop scanning.

Event Cycle Time

Set the data refresh interval for event memory between 1 and
10,000 ms. Set the value to the present value for the scan
cycle time or higher. If the interval is set below the default
value (10 ms), the load to the CPU will increase, and this will
have a negative effect on overall system performance

Master

To use the DRM_UNIT Master function, select the Master
option and then select the scan mode.

ScanlList File is used: Operates with the scan list set using the
Setting Tool.

Configuration Mode: The words set from the Configurator are
allocated in order of nodes with no spaced (i.e., unallocated
words) in between.

ScanlList is not used: A total of 6,400 words, consisting of 100
words per node in input area 1 and output area 1 for 64 nodes,
are automatically allocated.

Precautions When Scan List Is Disabled:

The event cycle time is automatically set to 50 ms. Do not use
any time less than 50 ms. If the mode is changed to another
mode, change the event cycle time to the default value

(10 ms).

The words allocated to memory are automatically set to DM 0
and DM 6400 in the input area and DM 6400 and DM 6400 in
the output area. The area size is always 6,400 words. Do not
set any other value. The size of input/output area 2 is 0 words.

Slave

To use the DRM_UNIT slave function, select the Slave option
and then select the scan mode.

DRM Mapping is used: Operates with the contents set using
the Setting Tool.

Configuration Mode: Of the mapped areas, operates with the
sizes set using the Configurator. The area mappings are set
with DRM Mapping (Slave).

11-3-4 DRM Mapping (Master)

Use the following procedure to allocate the DeviceNet Master I/O, and Status
Area in the event memory.

Click DRM Mapping (Master) in the Menu Window. The following window will
be displayed showing the current settings.
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Service MName IDRMD = I

scanlist ScanlList File
Input 1 Input 2 Output!  Output?  Status

Area [c10 =] [ov =] [cio =] [oW =] [c10 =

tddress IEUUU IU |1E||]|] I[I IIEUU

Wo. of Data(%ord) |B4 ID |E4 |IJ i}
Jumps to the window for setting the — T
scan list (DeviceNet slave allocations). If The Status Area size is always 90 words and
the Master option in the previous DRM cannot be changed.

UNIT window is selected, and the scan

list is disabled, this button will be
\ ScanList | Read Write

disabled (displayed in gray).

Settings
Set the area name (DM, CIO, and SRAM), address (first word), and num-
ber of words (0 to 6,400 words) for each of the following areas allocated in
event memory.

Item Setting
Service Name Select the service name. (DRMO or DRM1)
Input 1 Specify the area in event memory allocated for DeviceNet
input.
Input 2 Specify the second area in event memory allocated for
DeviceNet input.

Output 1 Specify the area in event memory allocated for DeviceNet out-
put.

Output 2 Specify the second area in event memory allocated for
DeviceNet output.

Status Set the DeviceNet Status Area. For details on the Status Area,
refer to 17-4 DeviceNet Status Area.

The Status Area size is always 90 words.

Do not allocate words in event memory that have already
been allocated for other purposes.

11-3-5 DRM Mapping (Slave)

Use the following procedure to allocate the DeviceNet slave 1/O in the event
memory.

Click DRM Mapping (Slave) in the Menu Window. The following window will
be displayed showing the current settings.

Service Mame IDRMU = I

zcanl izt DRM Happing(SIave)
Input OutPut
OWC->Mazter OMWC<-Master
Area [cI0 =] [cI0 -]
Address IU IIJ
Mo, of Data(Word) ID |IJ
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Settings
Set the area name (DM and CIO), address (first word), and number of
words (between 0 and 100 words) for each of the following I/O areas allo-
cated in event memory.

Item Setting
Service Name Select the service name. (DRMO or DRM1)
Input Specify the area in event memory allocated for DeviceNet
input.
Output Specify the area in event memory allocated for DeviceNet out-
put.

Note If the scan list is set to use DRM Mapping (Slave), All of the words set above
will function as slave words. If the scan list is set to use the configurator, the
sizes set from the Configurator of the mapped words (i.e., the words set in the
windows shown above) will be used as the slave words.

11-3-6 Scanlist File

Use the following procedure to set the scan list (DeviceNet slave allocations).

Click ScanList File in the Menu Window. The following window will be dis-
played showing the current settings.
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I/O Areas displayed as 0 words are

Service Name DR = areas that have not been allocated.
(See note 1.)
(Byte)
Mode IN tddress Moo of Data HSL OUT tddress Moo of Data H/L
CIOCT) 2100 CIOCT) 14300
2 2 L 1 L
3 CIOC) 2120 1 L CIOCT) 1900 Il L
4 CIOC) 2100 I} L DMEz) 100 2 L

Mod i fy | Delete |

Create New |

hade Il fddress Mo. of Data(Byvte) HAL
Input Area |CIEI al0-2162 =] |21IJIJ |I [~ Hizgh
Output Area [CI0 Ta00-1862 <] [1900 fi I™ High

The meanings of t
word CIO 1900 i

Output Area 1.

CIO word 2110

CIO word 2120

¢ Node 1 is allocated the lowest byte of the first word CIO 2100 in Input Area 1, and the lowest byte of the first
e Node 2 is allocated two bytes from CIO 2110 in Input Area 1 and the lowest byte of the first word CIO 1910 in

¢ Node 3 is allocated the lowest byte of the first word of CIO 2120. An Output Area is not allocated. (See note 1.)
¢ Node 4 is allocated two bytes from DM 100 of Output Area 2. An Input Area is not allocated. (See note 1.)

15
CIO word 2100

he settings in this example are as follows:

n Output Area 1.

Output (OUT) Area

15

Input (IN) Area

Node number

1 CIO word 1900
2 CIO word 1910
3

DM word 100
4 | |

Note Refer to the information under Setting Precautions on the following page.
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Note

Note

Settings
Item Setting
Service Name Select the service name. (DRMO or DRM1)
Node Input the MAC ID. For DeviceNet, the MAC ID is the same as
the FINS node number.
Input Area Select the Input Area set under the DRM Mapping settings

and then make the following settings.

Address: From the selected Input Area, set the first word of
the area where inputs will be allocated to the specified node.
Check that the actual word address is specified and not the
offset.

No. of Data (Byte): Set the input size in bytes.

H/L: Set whether the byte of the first word set above is the
upper or lower byte (leftmost/rightmost byte).

Selected: Lower (rightmost) (bits 0 to 7)
Deselected: Higher (leftmost (bits 8 to 15)

Output Area Select the Output Area set under the DRM Mapping settings
and then make the following settings.

Address: From the selected Output Area, set the first word of
the area where outputs will be allocated to the specified node.
Check that the actual word address is specified and not the
offset.

No. of Data (Byte): Set the output size in bytes.

H/L: Set whether the byte of the first word set above is upper
or lower byte (leftmost/rightmost byte).

Selected: Lower (rightmost) (bits O to 7)

Deselected: Higher (leftmost) (bits 8 to 15)

1. When directly editing the file /etc/FgwQnx/scanlist.ini, do not set the first
word of the I/O Area as an offset in bytes. With this software, the word must
be set, and not the offset.

2. Select the H/L option when using slaves that are 8-bit slaves only. The de-
fault is lower (rightmost) byte.

3. When a MULTIPLE I/O TERMINAL is used, the Communications Unit is al-
located 4 input bytes for sending I/O Unit interface status information to the
Master. Consider this allocation when setting the scan list.

4. When using explicit messages, allocate both input and output as 0 bytes.
When either the Input Area or Output Area is not allocated, set the allocation
of the Input Area not to be used, as shown in the following example.

In this example, node 3 is allocated for input (first word CIO 2020, lower byte)
only, and node 4 is set for output (two bytes from DM 100) only.

1) 2120 1 L CIOCTY 1900 I L
4 CIOCTY 2100 0 L DMz} 100 2 L

Always set the unused areas, as shown in the following setting examples. If
these areas are not set, an error will occur when the Write Button is clicked,
and the settings will not be saved.

* Node 3 Settings
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MNode |3 fddress Mo, of Data(Byie) H/L

Input Area |EIEI pon-2182 |« |212[| |1 ™ Hizh

Output Ares [CI0 1800-1362 || |1suTu o \ [ Hizh
Enter a user-specified word within the range displayed in the Always set the size of
Output Area field (selection box on the right). unused areas to 0.

* Node 4 Settings

Enter a user-specified word within the range displayed in the Always set the size of

Input Area field (selection box on the right). unused areas to 0.
Node |4 \Address Mar, ?/ DatalBytel H/AL
Input Area [CI0 2100-2162 =] 2100 b [ Hizh
Output Area [CW 100-109 =1 oo |2 [ Hizh

11-4 DeviceNet Status Area
11-4-1 DeviceNet Status Area Display

The Status Area display is described here. The Status Area is configured of
90 words as shown in the following table.

Event memory Name Data size
word offset
0 Network status 1 word
1 Baud rate 1 word
2 Scanner status 1 1 word
3 Scanner status 2 1 word
4 Scanner status 3 1 word
Scanner status 4 1 word
5 Master status 1 1 word
6 Reserved 2 words
8 Slave status 1 1 word
9 Slave status 2 1 word
10 Registered slave table 4 bytes
14 Reserved 4 words
18 Normal slave table 4 bytes
22 Slave status (MAC ID 0) 1 word
85 Slave status (MAC ID 63) 1 word
86 Reserved 1 word
87 Communications cycle time 1 word
(present value)
88 Communications cycle time 1 word
(maximum value)
89 Communications cycle time 1 word
(minimum value)

Note The following status occurs when communications are normal.

¢ All scanner status 1 bits are OFF.
¢ Scanner status 2, bit 0 and bit 1 are both ON.

173



DeviceNet Status Area

Section 11-4

The details of the display contents are described in order next.

11-4-2 Network Status (Word Offset: 0)

Bit Name Meaning
0 CAN Active ON: Active
OFF: Not active
1 Network Frame Detected ON: Receiving new frame.
2t07 Reserved
8 Network Power Error ON: Network power error has occurred
(no power supply).
OFF: Power is being supplied normally.
9 Send Timeout Error Same flag as for the send timeout error
in scanner status 1.
10 Receive Overwrite ON: Receive message is being over-
written.
OFF: No receive overwrite error.
11 Receive Overload Warning ON: Error warning from receive error
counter.
OFF: No receive overload error.
12 Send Overload Warning ON: Error warning from send error
counter.
OFF: No send overload error.
13 Passive Error ON: Passive error from send/receive
error counter.
OFF: No passive error.
14 Bus OFF Error ON: Bus OFF
OFF: No bus OFF error.
15 Reserved
ON: 1, OFF: 0

11-4-3 Baud Rate (Word Offset: 1)

Shows the baud rate used to run HCAN. The baud rate is given in Kbps (e.g.,
007Dh = 250 Kbps). This setting is only enabled when the CAN Active Flag in
the Network Status bits is 1.

11-4-4 Scanner Status 1 (Word Offset: 2)

Bit

Name

Meaning

Scanner Error

OR of following bits 1 to 15. The error has occurred
in any of these bits.

Master Error

OR of the following flags.
Master monitor status 1
Verification Error Flag

Configuration Error Flag (Unsupported slave)
I/0 Communications Error Flag

Passive Monitor
Error

OR of the following flags.
Passive monitor status 1

I/0 Communications Error Flag
(OUTPUT1/INPUT1)

I/0O Communications Error Flag
(OUTPUT2/INPUT2)

Slave Monitor
Error

OR of the following flags.
Slave monitor status 1
I/0 Communications Error Flag
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Bit Name Meaning
4 Memory Error 1: DeviceNet non-volatile memory (FROM, EEP-
ROM) access (read/write) error; detected when
access is attempted.
0: No memory error
5 Bus OFF Error 1: Bus OFF error
This bit indicates a bus OFF of 1 s or longer. The
Bus OFF Bit in the Network Status indicates the
HCAN status.
0: No Bus OFF error
6 Node Number 1: Node number duplication error
Duplication 0: No node number duplication error
7 Network Power 1: Network power supply error
Supply Error 0: No network power supply error
8 Send Timeout 1: CAN send request timed out. This error occurs
Error when no slaves are participating in the network, or
when the baud rate settings are not the same.
0: No send timeout error
9to 12 Reserved
13 Message Moni- | 1: Message monitor timer list data is abnormal (e.g.,
tor Timer List SUM mismatch, abnormal value)
Data Error 0: Message monitor timer list data is normal (default
when Board is reset)
1410 15 Reserved
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11-4-5 Scanner Status 2 (Word Offset: 3)

11-4-6 Scanner Statu

Bit Name

Meaning

0 Online

1: Online status
0: Offline status

1 Scan

1: Scanning
0: Not scanning

The scan will stop when a scan stop
request is received or when an 1/O
communications error or send error
occurs while scanning in the mode that
stops scanning when an I/O communi-
cations error occurs.

2 Passive Monitor Mode

1: Passive monitor mode enabled
0: Passive monitor mode disabled

ON when passive monitor mode is
enabled by the
STOP_PASSIVE_MODE command.
OFF after going offline for the
STOP_PASSIVE_MODE command.

3 Reserved

(Master function enable/disable in the
PLC)

4 Scan List Enable/disable
Mode

Enabled when the Scan Flag in Scan-
ner Status 2 is set to 1 only.

1: Scan list disabled mode
0: Scan list enabled mode

5 Slave Function Enable/Dis-
able

1: Slave scan list is registered and the
connected/disconnected setting is set
to connected.

0: Slave scan list is not registered, or
even if it is registered, the con-
nected/disconnected setting is set to
disconnected.

6 Automatic Slave Scan Type

Enabled when the slave scan list is reg-
istered only.

1: Slave scan type for the slave scan
listis O (automatically set).

0: Slave scan type for the slave scan
list is set to a value other than 0 (con-
nection type is specified).

7to 14 Reserved

15 Error Log

1: Error log contains records.
0: No records in error log.

s 3 (Word Offset: 4)

Bit Name

Meaning

0 One Scan Completed

ON when one scan has been com-
pleted using the Master function.

1t07 Reserved

11-4-7 Scanner Status 4 (Word Offset: 4)
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Bit Name Meaning
8 Slave Output Refresh ON when the slave function is used
and output is received through any of
the enabled connections.
9to 15 Reserved
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11-4-8 Master Status 1 (Word Offset: 5)

Bit

Name

Meaning

Verification Error

OR of Verification Error Flag in the
Slave Status of all slaves registered in
the scan list.

Configuration Error (unsup-
ported slave)

OR of Configuration Error Flag (unsup-
ported slave) in the Slave Status of all
devices registered in the scan list.

/0 Communications Error

OR of /0 Communications Error Flag
in the Slave Status of all devices regis-
tered in the scan list.

3to 14

Reserved

15

1/0 Communications in
Progress

OR of I/0 Communications in Progress
Flag in the Slave Status of all slaves
registered in the scan list.

11-4-9 Slave Status 1 (Word Offset: 8)
Enabled only when the Slave Enabled/Disabled Flag in Scanner Status 2 is

setto 1.

Bit

Name

Meaning

Oto 1

Reserved

2

/0 Communications Error
(OUTPUT1/INPUT1)

1: Communications error has occurred
in the 1/0 connection for
OUTPUT1/INPUT1 that was used for
normal /0O communications prior to the
error.

0: No communications error in the 1/0
connection for OUTPUT1/INPUTA1.

/0 Communications Error
(OUTPUT2/INPUT2)

1: Communications error has occurred
in the 1/0 connection for
OUTPUT2/INPUT2 that was used for
normal I/O communications prior to the
error.

0: No communications error in the 1/0
connection for OUTPUT2/INPUT2.

4 to 11

Reserved

12

Connection 2 Established

1: 1/0 connection for
OUTPUTZ2/INPUT2 has been estab-
lished normally (also ON when Master
is idling).

0: Another status.

13

Connection 1 Established

1: 1/0 connection for
OUTPUT1/INPUT1 has been estab-
lished normally (also ON when Master
is idling).

0: Another status.
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Bit Name Meaning
14 I/O Communications in 1: Normal /O communications in
Progress progress using the I/O connection for
(OUTPUT1/INPUT1) OUTPUT2/INPUT2 (OFF when Master
is idling).
0: Abnormal I/O communications using
the I/O connection for
OUTPUT2/INPUT2.
15 I/O Communications Error 1: Normal I/O communications in

progress using the I/O connection for
OUTPUT1/INPUT1 (OFF when Master
is idling).

0: Abnormal I/O communications using
the 1/0 connection for
OUTPUT1/INPUT.

(OUTPUT 2/INPUT 2)

11-4-10 Slave Status 2 (Word Offset: 9)

Shows the MAC ID of the device operating as a Master for the slave. This
word is enabled only when the I/O Communications in Progress Flag
(OUTPUT1/INPUT1 and/or OUTPUT2/INPUT2) in the Slave Status 1 Area is

setto 1.

11-4-11 Registered Slave Table (Word Offset: 10)

Shows the devices registered as slaves in the scan list in bit map format. The
following table shows the correlation in this area between the bit positions and
the devices’ Mac ID.

Offset |Bit 15 | Bit 14 | Bit 13 | Bit 12 | Bit 11 | Bit 10 | Bit 9 | Bit 8 | Bit 7 | Bit 6 | Bit 5 | Bit 4 | Bit 3 | Bit 2 | Bit 1 | Bit 0
+10 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
+11 31 30 29 28 27 26 25 |24 |23 |22 |21 |20 |19 |18 (17 |16
+12 47 46 45 44 43 42 41 |40 |39 |38 (37 (36 |35 |34 [33 |32
+13 63 62 61 60 59 58 57 |56 |55 |54 |53 |52 |51 |50 (49 |48

The meaning of the bit status is shown in the following table.

Bit status Meaning
0 Not registered as a slave in the scan list.
1 Registered as a slave in the scan list.
11-4-12 Normal Slave Table (Word Offset: 18)

Shows the slaves that have a normal I/O connection enabled.

Note 1. These bits turn ON when the slave is in idle mode (when
produced_connection_size is 0 at the slave, and the slave is sending a
frame with an I/O data size of 0 to the master.)

2. These bits turn ON only when either of the two 1/O connections is estab-

lished.

The following table shows the correlation in this area between the bit positions

and the device’s Mac ID.
Offset |Bit 15 | Bit 14 | Bit 13 | Bit 12 | Bit 11 | Bit 10 | Bit 9 | Bit 8 | Bit 7 | Bit 6 | Bit 5 | Bit 4 | Bit 3 | Bit 2 | Bit 1 | Bit 0
+18 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
+19 31 30 29 28 27 26 25 |24 |23 |22 |21 |20 |19 |18 (17 |16
+20 47 46 45 44 43 42 41 |40 |39 |38 (37 (36 |35 |34 |33 |32
+21 63 62 61 60 59 58 57 |56 |55 |54 |53 |52 |51 |50 (49 |48
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The meaning of the bit status is shown in the following table.

Bit status Meaning
0 A normal connection has not been established.
1 A normal connection has been established.

11-4-13 Slave Status (Word Offset: 22)

These bits provide the status of the slave/passive monitor slave registered in
the scan list. The bits for unregistered slaves/passive monitor slaves are dis-
abled.

Note When scanning is performed in disabled mode, the enabled data is shown
only for slaves that have a successfully established connection.

Devices Registered

as Slaves
Bit Name Meaning
0 Error Flag OR of bits 1, 9, and 10 of this word
1 Verification Error Flag OR of bits 2 to 8 of this word
2 Slave Absent Flag Enabled in scan list enabled mode only.

1: The slave is missing as an online
slave on the network, or is competing
with the MAC ID of the scanner speci-
fied in the GO_ON_LINE command.

0: The slave is present as an online
slave on the network.

3 Vendor ID Invalid Flag Enabled in scan list enabled mode only.

1: Registered data does not match
slave.

0: Registered data matches slave.
4 Product Type Invalid Flag Enabled in scan list enabled mode only.

1: Registered data does not match
slave.

0: Registered data matches slave.
5 Product Code Invalid Flag Enabled in scan list enabled mode only.

1: Registered data does not match
slave.

0: Registered data matches slave.

6 Unsupported Connection Flag | 1: Slave does not support one of the
registered connections.

0: Slave supports the registered con-
nections.

7 I/O Size Invalid Flag 1: The slave does not match one of the
registered 1/O sizes.

0: All registered I/O sizes match slave.

8 Connection Path Invalid Flag | 1: Cannot set registered data in slave.
0: Can set registered data in slave.
9 Configuration Error Flag 1: One of the slave’s I/O size exceeds
(unsupported slave) the supported size (200 bytes).
0: No such error.
10 I/O Communications Error 1: Timeout occurred in one of the I/O
Flag connections that was successfully

established previously.
0: No such error.
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Bit Name Meaning
1110 14 Reserved
15 I/O Communications in 1: I/O communications are operating
Progress Flag normally for all registered connections.

0: No such error (Includes when a
slave is in idle mode for any one of the
registered 1/0 connections.) (See note
1)

Note 1: The slaves idle mode refers to
when a slave sends a frame with an I/O
data size of to the Master when the
slave’s produced_connection_size is 0.

Devices Registered These bits are enabled only when scanning with the scan list enabled, or in
as Passive Monitor passive monitor mode.
Slaves Bit Name Meaning

0 Error Flag OR of the Slave Status Flag or I/O
Communications Error Flag.

1 Verification Error Flag OR of the Slave Status Flag or Slave
Absent Flag.

2 Slave Absent Flag 1: Competing with MAC ID of scanner
specified with the GO_ON_LINE com-
mand.

0: No such error.
3to9 Reserved
10 I/O Communications Error 1: Timeout at one of the I/O connec-
Flag tions that previously started a monitor.

0: No such error.

11to 14 Reserved

15 I/O Communications Enabled | 1: I/O communications are operating
normally for all registered connections.

0: No such error.

11-4-14 Communications Cycle Time Present Value (Word Offset: 87)

These bits show the present communications cycle time in ms. These bits are
enabled only when a scan is executing.

11-4-15 Communications Cycle Time Maximum Value (Word Offset: 88)

These bits show the maximum communications cycle time in ms. These bits
are enabled only when a scan is executing.

11-4-16 Communications Cycle Time Minimum Value (Word Offset: 89)

These bits show the minimum communications cycle time in ms. These bits
are enabled only when a scan is executing.

11-5 FINS Commands Addressed to DRM_UNIT

This section describes the FINS commands that can be addressed to
DRM_UNIT. These commands are listed in the following table.

Command code Name
04 01 RUN
04 02 STOP
04 03 RESET
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Command code Name
05 01 CONTROLLER DATA READ
08 01 LOOPBACK TEST
28 01 EXPLICIT MESSAGE SEND

Note If a command that is not supported is received by DRM_UNIT, it will return an

11-5-1 RUN: 04 01

Command Format

Response Format

Precautions

11-5-2 STOP: 04 02

Command Format

Response Format

Precautions

error response with an end code of 04 01. If a timeout occurs when sending a
FINS message to another node, an error response with an end code of 02 05
will be returned. If the destination is not registered in the scan list, an error
response with an end code of 01 03 will be returned.

Starts the scan and enables sending explicit messages.

\
04 ot
\
./

Command
code

\ \
04 01
\ \

Command End code
code

A response will be returned when starting the scan is requested from the
DeviceNet processor. Access the status data in the event memory to confirm
whether or not the scan has actually started.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

Stops the scan and disables sending explicit messages.

\
04 02
\
./

Command
code

\ \
04 02
\ \

Command End code
code

A response will be returned when stopping the scan is requested from the
DeviceNet processor. Access the status data in the event memory to confirm
whether or not the scan has actually stopped.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.
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11-5-3 RESET: 04 03
Resets DeviceNet hardware.

Command Format

\
04 03
\
./

Command
code

Response Format No response.

Precautions No response will be returned when the command is executed normally.

11-5-4 CONTROLLER DATA READ: 05 01

Reads the following information.
* Model
* Version

Command Format

\
05 0Ot
\
./

Command
code

Response Format

05 01 20 bytes 20 bytesj
\ L N

Command End code Model Version
code

Parameters

Model and Version (response)

The DRM_UNIT model and version information is returned in not more than
20 bytes in ASCII (i.e., 20 ASCII characters). If the model or version requires
less than 20 characters, spaces will be inserted to fill the remainder.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

11-5-5 LOOPBACK TEST: 08 01
Executes a loopback test with DRM_UNIT.

Command Format

I I r T T
08 01 2,046 bytes max.
| | Lo
Command Test data
code
Response Format
I I I T T T
08 01 00 00 2,046 bytes max.
| | | Lo N I I
Command End Text data
code code
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Precautions

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end

codes.

With this command, the response returns the test data sent in the command

block without changes. If the test data is different, an error has occurred.

11-5-6 EXPLICIT MESSAGE SEND: 28 01

Sends an explicit DeviceNet message to the specified node. Refer to the
CompoBus/D (DeviceNet) Operation Manual (W267) for information on

Command Format

Response Format

explicit messages.

I I I
28 01 552 bytes max.
\ \ [

e
Command Class ID Instance ID Service data
code Service code

Destination MAC ID
Normal Response

I [ 1 1 1
28 01 552 bytes max.
| | e O L
|
Service data
Service code
Destination MAC ID

Command Response No. of bytes
code code received

Error Responses

The following response is returned if an error occurs for the explicit message.

28 01
\ \ \ \
| oo
Command Response No. of bytes Error code
code code received Service code 94 (hex)

Source MAC ID

The following response is returned if the explicit message cannot be sent or

times out.

\ \
28 01
\ \

Command Response
code code
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SECTION 12

HLK_UNIT (Serial Network Provider)

This section describes the HLK_UNIT serial network provider (NP).

12-1 HLK_UNIT Functions . ............uuuutii e,

12-1-1 Supported Serial Communications Protocols..............

12-1-2  Applicable FINS Commands and Applicable PLCs
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12-4-10 FILE MEMORY INDEX READ: 220F .................
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12-1 HLK_UNIT Functions

HLK_UNIT is a software component that converts FINS commands to the fol-
lowing communications protocols.

12-1-1 Supported Serial Communications Protocols

The following three serial communications protocols are supported.
SYSWAY

SYSWAY CV
CompoWay/F

HLK_UNIT converts FINS commands to commands in the above protocols.
This function enables FINS message communications through the Open Net-
work Controller between personal computers and other devices on the Ether-
net network and the following devices, including OMRON FA components that
support the CompoWay/F protocol and the following OMRON PLCs.

e PLCs that do not directly support FINS commands, e.g., the CQM1,
SRM1, C1000H, C2000H, and C20P.

* Temperature Controllers (e.g., the E5CN) and Intelligent Signal Proces-
sors on a CompoWay/F network, which previously could not connect to
personal computers and other devices on Ethernet networks.

HLK_UNIT also enables FINS message communications with the following ID
Controllers and Productivity Monitors.

V600/V620 Series ID Controllers

TP700-BLJJ1, TP700-BLI12, and TP710-A Productivity Monitors

12-1-2 Applicable FINS Commands and Applicable PLCs

The FINS commands supported by each protocol and the applicable PLCs
are given below.

SYSWAY Protocol

FINS Commands

Command code Name
01 01 READ MEMORY AREA
0102 WRITE MEMORY AREA
04 01 RUN
04 02 STOP
05 01 CONTROLLER DATA READ
06 01 CONTROLLER STATUS READ
08 01 LOOPBACK TEST
22 OF FILE MEMORY INDEX READ
2210 FILE MEMORY READ
22 11 FILE MEMORY WRITE
23 01 FORCED SET/RESET
2302 FORCED SET/RESET CANCEL
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Applicable PLCs

The following PLCs support the SYSWAY protocol. (Not all of the above FINS
commands are supported by each of the PLCs.)

C20, C50, C120, C120F, C20H/C28H/C40H/C60H, C20P/C28P/C40P/
C60P, C20PF/C28PF/C40PF/C60PF, C500, C500F, C1000H, C1000HF,
C2000H, C200H, C200HS, C200HX/HG/HE, CQM1, CQM1H, CPM1,
CPM1A, CPM2A, CPM2C, SRM1, CV500, CVM1, CV1000, CV2000, CS1,
and CJ1.
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SYSWAY CV Host Link Protocol

FINS Commands

Command code Name
01 01 MEMORY AREA READ
02 MEMORY AREA WRITE
03 MEMORY AREA FILL
04 MULTIPLE MEMORY AREA READ
05 MEMORY AREA TRANSFER
02 01 PARAMETER AREA READ
02 PARAMETER AREA WRITE
03 PARAMETER AREA CLEAR
03 04 PROGRAM AREA PROTECT
05 PROGRAM AREA PROTECT CLEAR
06 PROGRAM AREA READ
07 PROGRAM AREA WRITE
08 PROGRAM AREA CLEAR
04 01 RUN
02 STOP
05 01 CONTROLLER DATA READ
02 CONNECTION DATA READ
06 01 CONTROLLER STATUS READ
20 CYCLE TIME READ
07 01 CLOCK READ
02 CLOCK WRITE
09 20 MESSAGE READ (MESSAGE CLEAR, FAL/FALS
READ)
oC 01 ACCESS RIGHT ACQUIRE
02 ACCESS RIGHT FORCED ACQUIRE
03 ACCESS RIGHT RELEASE
21 01 ERROR CLEAR
02 ERROR LOG READ
03 ERROR LOG CLEAR
22 01 FILE NAME READ
02 SINGLE FILE READ
03 SINGLE FILE WRITE
04 MEMORY CARD FORMAT
05 FILE DELETE
06 VOLUME LABEL CREATE/DELETE
07 FILE COPY
08 FILE NAME CHANGE
09 FILE DATA CHECK
0A MEMORY AREA FILE TRANSFER
0B PARAMETER AREA FILE TRANSFER
0oC PROGRAM AREA FILE TRANSFER
15 CREATE/DELETE SUBDIRECTORY
23 01 FORCED SET/RESET
02 FORCED SET/RESET CANCEL
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12-1-3 Precautions

Applicable PLCs

The following PLCs support the SYSWAY CV protocol. (Not all of the above
FINS commands are supported by each of the PLCs.)

CVM1, CV-series, CS1, and CJ1 PLCs

CompoWay/F Protocol

Applicable Commands
The commands that can be used depend on the CompoWay/F component.
Refer to the operation manuals for the components.

Refer to 12-4-16 FINS Commands for the CompoWay/F Protocol in 12-4 FINS
Commands Addressed to Devices via HLK_UNIT for information on sending
FINS commands from the Open Network Controller to CompoWay/F compo-
nents.

Applicable Models

Commands can be sent to any component that supports the CompoWay/F
protocol.

HLK does not support slave-initiated (i.e., receiving FINS commands from the
PLC) communications using FINS commands.

12-1-4 ID Controllers and Productivity Monitors
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V600/V620-series ID Controllers and TP700-BLIL11,TP700-BLIL12, and
TP710-A Productivity Monitors support the CompoWay/F protocol.

Memory card
Open Network Controller /

/

Expansion Board

24 VDC

LI
RS-422A/485

RS-232C

IDor TP ID Controllers or Productivity Monitors

* FINS commands and responses can be used to connect The V600/V620-
series ID Controllers and TP700-BLIL11,TP700-BLIL12, and TP710-A Pro-
ductivity Monitors

* HLK_UNIT automatically converts the command/response format used
between HLK_UNIT and the ID Controllers or Productivity Monitors.
Therefore, FINS commands can be used to control and monitor ID Con-
trollers or Productivity Monitors without having to use separate protocols.
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FINS Commands Addressed to ID Controllers
Command Name
code

01 01 MEMORY AREA READ

01 02 MEMORY AREA WRITE

02 02 DATA MANAGEMENT COMMAND EXECUTE
Checks Data Carrier memory or manages the number of times memory
(EEPROM) has been rewritten.

04 02 AUTOCOMMAND PROCESSING CANCEL

08 01 LOOPBACK TEST

0B 01 ABORT

3225 ID CONTROLLER COMMUNICATIONS COMMAND EXECUTE

FINS Commands Addressed to TP700 Productivity Monitors

FINS Variable Function/measurment Requested
command data type
01 01 40 All measured values 0
41 Non-programmable total power 1
42 Programmable total power 2
43 Instantaneous power 3
44 Instantaneous voltage 4
45 Instantaneous current 5
46 Power factor and instantaneous current |6

Note Refer to the REF TP700 Productivity Monitor Operation Manual for details on
the functions/measured values, and required data types.

FINS Commands Addressed to TP710 Productivity Monitors

FINS command

Function Processing details

01 01

Measured items (category A)

01 01

Statistical items (category B)

0101, 0102

Setting items (category C)

01 01,0102

User information (category D)

0101, 0102

molo|w| >

User control information (category E)

Refer to the REF TP710 Productivity Monitor Operation Manual for details on
the functions and processing details.

12-2 HLK Hardware Settings

Refer to 3-6 Connecting COM Port Cables for details on cables used to con-
nect to the COM ports.

12-3 HLK_UNIT Settings

The HLK_UNIT startup service settings, network number and node number,
HLK_UNIT communications settings, and HLK address setting table must be

set.

Before making the HLK_UNIT settings and make any required changes to the
serial settings first.
When the node is using SYSWAY, SYSWAY CV, or CompoWay/F protocols,
set the communications settings in the HLK UNIT Menu Window.

When the node is an ID Controller or Productivity Monitor, set the communica-
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tions in the following Menu Windows.
ID Controller: HLK ID
Productivity Monitor: HLK TP

All nodes connected to the HLK network must be registered in the HLK
address setting table (HIkNetTbl). The HLK network table is used to set the
FINS node number, unit number, protocol, and model of the SYSWAY Unit,
SYSWAY CV Unit, CompoWay/F Unit, ID Controller, or Productivity Monitor.

12-3-1 Setting Serial Ports

A COM port must be allocated to the HLK_UNIT in the serial port settings. In
the default settings, COM1 is allocated to HLKO, COM2 is allocated to HLK1,
COMS is allocated to HLK2, and COM4 is allocated to HLK3. Set the service
allocated in each COM port in the Serial Ports Setting Window. Making these
settings will prevent more than one service starting from the same port.
Check the serial ports settings, and change where required before setting the
other HLK_UNIT settings.

Select Serial Ports from the Menu Window. The following setting window will
be displayed showing the current settings.

Mo. of Serial Lines |4 'I Click the Unit

COM1 Settinzs |HLHU vI Unit Settinzs | ?vl\e”tttéﬂgtg tl?.,léttv\o,ir;“tj%w

COMZ Settinzs HLK 1 - Unit Settinzs | for setting
communications

COM3 Settinzs HLk2 - Unit Settings | settings, and the

node number of the
COM4 Zettinzs HLES - Unit Settines | service set for each
COM port.

Setting Details

Item Details
No. of Serial Lines Sets the number of COM ports being used.
COM1 Settings Sets the service allocated in the COM1 port.
COM2 Settings Sets the service allocated in the COM2 port.
COMS3 Settings Sets the service allocated in the COM3 port.
COM4 Settings Sets the service allocated in the COM4 port.

12-3-2 Setting Startup Services
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1,2,3...

The HLK_UNIT services must be registered.

1. Select Startup Services from the Menu Window. The Startup Service Set-
ting Window will be displayed showing the current settings. The default
HLK_UNIT services registered are HLKO and HLK1. To add HLK_UNIT
services, use the following procedure.

2. Select HLKL1in the Service Name Box and then click the Create New But-
ton. The service will be registered as shown in the following window. In the
following window example, the service HLK3 is added.
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Service Name Network  Mode Unit
ETH 1 1 17
HLED 2 127 21
HLE1 3 127 22

Create Mew | Modify | Delete |

Service Mame HLE3 =

3. Click the Write Button.

12-3-3 HLK (Host Link Serial Communications)

12-3-4 HLK UNIT

Use the following procedure to set the network number and node number of
HLK_UNIT.

Click HLK in the Menu Window. The following window will be displayed show-
ing the current settings.

Service Name IHLHU -I

Wetwork Hao. |2
Mode Ma. |12?
Unit Mo, |21

Jumps to the window for setting HLK_UNIT
communications settings. Refer to 12-3-4 HLK UNIT
for details. If the node is an ID Controller or
Productivity Monitor, however, set the
communications settings under HLKO ID and
HLKOTP.

Unit Settinzs | Read Write

Settings
Item Setting

Service Name Select the name of the service to display or set: HLKO, HLK1,
HLK2, and HLKS.

Network No. Set the HLKL] network number between 1 and 127.

Node No. Set the HLKL] node number between 1 and 253.

Unit No. The default unit number of HLKL] is displayed. There is no
reason to change the default setting.

The HLKL! communications settings for nodes using the SYSWAY, SYSWAY
CV, or CompoWay/F protocol must be set. When the node is an ID Controller
or Productivity Monitor, set the communications settings using HLK ID or HLK
TP, respectively.

Click HLK UNIT in the Menu Window. The following window will be displayed
showing the current settings.
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Service Name IHLKD -I
COM Port IEDM] -I
Baud Rate 4600 - No. of Data Bits I? vl
Stop Bit{s=) IE 'I Parity Even -

Mo, of Retries

P Receive Timeout Iﬁﬂﬂﬂ P

Jumps to the window for setting
the HLK address setting table for
HLK.

Refer to 12-3-7 HIkNetTbl0 for
details.

N\

Netwark Settinzs Read frite
Settings
Item Setting

Service Name

Select the name of the service to display or set: HLKO, HLK1,
HLK2, and HLK3.

COM Port

The port allocated to HLKL] in the Serial Ports setting is dis-
played.

Baud Rate

Set the baud rate to 300, 600, 1200, 1800, 2400, 4800, 9600,
19200, 38400, 57600, or 115200.

No. of Data Bits

Set the data length to 5, 6, 7, or 8 bits.

Stop Bit(s)

Set the number of stop bits to 1 or 2.

Parity

Set the parity to even, odd, or none.

No. of Retries

Set the number of retries when a communications error
occurs.

Receive Timeout

Set the Host Link response timeout time in ms.

Note When FinsLink is used, set the receive timeout shorter than the value set for
the FinsLink timeout, or set the FinsLink timeout to a longer value.

12-3-5 HLKID

Use the following procedure to set the communications settings for HLK[]
when the node is an ID Controller.

Select HLK ID from the Menu Window. The following window will be displayed
showing the current settings.
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Service Mame IHLHU vI

COM Port COM1 - Communicat ion INDrmaI vI
Baud Rate IHEUU -I Mo. of Data Bits I? vl
Stop Bitis) IE "I Parity IEven vl

Mo. of Retries IEI Receive Timeout |5|]|]U ms
Jumps to the window for setting

the HLK address setting table for

HLKL.
Refer to 12-3-7 HIkNetTblO for
details.
Metwaork Settinzs Read Write
Settings
Item Setting
Service Name Select the name of the service to display or set: HLKO, HLK1,
HLK2, and HLK3.
COM Port The port allocated to HLKL] in the Serial Ports setting is dis-
played.
Communication Set the ID command corresponding to the FINS commands
01 01 and 01 02.
Normal: Read/write (RD/WT)
AutoR/W: Auto read/auto write (AR/AW)
Baud Rate Set the baud rate to 300, 600, 1200, 1800, 2400, 4800, 9600,
19200, 38400, 57600, or 115200.
No. of Data Bits Set the data length to 5, 6, 7, or 8 bits.
Stop Bit(s) Set the number of stop bits to 1 or 2.
Parity Set the parity to even, odd, or none.
No. of Retries Set the number of retries when a communications error
occurs.
Receive Timeout Set the Host Link response timeout time in ms.

12-3-6 HLK TP

Use the following procedure to set the communications settings for HLKL]
when the node is a Productivity Monitor.

Select HLK TP from the Menu Window. The following window will be dis-
played showing the current settings.

195



HLK_UNIT Settings Section 12-3

Zervice Name |HLHIJ vI

COM Port IEDMI vI Communicat i on IASEII vI
Baud Rate IHEUU -I Mo. of Data Bits I? vl
Stop Bit(s) |2 vI Parity Ewven -

f Retri IU Receive Ti t IEDDD
Jumps to the window for setting o ERTEs FemivE THIECE "

the HLK address setting table for
HLK[.

Refer to 12-3-7 HIkNetTblO for
details.

Metwark Settinzs Read Write
Settings
Item Setting

Service Name Select the name of the service to display or set: HLKO, HLK1,
HLK2, and HLK3.

COM Port The port allocated to HLKL ] in the Serial Ports setting is dis-
played.

Communication Set the send mode of the Productivity Monitor TP to ASCII or
binary.

Baud Rate Set the baud rate to 300, 600, 1200, 1800, 2400, 4800, 9600,
19200, 38400, 57600, or 115200.

No. of Data Bits Set the data length to 5, 6, 7, or 8 bits.

Stop Bit(s) Set the number of stop bits to 1 or 2.

Parity Set the parity to even, odd, or none.

No. of Retries Set the number of retries when a communications error
occurs.

Receive Timeout Set the Host Link response timeout time in ms.

12-3-7 HikNetTbl

All nodes connected to the HLKL] network must be registered in the HLK
address setting table.

Set the FINS node number, unit number, protocol, and model for each node:
SYSWAY, SYSWAY CV, CompoWay/F, ID Controller, or Productivity Monitor.

* SYSWAY or SYSWAY CV nodes cannot be used together with Compo-
Way/F nodes. SYSWAY and SYSWAY CV nodes can be used together.

¢ |ID Controllers and TP Productivity Monitors cannot be used together with
other protocols.

Select HikNetTbl from the Menu Window. The following window will be dis-
played showing the current settings.
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Service MName IHLKD -I

Mode Unit Protocol PLC Model

C200H

1 I
20 SYsiaY  C200HS
3 I} SYEWAY C200HG
4 0 SYEWAY C200Hx
b I} SV IWAY C200H%-CPUBR-Z
B0 SYSWar  C200HX-CPURG-Z
70 SYSWAY  CEDOHE =l
Create hew | Mad i fy I Delete |
Mode Mao. |1
Umit Mao. IU
Protocaol ISYSWAY =
PLC Hode! [c200H =l
Settings
ltem Setting
Service Name Select the name of the service to display or set: HLKO, HLK1,
HLK2, and HLK3.
Node Set the FINS node number between 1 and 253.
Unit Set the unit number of the connected PLC set as the Host Link
between 0 and 255.
Protocol Set the protocol to SYSWAY, SYSWAY CV, CompoWay/F, ID,
TP700, or TP710.
PLC Model Set the PLC model.

Note When the TP700 Productivity Monitor is used, TP700-B1 and TP700-B2 can

be set as the PLC model, but the product code display is different, as follows:

TP700-B1 is displayed as TP700-BLILI1.
TP700-B2 is displayed as TP700-BLI12.

12-4 FINS Commands Addressed to Devices via HLK_UNIT

Supported Serial
Communications
Protocols

The following three serial communications protocols are supported by the
Open Network Controller.

SYSWAY

SYSWAY CV

CompoWay/F

HLK_UNIT converts FINS commands to commands in the above protocols.

The FINS commands supported by HLK_UNIT are described in this section
by protocol.

12-4-1 FINS Commands for the SYSWAY Protocol

This section describes the FINS commands that can be used with the
SYSWAY protocol.

FINS Commands

Command code Name
01 01 READ MEMORY AREA
0102 WRITE MEMORY AREA
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Command code Name
04 01 RUN
04 02 STOP
05 01 CONTROLLER DATA READ
06 01 CONTROLLER STATUS READ
08 01 LOOPBACK TEST
22 OF FILE MEMORY INDEX READ (see note)
2210 FILE MEMORY READ (see note)
22 11 FILE MEMORY WRITE (see note)
23 01 FORCED SET/RESET
23 02 FORCED SET/RESET CANCEL

Note The commands for file memory can be used only for the C1000H, C1000HF,

and C2000H.

Applicable PLCs
The following PLCs support the SYSWAY protocol.

C20, C50, C120, C120F, C20H/C28H/C40H/C60H, C20P/C28P/C40P/
C60P, C20PF/C28PF/C40PF/C60PF, C500, C500F, C1000H, C1000HF,
C2000H, C200H, C200HS, C200HX/HG/HE, CQM1, CQM1H, CPM1,
CPM1A, CPM2A, CPM2C, SRM1, CV500, CVYM1, CV1000, CV2000, and
CS1, and CJ1.

12-4-2 MEMORY AREA READ: 01 01

Command Format

Response Format

Parameters
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Reads the contents of the specified number of consecutive memory area
words starting from the specified word.

\ \ \ \
01 01
\ \ \ \
o/
Command Beginning word No. of items
code ginhing W (binary)

Memory area code

\ \ \ \
01 01
\ \ \ \

Command End code Data (for number of items)
code

Memory area code, beginning word, number of items (command)

Specify the type of data to be read, the beginning word of the data to be read,
and the number of items of data to be read.

Refer to 12-4-4 Memory Area Designations for the specific addresses that can
be used.

Data (response)

The data from the specified memory area is returned in sequence starting
from the beginning word. The required number of bytes in total is calculated
as follows: Number of bytes required by each item x number of items

For details regarding data configuration, refer to 12-4-4 Memory Area Desig-
nations.
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Memory Area
Designations

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

For details on the memory area designation methods for each PLC model,
refer to 12-4-4 Memory Area Designations.

12-4-3 MEMORY AREA WRITE: 01 02

Command Format

Response Format

Parameters

Memory Area
Designations

12-4-4 Memory Area

Writes data to the specified number of consecutive words starting from the
specified word.

I I I I I \””” I I
01 02
| | | | | L | |
./
Command Beginning word No. of items Data (for number of items)
code (binary)

Memory area code

Command End code
code

Memory area code, beginning word, number of items (command)

Specify the type of data to be written, the beginning word of the data to be
written, and the number of items of data to be written.

The memory areas that can be read are given in the following table. Refer to
Memory Area Designations below for the specific addresses that can be used.

Data (command)

The data to be written to the specified memory area is provided in sequence
starting from the beginning word. The required number of bytes in total is cal-
culated as follows:

Number of bytes required by each item x number of items

For details regarding data configuration, refer to 12-4-4 Memory Area Desig-
nations.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

For details on the memory area designation methods for each PLC model,
refer to 12-4-4 Memory Area Designations.

Designations

This section provides tables of the memory area designations for each PLC
that are supported by FINS and SYSWAY commands. The following terms are
used in the tables.

Command:
The hexadecimal FINS command code or ASCIl Host Link command code.

Memory area code:
The memory area code used within FINS commands.
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Offset:
The offset of each PLC memory area (e.g., ClO, LR, DM, etc.). These indicate
the beginning words of the memory areas used in Host Link commands within

the areas defined by memory area codes for FINS commands.

Size:

The size of the memory area in hexadecimal.

C200H
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 0100 IR/SR Area read
03E8 |0040 LR Area read
0428 0064 HR Area read
048C |001C |AR Arearead
01 0000 [0200 |Timer/counter Completion Flag read
81 0000 0200 | Timer/counter PV read
82 0000 07D0 | DM Area read
02 80 0000 0100 IR/SR Area write
03E8 |0040 LR Area write
0428 0064 HR Area write
048C |001C |AR Area write
01 0000 |[0200 |Timer/counter Completion Flag write
81 0000 0200 | Timer/counter PV write
82 0000 |07D0 |DM Area write
C200HS
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 0200 IR/SR Area read
03E8 |0040 LR Area read
0428 0064 HR Area read
048C |001C |AR Arearead
01 0000 [0200 |Timer/counter Completion Flag read
81 0000 0200 | Timer/counter PV read
82 0000 |2710 DM Area read
02 80 0000 |0200 IR/SR Area write
03E8 |0040 LR Area write
0428 0064 HR Area write
048C |001C |AR Area write
01 0000 [0200 |Timer/counter Completion Flag write
81 0000 0200 | Timer/counter PV write
82 0000 |2710 DM Area write
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C200HG

C200HX

Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |0200 IR/SR Area read
03E8 |0040 |LR Arearead
0428 |0064 |HR Area read
048C |001C |AR Arearead
01 0000 |[0200 |Timer/counter Completion Flag read
81 0000 |0200 |Timer/counter PV read
82 0000 |[2710 |DM Area read
90 0000 1800 EM bank 0 read
98 0000 1800 EM current bank read
02 80 0000 |[0200 |[IR/SR Area write
03E8 |0040 |LR Area write
0428 |0064 |HR Area write
048C |001C | AR Area write
01 0000 [0200 |Timer/counter Completion Flag write
81 0000 |0200 |Timer/counter PV write
82 0000 |2710 DM Area write
90 0000 1800 EM bank 0 write
98 0000 (1800 |EM current bank write
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |0200 IR/SR Area read
O3E8 |0040 |LR Arearead
0428 | 0064 HR Area read
048C |001C |AR Arearead
01 0000 [0200 |Timer/counter Completion Flag read
81 0000 |0200 |Timer/counter PV read
82 0000 |2710 DM Area read
90 to 92 0000 1800 EM bank read for bank 0 to 2
98 0000 1800 EM current bank read
02 80 0000 |[0200 |[IR/SR Area write
O03E8 |0040 LR Area write
0428 |0064 |HR Area write
048C |001C |AR Area write
01 0000 |[0200 |Timer/counter Completion Flag write
81 0000 |0200 |Timer/counter PV write
82 0000 |2710 DM Area write
90 to 92 0000 1800 EM bank write for bank 0 to 2
98 0000 (1800 |EM current bank write
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C200HX-CPU65-Z

C200HX-CPU85-Z

202

Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |0200 IR/SR Area read
03E8 |0040 |LR Arearead
0428 |0064 |HR Area read
048C |001C |AR Arearead
01 0000 |[0200 |Timer/counter Completion Flag read
81 0000 |0200 |Timer/counter PV read
82 0000 |[2710 |DM Area read
90 to 97 0000 1800 EM bank read for bank 0 to 7
98 0000 1800 EM current bank read
02 80 0000 |[0200 |[IR/SR Area write
03E8 |0040 |LR Area write
0428 |0064 |HR Area write
048C |001C | AR Area write
01 0000 [0200 |Timer/counter Completion Flag write
81 0000 |0200 |Timer/counter PV write
82 0000 |2710 DM Area write
90 to 97 0000 1800 EM bank write for bank 0 to 7
98 0000 (1800 |EM current bank write
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |0200 IR/SR Area read
O3E8 |0040 |LR Arearead
0428 | 0064 HR Area read
048C |001C |AR Arearead
01 0000 [0200 |Timer/counter Completion Flag read
81 0000 |0200 |Timer/counter PV read
82 0000 |2710 DM Area read
90 to 97 0000 1800 EM bank read for bank 0 to 7
A8to AF |0000 |1800 EM bank read for bank 8 to F
98 0000 1800 EM current bank read
02 80 0000 |0200 IR/SR Area write
O03E8 |0040 LR Area write
0428 0064 HR Area write
048C |001C |AR Area write
01 0000 [0200 |Timer/counter Completion Flag write
81 0000 |0200 |Timer/counter PV write
82 0000 (2710 |DM Area write
90 to 97 0000 1800 EM bank write for bank 0 to 7
A8 to AF | 0000 1800 EM bank write for bank 8 to F
98 0000 1800 EM current bank write
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C200HE

cam1

Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |0200 IR/SR Area read
03E8 |0040 |LR Arearead
0428 |0064 |HR Area read
048C |001C |AR Arearead
01 0000 |[0200 |Timer/counter Completion Flag read
81 0000 |0200 |Timer/counter PV read
82 0000 |[2710 |DM Area read
02 80 0000 |0200 IR/SR Area write
O3E8 |0040 LR Area write
0428 0064 HR Area write
048C |001C |AR Area write
01 0000 |[0200 |Timer/counter Completion Flag write
81 0000 |0200 |Timer/counter PV write
82 0000 (2710 |DM Area write
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 (0100 IR/SR Area read
O3E8 |0040 |LR Arearead
0428 |0064 HR Area read
048C |001C |AR Arearead
01 0000 [0200 |Timer/counter Completion Flag read
81 0000 |[0200 |Timer/counter PV read
82 0000 1A00 |DM Area read
02 80 0000 (0100 IR/SR Area write
03E8 |0040 |LR Area write
0428 0064 HR Area write
048C |001C |AR Area write
01 0000 [0200 |Timer/counter Completion Flag write
81 0000 |0200 |Timer/counter PV write
82 0000 |[1A00 |DM Area write
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CQM1H-CPU11/21/51

CQM1H-CPU61
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Command | Memory | Offset | Size Application
code area code
01 01 80 0000 0100 IR/SR Area read
03E8 |0040 LR Area read
0428 0064 HR Area read
048C |001C |AR Arearead
01 0000 [0200 |Timer/counter Completion Flag read
81 0000 0200 Timer/counter PV read
82 0000 1A00 |DM Area read
02 80 0000 (0100 IR/SR Area write
03E8 |0040 LR Area write
0428 0064 HR Area write
048C |001C |AR Area write
01 0000 |0200 |Timer/counter Completion Flag write
81 0000 0200 Timer/counter PV write
82 0000 1A00 |DM Area write
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 0100 IR/SR Area read
03E8 |0040 LR Area read
0428 0064 HR Area read
048C |001C |AR Arearead
01 0000 |[0200 |Timer/counter Completion Flag read
81 0000 0200 | Timer/counter PV read
82 0000 1A00 |DM Area read
90 0000 1800 EM bank read for bank 0
98 0000 1800 EM current bank read
02 80 0000 (0100 IR/SR Area write
03E8 |0040 LR Area write
0428 0064 HR Area write
048C |001C |AR Area write
01 0000 |0200 |Timer/counter Completion Flag write
81 0000 0200 Timer/counter PV write
82 0000 1A00 |DM Area write
90 0000 1800 EM bank write for bank O
98 0000 1800 EM current bank write
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CPM1/CPM1A

CPM2A/CPM2C

Command | Memory | Offset | Size Application
code area code
01 01 80 0000 (0100 IR/SR Area read
03E8 |0010 |LR Arearead
0428 |0014 |HR Area read
048C |0010 |AR Arearead
01 0000 |0080 |Timer/counter Completion Flag read
81 0000 |0080 |Timer/counter PV read
82 0000 1A00 |DM Area read
02 80 0000 (0100 IR/SR Area write
O3E8 (0010 LR Area write
0428 0014 HR Area write
048C |0010 |AR Area write
01 0000 |0080 |Timer/counter Completion Flag write
81 0000 |0080 |Timer/counter PV write
82 0000 |[1A00 |DM Area write
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 (0100 IR/SR Area read
0O3E8 |0010 |LR Arearead
0428 |0014 HR Area read
048C |0018 |AR Arearead
01 0000 |[0100 |Timer/counter Completion Flag read
81 0000 |[0100 |Timer/counter PV read
82 0000 1A00 |DM Area read
02 80 0000 (0100 IR/SR Area write
03E8 |0010 |LR Area write
0428 0014 HR Area write
048C |0018 |AR Area write
01 0000 |[0100 |Timer/counter Completion Flag write
81 0000 |0100 |Timer/counter PV write
82 0000 |[1A00 |DM Area write
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SRM1

CV500
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Command | Memory | Offset | Size Application
code area code
01 01 80 0000 (0100 IR/SR Area read
03E8 |0010 |LR Arearead
0428 |0014 |HR Area read
048C |0010 |AR Arearead
01 0000 |0080 |Timer/counter Completion Flag read
81 0000 |0080 |Timer/counter PV read
82 0000 1A00 |DM Area read
02 80 0000 (0100 IR/SR Area write
03E8 |0010 |LR Area write
0428 0014 HR Area write
048C |0010 |AR Area write
01 0000 |0080 |Timer/counter Completion Flag write
81 0000 |0080 |Timer/counter PV write
82 0000 |[1A00 |DM Area write
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |09FC |CIO Arearead
0B0OO |0200 |Auxiliary Area read
81 0000 |0200 |TimerPV read
0800 |[0200 |Counter PV read
01 0000 (0200 |Timer Completion Flag read
0800 |0200 |Counter Completion Flag read
82 0000 |2000 |DM Area read
02 80 0000 |09FC |[CIO Area write
0BOO [0200 |Auxiliary Area write
81 0000 [0200 |TimerPV write
0800 [0200 |Counter PV write
01 0000 [0200 |Timer Completion Flag write
0800 |[0200 |Counter Completion Flag write
82 0000 |[2000 |DM Area write
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CVM1-CPUO1

CVM1-CPU11

Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |[09FC |CIO Area read
0BOO |0200 |Auxiliary Area read
81 0000 |[0200 |TimerPV read
0800 |0200 |Counter PV read
01 0000 [0200 |Timer Completion Flag read
0800 |0200 |Counter Completion Flag read
82 0000 |[2000 |DM Area read
02 80 0000 |09FC |CIO Area write
0BOO |0200 |Auxiliary Area write
81 0000 [0200 |TimerPV write
0800 [0200 |Counter PV write
01 0000 [0200 |Timer Completion Flag write
0800 |[0200 |Counter Completion Flag write
82 0000 |[2000 |DM Area write
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |09FC |CIO Arearead
0B0OO |0200 |Auxiliary Area read
81 0000 |0400 |TimerPV read
0800 |0400 |Counter PV read
01 0000 [0400 |Timer Completion Flag read
0800 |0400 |Counter Completion Flag read
82 0000 |2710 |DM Area read
02 80 0000 |09FC |CIO Area write
0BOO [0200 |Auxiliary Area write
81 0000 [0400 |TimerPV write
0800 |0400 |Counter PV write
01 0000 [0400 |Timer Completion Flag write
0800 |[0400 |Counter Completion Flag write
82 0000 (2710 |DM Area write
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CV1000/CV2000
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Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |[09FC |CIO Area read
0BOO |0200 |Auxiliary Area read
81 0000 [0400 |TimerPV read
0800 |0400 |Counter PV read
01 0000 |[0400 |Timer Completion Flag read
0800 |0400 |Counter Completion Flag read
82 0000 |[2710 |DM Area read
90 to 97 0000 |7FFE |EM bank read for bank 0 to 7
98 0000 |7FFE |EM current bank read
02 80 0000 |09FC |CIO Area write
0BOO [0200 |Auxiliary Area write
81 0000 |0400 |TimerPV write
0800 |0400 |Counter PV write
01 0000 [0400 |Timer Completion Flag write
0800 |[0400 |Counter Completion Flag write
82 0000 (2710 |DM Area write
90 to 97 0000 |7FFE |EM bank write for bank 0 to 7
98 0000 |7FFE |EM current bank write
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |[09FC |CIO Arearead
0BOO |0200 |Auxiliary Area read
81 0000 |0400 |TimerPV read
0800 |0400 |Counter PV read
01 0000 [0400 |Timer Completion Flag read
0800 |0400 |Counter Completion Flag read
82 0000 |2710 |DM Area read
90 to 97 0000 |7FFE |EM bank read for bank 0 to 7
98 0000 |7FFE |EM current bank read
02 80 0000 |09FC |CIO Area write
0BOO |0200 |Auxiliary Area write
81 0000 |0400 |TimerPV write
0800 [0400 |Counter PV write
01 0000 [0400 |Timer Completion Flag write
0800 [0400 |Counter Completion Flag write
82 0000 (2710 |DM Area write
90 to 97 0000 |7FFE |EM bank write for bank 0 to 7
98 0000 |7FFE |EM current bank write
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C20

C20H/C28H/C40H/C60H

C20/28/40/60P

Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |0014 IR/SR Area read
0428 |000A |HR Area read
01 0000 [0200 |Timer/counter Completion Flag read
81 0000 |0200 |Timer/counter PV read
02 80 0000 (0014 IR/SR Area write
0428 000A |HR Area write
01 0000 [0200 |Timer/counter Completion Flag write
81 0000 |0200 |Timer/counter PV write
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |0100 IR/SR Area read
0O3E8 |0040 |LR Arearead
0428 |0064 |HR Area read
048C |001C |AR Arearead
01 0000 |[0200 |Timer/counter Completion Flag read
81 0000 |0200 |Timer/counter PV read
82 0000 |07DO |DM Area read
02 80 0000 |[0100 |[IR/SR Area write
O03E8 |0040 LR Area write
0428 |0064 |HR Area write
048C |001C |AR Area write
01 0000 |[0200 |Timer/counter Completion Flag write
81 0000 |0200 |Timer/counter PV write
82 0000 |07DO |DM Area write
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |0014 IR/SR Area read
0428 |000A |HR Arearead
01 0000 [0030 |Timer/counter Completion Flag read
81 0000 |0030 |Timer/counter PV read
82 0000 |0040 DM Area read
02 80 0000 (0014 IR/SR Area write
0428 000A |HR Area write
01 0000 |0030 |Timer/counter Completion Flag write
81 0000 |0030 |Timer/counter PV write
82 0000 |0040 DM Area write
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C20/28/40/60PF

C50

C120/C120F
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Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |0020 IR/SR Area read
0428 |0010 |HR Area read
01 0000 [0040 |Timer/counter Completion Flag read
81 0000 |0040 |Timer/counter PV read
82 0000 |0080 DM Area read
02 80 0000 |[0020 |[IR/SR Area write
0428 0010 HR Area write
01 0000 |0040 |Timer/counter Completion Flag write
81 0000 |0040 |Timer/counter PV write
82 0000 |0080 |DM Area write
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |0040 IR/SR Area read
03E8 |0020 |LR Arearead
0428 0020 HR Area read
01 0000 |0080 |Timer/counter Completion Flag read
81 0000 |0080 |Timer/counter PV read
82 0000 |0200 |DM Area read
02 80 0000 |0040 IR/SR Area write
03E8 |0020 LR Area write
0428 0020 HR Area write
01 0000 |0080 |Timer/counter Completion Flag write
81 0000 |0080 |Timer/counter PV write
82 0000 |0200 DM Area write
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |0040 IR/SR Area read
0428 0020 HR Area read
01 0000 |0080 |Timer/counter Completion Flag read
81 0000 |0080 |Timer/counter PV read
82 0000 |0200 DM Area read
02 80 0000 |0040 IR/SR Area write
0428 0020 HR Area write
01 0000 |0080 |Timer/counter Completion Flag write
81 0000 |0080 |Timer/counter PV write
82 0000 |0200 DM Area write
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C500

C500F

C1000H

Command | Memory | Offset | Size Application
code area code
01 01 80 0000 (0100 IR/SR Area read
03E8 |0020 |LR Arearead
0428 |0020 |HR Area read
01 0000 |0080 |Timer/counter Completion Flag read
81 0000 |0080 |Timer/counter PV read
82 0000 |0200 |DM Area read
02 80 0000 |[0100 |[IR/SR Area write
03E8 |0020 LR Area write
0428 0020 HR Area write
01 0000 |0080 |Timer/counter Completion Flag write
81 0000 |0080 |Timer/counter PV write
82 0000 |0200 DM Area write
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 (0100 IR/SR Area read
03E8 |0020 |LR Arearead
0428 |0020 |HR Area read
01 0000 |0080 |Timer/counter Completion Flag read
81 0000 |0080 |Timer/counter PV read
82 0000 1000 DM Area read
02 80 0000 (0100 |[IR/SR Area write
03E8 |0020 |LR Area write
0428 0020 HR Area write
01 0000 |0080 |Timer/counter Completion Flag write
81 0000 |0080 |Timer/counter PV write
82 0000 1000 DM Area write
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 (0100 IR/SR Area read
0O3E8 |0040 |LR Arearead
0428 |0064 HR Area read
048C |001C |AR Arearead
01 0000 [0200 |Timer/counter Completion Flag read
81 0000 |0200 |Timer/counter PV read
82 0000 1000 DM Area read
02 80 0000 (0100 IR/SR Area write
03E8 |0040 |LR Area write
0428 0064 HR Area write
048C |001C |AR Area write
01 0000 [0200 |Timer/counter Completion Flag write
81 0000 |0200 |Timer/counter PV write
82 0000 1000 DM Area write
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C1000HF

C2000H

212

Command | Memory | Offset | Size Application
code area code
01 01 80 0000 (0100 IR/SR Area read
03E8 |0040 |LR Arearead
0428 |0064 |HR Area read
048C |001C |AR Arearead
01 0000 |[0200 |Timer/counter Completion Flag read
81 0000 |0200 |Timer/counter PV read
82 0000 |[2710 |DM Area read
02 80 0000 (0100 IR/SR Area write
O3E8 |0040 LR Area write
0428 0064 HR Area write
048C |001C |AR Area write
01 0000 |[0200 |Timer/counter Completion Flag write
81 0000 |0200 |Timer/counter PV write
82 0000 (2710 |DM Area write
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 (0100 IR/SR Area read
O3E8 |0040 |LR Arearead
0428 |0064 HR Area read
048C |001C |AR Arearead
01 0000 [0200 |Timer/counter Completion Flag read
81 0000 |[0200 |Timer/counter PV read
82 0000 1A00 |DM Area read
02 80 0000 (0100 IR/SR Area write
03E8 |0040 |LR Area write
0428 0064 HR Area write
048C |001C |AR Area write
01 0000 [0200 |Timer/counter Completion Flag write
81 0000 |0200 |Timer/counter PV write
82 0000 |[1A00 |DM Area write
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CS1-CPU67

Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |[09FC |CIO Area read
BO 0000 |[1800
B2 0000 (0200 |HR Area read
80 0BOO |[03CO |Auxiliary Area read
B3 0000 |03Co
01 0000 [0800 |Timer/counter Completion Flag read
0800 |0800
09 0000 |0800
8000 |0800
81 0000 |0800 |Timer/counter PV read
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |[2710 |DM Area read
90 to 97 0000 (2710 EM bank read for bank 0 to 7
A0 to A7
A8to AC |0000 |2710 EM bank read for bank 8 to C
98 0000 (2710 |EM current bank read
02 80 0000 |09FC |CIO Area write
BO 0000 |1800
B2 0000 |0200 HR Area write
80 0BOO |03CO |AR Area write
B3 0000 |03CO
81 0000 |0800 |Timer/counter PV write
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |2710 DM Area write
90 to 97 0000 |2710 EM bank write for bank 0 to 7
AO to A7
A8to AC |0000 |2710 EM bank write for bank 8 to C
98 0000 |2710 EM current bank write
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CS1-CPUG6
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |[09FC |CIO Area read
BO 0000 |[1800
B2 0000 (0200 |HR Area read
80 0BOO |[03CO |Auxiliary Area read
B3 0000 |03Co
01 0000 [0800 |Timer/counter Completion Flag read
0800 |0800
09 0000 |0800
8000 |0800
81 0000 |0800 |Timer/counter PV read
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |[2710 |DM Area read
90 to 96 0000 (2710 EM bank read for bank 0 to 6
AO to A6
98 0000 |2710 EM current bank read
02 80 0000 |09FC |CIO Area write
BO 0000 |1800
B2 0000 |0200 HR Area write
80 0BOO [03CO |AR Area write
B3 0000 |03CO
81 0000 |0800 |Timer/counter PV write
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |2710 DM Area write
90 to 96 0000 |2710 EM bank write for bank 0 to 6
A0 to A6
98 0000 |2710 EM current bank write
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CS1-CPU65/45

Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |[09FC |CIO Area read
BO 0000 |[1800
B2 0000 (0200 |HR Area read
80 0BOO |[03CO |Auxiliary Area read
B3 0000 |03Co
01 0000 [0800 |Timer/counter Completion Flag read
0800 |0800
09 0000 |0800
8000 |0800
81 0000 |0800 |Timer/counter PV read
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |[2710 |DM Area read
90 to 92 0000 (2710 EM bank read for bank 0 to 2
AO to A6
98 0000 |2710 EM current bank read
02 80 0000 |09FC |CIO Area write
BO 0000 |1800
B2 0000 |0200 HR Area write
80 0BOO [03CO |AR Area write
B3 0000 |03CO
81 0000 |0800 |Timer/counter PV write
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |2710 DM Area write
90 to 92 0000 |2710 EM bank write for bank 0 to 2
AO to A2
98 0000 |2710 EM current bank write
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CS1-CPU64/44
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Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |[09FC |CIO Area read
BO 0000 |[1800
B2 0000 (0200 |HR Area read
80 0BOO |[03CO |Auxiliary Area read
B3 0000 |03Co
01 0000 [0800 |Timer/counter Completion Flag read
0800 |0800
09 0000 |0800
8000 |0800
81 0000 |0800 |Timer/counter PV read
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |[2710 |DM Area read
90 000 2710 |EM bank 0 read
AO
98 0000 |2710 EM current bank read
02 80 0000 |09FC |CIO Area write
BO 0000 |1800
B2 0000 |0200 HR Area write
80 0BOO [03CO |AR Area write
B3 0000 |03CO
81 0000 |0800 |Timer/counter PV write
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |2710 DM Area write
90 000 2710 EM bank 0 write
A0
98 0000 (2710 EM current bank write
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CS1-CPU63/43/42

Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |[09FC |CIO Area read
BO 0000 |[1800
B2 0000 (0200 |HR Area read
80 0BOO |[03CO |Auxiliary Area read
B3 0000 |03Co
01 0000 [0800 |Timer/counter Completion Flag read
0800 |0800
09 0000 |0800
8000 |0800
81 0000 |0800 |Timer/counter PV read
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |[2710 |DM Area read
02 80 0000 |09FC |CIO Area write
BO 0000 |1800
B2 0000 |0200 HR Area write
80 0BOO |03CO |AR Area write
B3 0000 |03CO
81 0000 |0800 |Timer/counter PV write
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |2710 DM Area write
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CS1-CPU44
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |[09FC |CIO Area read
BO 0000 |[1800
B2 0000 (0200 |HR Area read
80 0BOO |[03CO |Auxiliary Area read
B3 0000 |03Co
01 0000 [0800 |Timer/counter Completion Flag read
0800 |0800
09 0000 |0800
8000 |0800
81 0000 |0800 |Timer/counter PV read
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |[2710 |DM Area read
90 0000 (2710 |EM bank read for bank 0
AO
98 0000 |2710 EM current bank read
02 80 0000 |09FC |CIO Area write
BO 0000 |1800
B2 0000 |0200 HR Area write
80 0BOO [03CO |AR Area write
B3 0000 |03CO
81 0000 |0800 |Timer/counter PV write
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |2710 DM Area write
90 0000 |2710 EM bank write for bank 0
A0
98 0000 (2710 EM current bank write
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CS1-CPU45
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |[09FC |CIO Area read
BO 0000 |[1800
B2 0000 (0200 |HR Area read
80 0BOO |[03CO |Auxiliary Area read
B3 0000 |03Co
01 0000 [0800 |Timer/counter Completion Flag read
0800 |0800
09 0000 |0800
8000 |0800
81 0000 |0800 |Timer/counter PV read
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |[2710 |DM Area read
90 to 92 0000 (2710 EM bank read for bank 0 to 2
A0 to A2
98 0000 |2710 EM current bank read
02 80 0000 |09FC |CIO Area write
BO 0000 |1800
B2 0000 |0200 HR Area write
80 0BOO [03CO |AR Area write
B3 0000 |03CO
81 0000 |0800 |Timer/counter PV write
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |2710 DM Area write
90 to 92 0000 |2710 EM bank write for bank 0 to 2
AO to A2
98 0000 |2710 EM current bank write
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CS1-CPUG6
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |[09FC |CIO Area read
BO 0000 |[1800
B2 0000 (0200 |HR Area read
80 0BOO |[03CO |Auxiliary Area read
B3 0000 |03Co
01 0000 [0800 |Timer/counter Completion Flag read
0800 |0800
09 0000 |0800
8000 |0800
81 0000 |0800 |Timer/counter PV read
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |[2710 |DM Area read
90 to 96 0000 (2710 EM bank read for bank 0 to 6
AO to A6
98 0000 |2710 EM current bank read
02 80 0000 |09FC |CIO Area write
BO 0000 |1800
B2 0000 |0200 HR Area write
80 0BOO [03CO |AR Area write
B3 0000 |03CO
81 0000 |0800 |Timer/counter PV write
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |2710 DM Area write
90 to 96 0000 |2710 EM bank write for bank 0 to 6
A0 to A6
98 0000 |2710 EM current bank write
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CS1-CPU65
Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |[09FC |CIO Area read
BO 0000 |[1800
B2 0000 (0200 |HR Area read
80 0BOO |[03CO |Auxiliary Area read
B3 0000 |03Co
01 0000 [0800 |Timer/counter Completion Flag read
0800 |0800
09 0000 |0800
8000 |0800
81 0000 |0800 |Timer/counter PV read
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |[2710 |DM Area read
90 to 92 0000 (2710 EM bank read for bank 0 to 2
A0 to A2
98 0000 |2710 EM current bank read
02 80 0000 |09FC |CIO Area write
BO 0000 |1800
B2 0000 |0200 HR Area write
80 0BOO [03CO |AR Area write
B3 0000 |03CO
81 0000 |0800 |Timer/counter PV write
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |2710 DM Area write
90 to 92 0000 |2710 EM bank write for bank 0 to 2
AO to A2
98 0000 |2710 EM current bank write
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CS1-CPU43/42

Command | Memory | Offset | Size Application
code area code
01 01 80 0000 |[09FC |CIO Area read
BO 0000 |[1800
B2 0000 (0200 |HR Area read
80 0BOO |[03CO |Auxiliary Area read
B3 0000 |03Co
01 0000 [0800 |Timer/counter Completion Flag read
0800 |0800
09 0000 |0800
8000 |0800
81 0000 |0800 |Timer/counter PV read
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |[2710 |DM Area read
02 80 0000 |09FC |CIO Area write
BO 0000 |1800
B2 0000 |0200 HR Area write
80 0BOO |03CO |AR Area write
B3 0000 |03CO
81 0000 |0800 |Timer/counter PV write
0800 |0800
89 0000 |0800
8000 |0800
82 0000 |2710 DM Area write

12-4-5 RUN: 04 01

Changes the CPU Unit's operating mode to DEBUG, MONITOR or RUN,
starting execution of the program in the PLC.

Command Format

\ \
04 01 | 00O 00
\ \

Command Program
code No. Mode

Response Format

\ \
04 Ot
\ \

Command End code
code

Parameters Program No. and Mode (command)

Refer to the FINS Commands Reference Manual (W227) for details on the
program number and mode.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.
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12-4-6 STOP: 04 02

Command Format

Response Format

Parameters

Changes the CPU Unit's operating mode to PROGRAM, stopping program
execution.

\
04 02
\
./

Command
code

\ \
04 02
\ \

Command End code
code

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

12-4-7 CONTROLLER DATA READ: 05 01

Command Format

Response Format

Parameters

Reads the model of the PLC.

\
05 01
\

./

Command
code

I 7
05 01 40 bytes]
| [
Command End code PLC
code model

PLC model (response)

The model is returned in not more than 40 bytes in ASCII (i.e., 40 ASCII char-
acters). If the model or version requires less than 40 characters, spaces will
be inserted to fill the remainder.

The following stings will be returned.
C250

C500

C120/C50

C250F

C500F

C120F

C2000

C1000H
C2000H/CQM1/CPM1/CPM1A/SRM1
C20H/C28H/C40H/C200H/C200HS/C200HX/HG/HE
C1000HF

CV500

CV1000

CV2000
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CS1

CJ1

CVM1-CPUO1
CVM1-CPU11
CVM1-CPU21
SYSMAC WAY PLC-

The last string will be returned for all PLCs not listed above.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

12-4-8 CONTROLLER STATUS READ: 06 01

Reads the operating status of the controller.

Command Format

\
06 01
\
./

Command
code

Response Format

I I I I I I
06 01 16 bytes ]
| | | | | [ R

Fatal error Non-fatal Current Error
data errordata  FAL/FALS No. message

Command End code {
code

Status Mode

Parameters Refer to the FINS Commands Reference Manual (W227) for details on param-
eters.

Fatal error data (response)
Only the following fatal error data is supported.

FALS error

Program error (no END instruction)
I/0O bus error

JMP error

Memory error

I/O setting error

I/0O point overflow

Non-fatal error data (response)

Only the following non-fatal error data is supported.
FAL error
Battery error

Cycle time over
I/O verification error

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

12-4-9 LOOPBACK TEST: 08 01

Executes a loopback test with the specified node (i.e., the CPU Unit or Host
Link Unit).
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Command Format

Response Format

Parameters

08 01 122 bytes max.
| | Lo
Command Test data
code (ASCII)
I I I r T T
08 01 122 bytes max.
| | | L
Command End code Test data
code (ASCII)

Test data (command and response)

In the command block, designate the data to be transmitted to a specified
node. Up to 122 bytes of data can be designated. In the response block, the
test data from the command block will be returned as it is. If the test data in
the response block is different from that in the command block, an error has
occurred.

An error will occur if the test data is not ASCII.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

12-4-10 FILE MEMORY INDEX READ: 22 OF

Command Block

Response Block

Parameters

Reads the File Memory index for the specified number of blocks from the
specified beginning block number. This command is valid for the C1000H,
C1000HF, and C2000H only.

\ \
22 OF
\ \

Command Beginning

code block
number Number of blocks

I I I 17 17 1 71
22 OF
| | | I O O R S
o P
Command Endcode Number of Total number Type \ Control data \ Control data
code blocks of blocks
remaining Data type Data type
| |
For 1 block -~~~ For 1 block

Refer to the FINS Commands Reference Manual (W227) for details on param-
eters.

Beginning block humber (command)
The first block can be 0000 to 07CF (0 to 1999 decimal);

Number of blocks (command)
The number of blocks can be 01 to 80 (0 to 128 decimal).
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Number of blocks remaining (response)

The number of blocks not to be read can be 0000 to 07DO0 (0 to 2,000 deci-
mal).

Total number of blocks (response)

The total number of blocks in File Memory can be 0000, 03E8, or 07D0 (O,
1,000, or 2,000 in decimal, respectively).

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

12-4-11 FILE MEMORY READ: 22 10

Command Block

Response Block

Parameters

Reads the contents of the specified File Memory block. This command is valid
for the C1000H, C1000HF, and C2000H only.

\ \
22 10
\ \

Command Block
code number

I I
22 10 256 bytes

Control  pat
Command End code data ata

code Data type

Refer to the FINS Commands Reference Manual (W227) for details on param-
eters.

Block number (command)

The File Memory block to read can be between 0000 and 07CF (0 and
1,999 decimal).

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

12-4-12 FILE MEMORY WRITE:22 11

Command Block

226

Writes the specified contents to the specified File Memory block. This com-
mand is valid for the C1000H, C1000HF, and C2000H only.

I I
22 ‘ 1 | 256 bytes
\ / [ """" /
Command Block number Data
code Control data
Data type
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Response Block

Parameters

\ \
22 11
\ \

Command End code
code

Refer to the FINS Commands Reference Manual (W227) for details on param-
eters.

Block number (command)

The File Memory block to write can be between 0000 and 07CF (0 and 1,999
decimal).

Data (command)

Specify the contents for the specified File Memory block using 256 bytes (128
words).

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

12-4-13 FORCED SET/RESET: 23 01

Command Format

Response Format

Parameters

Force-sets (ON) or force-resets (OFF) bits/flags. Bits/flags that are forced ON
or OFF will remain ON or OFF and cannot be written to until the forced status
is released.

\ \ \ \ \

23 01 00 01
\ \ \ \ \

./

Command No. of Set/reset Bit/flag
code bits/flags  designation
Memory area code

\ \
23 01
\ \

Command End code
code

Refer to the FINS Commands Reference Manual (W227) for details on param-
eters.

Number of bits/flags (command)
The number of bits/flags to be set/reset is always 0001.

Set/reset designation (command)
Specify the action to be taken for the bit/flag.

Value (hex) Name Operation
0000 Forced reset | Turns OFF (0) the bit/flag and places it in forced status.
0001 Forced set Turns ON (1) the bit/flag and places it in forced status.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.
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12-4-14 FORCED SET/RESET CANCEL: 23 02
Cancels all bits (flags) that have been forced ON or forced OFF.

Command Format

23 02
\

A —

Command
code

Response Format

\ \
23 02
\ \

Command End code
code

Parameters Refer to the to the FINS Commands Reference Manual (W227) for details on
end codes.

12-4-15 FINS Commands for the SYSWAY CV Protocol

Refer to the FINS Commands Reference Manual (W227) for details on FINS
commands for the SYSWAY CV protocol.

Note The maximum data length (from the beginning of the command code to the
end of the text) is 542 bytes.

12-4-16 FINS Commands for the CompoWay/F Protocol

The commands that can be used depend on the CompoWay/F component.
Refer to the operation manuals for the components.

Conversion between FINS and CompoWay/F

Normal Conversion The Open Network Controller converts all FINS commands to text to create
CompoWay/F frames. The responses from CompoWay/F devices are then
converted to FINS responses. An example is shown below.

FINS command: 0x0101800000000001

CompoWay/F: 0x30313031383030303030303030303031
(“0101800000000001” in ASCII)

Here, only the FINS-mini command text portion is shown.

The conversion methods for LOOPBACK TEST (08 01) and TEXT STRING
WRITE (41 02), however, are different.

LOOPBACK TEST (08 01) Only the command code (08 01) is converted to ASCII and the rest of the data
Conversion is placed in the CompoWay/F frame without conversion (i.e., as binary data).
FINS command: 0x08011234567890
CompoWay/F: 0x303830311234567890
(“0801” in ASCII followed by 1234567890)
Here, only the FINS-mini command text portion is shown.

TEXT STRING WRITE Only the command code (41 02), beginning write address (2 bytes), and the
(41 02) Conversion number of elements (2 bytes) are converted to ASCII and the rest of the data
is placed in the CompoWay/F frame without conversion (i.e., as binary data).

FINS command: 0x4102000000011234567890
CompoWay/F: 0x3431303230303030303030311234567890
(“410200000001” in ASCII followed by 1234567890)

Here, only the FINS-mini command text portion is shown.
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12-5 FINS Commands Addressed to the ID Controller

This section describes the uses of FINS commands that can be addressed to
the ID Controller.

12-5-1 FINS Commands

The following FINS commands can be addressed to the ID Controller.

Command code Name
01 01 MEMORY AREA READ
0102 MEMORY AREA WRITE
02 02 DATA MANAGEMENT COMMAND EXECUTE

Checks Data Carrier memory or manages the number of
times memory (EEPROM) has been rewritten.

04 02 AUTO COMMAND PROCESSING CANCEL

08 01 LOOPBACK TEST

0B 01 ABORT

3225 IgugrgNTROLLER COMMUNICATIONS COMMAND EXE-

12-5-2 List of ID Controller Communications Commands

The following table lists the supported ID Controller communications com-

mands.

ID Name FINS command | Addressable
command range
RD READ 0x0101, 0x3225 | 0000 to 1FFF
WT WRITE 0x0102, 0x3225 | 0002 to 1FFF
AR AUTO READ 0x3225, 0x0101 | 0000 to 1FFF
AW AUTO WRITE 0x3225, 0x0102 | 0002 to 1FFF
PR POLLING AUTO READ 0x3225 0000 to 1FFF
PW POLLING AUTO WRITE 0x3225 0002 to 1FFF
AA AUTO COMMAND PROCESSING |0x0402, 0x3225 | ---

CANCEL
MD DATA MANAGEMENT COMMAND | 0x0202, 0x3225 | ---
TS TEST 0x0801, 0x3225 |---
) V4 ABORT 0x0B01
IC RESPONSE TO UNDEFINED Response (04
COMMAND 01)

12-5-3 MEMORY AREA READ: 01 01

Reads the contents of the specified number of consecutive memory area
words starting from the specified word.

Command Format

I I I
01 01 00
\ \ \
Command Beginning word Size
code

Memory area code
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Response Format

Parameters

\ \ \ \
01 01
\ \ \ L | \

Command End code Data (Number of items)
code

Memory area code, beginning word, size (command)

The memory area code is always 40. Specify the beginning word (bits are
always 00) of the data to read, and the number of bytes (between 0001 and
0080) to read.

The FINS commands will be converted to ID Controller commands, as shown
in the following table.

Non_Block=0
FINS command ID command
Memory | Address |Bit Size Header |Code Begin- Read
area (bytes) ning bytes
code word
40 0000to |Always |0001to |RD H 0000to |00 to 80
1FFF 00 0080 1FFF
Non_Block=1
FINS command ID command
Memory | Address |Bit Size Header |Code Begin- Read
area (bytes) ning bytes
code word
40 0000to |Always |[0001to |AR H 0000 to |00 to 80
1FFF 00 0080 1FFF

Data (response)

The data from the specified memory area is returned in sequence starting
from the beginning word.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

12-5-4 MEMORY AREA WRITE: 01 02

Command Format

Response Format
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Writes the contents of the specified number of consecutive memory area
words starting from the specified word.

I I I
01 02 00 Variable bytes
\ \ [ B

Y 'y

Command Size Data

code
Memory area code Write Bit position

Beginning word

Command End code
code
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Parameters Memory area code, beginning word, size (command)

The memory area code is always 40. Specify the beginning word (bits are
always 00) of the data to be read, and the number of bytes (between 0001
and 0080) to be read.

The FINS commands will be converted to ID Controller commands, as shown
in the following table.

Non_Block=0
FINS command ID command
Memory | Address |Bit Size Header |Code Beginning word
area (bytes)
code
40 0002to |Always |[0001to |WT H 0002 to 1FFF
1FFF 00 0080
Non_Block=1
FINS command ID command
Memory | Address |Bit Size Header |Code Beginning word
area (bytes)
code
40 0002to |Always |[0001to |AW H 0002 to 1FFF
1FFF 00 0080

Data (command)

The data to be written to the specified memory area is provided in sequence
starting from the beginning word.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

12-5-5 DATA MANAGEMENT COMMAND EXECUTE

Checks Data Carrier memory or manages the number of times memory
(EEPROM) has been rewritten.

Command Format

I I I I

02 02
| | | |

A —
Command Check No. of check No. of refresh
code block/area block bytes intervals
Parameter beginning
type
Response Format

I I

02 02
| |

Command End code
code

Parameters Parameter type (command)
Specify the function according to the type of parameter used.
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Note

Check block beginning word, number of check block bytes, data

(command)

Specify the beginning word (first word) of the check block, and the number of
check block or data bytes.

Parameter Function Check block No. of check | No. of refresh
type beginning block bytes intervals
word
01 C 0000 to FFFD | 0001 to 0100 | Always 0000
02 K 0000 to FFFD | 0001 to 0100 | Always 0000

1. If the parameter type is set to 01 or 02, and the number of check block
bytes is set to 0100, the ID Controller management data will be 00 (256

bytes).

2. For details on the functions, refer to the ID Controller Operation Manual.

Parameter
type

Function

Area
beginning
word

No. of check
block bytes

No. of refresh
intervals

03

U0 to
QOts,
HJOors to
HOOOD

Always 0000

0000 to 00FF

04

UOOMo to
LO00s,
HJOoes to
HOOOD

Always 0000

0000 to 00FF

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end

codes.

12-5-6 AUTO COMMAND PROCESSING CANCEL: 04 02

Cancels the auto command (AUTO READ or AUTO WRITE) that is waiting for
a response during auto command processing, and restores the command

Command Format

Response Format

Parameters

232

wait state.

\
04 02
\

A —
Command
code

\
04 02
\

Command
code

End code

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end

codes.
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12-5-7 LOOPBACK TEST: 08 01

Executes a loopback test with ID Controller.

Command Format

\ \ \
08 01 131 bytes max.
\ \ \

Command Test data
code

Response Format

\ \ \ 7 \ \
08 01 131 bytes max.
\ \ \ \ \ \

Command End code Test data
code

Parameters Test data (command and response)

In the command block, designate the data to be transmitted to the ID Control-
ler. The response block returns the same test data from the command block. If
the test data in the response block is different from that in the command block,
an error has occurred.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

12-5-8 ABORT: 0B 01

Restores the ID Controller to command wait state when a response is not
returned from the ID Controller due to a problem in host or local communica-

tions.
Command Format
\
0B 01
\
| W
Command
code
Response Format No response is returned.

12-5-9 ID CONTROLLER COMMUNICATIONS COMMAND
EXECUTE: 32 25

Executes the POLLING AUTO commands and other ID Controller communi-
cations commands.

Command Format

32 25 @toR
L0

Command  UUID (16 bytes) DisplD (4 bytes) Parameter
code
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Response Format

Parameters

I r——r 7100
32 25 16 bytes 4 bytes 4 bytes @toR
\ O RN SN
Command End code UuID DispID Always 0 Response
code for command

Parameter (command)

Specify the ID Controller command to be executed. Refer to the ID Controller
Operation Manual for details on commands.

UUID (command, response)
The ID Controller ID is always 012A84878AA411d3B7820000F4909DE4.

DisplID (command, response)
Always 00000004.

Response for command (response)
The response for the ID Controller command is returned.

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.

12-5-10 FINS End Codes for the ID Controller

The following table lists the FINS end codes for ID Controllers.

Type ID end FINS Meaning
code MRC SRC ID Controller FINS
During 00 00 00 Normal end code Normal end
gotreTae;ilon 7B 00 7B Low battery voltage warning (Undefined)
P 74 00 74 Command received, data carrier not | (Undefined)
close
75 00 75 Command auto processing canceled | (Undefined)
76 00 76 Command auto processing canceled | (Undefined)
Errorin |10 03 01 Parity error Communications controller error
ﬁﬁ:n;trig%-s 11 03 01 Framing error Communications controller error
with host |12 03 01 Overrun error Communications controller error
computer |13 03 01 FCS error, horizontal parity error Communications controller error
14 10 04 Command input error Command format error
18 10 01 Frame length maximum error Command too long
Local 70 02 06 Data carrier communications error (Undefined)
commu- | 74 20 07 Mismatch error Verification error
nications ; " :
errors 72 23 01 Data carrier not present No file device
7A 11 04 Address to high Address out of range
7C 03 01 R/W Head not connected Communications controller error
7D 21 01 Write protect error Read only
Data car- |75 00 75 Normal end code returned (with no | (Undefined)
rier error) after data check command or
MDL command was executed
76 00 76 Error code returned after data check | (Undefined)
command or MDL command was
executed
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Type ID end FINS Meaning
code MRC SRC ID Controller FINS
System |90 40 01 Power disconnection during com- Out of service
errors mand processing
91 40 01 Power disconnection during write Out of service
processing
92 03 01 CPU error Communications controller error
93 03 01 Memory error Communications controller error

12-6 FINS Commands Addressed to TP700 Productivity
Monitors

This section describes how to use FINS commands that can be addressed to
the TP700 Productivity Monitor.

12-6-1 FINS Commands

The following FINS command can be addressed to the ID Controllers that
support the TP700 Productivity Monitor.

Command code Name
01 01 MEMORY AREA READ

12-6-2 List of TP700 Communications Commands

FINS Memory Function/measurement Requested
command | area code data type
01 01 40 All measured values 0
41 Non-programmable total power 1
42 Programmable total power 2
43 Instantaneous power 3
44 Instantaneous voltage 4
45 Instantaneous current 5
46 Power factor and instantaneous current |6

Note Refer to the TP700 Productivity Monitor Operation Manual for details on the
functions/measured values, and requested data types.

12-6-3 MEMORY AREA READ: 01 01

Reads the contents of the specified number of consecutive words starting
from the specified word.

Command Format

\ \ \
01 01 00 00 | OO
\ \ \

A — A —
Command Size
code

Memory area code
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Response Format

Parameters

236

Note

\ \ \ \
01 01
\ \ \ \ | \

Command End code Data (Number of items)
code

Memory area code, size (command)

Specify the requested data type (0 to 6) in the memory area code (the setting
range is between 40 and 46; refer to the following table). Specify the number
of bytes to be read according to the size of the requested data (refer to the fol-
lowing table).

The FINS commands will be converted to Productivity Monitor commands, as
shown in the following table.

FINS command TP700 command
Memory Size Requested Function/measurement

area code data code

40 002E/0030 |0 All measured values
(See note 1.)

41 0005 1 Non-programmable total power

42 000A 2 Programmable total power

43 0009 3 Instantaneous power

44 0008 4 Instantaneous voltage

45 0008 5 Instantaneous current

46 0006/0008 |6 Power factor and instantaneous current
(See note 1.)

These byte sizes are for TP700-BLILIL11/TP700-BLILILI2 Productivity Moni-
tors, respectively.

Data (response)

The TP700 response data is converted to FINS response data and returned,
as follows:

The TP_mode setting in FgwQnxHIk.ini determines whether the FINS
response data is ASCII or BCD.

TP_mode=0: ASCII
TP_mode=1: BCD

M Requested Data Type=0

All data is returned, except for data with the requested data type 0. The details
of data conversion are provided below.

M Requested Data Type=1

Display: CITCICTIkWh (5-digit display)
TP700 response (ASCII): 5 bytes

X1 X2 X3 X4 Xs

Data range: 00000 to 99999 [kWh]
FINS response (binary): 5 bytes
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TP_mode=0

XX | XX | XX | XX | XX

Data range: 30 30 30 30 30 to 39 39 39 39 39
TP_mode=1

X1X2 | X3X4| Xs0 | 00 00

Data range: 00 00 00 00 00 to 99 99 90 00 00

B Requested Data Type=2
Display: LIOOOWhA + CICCOOW (5-digit display + 5-digit display)
TP700 response (ASCII): 10 bytes

X1 X2 X3 X4 Xs X6 X7 X8 X9 | X1o

Data range: 0000000000 to 9999999999 [Wh]
FINS response (binary): 10 bytes
TP_mode=0

XX | XX [ XX | XX [ XX | XX | XX | XX | XX | XX

Data range: 30 30 30 30 30 30 30 30 30 30 to 39 39 39 39 39 39 39 39 39
39
TP_mode=1

X1X2 | X3X4 | X5X6 | X7X8 |[X9X10| 00 00 00 00 00

Data range: 00 00 00 00 00 00 00 00 00 00 to 99 99 99 99 99 00 00 00 00
00

B Requested Data Type=3
Display contents: [ JLILL.LIWh to =L ILILILIkWh (4 valid digits).

TP700 response (ASCII): 9 bytes

+ X1 . X2 X3 X4 E + X5

Data range: -9.999E+6 to 9.999E+6 (-9999000 to 9999000) [Wh]
Minimum resolution: 0.1 W

FINS response (binary): 9 bytes
TP_mode=0

2B/2D| XX | 2E | XX | XX | XX [ 45 | 2B | XX

Data range: 2D 39 2E 39 39 39 45 2B 39 to 2B 39 2E 39 39 39 45 2B 39
TP_mode=1

0X1/8X1| X2X3| X4Xs| 00 | 00 | 00 [ 00 | OO | OO

Data range: 89 99 96 00 00 00 00 00 00 to 09 99 96 00 00 00 00 00 00

First byte: Uppermost bit OFF + (positive)
Uppermost bit ON + (negative)
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B Requested Data Type=4
Display: [CTICLEIV to CICICICIKV (4 valid digits)
TP700 response (ASCII): 8 bytes

X1 . X2 X3 Xa E + X5

Data range: 0.000E+2 to 9.999E+6 (000.0 to 9999000) [V]
Minimum resolution: 0.1 V

FINS response (binary): 8 bytes
TP_mode=0

XX | 2E | XX | XX | XX | 45 | 2B | XX

Data range: 30 2E 30 30 30 45 2B 32 to 39 2E 39 39 39 45 2B 36
TP_mode=1

X1X2|X3X4| Xs0 | 00 | 00 | 00 [ OO | OO

Data range: 00 00 20 00 00 00 00 00 to 99 99 60 00 00 00 00 00

M Requested Data Type=5
Display: [1.LICICIA to CICICICIKA (4 valid digits)
TP700 response (ASCII): 8 bytes

X1 . X2 X3 X4 E + Xs

Data range: 0.000E+1 to 9.999E+3 (0.000 to 9999) [A]
Minimum resolution: 0.001 A

FINS response (binary): 8 bytes
TP_mode=0

XX | 2E | XX | XX | XX | 45 | 2B | XX

Data range: 30 2E 30 30 30 45 2B 31 to 09 2E 39 39 39 45 2B 33
TP_mode=1

X1X2|X3X4| Xs0 | 00 | 00 | 00 [ OO | OO

Data range: 00 00 00 00 00 00 00 00 to 99 99 90 00 00 00 00 00

B Requested Data Type=6 (TP700-B[ I 1 11)
Display: GLIL.LCICIC] to 1.000 to DULLOICIC] (4 valid digits)
TP700 response (ASCII): 6 bytes

D/G | X1 . X2 X3 Xa

Data range: D0.000 to D9.999
G0.000 to G9.999

FINS response (binary): 6 bytes
TP_mode=0

44/47) XX | 2E | XX | XX | XX

Data range: 44 30 2E 30 30 30 to 44 39 2E 39 39 39
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TP_mode=1

44/47| X1X2|X3X4| 00 | 00 | 00

Data range: 47 30 2E 30 30 30 to 44 39 2E 39 39 39

B Requested Data Type=6 (TP700-Bl ][ Il 12)
Display: [1.OICICT A to C1L.OICICT kA (4 valid digits)
TP700 response (ASCII): 8 bytes

X1 . X2 X3 Xa E + X5

Data range: 0.000E+1 to 9.999E+3 (0.000 to 9999) [A]
Minimum resolution: 0.001 A

FINS response (binary): 8 bytes
TP_mode=0

XX | 2E | XX | XX | XX | 45 | 2B | XX

Data range: 30 2E 30 30 30 45 2B 31 to 39 2E 39 39 39 45 2B 33
TP_mode=1

X1X2|X3X4]| Xs0 | 00 | 00 | 00 [ OO | OO

Data range: 00 00 10 00 00 00 00 00 to 99 99 30 00 00 00 00 00

12-6-4 List of End Codes for the TP700 Productivity Monitor

The only FINS end codes for the TP700 Productivity Monitor are 0x0000 (nor-
mal end) and 0x0205 (response timeout). A communications error will occur
when a normal response is not received within 300 ms, and 0x0205
(response timeout) will be returned.

12-7 FINS Commands Addressed to TP710 Productivity
Monitor

This section explains the FINS commands that can be addressed to the
TP710 Productivity Monitor.

12-7-1 FINS Commands

The following FINS command can be addressed to the ID Controllers that
support the TP710 Productivity Monitor.

Command code Name
01 01 MEMORY AREA READ
0102 MEMORY AREA WRITE

12-7-2 List of TP710 Communications Commands

FINS command Function Processing
0101 A Measuring item (category A)
01 01 B Statistical item (category B)
01 01,0102 C Setting item (category C)
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FINS command Function Processing
0101, 0102 D User data (category D)
01 01,0102 E User control data (category E)

Note For details on functions and processing, refer to the TP710 Operation Manual.

12-7-3 MEMORY AREA READ: 01 01

Reads the contents of the specified number of consecutive words starting
from the specified word in memory.

Command Format

I I I
01 01 00
| | |
A — * A — A —
Command Address Size
code

Memory area code

Response format

\ \ \ T \ \
01 o1
\ \ \ L \ \
Command End code Data (Number of items)
code
Parameters Memory area code, beginning word, size (command)

Specify the category (A to E) in the memory area code (40 to 44). Set the
address to begin reading data (this actually sets the data number from 0 to 9.)
Specify the number of bytes to be read, according to the category and data.
Refer to the following table for details.

The FINS commands will be converted to Productivity Monitor AP commands,
as shown in the following table.

Note The AP command column in the following table indicates (left to right) R/W,
category, and Data number.

Memory | Address Size AP Measurement/Function
area command
code
40 0000 003A RAO Simultaneous transfer (Wh, P, V, I, Q, 1)
40 0040 0008 RA1 Integral power amount Wh
40 0050 000A RA2 Power P
40 0060 000A RA3 Voltage Vrms
40 0070 000A RA4 Current Irms
40 0080 000A RA5 Unavailable power Q
40 0090 000A RA8 Total wave distrortion ration T
40 00AO 0014 RA9 P&Q
41 0000 002D RBO Time T + average power P + Time T + average voltage V + Time T
+ average current |
41 0030 002D RB1 Time Tp + minimum power P + Time Tv + minimum voltage V +
Time Ti + minimum current |
41 0060 002D RB2 Time Tp + maximum power P + Time Tv + maximum voltage V +
Time Ti + maximum current |
42 0000 0008 RCO PT ratio
42 0010 0008 RCA1 CT ratio
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Memory | Address Size AP Measurement/Function
area command
code

42 0020 0008 RC2 Pulse width

42 0030 0008 RC3 Pulse weight

43 0000 0008 RDO User settings

43 0010 0008 RD1

43 0020 0008 RD2

43 0030 0008 RD3

43 0040 0008 RD4

43 0050 0008 RD5

43 0060 0008 RD6

43 0070 0008 RD7

43 0080 0008 RD8

43 0090 0008 RD9

44 0000 0001 REO Integration start

44 0010 0001 RE1 Statistical reset

44 0020 0001 RE2 Remote reset

44 0030 0001 RE3 Wh initialization

44 0040 0001 RE4 Error status 1

44 0050 0001 RES5 Error status 2

44 0060 0001 RE6 Error counter 2
Data (response)
The TP710 response data is converted to FINS response data and returned,
as follows:
The TP_mode setting in FgwQnxHIk.ini determines whether the FINS
response data is ASCII or BCD.
TP_mode=0: ASCII
TP_mode=1: BCD

Category A

M Data Number=0

All the data from data number 1 to 9 is returned. The conversion details are

shown below.

B Data Number=1
TP710 response (ASCII): 8 bytes

X1 X2 X3 X4 Xs X6 X7

X8

FINS response (binary): 8 bytes
TP_mode=0

XX | XX | XX | XX | XX | XX

XX | XX

Data range: 30 30 30 30 30 30 30 30 to 39 39 39 39 39 39 39 39

TP_mode=1

X1X2 | X3X4 [ X5Xe | X7X8| 00 00

00 | 00

Data range: 99 99 99 99 00 00 00 00 to 99 99 99 99 00 00 00 00
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B Data Number=2, 3, 4,5, 8
TP710 response (ASCII): 10 bytes

+ X1 . X2 X3 Xa Xs E X6

H+

FINS response (binary): 10 bytes
TP_mode=0

2B/2D| XX | 2E | XX | XX | XX | XX | 45 [2B/2D| XX

Data range: 2D 39 2E 39 39 39 39 45 2D 39 to 2B 39 2E 39 39 39 39 45
2B 39

TP_mode=1

0X1/8Xt| X2X3| X4Xs5 |0Xs/8Xs] 00 | 00 | 00 | 00 | OO | 0O

Data range: 99 99 99 99 00 00 00 00 to 99 99 99 99 00 00 00 00
First byte: Highest bit OFF + (positive)

Highest bit ON - (negative)

Fourth byte: Highest bit OFF + (positive)

Highest bit ON - (negative)

B Data Number=9
TP710 response (ASCII): 20 bytes

+

X3 X4 Xs E + Xe X7 X9 | X10 | X11 E X12

‘Xs

FINS response (binary): 20 bytes
TP_mode=0

2B/2D| XX | 2E | XX | XX | XX | XX | 45 [2B/2D| XX

2B/2D| XX | 2E | XX [ XX | XX [ XX | 45 [2B/2D| XX

TP_mode=1

0X1/8X1| X2X3 | X4X5 |0X6/8X6[0X7/8X7| XeXo |X10X11|0X12/8X12] 00 00

00 | OO | OO | OO [ OO | OO [ OO | OO | OO | 0O

First byte: Highest bit OFF + (positive)
Highest bit ON — (negative)
Fourth byte: Highest bit OFF + (positive)
Highest bit ON — (negative)
Fifth byte: Highest bit OFF + (positive)
Highest bit ON — (negative)
Eighth byte: Highest bit OFF + (positive)
Highest bit ON — (negative)
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Category B

B Data Number=0, 1, 2
TP710 response (ASCII): 45 bytes

X1 X2 X3 Xa Xs + Xe . X7 X8 X9 | Xi10 E + X11
X12 | X13 | X14 | Xi15 | X16 + X17 . X1g | X19 | X20 | X21 E + X22
X23 | Xo4 | Xo5 | Xo6 | Xo7 + X28 . X29 | X30 | X31 | X32 E + X33

FINS response (binary): 45 bytes
TP_mode=0

XX | XX | XX | XX [ XX [2B/2D| XX | 2E [ XX | XX

XX | XX | 45 [2B/2D[ XX | XX [ XX | XX [ XX | XX

2B/2D| XX | 2E | XX | XX | XX [ XX | 45 |2B/2D| XX

XX | XX | XX | XX | XX |2B/2D| XX | 2E | XX | XX

XX | XX | 45 |2B/2D| XX

TP_mode=1

X1X2 | X3X4 | X50/X58| XeX7 | X8Xo [X100/X108 X11X12 | X13X14 | X15X16|0X17/8X17

X18X19| X20X21|0X22/8X22| X23X24 | X25X26 | X270/X278| X28)X29 | X30X31 |X320/X328| X330

00 | OO [ OO | OO | OO | OO | OO | OO [ OO | OO

00 | OO [ OO | OO | OO | OO | OO | OO [ OO | OO

00 | 00 | OO | OO | OO

Third byte: Lowest bit OFF  + (positive)
Lowest bit ON — (negative)
Sixth byte: Lowest bit OFF  + (positive)
Lowest bit ON — (negative)
Tenth byte: Highest bit OFF  + (positive)

Highest bit ON  — (negative)
Thirteenth byte: Highest bit OFF + (positive)
Highest bit ON  — (negative)
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Sixteenth byte: Lowest bit OFF + (positive)
Lowest bit ON — (negative)

Nineteenth byte: Lowest bit OFF + (positive)
Lowest bit ON — (negative)

Category C
B Data Number=0
TP710 command write (ASCII): 8 bytes

X1 X2 X3 X4 Xs X6 P T

FINS command (binary): 8 bytes
TP_mode=0

XX | XX | XX | XX | XX | XX [ 50 | 54

TP_mode=1

X1X2 | X3X4|XsXe| 00 | 00 | 00 | 00O | 0O

TP710 response (ASCII): 8 bytes

X1 X2 X3 Xa Xs X6 P T

FINS response (binary): 8 bytes
TP_mode=0

XX | XX | XX | XX | XX | XX [ 50 | 54

TP_mode=1

X1X2 | X3X4 | XsXe | 00 00 00 00 00

B Data Number=1
TP710 command write (ASCII): 8 bytes

X1 X2 X3 X4 | X5 | Xe C T

FINS command (binary): 8 bytes
TP_mode=0

XX | XX | XX | XX | XX | XX | 43 | 54

TP_mode=1

X1X2 | X3X4|XsXe| 00 | 00 | 00 [ OO | OO

TP710 response (ASCII): 8 bytes

X1 X2 X3 Xa | Xs X6 C T

FINS response (binary): 8 bytes
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TP_mode=0

XX | XX | XX | XX | XX | XX | 43 | 54

TP_mode=1

XiX2 | XaX4|XsXe| 00 | 00 | 00 | 00 | 00

H Data Number=2

TP710 command write (ASCII): 8 bytes

X1 Xo | X3 | X4 | Xs | Xe M S
FINS command (binary): 8 bytes

TP_mode=0

XX | XX | XX | XX | XX | XX | 4D | 53

TP_mode=1

X1X2|X3X4|XsXs| 00 | 00 | 00 | 00 | 00
TP710 response (ASCII): 8 bytes

Xt | X2 | Xa | X4 | Xs | Xe | M | S
FINS response (binary): 8 bytes

TP_mode=0

XX | XX | XX | XX | XX | XX | 4D | 53

TP_mode=1

XiX2 | XaX4|XsXe| 00 | 00 | 00 | 00 | 00

B Data Number=3

TP710 command write (ASCII): 8 bytes

X1 X2 | X3 | X4 | X5 | Xe W H
FINS command (binary): 8 bytes

TP_mode=0

XX | XX | XX | XX | XX | XX | 57 | 48

TP_mode=1

X1X2|X3X4|XsXs| 00 | 00 | 00 | 00 | 0O
TP710 response (ASCII): 8 bytes

Xi | X2 | Xa | X4 | Xs | Xe | W | H

FINS response (binary): 8 bytes
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TP_mode=0

XX | XX | XX | XX | XX | XX | 57 | 48

TP_mode=1

X1X2 | X3X4 | XsXe | 00 00 00 00 00

Category D
B Data Number=0 to 9
TP710 command write (ASCII): 8 bytes
Xi | X2 | Xa | Xa | Xs | X6 | X7 | Xs
FINS command (binary): 8 bytes
TP_mode=0
XX | XX | XX | XX | XX | XX | XX | XX
TP_mode=1 (only for ASCIl numbers)
X1X2 | XaXa | XsXe | X7Xs| 00 | 00 | 00 | 00
TP710 response (ASCII): 8 bytes
X1 | X2 | Xa | X4 | Xs | X6 | X7 | Xs
FINS response (binary): 8 bytes
TP_mode=0
XX | XX | XX | XX | XX | XX | XX | XX
TP_mode=1 (only for ASCII numbers)
X1X2 | XaX4 [ XsXe | X7Xs| 00 | 00 | 00 | 00
Category E

B Data Number=0to 6
TP710 command write (hexadecimal): 1 byte

X1X2

FINS command (binary): 1 byte
TP_mode=0, 1

X1X2

TP710 response (hexadecimal): 1 byte

X1X2
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FINS response (binary): 2 bytes (1 word)
TP_mode=0, 1

X1X2

12-7-4 MEMORY AREA WRITE: 01 02

Writes the contents of the specified number of consecutive memory area
words starting from the specified word.

Command Format

I I I I I [ I
01 02 Always
\ \ 00 \ \ L | \
A — [ A ——
Command Address Size Data

Memory area code

Response Format

\ \
01 02
\ \

Command End code
code

Parameters Memory area code, address, size (command)

Specify the category (C to E) in the memory area code (42 to 44). Set the
address to begin reading data (this actually sets the data number from 0 to 9.)
Specify the number of bytes to be read, according to the category and data.
Refer to the following table for details.

The FINS commands will be converted to Productivity Monitor AP commands,
as shown in the following table.

Note The AP command column in the following table indicates (left to right) R/W,
category, and data number. Refer to the TP710 Productivity Monitor Opera-
tion Manual for details on AP commands.

Memory area Address Size AP command | Measurement/
code Function
42 0000 0008 WCO PT ratio
42 0010 0008 WCH CT ratio
42 0020 0008 WGC2 Pulse width
42 0030 0008 WC3 Pulse weight
43 0000 0008 WDO User settings
43 0010 0008 WD1
43 0020 0008 WD2
43 0030 0008 WD3
43 0040 0008 WD4
43 0050 0008 WD5
43 0060 0008 WD6
43 0070 0008 WD7
43 0080 0008 WD8
43 0090 0008 WD9
44 0000 0001 WEO Integration start
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Memory area Address Size AP command | Measurement/
code Function

44 0010 0001 WE1 Statistical reset
44 0020 0001 WE2 Remote reset
44 0030 0001 WE3 Wh initialization
44 0040 0001 WE4 Error status 1
44 0050 0001 WE5 Error status 2
44 0060 0001 WE6 Error counter 2

12-7-5 CONTROLLER STATUS READ: 06 01
Reads the Controller status (TP710 status).

Command Format

\
06 01
\

| —
Command
code

Response Format

I I I I I I
06 01 04 | 00 00 00 | 00 00 | 00 00 |16bytes M
! ! ! ! ! !

Command End code
code

Fatal error Non-fatal Message Current  Error message
data error data yes/no FAL/FALS No.

Operating status  Operating mode

Note The mode is always 04 (RUN mode). The stop error data, message yes/no,
current FAL/FALS No., and error message are all always O.

Parameters Operating status (response)
00: Measurement stopped
01: Measuring

Non-fatal error data (response)

The TP710 status is returned in the highest byte of the non-fatal error data
response. The meaning of each bit is shown in the following table.

First byte Second byte
Bit 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
| [ [ [ [ 11 [ofo[o]ofofo]o]o]

Bit Meaning

15 Invalid command

14 Trouble

13 Setting error

12 Range other than P, V, |
exceeded

11 | (practical current) range
exceeded

10 V (practical voltage) range
exceeded
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Bit Meaning
9 P (practical power) range
exceeded
8 Measurement stopped

12-7-6 FINS End Codes for the TP710 Productivity Monitor

The FINS end codes for the TP710 Productivity Monitor are described here.
The error responses for the TP710 commands return the TP710 status in the
AP command status of the frame configuration. Multiple bits may be ON, so
the FINS error response is provided with a priority level.

To obtain more details, use CONTROLLER STATUS READ (0x0601).

The TP710 status information is shown below.

The meaning of the TP710 status indicated in each bit that is returned is as

follows (binary):

b7 b6 b5 b4 b3 b2 b1 b0
CMD_E |TROU- |[VAL_ER |OVR I_OVR |V_OVR |P_OVR |NO_P
RR BLE R
b7: Invalid command
b6: Trouble
b5: Setting error
b4: Range exceeded other than P, V, |
b3: | (practical current) range exceeded
b2: V (practical voltage) range exceeded
b1: P (practical power) range exceeded
b0: Measurement stopped
Pri- Bit FINS response Meaning
ority | posi- [ "MRC [ SRC TP710 FINS
tion
High All O 00 00 Normal end code Normal end code
A b6 03 01 Trouble Communication Controller error
b0 22 02 Measurement stopped Stopped
b5 11 oC Setting error Parameter error
b4 11 oC Range other than P, V, | exceeded Parameter error
b3 11 oC | range exceeded Parameter error
b2 11 oC V range exceeded Parameter error
b1 11 oC P range exceeded Parameter error
v b7 04 01 Invalid command Undefined command
Low

If a normal response is not received within 300 ms, a communications error
occurs, and 0x0205 (response timeout) is returned.
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SECTION 13
Hsv_UNIT (PT Connection Service Network Provider)

This section describes the Hsv_UNIT PT connection service network provider (NP).

13-1 Hsv_UNIT (PT Connection SEIviCe) . . ..o oot 252
13-1-1 PT Connection ServiCe. . ... .....c.cueviinennnnnenenenen.. 252
13-1-2 Connectable PTs. ......... . i 252
13-1-3 Memory Areas for PTs .. ........ ... . i, 252

13-2 Connecting Cables for PT Connections .. ...............cocvivuvn.... 253

13-3 Setting the PT Connection Service . .. ..., 253
13-3-1 Setting Serial Ports . .. ... 253
13-3-2  Setting Startup Services . ... ...t 254
13-3-3 Hsv(PT Connection) . ...........uuiiiiuiiiiinnneann. 254
13-3-4 Hsv UNIT . ... ..o e 255
13-3-5 RUT .o e e 256
13-3-6  RUTUNIT . .. ... e 256
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13-1 Hsv_UNIT (PT Connection Service)

13-1-1 PT Connection Service

The Hsv_HOST provides a service to connect PT (Programmable Terminals)
to a COM port of the Open Network Connector (ONC). The Open Network
Controller operates as a Host Link Unit for a virtual PLC and provides data
memory (DM) and 1/0 memory (CIO) to the PT.

Ethernet

Open Network Controller Etheirnet

FinsGateway event memory (DM and CIO)

i i i

[AsV | [RsV | [ HSV |
[RuT ] [RUT] [RUT ]
[Ccomi] [com2]| |COwms |
----------- R8232C 777> Host Link mode
NT31 NT31 NT31
NT631 NT631 NT631

13-1-2 Connectable PTs

The following PTs can be connected to the Open Network Controller.
NT31C-ST141(B): Color STN, LCD model
NT31-ST121(B): Monochrome STN, LCD model
NT631C-ST141(B): Color TFT, LCD model
NT631C-ST151(B): Color STN, LCD model
NT631-ST211(B): High contrast, EL model

Other PTs are not supported and their operation may not be stable.
Host Link mode is the only communications method that is supported.

13-1-3 Memory Areas for PTs

Only the following two memory areas can be set for PTs.
DM Area
CIO Area

If other memory areas (such as the TIM or AR Area) are set, an error will
occur when communications are attempted. Refer to 13-3 Setting the PT Con-
nection Service for the setting method for each area.
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13-2 Connecting Cables for PT Connections

Connect the COM1, COM2, or COM3 port on the Open Network Controller to
port A on the PT, as shown in the following diagram.

Open Network

Controller PT
1 1
RD |2 2| SD
SD |3 3| RD
4 4| RS
SG |5 5| CsS
6 ’76
RS |7 7
CS |8— 8
9 9] SG
comn PORT A
com2
COM3

13-3 Setting the PT Connection Service

Note

An Hsvl ] and an RUTLI service must be set to use the PT connection service.
If more than one PT is to be connected, then an Hsv[ ] and an RUTLI service
must be set for each. Up to three PTs can be connected.

The Hsvl] and RUTL] must have the same number for the same connection.

For Hsv( 1, the PLC model code to be returned to the PT from the Open Net-
work Controller must be set. For the RUTL], the network number, node num-
ber, and communications settings for the COM port allocated to RUTL] must
be set.

The Hsvl] has a function that allows the Open Network Controller to emulate
a PLC. In other words, the Open Network Controller will appear to be a
CV1000, CS1-series, or other PLC from the device connected via a serial
connection. The RUTL], like the CLK, SLK, and other network providers, oper-
ates as an HLK driver within the Open Network Controller.

13-3-1 Setting Serial Ports

1,2,3...

To use the PT connection service, a COM port must be allocated to the
RUT_UNIT in the serial port settings. In the default settings, COM1 is allo-
cated to HLKO, COM2 is allocated to HLK1, COMS is allocated to HLK2, and
COM4 is allocated to HLK3. Refer to 4-8 Serial Port Settings for details.

The following procedure is an example for setting COM1 to RUTO.

1. Select Serial Ports from the Menu Window. The current settings will be
displayed.

2. Set COM1 to RUTO, as shown below.

Mo. of 2erial Lines 4 ﬂ

COM1 Settinzs [RoT0 =] Uit Settines
COM? Settings [HkT =1 Unit Settines
COM3 Settinzs [z <] Unit Settines
COM4 Settingzs HLK3? = Unit Settings

3. Click the Write Button.
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13-3-2 Setting Startup Services

The Hsvl ] and RUTL] services must be registered. Register one each for
each PT that is to be used.

1,2,3... 1. Select Startup Services from the Menu Window. The Startup Service Set-
ting Window will be displayed showing the current settings.

2. Select Hsvl] in the Service Name Box and then click the Create New But-
ton.

3. Select RUTL] in the Service Name Box and then click the Create New But-
ton.

* Repeat the above two steps for each PT connection.
* The following illustration shows how the settings should appear.

Service Name Metwark  hHode Unit
ETH 1 1 17
HLKE1 3 127 22
Hzwl i i 24

Create Hew Modify Delete

Service Mame RUTD =

The above example is for connecting one PT.
4. Click the Write Button.

Note Do not use the same network number as the one used for HLK_UNIT.

13-3-3 Hsv (PT Connection)

Use the following procedure to display the unit number of Hsv_UNIT.

Click Hsv (PT Connection) in the Menu Window. The following window will
be displayed showing the current settings.

Service Mame Hzl =

Unit Ma.

Jumps to the window to set Hsv_UNIT Unit
information. Refer to 13-3-4 Hsv UNIT for details.

Unit Settinzs Read
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13-3-4 Hsv UNIT

Settings
Item Setting
Service Name Select the name of the service to display or set: Hsv0, Hsv1,
or Hsv2.
Unit No. The default unit number for the Hsvl 1 is displayed. There is no
reason to change the default setting.

The PLC model code to be returned to the PT from the Open Network Con-
troller must be set.

Select Hsv UNIT from the Menu Window. The following window will be dis-
played showing the current setting.

Service Mame Hawll =
FLC Model |I32IJHXC28HJ’I34DH.fEZIIIIJHf"CEIJIJHS =1
Settings
Item Setting
Service Name Select the name of the service to display or set: Hsv0, Hsv1,
or Hsv2.
PLC Model Select the PLC model code to return to the PT from the Open
Network Controller.

Reference Information: PLC Model Codes

PLC Model code
C250 0x01
C500 0x02
C120 or C50 0x03
C250F 0x09
C500F 0x0A
C120F 0x0B
C2000 O0x0E
C1000H 0x10
C2000H, CQM1, or CPMA1 Ox11
C20H, C28H, C40H, C200H, or C200HS | 0x12 (default)
C1000HF 0x13
CV500 0x20
CV1000 0x21
CV2000 0x22
CS1/CJ1 0x30
CVM1-CPUO1 0x40
CVM1-CPU11 0x41
CVM1-CPU21 0x42
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13-3-5 RUT

The network number and node number of the RUT_UNIT must be set. The
numbers set here are the network and node numbers of the Open Network
Controller as viewed from the PT.

Click RUT in the Menu Window. The following window will be displayed show-
ing the current settings.

Networlk No.
Node Mo,
Unit Ma.

Unit Zettings

Settings

Zervice Mams RUTO =
2

e
—

Jumps to the window to set RUT_UNIT Unit
information. Refer to 13-3-6 RUT UNIT for
details.

Read frite

Item

Setting

Service Name

Select the name of the service to display or set: RUTO, RUTT,
or RUT2.

Network No.

Set the network number of the RUTL] to between 1 and 127.
This is the network number of the Open Network Controller as
viewed from the PT.

Node No.

Set the node number of the RUTLI to between 1 and 253 This
is the node number of the Open Network Controller as viewed
from the PT.

Unit No.

The default unit number for the RUTL] is displayed. There is
no reason to change the default setting.

13-3-6 RUT UNIT

The communications settings for the COM port allocated to RUTL] must be

set

Select RUT UNIT from the Menu Window. The following window will be dis-
played showing the current settings.

COM Port
Baud Rate
Stop Biti(z)
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Settings
Item Setting

Service Name Select the name of the service to display or set: RUTO, RUT1,
or RUT2.

COM Port The number of the COM port allocated to RUTL] is displayed.

Baud Rate Set the baud rate to 300, 600, 1200, 1800, 2400, 9600 19200,
38400, 57600, or 115200.

Data Bits Set the data length to 5, 6, 7, or 8 bits.

Stop Bit(s) Set the number of stop bits to 1 or 2.

Parity Set the parity to even, odd, or none.
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SECTION 14
RCOM_UNIT (RemoteCOM Connection Network Provider)

This section describes the RCOM_UNIT RemoteCOM connection network provider (NP).

14-1 Overview of RemoteCOM Functions . . ............ ..., 260
14-2 Hardware Settings for RemoteCOM. .. .......... ... ... ... ....... 262
14-2-1 Setting the SerialGateBoX. .. ...t 262
14-2-2 Device CONNECLIONS . .o v vt vttt et eeeaes 263
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14-3-3 RCOM. . ..o 266
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14-4-1 SYSWAY Protocol ... i 271
14-4-2  Precautions . . ... ....ouu it ettt et e 276
14-4-3 FINS Commands Addressed to RCOM_UNIT ................ 276
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14-1 Overview of RemoteCOM Functions

The RemoteCOM Unit (RCOM_UNIT) is a software component that is used to
enable the RS-232C port of the ITNC-SGBO01 SerialGateBox to be used as an
Open Network Controller serial port.

The RCOM_UNIT functions as a FinsGatewayQNX NP (network provider)
with the Open Network Controller in the same way as the HLK_UNIT. To use
RCOM_UNIT, the Open Network Controller requires application software
(either the Open Network Controller’'s optional software or user-provided soft-
ware) to enable RCOM_UNIT to be used with the Open Network Controller, in
the same way as with HLK_UNIT. The differences between using serial com-
munications with HLK_UNIT and RCOM_UNIT are shown in the following dia-
grams.

Serial Communications

Using HLK_UNIT

Open Network Controller

HLK_UNIT

COM1 COM2
RS-232C RS-232C
K3SC-10 Interface Converter
RS-422A/485
1:N Host Link or CompoWay/F
Host Link I
(CS1,C,orCV)

CS1, C, or CV-series CPU Units, ID Controllers,
Productivity Monitors, or components

Serial Communications
Using RCOM_UNIT

260

Open Network Controller

RCOM_UNIT

|
LAN port
10Base-T/
|00Base-TX Ethernet

SerialGateBox SerialGateBox

RS-232C

K3SC-10 Interface Converter

- RS-422A/485
Host Link (CS1, C, or CV) 1:N Host Link or CompoWay/F

CS1, C, or CV-series CPU Units, ID Controllers,
Productivity Monitors, or components
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System Configuration

The Open Network Controller can send and receive FINS messages to and
from PLCs and OMRON FA components that support the CompoWay/F proto-
col through SerialGateBoxes on an Ethernet network. When a 1:N Host Link
or CompoWay/F network is connected, RS-232-t0-RS-422A/485 conversion
can be performed using a K3SC-10 Interface Converter.

Open Network Controller

RCOM_UNIT

can be connected to a single ONC.)

LAN port _
10Base-T/ (Up to 16 SerialGateBoxes
100Base-TX Ethernet

SerialGateBox SerialGateBox Iil il

Note

Number of Connectable
Units

Note

RS-232C

K3SC-10 Interface Converter

. RS-422A/485
Host Link (CS1, C, or CV) 1:N Host Link or CompoWay/F

CS1, C, or CV-series CPU Units, ID Controllers,
Productivity Monitors, or components

1. Direct connections to RS-422 and RS-485, and to non-OMRON PLCs, are
not supported.

2. This communications system can be used simultaneously with standard
Ethernet communications (such as FTP).

3. Each Open Network Controller and SerialGateBox has a separate IP ad-
dress. For details on setting the SerialGateBox IP addresses and port
numbers, refer to the SerialGateBox Operation Manual. Up to 16 Serial-
GateBoxes can be connected to a single Open Network Controller. If this
condition is satisfied, an essentially unlimited number of Open Network
Controllers can be used on a single network.

Up to 16 SerialGateBoxes can be connected to a single Open Network Con-
troller. The unit number of the RCOM_UNIT, however, must not be the same
as the unit number of other network providers (such as the ETN_UNIT or
HLK_UNIT).

If the above conditions are satisfied, an essentially unlimited number of Open
Network Controllers can be used on a single network.

The unit numbers can be checked using the Startup Services setting. For
details, refer to 14-3-1 Startup Services under 14-3 RemoteCOM Setup.
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Supported Serial
Communications
Protocols

Note

The following serial communications protocols are supported by
RCOM_UNIT, just as they are for HLK_UNIT.

* SYSWAY

* SYSWAY CV

e CompoWay/F

¢ |ID Controllers (V600/V620 Series)

¢ Productivity Monitors (TP700-B1, TP700-B2, and TP710-A)

RCOM_UNIT converts FINS commands to commands in the above protocols.
This function enables FINS message communications between personal
computers and other devices on the Ethernet network and the following
devices, including OMRON FA components that support the CompoWay/F
protocol and the following OMRON PLCs.

* PLCs that do not directly support FINS commands, e.g., the CQMI1,
SRM1, C1000H, C2000H, and C20P

» Temperature Controllers (e.g., the E5CN) and Intelligent Signal Proces-

sors on a CompoWay/F network, which previously could not connect to
personal computers and other devices on Ethernet networks

MEL_UNIT cannot be used to connect non-OMRON PLCs through Serial-
GateBoxes.

Refer to SECTION 12 HLK_UNIT (Serial Network Provider) for details on
FINS commands, including a list of supported FINS commands and applica-
ble models.

14-2 Hardware Settings for RemoteCOM
14-2-1 Setting the SerialGateBox

262

Note

The following settings are required for the ITNC-SGBO01 SerialGateBox before
connecting it to the Open Network Controller.

The IP address and port number of the SerialGateBox must be set. These
settings are made using the SGB Remote Setup Utility included with the Seri-
alGateBox. For actually setting methods, refer to Section 3 SerialGateBox
Setup in the SerialGateBox Operation Manual. When using the RemoteCOM
Unit to use the SerialGateBox as a COM port of the Open Network Controller,
the settings described in Section 4 Computer (Remote COM) Setup in the
SerialGateBox Operation Manual are not required.

Do not set the same IP address for the Open Network Controller and Serial-
GateBoxes. Each device must have a unique IP address.
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14-2-2 Device Connections

This section describes the connection methods for Open Network Controllers,
SerialGateBoxes, PLCs, and OMRON FA components.

Open Network Controller

RCOM_UNIT

LAN port
10Base-T/
100Base-TX Ethernet
SerialGateBox SerialGateBox
RS-232C
K3SC-10 Interface Converter
- RS-422A/485
'('é’ssg ngk or 1: N Host Link or CompoWay/F

CV-series PLC)

CS1-,C-, CV-series PLCs, ID Controllers, Power Monitors, or componen

Connecting the Open The Open Network Controller is connected to SerialGateBoxes using Ether-

Network Controller to net. Up to 16 SerialGateBoxes can be connected to one Open Network Con-

SerialGateBoxes troller. The unit number of the RCOM_UNIT cannot be set to the same value
as another network provider (e.g., ENT_UNIT or HLK_UNIT). If other network
providers are used, then fewer SerialGateBoxes can be connected. For exam-
ple, if ENT_UNIT is used, then only 15 SerialGateBoxes can be connected.

Note Do not set the same IP address for the Open Network Controller and Serial-
GateBoxes. Each device must have a unique IP address.

Connecting There are basically two ways of connecting a SerialGateBox to PLCs or FA
SerialGateBoxes to devices. (Refer to the above diagram.)
FA Devices « Connection via RS-232C

» Connection by converting RS-232C to RS-422A/485 using a K3SC-10
Interface Converter

These methods are described next.
RS-232C (1:1 Host Link)

Serial Communications

SerialGateBox Board/Unit (See note.)
Signal | Pin Pin |Signal
No. No.
FG | Shell | I 1 FG
RD | 2 / \ / \ 2 | SD
COM | SD 3 | RD |RS-232C
port | ER| 4 |— I:i RS |Interface
SG| 5 5| CS
DR| 6 — 6 | 5V
RS| 7 7 | DR
CS| 8 :l 8 | ER
Cl |9 — 9 | SG
D-Sub, 9-pin D-Sub, 9-pin
(Female cable connector) (Male cable connector)
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Converting RS-232C to
RS-422A/485 Using the

Note The connector pin arrangement of a CS1 Communications Board/Unit is
shown. The pin arrangement is different for Host Link Units and Boards. Refer
to the operation manual for the specific Unit/Board for details, using the signal
names given above as reference.

Refer to the manual provided with the K3SC-10 for details on the K3SC-10.

K3SC-10 (1:N Host Link,

CompoWay/F, ID
Controllers, and
Productivity Monitors)
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H RS-485 Connections

K3C-10 RS-485 connection
OG-
19 (9 (2 SIS,
SerialGateBox
S+ Pin No.
sD 3
RD 2
g SG 5
—od el L1
Input power SD FRD cs 8
*Ql——O @ @_ E DR 6
56 ER 4

# 1.Internally short 8 and 9, and 11 and 12 when RS-485
communications are selected (DIP switch pin 9 is OFF).
* 2.Use an input power supply of 100 to 240 VAC or 24 VAC/VDC

m RS-422A Connections

RS-422A connection

K3C-10 Symbol
5G

SDA(—=]

¥ SDE(+)

{7 @ 0 | ADA (=)

56 RDB{+)

o—

SerialGateBox
Symbolf  Pin No.

sD 3

RO 2

SG 5

ey
nput power SO RD Ccs 8
= L—1{1) {2) (3 128 B
SG ER 4

* Use an input power supply of 100 to 240 VAC or 24 VAC/VDC (no polarity).

Note Connect SG on the RS-422A side only when it is required by the remote
device.
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14-3 RemoteCOM Setup

The RemoteCOM Unit services must be registered.

14-3-1 Startup Services

1,2,3... 1. Select Startup Services from the Menu Window. The Startup Service Set-
ting Window will be displayed showing the current settings.

Service Mame fetworl:  Mode Unit
Create hew | Mod i f [elete
Service Name [ETH =]

2. Register the RemoteCOM Unit services (RCOMO to RCOM15). Up to 16
services can be registered.

Unit numbers are from 32 to 47 and are allocated in order to RCOMO to
RCOM15 (RCOMO = unit number 32, ..., RCOM15 = unit number 47).

The same unit number can be used for only one Unit of any type. Be sure
each unit number is used only once.

Select a service (RCOMO to RCOM15) in the Service Name Box and click
the New Button. In this example, RCOMO (unit number 32) is registered.

The service will be registered as shown in the following window. In the fol-
lowing window example, the service HLK3 is added.

service Mame MNetwarlk:  Node Urit

RCOM0 T a a0

Repeat this step until all of the required Remote COM Units have been reg-
istered.

3. Click the Write Button.

Note Network and node addresses are set under the RCOM menu item of the
RemoteCOM Setting Tool. Refer to the next section for details.

265



RemoteCOM Setup Section 14-3

14-3-2 Setting the RemoteCOM Unit

The network number and node number of the RemoteCOM Unit, the Remote-
COM communications settings, and the Remote COM network table must be
set. The network and node numbers are set under RCOM for each Remote
COM Unit.

If the node is a SYSWAY, SYSWAY CV or CompoWay/F node, the communi-
cations settings are made under RCOM UNIT. If the node is an ID Controller
or Productivity Monitor, the communications settings are made under the fol-
lowing menus.

ID Controllers: RCOM ID

Productivity Monitors: RCOM TP

All nodes connected in the RemoteCOM network must be registered in the
RemoteCOM network table (RCOMNetTbl). The FINS node number, unit
number, protocol, and PLC model are set in the RemoteCOM network table
for all SYSWAY, SYSWAY CV or CompoWay/F, ID Controller, and Productivity
Monitor nodes.

14-3-3 RCOM

Use the following procedure to set the network number and node number of
RemoteCOM Unit.

1,2,3... 1. Click RCOM in the Menu Window. The following window will be displayed
showing the current settings.

Service MName RCOM0 d

Network No. I
Hode Mo, 127
Umit Mo,

Jumps to the window for setting RCOM_UNIT
communications settings. Refer to 14-3-3 RCOM
for details. If the node is an ID Controller or
Productivity Monitor, however, set the
communications settings under RCOM ID and

RCOM TPR.
Init Zettings Read Mrite
Settings
Item Setting
Service Select the name of the service to display or set: RCOMO0 to RCOM15.
Name

Network Set the RCOML] network number between 1 and 127.
No. A different RCOM network address must be set for each SerialGateBox.
Node No. |Setthe RCOMLI node number between 1 and 253.

Unit No. The default unit number of RCOML] is displayed. There is no reason to
change the default setting. Refer to 14-3-1 Startup Servicesfor details
on unit numbers.
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14-3-4 RCOM UNIT

Mo. of Retries

IP addres=s

RCOMTDIO for details.

Jumps to the window for setting
the RCOM address setting table
for RCOMLI. Refer to 14-3-7

The RCOML] communications settings for nodes using the SYSWAY,
SYSWAY CV, or CompoWay/F protocol must be set. When the node is an ID
Controller or Productivity Monitor, set the communications settings using
RCOM ID or RCOM TP, respectively.

Click RCOM UNIT in the Menu Window. The following window will be dis-
played showing the current settings.

IHEEII'.'II] - I

service Name

Baud Rate qe00 - Mo. of Data Bits IT" vI
Stop Bit(s) IE - Parity Ewen -

—

|1EIE.1EE.EI]I].EE4

|5I]I]EI s

Feceive Timeout

Port § 257

N

Metwork Settings Read Write
Settings
Item Setting
Service Name Select the name of the service to display or set: RCOMO to
RCOM15.

Baud Rate Set the baud rate to 300, 600, 1200, 1800, 2400, 4800, 9600,

19200, 38400, 57600, or 115200.

No. of Data Bits Set the data length to 5, 6, 7, or 8 bits.

Stop Bit(s)

Set the number of stop bits to 1 or 2.

Parity

Set the parity to even, odd, or none.

No. of Retries

Set the number of retries when a communications error
occurs.

Receive Timeout

Set the Host Link response timeout time in ms.

IP Address

Set the IP address of the SerialGateBox to connect.

Port Number

Set the port number of the SerialGateBox to connect.
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14-3-5 RCOM ID

Jumps to the window for setting
the RCOM address setting table
for RCOMLI. Refer to 14-3-7
RCOMNetTblO for details.
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Use the following procedure to set the communications settings for RCOML]
when the node is an ID Controller.

Select RCOM ID from the Menu Window. The following window will be dis-
played showing the current settings.

Service Mame

Baud Rate
Stop Bit(s)

Mo. of Retries

IP addres=s

Port §

Metworl: Settingsz

IHEEII'.'II] - I

Commun icat ion P e, | =

fo. of Data Bits II" "’I
IE vI Parity Even -
a0 153

Receive Timeout

I1EIE.1E:E.EI]I].254

257

Read Write

Settings

Item

Setting

Service Name

Select the name of the service to display or set: RCOMO to
RCOM15.

Communication

Set the ID command corresponding to the FINS commands
01 01 and 01 02.

Normal: Read/write (RD/WT)
AutoR/W: Auto read/auto write (AR/AW)

Baud Rate

Set the baud rate to 300, 600, 1200, 1800, 2400, 4800, 9600,
19200, 38400, 57600, or 115200.

No. of Data Bits

Set the data length to 5, 6, 7, or 8 bits.

Stop Bit(s)

Set the number of stop bits to 1 or 2.

Parity

Set the parity to even, odd, or none.

No. of Retries

Set the number of retries when a communications error
occurs.

Receive Timeout

Set the Host Link response timeout time in ms.

IP Address

Set the IP address of the SerialGateBox to connect.

Port Number

Set the port number of the SerialGateBox to connect.
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14-3-6 RCOM TP

Jumps to the window for setting
the RCOM address setting table
for RCOMKL. Refer to 14-3-7
HIkNetTblO for details.

Use the following procedure to set the communications settings for RCOML]
when the node is a Productivity Monitor.

Select RCOM TP from the Menu Window. The following window will be dis-
played showing the current settings.

Baud Rate
Stop Bit(s)

Mo, of Retries

IP addres=

Port i

N

Networl Settinzs

Zervice Mame

IHEEIh'II] - I

Communicat ion

IASEII TI

Parity Even =

IWITIS

Mo. of Data Bits

Receive Timeout

|1EIE.1EB.2I]I].254
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Read Write

Click the Network Settings Button to jump to the window for setting the RCOM address setting
table for RCOMKLL. Refer to 14-3-7 HIkNetTbl0 for details.

Settings

Item

Setting

Service Name

Select the name of the service to display or set: RCOMO to
RCOM15.

Communication

Set the send mode of the Productivity Monitor TP to ASCII or
binary.

Baud Rate

Set the baud rate to 300, 600, 1200, 1800, 2400, 4800, 9600,
19200, 38400, 57600, or 115200.

No. of Data Bits

Set the data length to 5, 6, 7, or 8 bits.

Stop Bit(s)

Set the number of stop bits to 1 or 2.

Parity

Set the parity to even, odd, or none.

No. of Retries

Set the number of retries when a communications error
occurs.

Receive Timeout

Set the Host Link response timeout time in ms.

IP Address

Set the IP address of the SerialGateBox to connect.

Port Number

Set the port number of the SerialGateBox to connect.
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14-3-7 RCOM NetTbl

270

All nodes connected to the RCOMLI network must be registered in the RCOM
address setting table.
Set the FINS node number, unit number, protocol, and model for each node:
SYSWAY, SYSWAY CV, CompoWay/F, ID Controller, or Productivity Monitor.
e SYSWAY or SYSWAY CV nodes cannot be used together with Compo-
Way/F nodes. SYSWAY and SYSWAY CV nodes can be used together.
¢ |ID Controllers and TP Productivity Monitors cannot be used together with
other protocols.

Select RCOMNetTbl from the Menu Window. The following window will be
displayed showing the current settings.

service Mame IHEEII'.'II] - I

Mode Unit Protocol PLC Model

SYSWAY-CY C31-CPUBS/45

1 I

2 i] Sramny C200HS

3 ] ey C200HG

4 ] Sramay C200HH

] ] S ey CI00H%-CPUER-Z

B ] Sramay C200H#-CPUSE-2

70 SYshAY  CZO0HE |

Create Mlew | Mod i f Delete |

Mode Ma. |1

Unit Mo IU

Protocal |S‘|"S'.'.'ﬂ.‘|"- Cy =

PLC Model |ES1-EF‘LIEE,-’45 ;|

Read Write
Settings
Item Setting

Service Name

Select the name of the service to display or set: RCOMO to
RCOM15.

Node Set the FINS node number between 1 and 253.

Unit Set the unit number between 0 and 255.

Protocol Set the protocol to SYSWAY, SYSWAY CV, CompoWay/F, ID,
TP700, or TP710.

PLC Model Set the PLC model.
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14-3-8 Restarting the Open Network Controller

1,2,3...

Normal Connection
between RCOM_UNIT and
SerialGateBox

Connection Not Possible
between RCOM_UNIT and
SerialGateBox

Turning ON SerialGateBox
Power or Connecting the
Ethernet Cable Too Late

Use the following procedure to restart the Open Network Controller after con-
necting one or more SerialGateBoxes.

1. Turn ON the power supply to all of the SerialGateBoxes connected to the
Open Network Controller using Ethernet.

2. Confirm that all settings on the Open Network Controller have been com-
pleted and when turn the power supply OFF and back ON.

The RUN indicator will light green if all settings have been made correctly and
all network providers start properly.

The STATUSZ2 indicator on the SerialGateBox will light green. Refer to the
operation manual provided with the SerialGateBox for details on SerialGate-
Box status.

If connection is not possible, the ERR indicator will light red and the type of
error will be displayed on the 7-segment display. Refer to SECTION 19 Trou-
bleshooting.

The RCOM_UNIT will retry connecting to the SerialGateBox. Error 0505 will
be displayed on the 7-segment display and output to the syslog. Refer to 19-2
Error Messages.
The ERR indicator will go out when all RCOM_UNITs have connected to the
SerialGateBoxes.

14-4 FINS Commands Addressed to RCOM_UNIT

Overview of FINS
Commands

The FINS commands used for RCOM_UNIT are basically the same as those
used for HLK_UNIT. This section describes the FINS commands that are
unique to the RCOM_UNIT. Only the following table are precautions are pro-
vided for FINS commands that are the same as HLK_UNIT FINS commands.

14-4-1 SYSWAY Protocol

Refer to 12-4 FINS Commands Addressed to Devices via HLK_UNIT on using
the following FINS commands.

FINS Commands

Command code Name
0101 READ MEMORY AREA
0102 WRITE MEMORY AREA
04 01 RUN
04 02 STOP
05 01 CONTROLLER DATA READ
06 01 CONTROLLER STATUS READ
08 01 LOOPBACK TEST
22 OF FILE MEMORY INDEX READ
2210 FILE MEMORY READ
22 11 FILE MEMORY WRITE
23 01 FORCED SET/RESET
23 02 FORCED SET/RESET CANCEL

Applicable PLCs

The following PLCs support the SYSWAY protocol. Some PLCs do not sup-
port all of the above commands.
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C20, C50, C120, C120F, C20H/C28H/C40H/C60H, C20P/C28P/C40P/
C60P, C20PF/C28PF/C40PF/C60PF, C500, C500F, C1000H, C1000HF,
C2000H, C200H, C200HS, C200HX/HG/HE, CQM1, CQM1H, CPM1,
CPM1A, CPM2A, CPM2C, SRM1, CV500, CVM1, CV1000, CV2000, and
CS1, and CJ1.

Precautions

* The maximum read size for command 01 01 (READ MEMORY AREA) is
1,022 words instead of 497 words.

* The maximum write size for command 01 02 (WRITE MEMORY AREA) is
1,022 words instead of 497 words.
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SYSWAY CV Host Link Protocol

Refer to the FINS Command Reference Manual (Cat. No. W227) on using the
following FINS commands.

FINS Commands

Command code Name
01 01 MEMORY AREA READ
02 MEMORY AREA WRITE
03 MEMORY AREA FILL
04 MULTIPLE MEMORY AREA READ
05 MEMORY AREA TRANSFER
02 01 PARAMETER AREA READ
02 PARAMETER AREA WRITE
03 PARAMETER AREA CLEAR
03 04 PROGRAM AREA PROTECT
05 PROGRAM AREA PROTECT CLEAR
06 PROGRAM AREA READ
07 PROGRAM AREA WRITE
08 PROGRAM AREA CLEAR
04 01 RUN
02 STOP
05 01 CONTROLLER DATA READ
02 CONNECTION DATA READ
06 01 CONTROLLER STATUS READ
20 CYCLE TIME READ
07 01 CLOCK READ
02 CLOCK WRITE
09 20 MESSAGE READ (MESSAGE CLEAR, FAL/FALS
READ)
oC 01 ACCESS RIGHT ACQUIRE
02 ACCESS RIGHT FORCED ACQUIRE
03 ACCESS RIGHT RELEASE
21 01 ERROR CLEAR
02 ERROR LOG READ
03 ERROR LOG CLEAR
22 01 FILE NAME READ
02 SINGLE FILE READ
03 SINGLE FILE WRITE
04 MEMORY CARD FORMAT
05 FILE DELETE
06 VOLUME LABEL CREATE/DELETE
07 FILE COPY
08 FILE NAME CHANGE
09 FILE DATA CHECK
0A MEMORY AREA FILE TRANSFER
0B PARAMETER AREA FILE TRANSFER
oC PROGRAM AREA FILE TRANSFER
23 01 FORCED SET/RESET
02 FORCED SET/RESET CANCEL
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Applicable PLCs

The following PLCs support the SYSWAY CV protocol. (Not all of the above
FINS commands are supported by each of the PLCs.)

CVM1, CV-series, CS1, and CJ1 PLCs

CompoWay/F Protocol

Applicable Commands

The commands that can be used depend on the CompoWay/F component.
Refer to the operation manuals for the components.

Refer to 12-4-16 FINS Commands for the CompoWay/F Protocolin 12-4 FINS
Commands Addressed to Devices via HLK_UNIT for information on sending
FINS commands from the Open Network Controller to CompoWay/F compo-
nents.

Applicable Models

Commands can be sent to any component that supports the CompoWay/F
protocol.

ID Controllers (V600/V620 Series)

Refer to 12-5 FINS Commands Addressed to the ID Controller on using the
following FINS commands.

FINS Commands Addressed to ID Controllers

The following FINS commands addressed to ID Controllers are supported by
this Unit.

Command Name
code
01 01 MEMORY AREA READ
0102 MEMORY AREA WRITE
02 02 DATA MANAGEMENT COMMAND EXECUTE

Checks Data Carrier memory or manages the number of times memory
(EEPROM) has been rewritten.

04 02 AUTOCOMMAND PROCESSING CANCEL

08 01 LOOPBACK TEST

0B 01 ABORT

3225 ID CONTROLLER COMMUNICATIONS COMMAND EXECUTE

FINS Commands Addressed to TP700 Productivity Monitors

The following ID Controller communications commands are supported by this
Unit.

ID Process FINS command | Addressable
command range
DR READ 0x0101, 0x3225 | 0000 to 1FFF
WT WRITE 0x0102, 0x3225 | 0002 to 1FFF
AR AUTO-READ 0x3225, 0x0101 | 0000 to 1FFF
AW AUTO-WRITE 0x3225, 0x0102 | 0002 to 1FFF
PR POLLING AUTO READ 0x3225 0000 to 1FFF
PW POLLING AUTO WRITE 0x3225 0002 to 1FFF
AA AUTO COMMAND PROCESSING 0x0402, 0x3225 |---

CANCEL
MD DATA MANAGEMENT COMMAND 0x0202, 0x3225 | ---
TS TEST 0x0801, 0x3225 |---
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Note

Note

ID Process FINS command | Addressable
command range
XZ Abort 0x0BO01
IS Response to undefined command Response: 0401 |---

TP700-B1 and TP700-B2 Productivity Monitors

Refer to 12-5 FINS Commands Addressed to the ID Controller on using the
following FINS commands.

FINS Commands

The following FINS commands addressed to Productivity Monitors are sup-

ported by this Unit.

Command
code

01 01

Name

MEMORY AREA READ

TP700 Communications Commands

FINS Variable Function/measurment Requested
command data type
01 01 40 All measured values 0
41 Non-programmable total power 1
42 Programmable total power 2
43 Instantaneous power 3
44 Instantaneous voltage 4
45 Instantaneous current 5
46 Power factor and instantaneous current |6

Refer to the TP700 Productivity Monitor Operation Manual for details on the
functions/measured values, and required data types.

TP710-A Productivity Monitors

Refer to 12-7 FINS Commands Addressed to TP710 Productivity Monitor on
using the following FINS commands.

FINS Commands

The following FINS commands addressed to Productivity Monitors are sup-
ported by this Unit.

Command Name
code

01 01 MEMORY AREA READ

0102 MEMORY AREA WRITE

TP710 Communications Commands

FINS Function Function/measurment
command
01 01 A Measured items (category A)
01 01 B Statistical items (category B)
0101, 0102 C Setting items (category C)
0101, 0102 D User information (category D)
0101, 0102 E User control information (category E)

Refer to the TP710 Productivity Monitor Operation Manual for details on the
functions and processing details.
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14-4-2 Precautions

HLK does not support slave-initiated (i.e., receiving FINS commands from the
PLC) communications using FINS commands.

14-4-3 FINS Commands Addressed to RCOM_UNIT

The FINS commands that can be addressed to the RCOM_UNIT are
described in this section.

CONTROLLER Reads the following data from the RCOM_UNIT running on the Open Network
DATA READ: 05 01  Controller.

* Model

e \ersion

A connection test will be performed when this command is executed. If the
test is completed normally, SerialGateBox connections were established nor-
mally when the network providers started on the Open Network Controller. If
an error occurs (such as in the FINS command/response operation), this com-
mand can be executed to check if connection is possible. If connection is not
possible, the cables made not be connected properly, the destination Serial-
GateBox may be missing, or other problems may exist.

Command Format

05 01

A —
Command
code

Response Format

I 1 01 71 I
05 01 20 bytes 20 bytes 4 bytes
\ \ \

Command End Model Version Destination Destination
code code IP address port number

Connection
status

Parameters Model and Version (response)

The model for this system is as follows: RCOM_UNIT/QNXCCCOOO0
The version is always as follows: V1.00U LD DI CIEC e

(L] indicates a space.)

Destination IP address (response)

The IP address of the destination (i.e., the SerialGateBox) is returned in hexa-
decimal. For example, if the IP address is 192.168.0.1, CO A8 00 01 will be
returned.

Destination port humber (response)

The port number of the destination (i.e., the SerialGateBox) is returned in
hexadecimal. For example, if the port number is 9600, 25 80 will be returned.

Connection status (response)

OxFF: Cannot connect to destination (i.e., the SerialGateBox)
0x1:  Already connected to destination (i.e., the SerialGateBox)

End code (response)

Refer to 19-1 Troubleshooting with FINS End Codes for information on end
codes.
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Setup Examples

This section shows the settings for an example system configuration.
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15-1 Example Configuration

The following network configuration is used as an example to describe the
environment settings for the Open Network Controller.

Network Configuration

Node 1 Node 2
10.0.0.1 10.0.0.2 Subnet mask
| [ 255.255.255.0 : IP router
Ethernet 1 | }—I—
FINS network 1
10.0.0.4 10.0.1.1 Node 4
10.0.1.2
| Network 5
Controller Link Board Node 3 —
10.0.0.3 ode 5
Node 1 8 outputs DeviceNet
| Node 3 17 1 FINS network 2
18 20
Controller Link l Open Network  |[Node 63 | l ] |
FINS network 3 Controller Node 1 Node 2 Node 3 Node 4
Node 2 16 outputs | | 16 inputs | | 16 outputs | | 16 inputs
27
Node 31| COM4 SYSWAY
FINS network 4
Node 1 Node 2
Unit 1 Unit 2
C200HX  CS1-CPU67
Event Memory Configuration
Clo
9 2]9 50 51 —3?0 35 3&1')2
I 1 { 1
Controller Link data link area DRM input area 1 DRM output area 1
Set with CX-Net
Node 2 Node 4 Node 1 Node 5 Node 3
DM
? 29 400 489

Controller Link data link area

Set with CX-Net
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Setting ltems

I 1
DRM status area (90 words)

Settings are required for the following items to build the event memory for the

above configuration.

Settings

Files

Ethernet

ONC Host IP, Other Host IP, IP Route

COM port settings

Serial Ports

Starting FINS services

Startup Services

Ethernet network pro-
vider

ETN (Ethernet), IpTable

DeviceNet network pro-
vider

DRM (DeviceNet), DRM UNIT, DRM Mapping (Master),
ScanlList File

Controller Link network
provider

CLK (Controller Link), CLK UNIT

Host Link network pro-
vider

HLK (Host Link), HLK UNIT, NIkNetTbl

Setting methods are described in the following sections.
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15-2 Ethernet Settings

The IP addresses, host names, subnet mask, and IP router must be set. Refer
to 4-6 Setting IP Addresses.

Open Network The ONC IP Address menu item is used to set the IP address, host name,
Controller’s IP and subnet mask of the Open Network Controller, as shown below.
Address, Host Name,
and Subnet MaSk Host Mame |0nchost
Settings IF Address [10 o [0 I3

Subnet Mask |255 |255 |255 |D

Note DNS is not used for the Open Network Controller.

IP_ Addresses and The Other Host IP menu item is used to set the IP addresses and host
Host Names for Other names of other nodes. These settings may be omitted.

Nodes

IP Addres= Hozt Hame

10.0.0.2 node?
10.0.0.4 router
10.0.1.2 noded

Create Hew Mod iy Delete

IP Address 10 [n [o 1
Host Mame |nudel
IP Route The IP Route menu item is used to set the IP router. In this example, a setting

is required to communicate with node 4 (10.0.1.2) on Ethernet.

Metwark Address Gateway &ddress netmazk

10.0.0.4

Create hew Mod i fy Delete

Network &ddress [ default |1U |U |I |D
Gateway Address |1D |D |D |4
netmazl |255 |255 |255 |D

Note 1. The above setting indicates that the IP route to network address 10.0.1 is
though 10.0.0.4.

2. The IP router does not need to be set if routing is not required.

3. Default can also be selected for the network address. Refer to 4-6 Setting
IP Addresses.

15-3 COM Port Settings

Serial Ports The Serial Port setting item is used to allocate the COM ports to services.
Refer to 4-6 Setting IP Addresses.
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In this example, COM4 is allocated to HLK3, as shown below. (This is the
default setting.)

|

=l
COM1 Settinzs [HkD = Unit Settines
COM? Settings [HET <1 Unit Settines
COME Settines [Hkz =1 Unit Settines
COM4 Settinzs HLK3 = Unit Settinzs

No. of Serial Lines 4

15-4 FINS Startup Services

Startup Services The Startup Services menu item is used to set startup services (network pro-
viders), unit IDs, and networks. Refer to 4-7 Setting Startup Services. Startup
services must be set for the following.

e ETN must be set to use FINS communications for devices on Ethernet.
* HLK3 must be set to communicate with devices via the COM4 port.

* DRMO must be set to read DeviceNet slave information.

¢ ClkO must be set to communicate with Controller Link devices.

Service Mame Network  Node Unit
ETH 1 1 17
HLK3 I 127 27
[IRMO i g3 20

Create Mew Mod i fy Delete

Service Mame Clki =

By default, COM4 is allocated to HLK3 (1:N RS-422A), so HLK3 is registered
here. COM allocations can also be changed using the Serial Ports menu
item. (Refer to 4-8 Serial Port Settings.)

15-5 Ethernet Network Provider Settings

This section describes settings required for the Ethernet network provider.
Refer to SECTION 7 ETN_UNIT (Ethernet Network Provider).

15-5-1 ETN_UNIT Settings

The ETN (Ethernet) menu item is used to set the network number and node
number of ETN_UNIT as shown below.

Metwark No. 1
Hode Ma. 3
Unit Ma.

Note The ETN_UNIT unit number is set to 17 by default.

15-5-2 IP Network Table Settings

The IPTable menu item is used to set the FINS node addresses and IP
address of the other nodes on Ethernet. If the IP Network Table is used, FINS
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commands can be sent to specified nodes, and the table will be used to con-
vert to IP addresses. Set the FINS node address and IP address as a set, one
set for each FINS node.

FINZE Wode IP fddress
1 m.n.o.1

2 10.0.0.2

Create Mew | Modify | [elete |
FINS Node 4
IP fAddress “D |ﬂ |I |E

15-6 DeviceNet Network Provider Settings

This section describes settings required for the DeviceNet network provider.
Refer to SECTION 11 DRM_UNIT (DeviceNet Network Provider).

15-6-1 DRM_UNIT Network Number and Node Number Settings

The DRM (DeviceNet) menu item is used to set the network number and
node number of DRM_UNIT, as shown below.

Service Mame CRMD =

Metwork Hao. 2
Node Ma. 63
Unit Mao.

Note The DRM_UNIT unit number is set to 20 by default.

15-6-2 Communications, DeviceNet Start Scan Mode, and Other Settings
The DRM UNIT menu item is used to make the following settings.

Zervice Name DRHD =
Baud Rate 125Kbps U= Conmunicat ion Errors Izrore =]
Scan Cycle Time 0 m=_ _ Event Cwcle Time 10 i
art Scan Made Ttart =l Set the Baud Rate to the same setting as all other
Slaves on the network.
v Master [ Zlave
Scan Mode |ScanList File ig used =] scan Mode | =

Memory SettinziMaster)

L
v

Click this button to jump to the Event Memory
Allocation Window (DRM Mapping (Master)).
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ltem Setting
Service Name Select the service name to be displayed or set (DRMO or
DRM1).
Baud Rate Set the DeviceNet baud rate to 125, 250, or 500 kbps.
Scan Cycle Time Set Iihe cycle time to scan all nodes on the DeviceNet net-
work.

If 0 is set, the DeviceNet scan cycle time will be set to the fast-
est time possible. Set a value between 1 and 500 ms to spec-
ify a specific time. The execution times will be stored in word 5
(current time), word 6 (maximum time), and word 7 (minimum
time) in the status area.

Start Scan Mode Set the DeviceNet scan mode to use at startup.

Start:  Scan.

Stop: Do not scan.
Communications Set the response to DeviceNet communications errors.
Errors Ignore: Communications will continue on all nodes except

the node where the error occurred.
Stop:  Scanning will be stopped.

Event Scan Time Set the time interval for refreshing event memory to between 1
and 10,000 ms. Set a value that is larger than the current scan
cycle time.

Master Select Master to use the master function of DRM_UNIT, and

then select the scan mode.

ScanlList File is used: The scan list set with the Setup Tool will
be used for operation.

Configuration Mode: The settings made with the Configurator
will be used for operation.

ScanlList is not used: Automatic allocations will be used for
operation.

Note The Slave function is not used in this setting example.

15-6-3 Event Memory Allocations
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The DRM Mapping (Master) menu item is used to allocate event memory to
DeviceNet Master inputs, outputs, and status.

Zervice Name DRHI =

scanlist Scanlist File
Input 1 Input? Output]  Output?  Status
hres [cio = Jow =] Jo1o =] Jow = [cio -]
Address |5D |D |35IJ |IIJD |4DIJ
Mo. of Data(Word) |E |U |3 |I|J |

Click this button to jump to
the Scan List Setting
Window (ScanList File).

Scanbﬂ Read Prite
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15-6-4 Scan List File Settings

The ScanList File menu item is used to set the scan list that allocates mem-
ory to DeviceNet slaves.

Zervice Mame DRMD =
(Bywie] (Bvte)
Node TN Address No. of Data HYL OUT Address Moo of Data H/L
1 CIOCT) 6O ] L CIOCT) 350 2 L
z CIOct) 50 z L CIOC1) 3sn I L
3 CIOC1) &0 Il L CIo(l) 362 2 L
4 CIOCT) &1 2 L CIOC1) 362 I L
[ CIOCT) & [ L CIOi1, 3h1 1 H

Set areas that are not used to 0. |

Create Hew Modifw Delete

Node i Address No. aof ata(Byte) H/L
Input fArea [c10 50-51 =l [ ™ Hizh
Output Area |EID 3h0-352 _:J B51 |I [+ Hizh

* Node 1 uses 2 bytes (1 word) beginning from CIO 350 in output area 1.
* Node 2 uses 2 bytes beginning from CIO 50 in input area 1.

* Node 3 uses 2 bytes beginning from CIO 352 in output area 1.

* Node 4 uses 2 bytes beginning from CIO 51 in input area 1.

* Node 5 uses only the high byte (bits 08 to 15) of CIO 351 in output area 1.

15-7 Controller Link Network Provider Settings

This section describes settings required for the Controller Link network pro-
vider. Refer to SECTION 8 CLK_UNIT (Controller Link Network Provider).

15-7-1 CLK_UNIT Network Number and Node Number Settings

The CLK (Controller Link) menu item is used to set the network number and
node number of the CLK_UNIT, as shown below.

Met warls No. 3
Node MNo. 3
Unit Ha.

Note The CLK_UNIT unit number is set to 18 by default.

15-7-2 Communications and Other Settings

The CLK UNIT menu item is used to set the baud rate, board name, and
refresh timer for the CLK_UNIT.

Bres bddress Ma. of Data(YWord)
Set the baud rate to the same setting as alll Network Status |C10 =P o
other Controller Link Units on the same Link Status |EID =] o
network.
Baud Rate iMbps =]
Boadiame |SGBF?-ELH21 _:J
Refresh Timer 1an s
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* Set the refresh timer to between 1 and 9,999 ms.

Note Refer to 8-3 CLK_UNIT Settings for the network status area and data link sta-
tus area.

15-8 HLK (Host Link) Network Provider Settings

This section describes settings required for the HLK (host link) network pro-
vider. Refer to SECTION 12 HLK_UNIT (Serial Network Provider).

15-8-1 HLK_UNIT Network Number and Node Number Settings

The HLK (Host Link) menu item is used to set the service name, network
number and node number of the HLK_UNIT, as shown below.

Zervice Mams HLK3 =

Metwarl: Mo, L
Wode Ha. 127
Unit Mo.

Click this button to jump to the setting window for the HLK[]
that is currently displayed. In this example, a jump would be
made to the setting window for HLKS.

Unit Settinzs Read ‘ Write

Note The HLK3 unit number is set to 27 by default.

15-8-2 HLK_Unit Communications Settings

The HLK Unit menu item is used to set the communications settings shown

below.
Service Mame HLKS =1
COW Port =l
Baud Rate 3E00 =] Mo. of Data Bits 7 =]
Stop Biti(s) 2 = Parity Even =i
Mo. of Retries 0 Receive Timeout 5000 ms

Note COM4 is the default communications port for HLKS.

15-8-3 HLK Network Table Settings

The HIkNetTbl menu item is used to set then unit number, protocol, and PLC
model for each node on the SYSWAY network. The following settings are
required in this example.
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Service Mams HLE2 =1

Node Unit Protocol PLC Model

CEZN0HY
C31-CPUBT

Create Mew | Modify Delete
Node Ma. 2
Unit Ma. 2
Protocal BEIN —
PLC Model [C51-CRUET =
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FinsLink

Section 16-1

16-1 FinsLink

16-1-1 The FinsLink Utility

Note

FinsLink is a data link utility that uses FINS commands to read and write data
(memory areas DM and CIO) in a PLC connected to the Open Network Con-
troller to create data links with the event memory in the Open Network Con-
troller.

When FinsLink is used, data links are created between the Open Network
Controller and the PLCs on all networks supported by the Open Network Con-
troller, as follows:

* Ethernet
e Serial (only SYSMAC and SYSMAC CV communications)
¢ DeviceNet
e Controller Link
e SYSMAC LINK
The Controller Link and SYSMAC LINK both support data links. These should

normally be used when data links are required. When data links are not being
used, virtual data links can be created with FinsLink.

16-1-2 Data Link Area Allocations

The PLC memory areas (DM and CIO) are allocated in the Open Network
Controller's event memory (DM and CIO) and participates in the data link. The
PLC memory areas (DM and CIO) can then be read/written from/to the Open
Network Controller from a personal computer connected to the network.

CIO
0 19
Event memory SS
pLc1 | PLC2
PLC memory area | cl00to | DM 020 to
ClO9 DM 029

Note Specified by PLC (network address, node address, unit address).
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Example: PLC 1 = (1.2.0), PLC 2= (1.3.0)

Precautions

* If FinsLink is used with more than one serially connected PLC and one of
the PLCs stops, a timeout will occur each cycle when an attempt is made
to access the stopped PLC. The cycle time will thus be increased by the
timeout.

* For FinsLink Ver. 1.30 and higher, a new function stops transmission of
FINS commands to PLCs that have been detected as being stopped
(FINS command response timeout) until the specified time has lapsed.
New functionality includes a function that does not detect any errors that
occur while using FinsLink, a setting to switch the error level between
ERROR and WARNING, and a setting that intentionally delays the start of
FinsLink. To enable these functions, direct entry in the setup file (refer to
18-11 FinsLink Setup File: /etc/FgwQnx/FgwQnxFIk0.ini) is required. (The
setup file is not the Setup Utility. Set using the setup file editing function in
Web Service Ver. 2.)
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* The HLK_UNIT is required to use FinsLink with serially connected PLCs.

* When using FinsLink with serially connected PLCs, set the FinsLink time-
out time longer than the HLK_UNIT timeout time.

* The virtual data link function of FinsLink is different from the data link
functions of Controller Link and SYSMAC LINK.

* Data links can be created only with the DM and CIO areas of the PLC.
Other areas cannot be used.

e FinsLink cannot be used with CompoWay/F devices, ID Controllers, or
Productivity Monitors.

16-2 FinsLink Hardware Settings

The hardware settings required for FinsLink depend on the network that is
being used. When using FinsLink via a serial connection, HLK must be set.
When using it via Ethernet, ETN must be set. If data links are being used on
Controller Link or SYSMAC LINK networks, then the event memory of the
Open Network Controller is used. Even if data links are not being used, CLK
must be set to use FinsLink via Controller Link and SLK must be set to use it
via SYSMAC LINK.

Refer to the information on hardware settings in section for the network that is
being used and connect the required boards and cables to the Open Network
Controller.

16-3 FinsLink Settings
16-3-1 Startup Services

1,2,3...

Note

The FinsLink services must be registered.

1. Select Startup Services from the Menu Window. The Startup Services
Setting Window will be displayed showing the current settings.

2. Register the FinsLink services by selecting FLKL] in the Service Name
Box.

Service Name Metwork  Node Unit

ETN 1 1 17
HLKD 2 127 21
HLE1 3 127 22

Create Hew Mod i £y Delete

Service Mame FLED =

The above example shows registering FLKO.

FinsLink settings are made using the Open Network Controller Setup Utility,
as described in the next section.

16-3-2 Starting the Setup Utility

1,2,3...

Use the following procedure to start the Open Network Controller Setup Utility.

1. Click The Setting Tool for Utilities in the Open Network Controller Main-
tenance Menu Window. (Refer to 17-1 Overview for details on the Open
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Network Controller Maintenance Menu Window.) The Setup Utility [Log
On] Window will be displayed.

OMRON Setup Utility[Log On]

Open WNetwork Controller Enter the password
Utility
Setting Tool

Password |
« Log on

» Log off OKl

» FinsLink ~1.30
» dizskspace v1.00

2. Input the password and click the OK Button. The default password is
OMRON. Refer to 4-3 Basic Setting Tool Operations for the procedure to
change the password.

Note The password is the same one as used for the basic operation windows. If the
password is changed for the Utility Window, it will be change for the basic
operation windows as well.

The following display will appear if the password was input correctly.

OMRON Setup Utility[Log On]

Open WNetwork Controller Successtul log on.

Htility

Zetting Tool

s Log on {c)Copyright OMRON Corporation 2001-2003. All
s Log off Rights Reserved.

« FinsLink w1.30
* diskspace v1.00
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16-3-3 FinsLink Parameters

The FinsLink parameters must be registered.

Select FinsLink v1.30 from the FinsLink Setting Window shown above. The
setting window will be displayed showing the current settings.

The currently registered FinsLink parameters will be
displayed. The setting items will be displayed for each setting

when selected with the cursor. Up to 128 settings can be
made.

Zervice Mame  |FLED =

ONC Communicat ion Target

fres Address Net MNode Unit  Area p#ddress Data Lenzgth No. of Dat

) 200 2 I A00 WORD -
CI0 100 2 2 i CIO 200 WORD 1
DM 300 2 3 1] CIo 0o WORD 1
DM &OO i 1 I} CIO 100 WORD 1
4 | 3
Create New | Modi fy | Delete |
FinzLink
Timeout 5000 ms Interval 1000 ms
OkC Statuz frea
hrea O =] frea cim =
fddress 200 fddress 7000
Write (Ewn->FINS) | Read (Evn<-FINS) |

Mo. of Data  [100

Communicat ion Target

Metwork Mo, |2 frea D =

Mode Mo. 1 tddress a00

Urit Mo. l =l
Read ‘ Mrite |
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Setting ltems

Item

Setting

Service Name

Select the service name.

FLK will be displayed only if the Data Collection/Distribu-
tion Service Software (V1.xx) is installed.

FinsLink Timeout: Set the communications timeout time in millisec-
onds between 0 and 9,999 ms.

Interval: Set the length of the FINS send execution cycle
between 1 and 3,600,000 ms.

Setting the value too low places a load on the CPU, and
has a negative effect on overall system perfor-
mance.

ONC Area: Set the area name in the Open Network Control-

ler to DM or CIO.

Address: Set the first address within the area to between 0
and 8191 for CIO and to between 0 and 65,535
for DM.

Status Area

Area: Set the area name in the Open Network Control-
ler to DM or CIO.

Address: Set the first address within the area to between 0
and 7934 for CIO and to between 0 and 65,278
for DM.

A total of 258 words will be allocated for the FinsLink status
area.

Refer to Status Area Details following this table for details
on the status area.

Write (Evm->FINS)

Click this button to write from the Open Network Controller
to the communications target.

Read (Evm<-FINS)

Click this button to read from the communications target to
the Open Network Controller.

No. of Data

Set the number of data to read or write between 1 and the
maximum frame length supported for FINS commands.

Communications Target

Network No.: Set the network address of the communica-
tions partner.

Node No.: Set the node address of the communications
partner.

Unit No.: Set the unit address of the communications
partner.

Area: Set the area in the communications partner.

Address: Set the address within the area to between 0
and 8191 for CIO and to between 0 and
65,535 for DM.

Data Length: Set the data length to WORD or DWORD.
This setting is required for FLK only.

The data length is always WORD for FLKO and FLK1.

Note Up to 128 settings can be made.
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Status Area Details

A total of 258 words are allocated as the FinsLink status area. The contents of
the first 8 words are shown below. The contents of word 9 on repeat the data
structure of words 4 to 7.

Word 1 Word 2 Word 3 Word 4 Word 5 Word 6 Word 7 Word 8
[ @ (3) @ e ®e o ]®]©]dy]ad)]ad2]ad3) ][4 ] 15
No. Contents
(1) |Operating status
00: Stopped
01: Running
(2) | Number of lines set (binary: 00 to FF (0 to 256))
(3) | Collection cycle (unit: ms) (binary: 0000 to FFFF (0 to 65,535))
(4) | Network address for line 1 (binary: 00 to FF (0 to 256))
(5) |Node address for line 1 (binary: 00 to FF (0 to 256))
(6) | Unit address for line 1 (binary: 00 to FF (0 to 256))
(7) | Communications status for line 1
00: Communications error
01: Communications normal
(8) | Network address for line 2 (binary: 00 to FF (0 to 256))
(9) | Node address for line 2 (binary: 00 to FF (0 to 256))
(10) | Unit address for line 2 (binary: 00 to FF (0 to 256))
(11) | Communications status for line 2
00: Communications error
01: Communications normal
(12) | Network address for line 3 (binary: 00 to FF (0 to 256))
(13) | Node address for line 3 (binary: 00 to FF (0 to 256))
(14) | Unit address for line 3 (binary: 00 to FF (0 to 256))
(

15) | Communications status for line 3

00: Communications error
01: Communications normal

Etc. | Etc.

Network address for line n (binary: 00 to FF (0 to 256))
Node address for line n (binary: 00 to FF (0 to 256))
Unit address for line n (binary: 00 to FF (0 to 256))
Communications status for line n

00: Communications error
01: Communications normal

16-4 Diskspace Utility (Unit Ver. 1.1 or Later)
16-4-1 Diskspace Utility

The diskspace utility provides two functions. One function monitors the
remaining disk space, and the other monitors the size of the file /timp/syslog.

The remaining disk space monitor regularly checks the available space in
either the internal disk or Memory Card, or both. If the available space drops
below the specified size, an error message is output to notify the user. The
error message is “PR0106: No Disk Space (A) Free Size = (B),” in which A
indicates the disk position (e.g., /kd), and B indicates the remaining space in
bytes.
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The /tmp/syslog file size monitor periodically checks the size of the /tmp/sys-
log file. If the size reaches or exceeds the specified size, the /tmp/syslog file is
renamed /tmp/syslog.old, and a new /tmp/syslog file is created. This function
prevents the internal disk from becoming full due to a continuous increase in
the size of the /tmp/syslog file. With this function, when the existing /tmp/sys-
log file is renamed /tmp/syslog.old, the previous /tmp/syslog.old file (the previ-
ous syslog data) is deleted.

Precautions

* When the remaining disk space monitor is enabled, the remaining disk
space for the specified disk is checked in the specified cycle. The remain-
ing space check processing confirms the capacity of the entire disk and
searches for files on the disk. This increases the load on the ONC, which
will affect the software used for high-speed disk access.

* The remaining disk space monitor will output an error if the remaining
space drops below the set size for the specified disk. The error output,
however, is a warning only, and the user must delete unnecessary files or
use other measures to increase the remaining space.

16-5 Diskspace Settings (Unit Ver. 1.1 or Later)
16-5-1 Starting the Setup Utility

Use the following procedure to start the Open Network Controller Setup Utility.

1,2,3... 1. Click The Setting Tool for Utilities in the Open Network Controller Main-
tenance Menu Window. (Refer to 17-1 Overview for details on the Open
Network Controller Maintenance Menu Window.) The Setup Utility [Log
On] Window will be displayed.

OomRon Setup Utility[Log On]

Open MWetwork Controller Erter the password
Dtility
Setting Tool

Password |
« Log on

« Log off OKl

« FinsLink »1.30
¢« diskzspace v1.00

2. Input the password and click the OK Button. The default password is
OMRON. Refer to 4-3 Basic Setting Tool Operations for the procedure to
change the password.

Note The password is the same one as used for the basic operation windows. If the
password is changed for the Utility Window, it will be change for the basic
operation windows as well.

The following display will appear if the password was input correctly.
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OMRON Setup Utility[Log On]

Open Network Controller Successful log on

Lility

Setting Tool

* Loz on {c)Copyright OMRON Corporation 2001-2003. All
s Log off Rights Reserved.

FinslLink »1.30
diskspace v1.00 & —u—

Menu Window

The diskspace setting window will
be displayed when diskspace
v1.00 is clicked.

16-5-2 Diskspace Parameters

The diskspace parameters must be registered.

Select diskspace v1.00 from the Setup Utility Setting Window shown above.
The setting window will be displayed showing the current settings.

Cyclic Time k0 sSeconds

[ svslog Size Check

avslog Permission 3ize 1024 KE

[~ Disk Space Check
Object Disk [Internal Disk =

The disk remainder capacity | KE

Read | Write
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Setting ltems

Item

Setting

Cycle Time

Set the interval for the cycle used to execute disk space
monitoring and syslog size monitoring between 1 and
86,400 s (24 hours).

syslog Size Check

Select to enable the syslog size monitor.

syslog Permission Size

Set the maximum size for the /tmp/syslog file (default:
1,024 KB).

When the /tmp/syslog file exceeds the size specified here,
the existing /tmp/syslog file is renamed /tmp/syslog.old and
a new /tmp/syslog file is created.

Note 1. Set the remaining space in the disk where /tmp/
syslog is to be saved to less than 50%. For
details on confirming the current remaining disk
space, refer to 17-9 Time Data Check in SEC-
TION 17 Web Service Version 2 Maintenance
Menu.

Note 2. The setting unit used in the Setup Utility is KB,
but the size is saved in bytes in the setup file.

Note 3. If the setting is less than 1,024 (less than 1 KB),
the Setup Utility will automatically set 1,024
bytes.

Note 4. If the setting cannot be divided by 1,024, the
value below the decimal point will be ignored, but
will be displayed in the Setup Utility. When sav-
ing, the value displayed in the Setup Utility will be
multiplied and saved as a multiple of 1,024.

Disk Space Check

Select to enable the remaining disk space monitor.

Object Disk

Select either internal disk, Memory Card, or Internal disk
and Memory Card as the type of disk to be monitored for
remaining space.

The disk remainder
capacity

Set the remaining disk space used to determine an error in
KB units (default: 1 KB).

The default setting is 1 KB, so increase the setting to suit
the system for actual use.

Note 1. The setting unit used in the Setup Utility is KB,
but the size is saved in bytes in the setup file.

Note 2. If the setting is less than 1,024 (less than 1 KB),
the Setup Tool will automatically set 1,024 bytes.

Note 3. If the setting cannot be divided by 1,024, the
value below the decimal point will be ignored, but
will be displayed in the Setup Utility. When sav-
ing, the value displayed in the Setup Utility will be
multiplied be saved as a multiple of 1,024.




SECTION 17
Web Service Version 2 Maintenance Menu

This section describes the Web Service Version 2 used for remote maintenance of the Open Network Controller from a Web
browser.
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17-1 Overview

17-1-1 Web Service Version 2

Open Network Controller
Maintenance Functions

The Open Network Controller can be accessed from a Web browser running
on a computer on a network. (Internet Explorer 5.5 or higher (SP2 or higher)
is recommended.) The Web Service software provides the following function-
ality.

Open Network Controller settings can be made, the Open Network Controller
can be restarted, and other operations can be performed from the Web
browser.

17-1-2 Starting the Maintenance Menu

1,2,3...
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1. Start the Web browser on the computer.

2. Enterthe IP address or host name of the Open Network Controller followed
by WebService.html, as in the following example, and press the Enter Key.

J address hktp: /110.0.0. 1 ebService. htrl j

Note The default IP address of the Open Network Controller, 10.0.0.1, is
shown above. Be sure to enter the correct IP address if it has been
changed.

The first page of the Web Service site will be displayed if the Open Network
Controller is connected to normally.

Open Network Controller
<KLITNC-EPX01(—DRM)>>

Web Service Ver.2 Top Page

[EE =1 P I S S b T38| Co to Maintenance Menu (in English) I

Il Java Applet Sefting Tool (Basic) Information
Click here. L RETHFBRIF A AL — SN
S M EC BaAlds 1A AN —SERBCED T AOEN 900

T BEWEA AL L T<ERLY,
BA A F — S LT, HABRADEA 2 b b T,

Japarese version of Basic Setting Tool is pre—installed in
the OMNC 2= default

If vou would like to use the English version of it, please
click the nght icon

Erglish version install page s appeared. Then install it
“You can go back to the Japanese version with the same
Wa .
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3. Click Go to Maintenance Menu (in English). The following Maintenance
Menu Window will be displayed.

Open Network Controller
Maintenance Menu

The Setting Tool for Basic Setting

The Setting Tool for Option Software

The Setting Tool for Utilities

« Setup Menu

+« Reboot

« Error Log

« LED Monitor

+« System Profile

Task List

Disk Information

Time data check

« Clock Adjustment

4. Select the desired item from the menu.

A table listing the functions of the menu items is provided in the next section.
Refer to following sections for operating procedures.
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17-1-3 Maintenance Menu Functions

Menu item

Submenu item

Function

The Setting Tool for
Basic Setting

Displays the Setting Tool for the Open Network Controller in a
new window.

Refer to SECTION 4 Software Settings (Basic).

The Setting Tool for
Option Software

The Setting Tool for Data Collec-
tion/Distribution Software Ver-
sion 2

Displays the Setting Tool for the Data Collection/Distribution
Software (version 2) in a new window. This Setting Tool must
be installed separately.

Refer to the Data Collection/Distribution Software Version 2
Operation Manual (Cat. No.: V225-E1).

The Setting Tool for RemoteKit

Displays the Setting Tool for the RemoteKit in a new window.
This Setting Tool must be installed separately.

Refer to the RemoteKit Software Operation Manual (Cat. No.:
V221-E1).

The Setting Tool for
Utilities

Displays the Setting Tool for FinsLink in a new window.
Refer to SECTION 16 Utilities.

Setup Menu

View Setup Files

Displays the setup files for the Open Network Controller in a
Web browser.

Refer to 17-2 Displaying and Editing Setup Files.

Edit Setup Files

Enables editing and writing the setup files for the Open Net-
work Controller in a Web browser.

Refer to 17-2 Displaying and Editing Setup Files.

Change of the Edit Password

Changes the password for editing. Refer to 17-2 Displaying
and Editing Setup Files.

Reboot

Restarts the Open Network Controller. Refer to 17-3 Reboot.

Change of the Reboot Password

Changes the reboot passwords. Refer to 17-3 Reboot.

Error Log

Displays the error log saved in the syslog file (\tmp\syslog).
Refer to 17-4 Error Log.

LED Monitor

Displays the error and other information shown on the Open
Network Controller LED indicators.

Refer to 17-5 Monitoring LED Indicators.

System Profile

Displays the Open Network Controller model and version, the
names and versions of installed options, and other information.

Refer to 17-6 System Profile.

Task List

Displays current processing information from the Open Net-
work Controller. Functionality is the same as the Qnx sin com-
mand.

Refer to 17-7 Task List.

Disk Information

Displays information on all disks that can be accessed by the
Open Network Controller.

Refer to 17-8 Disk Information.

Time Data Check

Display time data from the Open Network Controller and the
client computer. Used to confirm the time on either.

Refer to 17-9 Time Data Check.

Clock Adjustment

Sets the Open Network Controller clock or client computer
clock.

Refer to 17-10 Clock Adjustment.
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17-2 Displaying and Editing Setup Files

The Setup Menu provides three functions: View Setup Files, Edit Setup Files, and

Change of the Edit Password.

17-2-1 Files That Can Be Displayed and Edited

The files listed in the following table can be displayed and edited. They are
listed in the order in which they are displayed. Other files can also be dis-
played and edited by inputting the name of the file.

Note

File name

Settings

/hd/usr/web/testfile

A test file for displaying and writing files.
The contents of this file will in no way affect
the operating environment of the Open Net-
work Controller. Use it as desired to test
writing setup files.

/etc/config/sysinit.1

QNX startup setup file (See note 1.)

/etc/netstart Subnet mask
/etc/hosts IP addresses
liproute IP router

/etc/FgwQnx/FgwQnx.ini

Startup services, local network table, relay
network table, COM port services

/etc/FgwQnx/FgwQnxEtn.ini

ETN_UNIT (for Ethernet)

/etc/FgwQnx/FgwQnxClk.ini

CLK_UNIT (for Controller Link)

/etc/FgwQnx/FgwQnxSIk.ini

SLK_UNIT (for SYSMAC LINK)

/etc/FgwQnx/FgwQnxBUSCSH1.ini

BUSCS1_UNIT (for CS1 BUS)

/etc/FgwQnx/FgwQnxBUSCS1Map.ini

BUSCS1_UNIT (for CS1 BUS mapping)

/etc/FgwQnx/FgwQnxDrmPCl.ini

DRM_UNIT (for DeviceNet)

/etc/FgwQnx/scanlist.ini

DeviceNet scan list

/etc/FgwQnx/FgwQnxHIk.ini

HLK_UNIT (for SYSWAY C, SYSWAY CV,
and CompoWay/F)

/etc/FgwQnx/HIkNetTbl.ini

Host Link address table (for SYSWAY C,
SYSWAY CV, and CompoWay/F)

/etc/FgwQnx/FgwQnxHsv.ini

PT connection services

/etc/FgwQnx/FgwQnxRut.ini

RUT services

/etc/FgwQnx/FgwQnxFIkO0.ini

FLK_UNIT (for FinsLink)

1. The Open Network Controller may not start if any settings in this file are
incorrect. Confirm any changes to be made to this file before writing them.

The settings in the above files can be made through the setting tools, such

as the The Setting Tool for Basic Setting and The Setting Tool for Option
Software. The setup procedure shown in this section edits the setup files
directly. Any mistakes made in the settings can cause the Open Network

Controller to operate incorrectly.
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17-2-2 Displaying the Setup Menu

Select Setup Menu from the Maintenance Menu. The Setup Menu will be dis-
played.

Open Network Controller
Setup Menu

+« View Setup Files

« Edit Setup Files

« Change of the Edit Password

17-2-3 Displaying Setup Files
Use the following procedure to display the contents of the setup files.

1,2,3... 1. Select View Setup Files from the Setup Menu. The following list of files
will be displayed.

Open Network Controller
Setup File Viewer

/hd/usrfweb/testfile Sample File
fete/confis/ayainit.l QWX Initial Settine
fetc/netstart Subnet Nazk
fetc/hosts IF hddress=

fliproute [P Router
fetc/Femlny/Fewling . ini FiW Settine
fetc/Fenlny/FewlinxEtn . ini NP for Ethernet.
fete/Fewlny/FanlnxClk. ini NP for ControllerLink
fete/Femlny/Fantnxd 1k . ini NP for SyvemacLink

2. Click the name of a setup file to display the contents of that file. Other files
can also be opened in your Web browser by entering the file path and
name in the Enter File Name Box at the bottom of the window and clicking
the OK Button.
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Enter file name

Ifetu:ngwOnx:’FnganlH i e— |

o —

Feturn to Maintenance Menu

Enter the file path and name to view.

Click after entering the file name.

\

Click here to return to the Maintenance Menu.

17-2-4 Editing Setup Files

The following procedure can be used to directly edit the setup files (text files),
and write them to the Open Network Controller.

Note 1. The Open Network Controller may not operate if any settings in these files
are incorrect. Confirm any changes to be made to a file before writing
them.

2. No password is set for this menu item by default. We recommend setting
a password to ensure safety. Refer to 17-2-5 Changing the Edit Password
for the setting procedure.

1,2,3... 1. Select Edit Setup Files from the Setup Menu. The following list of files will
be displayed.

Open Network Controller
Setup File Editor

/hd/usr/web/testfile Sample File
fete/confis/sysinit.] ONX Initial Settins
fete/netstart Subnet Nazk
fetc/hosts [P hddress

fiproute [P Eouter
fetc/Femlny/Fenlne. ini FGW Settins
fete/Fewlne:/FewlnzEtn. ini WP for Ethernet
fete/Fenln/FenlnxClk. ini NP for ControllerLink
/et c/Fanlng/Fanln:S k. ini WP for SyemacLink

2. Click the name of a setup file to edit the contents of that file in a text box.
Other files can also be opened for editing in your Web browser by entering
the file path and name in the Enter File Name Box at the bottom of the win-
dow and click the OK Button.

303



Displaying and Editing Setup Files Section 17-2

Enter file name

|
ok | B

Enter the file path and name to edit.

Feturn to Maintenance hMenu

‘\C"Ck after entering the file name.

Click here to return to the Maintenance Menu.

3. After finishing editing the file, click the OK Button at the bottom of the win-
dow.

Note If a password has been set, enter the password in the Password

Box before clicking the OK Button.

Enter the password if one has been set.
(None is set by default.) Asterisks will be
displayed for the password that is entered.

Click here to display the default settings of the setup file in a new window.
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To updats the ﬂlrsenter vour password and click QK.
Password [+ oK

Gancel I Show Initial Setting Get [nital Setting
Show Initial Setting: Opens a new window with the initial setting file.

Get Initial Setting: Inserts the initial setting file into the text bowx

Click here to load all default settings to the text box.

The following display will appear after the setup file has been written.

Open Network Controller File Editor (Save)

A file was saved

1. Return to Maintenance Menu

\

Click here to return to the Maintenance Menu.

2. Check Saved file

Displays the contents of the file that has been
saved.
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17-2-5 Changing the Edit Password

The following procedure can be used to change the password for editing
setup files.

1,2,3... 1. Select Change of the Edit Password from the Setup Menu. The following
window will be displayed.

Open Network Controller
Change of the Edit Password

Enter the new password. It will be displayed
with asterisks.

Enter the current password. It will be

displayed with asterisks. /
Ol Password g /

MNew Password g

MNew Password (Confirm? - | K m Cancel

Enter the new password again. It will be

Eeturn to Maintenance hMenu displayed with asterisks.

2. Enter the old password and the new password in the Old Password, New
Password, and New Password (Confirm) Boxes and click the OK But-
ton.

If the Cancel Button is click, all of the boxes will be cleared.
Up to 64 alphanumeric characters can be input.
Note Passwords are case-sensitive. Enter them carefully.

e If the passwords are entered correctly, the following window will be dis-
play to indicate that the password has been changed.

Open Network Controller Change Edit Password

Password Change complete.

i — :
Return to Maintenance henu Returns to Maintenance Menu.

* If the passwords are not correct, a message will appear saying that the
old or new passwords are not correct. To repeat the procedure to change
the password, click Return to Change Edit Password.
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Open Network Controller Change Edit Password

Not match Old Password.

Return to Changs Edit Password ~— €——— Click here to return to window to change the
password.

17-3 Reboot

The following procedure can be used to reboot the Open Network Controller.
The window also enables changing the reboot password.

Note 1. Always confirm that rebooting the Open Network Controller will not ad-
versely affect the controlled system before rebooting.

2. Web services will be interrupted when the Open Network Controller is re-
booted until it was started again.

17-3-1 Rebooting

1,2,3... 1. Select Reboot from the Maintenance Menu. The following window will be
displayed.

Open Network Controller Reboot

This command will reboot the Open Metwork Controller, You will not able
to access your Open Metworlk Controller’s webh server while rebooting

Enter password. (4 digits or 4 characters only)

| El Cancel |

Change of the Reboot Password «— Jumps to the window to change the reboot password.

Feturn to Maintenance Menu

Note Passwords are case-sensitive. Enter them carefully.
2. Input the password and click the OK Button.
The default password is 1234.

The following window will be displayed after the Open Network Controller
has restarted.
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Open Network Controller Reboot

Rebooting now....
Access the Open Metwork Controller Index URL after about 1 minute,
URL: http:// P Address] foncindex html

Return to Maintenance Menu

17-3-2 Changing the Reboot Password

1. Click Change of the Reboot Password in the Reboot Window. The fol-
lowing window will be displayed.

Open Network Controller
Change Reboot Password

Enter the current password. It will be ]
displayed with asterisks. Enter the new password. It will be
displayed with asterisks.

4 digits or 4 chara}gionly. /
2ld Password | i
|

MNew Password

New Password (Confirm) | ﬂ Cancel

K

Enter the new password again. It will be
displayed with asterisks.

Feturn to Rehoot

2. Enter the old password and the new password in the Old Password, New
Password, and New Password (Confirm) Boxes and click the OK But-
ton.

If the Cancel Button is click, all of the boxes will be cleared.
Note Passwords are case-sensitive. Enter them carefully.

¢ If the passwords are entered correctly, the following window will be dis-
play to indicate that the password has been changed.
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17-4 Error Log
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Open Network Controller Change
Reboot Password

Password Change complete.

Feturn to Execute Reboot

Feturn to Maintenance Menu

* If the passwords are not correct, a message will appear saying that the
old or new passwords are not correct. To repeat the procedure to change
the password, click Return to Change Reboot Password.

Open Network Controller Change
Reboot Password

Not match Old Password.

Feturn to Change Beboot Password

Feturn to Maintenance Menu

The following procedure can be used to display the contents of the syslog file
stored in the Open Network Controller.

Select Error Log from the Maintenance Menu. The following window will be
displayed.

Error Log Viewer

new_svyslog_start

Feb
Feb
Feb
Feb
Feb

4 14:81:37 node<{1>>» svslog: FGW-HLKOD: ID=0024| [HLED] warning : receive timeout
4 14:51:37 node<<1>> svelog: FGW-HLKO: ID=0062| [HLEO] warnming : Retry count aover
4 14:51:42 node<<{1>> svslog: FGW-HLKO: ID=0024| [HLKO] warning : receive timeout
4 14151142 node<<1>> svslog: FGW-HLEO: ID=0063] [HLEO] warning @ Retry count over
4 14:51:47 node<<1>> svslog: FGW-HLKO: ID=0024| [HLEO] warning @ receive timeout

Note Refer to 19-2 Error Messages for the meaning of the contents of the syslog
file (/timp/syslog).
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17-5 Monitoring LED Indicators

The LED Monitor Menu items provides the following two functions.

Name Function
READ Displays the error information given on the LED indicators on
the Open Network Controller.
QUERY Displays the network providers that are currently running.

Note 1. The network provide to monitor can be specified.
2. Referto 19-2 Error Messages for the meaning of error information.

1,2,3... 1. Select LED Monitor from the Maintenance Menu. The following window
will be displayed.

Open Network Controller
LED Monitor

Set parameters and click SEND.

Metwork Provider
Iﬁ <4— Specify the network provider to monitor.

MMessage
READ |« Specify READ or QUERY.

SEND

2. After setting the parameters, click the SEND Button.

READ Display

Open Network Gontroller

FGW-DRM ERR_CODE = 0052

QUERY Displays

Open Network Gontroller Open Network Gontroller

FGW=ETN WF iz runnine FGW-DRM NF i= not running
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17-6 System Profile

The following procedure can be used to display the Open Network Controller
model, Open Network Controller version, registered startup services, network
settings, names of installed optional software, optional software versions, and
other system information.

Select System Profile from the Maintenance Menu. The following window will

be displayed.
Open Network Controller
Systemn profile
Displays the Open Network
Controller model, version,
and other information.
|0 pen Network CGontroller 4
Type [TNG-EPX01-DRM
Opeq Metwaork Controller 100
Wersion,
|Ver'3ion History. |1.00
|FgWQ e ersion. |2.8
|Services [CPU_UNITETN
|Q NX ¢ Displays the QNX version.
Wersion l4.25 |
Displays the local network table showing
the FINS network addresses and unit
||_oca| Network 44— | addresses for Communications Units.
Network #1 [UnitiD #17 I
Displays the Units to which
|COM Ports COM ports are allocated.
COMI [HLKO I
GO [HLK1
|OOMB |HLK2 Displays the names and versions of optional
software that is installed. Also displays precautions
COMM HLK3 if required for any combinations of optional software
versions.
|0 ption Software y ¢
|Web Iaintenance Service |2.00
[FinsLink [1.20 ) )
Displays the total capacity
[RemoteCOM [1.00 and free space in the disk in
the Open Network Controller
and mounted Memory Cards.
|Disk reports K
|Fi|e Systerm | Total | Uzed | Free | zedi) | Mourted on
VA1 dev/ 077 | 31934 13656 | 18256 | 42% | /
VA e/ 07T | 7856 | 12 7833 | o | Jkd
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17-7 Task List

The following procedure can be used to display the tasks that are currently
being executed by the Open Network Controller. The same results are given
as those for the Qnx sin command. Eight items are displayed: section ID, pro-
cess ID, program name, priority, program state, block, code memory size, and

data memory size.

Select Task List from the Maintenance Menu. The following window will be

displayed.

Open Network Controller

Task List

21D FID PROGRAM

-- -- Microkernel
1] 1 =vs/Procid?

3 svs/Slib32

4 fbinfFavs

8 idle

18 S bin/Dey

22 A binfPipe
28 /A1 bin/Dev.
24 fA1/bin/Dev.
25 AA Bind Dey.
28 SO Bind Dey.
27 A Bind Dey.
a0 SO B indNet

FAAbindNet.

268 fA1/binfksh
269 S/ bind=in

B e — R I — N — = — = R R
o
(=]

17-8 Disk Information

5 /binfFavs.diskonchip

SEr
SEr
zer
zer
pty

rtl

3 S fusrfuchfSocket

47 S fusr/bindsyslozd

81 /A fusrfuchf inetd

85 fA1 % bin/LedManaze

56 S/ % bin/ONC_ERR_LED?
B2 SO e bindmencard. pnp
TE AA % Fewlne/bindbat ow
17 S fusrfuchislinger

83 A% bin/diskspace
198 /A1/binfFevs.eide

285 Sf1 usrfuch/slinger
66 S Displnfo.czi

FRI STATE

10r RECY
10r RECY
10r RECY
0r RE&DY
24f  RECY
23r  RECY
20r  RECY
20r  RECY
20r  RECY
20r  RECY
20r  RECY
23r  RECY
20r  RECY
239r  RECY
10o  RECY
10o  RECY
230 REPLY
230 RECY
100 REPLY
100 REPLY
100 REPLY
100 REPLY
22r  RECY
100 REPLY
100 WAIT
100 WAIT
100 REPLY

BLE

o

=)
L= R S e A = e e e e

(=]
(=]

268
-1

CODE

228k

45k

DATH

305k
40396
425k
46k
40k

32k
24k
241
24k

itk
73k
118k
237k
ik

28k
24k
24k
28k
20k
20k
a3k

20k
28k
43k

The following procedure can be used to display information on accessible disk
space, including the file system name, total capacity, used space, free space,
percentage used, and directory where the file system is mounted. The same
results are given as those for the Qnx df -h command. Select Disk Informa-

tion from the Maintenance Menu. The following window will be displayed.
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Open Network Controller
Disk Information

File svstem (kb) Total Uzer Uzed Free Used MWounted an
S dew it i =077 31334 31313 133819 18023 ER A
S dewfkd0t 77 15728 16715 13348 2366 848 Jld

17-9 Time Data Check

The following procedure can be used to check the time data in the Open Net-
work Controller and the client PC connected to the Open Network Controller.
This is used to see the difference in the time between the two devices. You
can jump from this window to the window for setting the time in the Open Net-
work Controller.

Select Time Data Check from the Maintenance Menu. The following window
will be displayed.

Open Network Controller
Time data check

Time data of ONG and Glient PG.

| Y /MM/DD hhemmss
Time data of ONC | 2003/02/04 152302
|Time data of Client PC | 2003/02/04 152250

Click here to jump to the clock adjustment window.

Go to Clock Adjustment execution d———

Return to Maintenance Menu «

Click here to return to the Maintenance Menu.

17-10 Clock Adjustment
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The following procedure can be used to set the time data in the Open Network
Controller to that of the client PC.

1,2,3... 1. Select Clock Adjustment from the Maintenance Menu or select Go to
Clock Adjustment Execution from the Time Data Check Window. The
following window will be displayed.

This window is refreshed every second. The time read from the client PC
will be displayed in realtime in the text box.
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Open Network Controller
Clock Adjustment

The following time data is written In
Open Network Gontroller.

||:IE|32|34152431 Time data writing |

*This page i1s refreshed for every second.

Feturn to Maintenanse Menu

2. Click the Time Data Writing Button. The time displayed in the text box
when the button is clicked will be written to the Open Network Controller
clock. If the time data is set correctly, the following window will be dis-
played.

Open Network Controller
Clock Adjustment

Eeturn to Maintenance Menu
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SECTION 18
Setup Files

This section describes the setup files.

18-1 Overviewof Setup Files . ....... ... i 316
I18-1-1 OVEIVIBW. . o .ttt ittt et ettt e e 316
18-1-2 File List. .. ..ottt e e e 316

18-2 Basic Setup Files. .. ... 317
18-2-1 HostIP Addresses. . ...... ...t 317
18-2-2 Host Name and Subnet Mask .. .......... .. ... ... ... ..... 317
18-2-3 TP ROULEI. . ..ottt e e e e e 318
18-2-4  Startup Services and Network Settings. ... ................... 318
18-2-5 Open Network Controller System Status Settings .............. 328
18-2-6  Open Network Controller System Status Mapping . ............ 329

18-3 ETN_UNIT Setup File: Ethernet Settings . ............ ... ... .. ..... 330
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18-5 SLK_UNIT Setup File: SYSMAC LINK Settings . .. .......c..c.ooen... 332

18-6 BUSCS1 Setup File. ... ... 333
18-6-1 CS1BusBoard Settings . ...........coiiiiitiinennnnnan.. 333
18-6-2 CS1 Bus Board Network Provider Mappings. .. ............... 334
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18-7-1 DeviceNet Settings . . . .. oottt e 335
18-7-2 DeviceNet Scan List........ ... .. ... 337

18-8 HLK UNIT SetupFile ...... ... i 339
18-8-1 Host Link Settings ... ......couvriuiinn i, 339
18-8-2 Host Link Network Table Settings ... ....................... 340

18-9 PT Connections Service Setup File. . .......... . ... ... ... ... ..... 341
18-9-1 PT Connection Settings . ... .......oeuvinninnennenneennnn. 341
18-9-2  Jetc/FgwQnx/FgwQnxHsv.ini Settings. . ..................... 342

18-10 RemoteCOM Setup File: /etc/FgwQnxRCOM.ini ... .................. 343

18-11 FinsLink Setup File: /etc/FgwQnx/FgwQnxFIkO.ini ................... 347

18-12 Diskspace Setup Files . . . . ... ... o 348

18-12-1 File Settings for /etc/FgwQnx/diskspace.ini (Unit Ver. 1.1 or Later) 348
18-12-2 File Settings for /usr/Tool/bin/onc_command (Unit Ver. 1.1 or Later) 348
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18-1 Overview of Setup Files

18-1-1 Overview
The setup files used to set the Open Network Controller operating environ-
ment are described in this section. The default setup files are described.
The contents of the setup files are changed using the Setup Tools. Always use
the Setup Tools when changing the settings.

Note As a rule, do not edit the setup files directly. Incorrect settings will cause oper-
ating errors. Use the Setup Tools when changing settings.

18-1-2 File List
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File name Settings Refer to
/etc/hosts IP addresses and host 18-2 Basic Setup Files
names
/etc/netstart Subnet mask

fiproute

IP router

/etc/FgwQnx/FgwQnx.ini

Startup services and net-
works

/etc/FgwQnx/
FgwQnxONCSys.ini

Open Network Controller
system status network pro-
vider

/etc/FgwQnx/
FgwQnxONCSysMap.ini

Open Network Controller
system status network pro-
vider mapping

/etc/FgwQnx/FgwQnxEtn.ini

Ethernet network provider

18-3 ETN_UNIT Setup
File: Ethernet Settings

/etc/FgwQnx/FgwQnxClIk.ini

Controller Link network pro-
vider

18-4 CLK_UNIT Setup
File: Controller Link
Settings

/etc/FgwQnx/FgwQnxSIk.ini

SYSMAC LINK network
provider

18-5 SLK_UNIT Setup
File: SYSMAC LINK
Settings

/etc/FgwQnx/ CS1 bus board network 18-6 BUSCS1 Setup
FgwQnxBUSCSH1.ini provider File

/etc/FgwQnx/ CS1 bus board network

FgwQnxBUSCS1Map.ini provider mapping

/etc/FgwQnx/FgwQnxDrm- DeviceNet network provider | 18-7 DRM_UNIT Set-
PCl.ini tings

/etc/FgwQnx/scanlist.ini

DeviceNet scan list

/etc/FgwQnx/FgwQnxHIk.ini

HLK network provider

/etc/FgwQnx/HIkNetTblL.ini

HLK address table

18-8 HLK_UNIT Setup
File

/etc/FgwQnx/FgwQnxRut.ini

/etc/FgwQnx/FgwQnxHsv.ini

PT connection service net-
work providers

18-9 PT Connections
Service Setup File

/etc/FgwQnxRCOM.ini

RemoteCOM network pro-
vider

18-10 RemoteCOM
Setup File: /etc/
FgwQnxRCOM.ini

/etc/FgwQnx/FgwQnxFIkO.ini

FinsLink network provider

18-11 FinsLink Setup
File: /etc/FgwQnx/
FgwQnxFIkO.ini

/etc/FgwQnx/diskspace.ini

/usr/Tool/bin/onc_command

Diskspace settings

18-12 Diskspace Setup
Files
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18-2 Basic Setup Files
18-2-1 Host IP Addresses

/etc/hosts contains a table of IP addresses and host names.

Note The Open Network Controller does not use DNS.

#
# Host Database

# for local hosts that share this file.

# before the nameserver is started.
#

#

127.1 localhost localhost.my.domain
#

# Imaginary network.

10.0.0.1 onchost

# This file should contain the addresses and aliases

# It is used only for "ifconfig" and other operations

Always set the IP address of the host name of the
local node. The default host name of the Open
Network Controller is "onchost".

Note: This must be set to the same address as
ONCHOST in the /etc/netstart filed described later.

Set the IP address and host name of the other nodes as
required by the applications. These settings are not
necessarily required by the Controller.

18-2-2 Host Name and Subnet Mask

/etc/netstart contains the host name of the Open Network Controller and the
subnet mask. Change the subnet mask in this file when required.

The IP address of the local node will be the IP address set for the host name

in /etc/hosts.

#if you need SUBNETMASK add
#-subnetmask XXX XXX XXX. XXX
#in front of "up”

#[Example]

#lusr/ucbfifconfig en1 onchost netmask 255.255.0.0 up

#export SOCK=$NODE
ONCHOST=onchost
ONCMASK=255.0.0.0 —

Set the host name. This setting must be the same as that
in /etc/hosts, described above.

/bin/slay -f Sockiet;
Jusr/ucb/Socklet $ONCHOST &

Jusrfucbfifconfig 100 localhost up
lusr/bin/syslogd

{usr/ucbfinetd

fusr/ucb/routed

liproute

lusrfucblifconfig en1 $ONCHOST netmask $ONCMASK Up [Set the subnet mask according

to the class of the IP address of
the Open Network Controller.
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18-2-3 IP Router

/iproute contains IP router addresses corresponding to the final network
addresses. No settings are required unless IP routing is being used.

#ip route value setting.

#{format] This line specifies that the IP router for
#/usr/ucb/route add NetworkAddress RouterAddress | network address 192.168.36 is
#[Example] 10.0.0.3. The number sign (#) must be
#lusr/ucb/route add 10.0.0.0 10.0.0.3 removed from the beginning of the line
#lusriucblroute add 192.168.36.0 10.0.0.3 «— 1°f the setting to be effective.

18-2-4 Startup Services and Network Settings

/etc/FgwQnx/FgwQnx.ini contains the FinsGateway QNX settings, including
the startup services (network providers), unit addresses, and network set-
tings. The sizes of the DM and CIO areas are also set.

; () Copyright OMRON Corporation 1999-2003
; All Rights Reserved

; FgwQnx.ini - ini file for FinsGatewayQNX

[FgwLibMgr]
Qnx_PflagMask=

; SERVICES under SCM

;OtherServices= SPR,DRMO0,CS1Inb0,CIk0,HLK2,RUT0,RUT1,Hsv0,Hsv1,

[Services]
Services=CPU_UNIT,ETN,HLKO,HLK1 <——| Set the services to be started. CPU_UNIT and
ETN must always be set. Set the others according
to your hardware configuration.

; TICKSIZE FOR TIMER SRP: ONC system NP (network provider)
: DRM(I:  DeviceNet NP

[TickSize] CIkLI: Controller Link NP

TickSize=500 SIk[I: SYSMAC LINK NP

HLKC:  SYSWAY, SYSWAY-CV, and
; CompoWay/F NP
: PRIORITY & SCHEDULE RUTL: PT connection service NP

; Schedule = FIFO|RoundRobin|OTHER Hsvll:  PT connection service NP

: BUSCS1: CS1 bus board NP

[Priority] RCOMLI]: RemoteCOM connection service NP
FgwLibMgr=23 FLKL]:  FinsLink NP

CPU_UNIT=23

SPR=23

ETN=23

CS1Inb0=23
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DRMO0=23
DRM1=23
HLK0=23
HLK1=23
HLK2=23
HLK3=23
RUT0=23
RUT1=23
RUT2=23
RUT3=23
IpLibMgr=23
Hsv0=23
Hsv1=23
Hsv2=23
Sch=23
Mua=23
BUSCS1=23
FLK0=23
FLK1=23
RCOMO0=23
RCOM1=23
RCOM2=23
RCOM3=23
RCOM4=23
RCOM5=23
RCOM6=23
RCOM7=23
RCOM8=23
RCOM9=23
RCOM10=23
RCOM11=23
RCOM12=23
RCOM13=23
RCOM14=23
RCOM15=23

[Schedule]
FgwLibMgr=OTHER
CPU_UNIT=0THER
SPR=0OTHER
ETN=OTHER
CS1Inb0O=RoundRobin
ClkO=RoundRobin
Slk0O=RoundRobin
DRMO=RoundRobin
DRM1=RoundRobin
HLKO=OTHER
HLK1=0OTHER
HLK2=OTHER
HLK3=0THER
RUTO=0OTHER
RUT1=0THER
RUT2=0THER
RUT3=0THER
IpLibMgr=OTHER
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Hsv0=OTHER
Hsv1=0OTHER
Hsv2=0OTHER
Sch=0THER
Mua=OTHER
BUSCS1=0THER
FLKO=OTHER
FLK1=0OTHER
RCOMO0=0THER
RCOM1=0THER
RCOM2=0OTHER
RCOM3=0THER
RCOM4=0THER
RCOM5=0THER
RCOM6=0THER
RCOM7=0THER
RCOM8=0THER
RCOM9=0THER
RCOM10=0THER
RCOM11=0THER
RCOM12=0THER
RCOM13=0THER
RCOM14=0THER
RCOM15=0THER

; FINS UNITID

[UnitID]
CPU_UNIT=0
SPR=16
ETN=17
Clk0=18
Slk0=18
CS1Inb0=19
BUSCS1=19
DRMO0=20
DRM1=19
HLKO0=21
HLK1=22
HLK2=23
HLK3=27
RUT0=21
RUT1=22
RUT2=23
RUT3=27
Hsv0=24
Hsv1=25
Hsv2=26
RCOMO0=32
RCOM1=33
RCOM2=34
RCOM3=35
RCOM4=36

Unit address settings for each service. Do not change these.
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RCOM5=37
RCOM6=38
RCOM7=39
RCOM8=40
RCOM9=41
RCOM10=42
RCOM11=43
RCOM12=44
RCOM13=45
RCOM14=46
RCOM15=47

[RouteTable]

;LocalNetworks=(Network# ,Unit#)
;RelayNetworks=(DestinationNetwork#,RelayNetwork#,RelayNode#)

LocalNetworks=(1,17)(2,21)(3,22) \

FINS network routing table settings. These tables will be
downloaded to the Controller Link Board at startup.

Local network table. Set the network address and unit
address (Unit ID") for each NP being used.

RelayNetworks=

Set the relay network table for the FINS network.
Set three items on each line in the following order,

; COM

separating each with a comma: Final network
address, relay network address, relay node

[COM]
COMs=4
COM1=HLKO
COM2=HLK1
COM3=HLK2
COM4=HLK3

[COMA1]
Device=/dev/ser1
IRQ=4

[COM2]
Device=/dev/ser2
IRQ=3

[COMS3]
Device=/dev/ser3
IRQ=5

[COM4]
Device=/dev/ser4
IRQ=7

address. For example, (5,1,4) says to go through
node 4 of network 1 to get to FINS network 5.

Set the NP to allocate to each COM port. The default
settings are shown at the left (COM1 = HLKO, COM2 =
HLK1, COM3 = HLK2, and COM4 = HLK3).

To allocate nothing to a port, delete the text after the
equals sign.
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; CPU_UNIT

[CPU_UNIT]
ImagePath=/usr/FgwQnx/bin/CPU_UNIT
Terminate Type=Signal
TerminateData=2

StartType=auto

Qnx_PflagMask=
HardwareType=ITNC-EPX01-DRM
HardwareVersion=V1.00
RtcSetCommand=rtc -Is hw > /dev/null
FixedMemoryPhyAdress=0xC8000
FixedMemoryPhySize=131072

MemoryAliases=DM,CIO
DM=02

ClO=00,30

SRAM=32

File=01

Fins=03

; EventMemory

NumChannels=65536
NumConditions=200
AccessMethod=EmMemory

Set the number of words to allocate to the DM area
in the Open Network Controller.
Up to 65,536 words can be allocated.

NeedMapMemory=TRUE
IsVolatile=FALSE

Set the number of words to allocate to the CIO area
in the Open Network Controller.
Up to 8,192 words can be allocated.

NumChannels=8192
NumConditions=200
AccessMethod=EmMemory

NeedMapMemory=TRUE
IsVolatile=FALSE

NumChannels=65214
NumConditions=200
AccessMethod=EmSRAM
FixedMemoryOffset=0
NeedMapMemory=FALSE
IsVolatile=FALSE
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NumChannels=2048
NumConditions=200
AccessMethod=EmFileAccess
NeedMapMemory=FALSE
IsVolatile=TRUE
FileName=/tmp/FgwQnx.sample

NumChannels=2048
NumConditions=200
AccessMethod=EmFinsRemote
NeedMapMemory=FALSE
IsVolatile=TRUE
FinsAddress=0.0.0
TimeoutSecond=2
VariableType=02
VariableOffset=0

; ONCSys

[SPR]

ImagePath=/usr/FgwQnx/bin/Spr

Terminate Type=Signal

TerminateData=2

StartType=auto
SubProfile=/etc/FgwQnx/FgwQnxONCSys.ini

;ETN

[ETN]

ImagePath=/usr/FgwQnx/bin/etn
Terminate Type=Signal
TerminateData=2

StartType=auto
SubProfile=/etc/FgwQnx/FgwQnxEtn.ini

; SockProxy

[SockProxy]
ImagePath=/usr/FgwQnx/bin/FgwSockServer
TerminateType=Signal

TerminateData=2

StartType=auto
SubProfile=/etc/FgwQnx/FgwQnxSpy.ini
Qnx_PflagMask=
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)

; CLK

[CIkO]

ImagePath=/usr/FgwQnx/bin/Clk
Terminate Type=Signal
TerminateData=2

StartType=auto

CommandLine=Clk -n 0
SubProfile=/etc/FgwQnx/FgwQnxClk.ini
LedControl=0

)

; SLK

[SIkO]

ImagePath=/usr/FgwQnx/bin/Slk
Terminate Type=Signal
TerminateData=2

StartType=auto

CommandLine=Slk -n 0
SubProfile=/etc/FgwQnx/FgwQnxSIk.ini
LedControl=0

; CS1lnb

[CS1Inb0]
ImagePath=/usr/FgwQnx/bin/CS1Inb
Terminate Type=Signal

TerminateData=2

StartType=auto

CommandLine=CS1Inb -n 0
SubProfile=/etc/FgwQnx/FgwQnxCS1Inb.ini

i

; DRM

[DRMO]

ImagePath=/usr/FgwQnx/bin/DRM
Terminate Type=Signal

TerminateData=2

StartType=auto

LedControl=1

CommandLine=DRM -n 0
SubProfile=/etc/FgwQnx/FgwQnxDrmPCl.ini
[DRM1]

ImagePath=/usr/FgwQnx/bin/DRM
Terminate Type=Signal

TerminateData=2

StartType=auto

CommandLine=DRM -n 1
SubProfile=/etc/FgwQnx/FgwQnxDrmPCl.ini
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; HLK

[HLKO]
ImagePath=/usr/FgwQnx/bin/hlk
Terminate Type=Signal
TerminateData=2

StartType=auto

CommandLine=hlk -n 0
SubProfile=/etc/FgwQnx/FgwQnxHIk.ini
[HLK1]
ImagePath=/usr/FgwQnx/bin/hlk
Terminate Type=Signal
TerminateData=2

StartType=auto

CommandLine=hlk -n 1
SubProfile=/etc/FgwQnx/FgwQnxHIk.ini
[HLK2]
ImagePath=/usr/FgwQnx/bin/hlk
Terminate Type=Signal
TerminateData=2

StartType=auto

CommandLine=hlk -n 2
SubProfile=/etc/FgwQnx/FgwQnxHIk.ini
[HLK3]
ImagePath=/usr/FgwQnx/bin/hlk
TerminateType=Signal
TerminateData=2

StartType=auto

CommandLine=hlk -n 3
SubProfile=/etc/FgwQnx/FgwQnxHIk.ini

i

;RUT

[RUTO]
ImagePath=/usr/FgwQnx/bin/RemoteUart
TerminateType=Signal

TerminateData=2

StartType=auto
CommandLine=RemoteUart -n 0
SubProfile=/etc/FgwQnx/FgwQnxRut.ini
[RUTA1]
ImagePath=/usr/FgwQnx/bin/RemoteUart
Terminate Type=Signal

TerminateData=2

StartType=auto
CommandLine=RemoteUart -n 1
SubProfile=/etc/FgwQnx/FgwQnxRut.ini
[RUT2]
ImagePath=/usr/FgwQnx/bin/RemoteUart
Terminate Type=Signal

TerminateData=2

StartType=auto
CommandLine=RemoteUart -n 2
SubProfile=/etc/FgwQnx/FgwQnxRut.ini
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[RUT3]
ImagePath=/usr/FgwQnx/bin/RemoteUart
Terminate Type=Signal

TerminateData=2

StartType=auto
CommandLine=RemoteUart -n 3
SubProfile=/etc/FgwQnx/FgwQnxRut.ini

; HSV

[HsvO]

ImagePath=/usr/FgwQnx/bin/hsv
Terminate Type=Signal
TerminateData=2

StartType=auto

CommandLine=hsvUnit -n 0
SubProfile=/etc/FgwQnx/FgwQnxHsv.ini
HsvOUnit=Hsv0/HsvOUnit

[Hsv1]

ImagePath=/usr/FgwQnx/bin/hsv
Terminate Type=Signal
TerminateData=2

StartType=auto

CommandLine=hsvUnit -n 1
SubProfile=/etc/FgwQnx/FgwQnxHsv.ini
Hsv1Unit=Hsv1/Hsv1Unit

[Hsv2]

ImagePath=/usr/FgwQnx/bin/hsv
Terminate Type=Signal
TerminateData=2

StartType=auto

CommandLine=hsvUnit -n 2
SubProfile=/etc/FgwQnx/FgwQnxHsv.ini
Hsv1Unit=Hsv2/Hsv2Unit

; IpLibMgr

[IpLibMgr]
ImagePath=/usr/FgwQnx/bin/ipLibMgr
Terminate Type=Signal
TerminateData=2

StartType=auto

SubProfile=/etc/FgwQnx/FgwQnxIpLibMgr.ini
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i

; Sch

[Sch]

ImagePath=/usr/FgwQnx/bin/schlp
Terminate Type=Signal

TerminateData=2

StartType=auto
SubProfile=/etc/FgwQnx/FgwQnxSch.ini

i

; Mua

[Mua]

ImagePath=/hd/usr/mail/bin/mualp
TerminateType=Signal

TerminateData=2

StartType=auto
SubProfile=/hd/usr/mail/etc/FgwQnxMua.ini

; BUSCSH1

[BUSCS1]
ImagePath=/usr/FgwQnx/bin/BUSCS1
Terminate Type=Signal

TerminateData=2

StartType=auto
SubProfile=/etc/FgwQnx/FgwQnxBUSCS1.ini

)

; FLK

[FLKO]
ImagePath=/usr/FgwQnx/bin/finslink
TerminateType=Signal

TerminateData=2

StartType=auto

CommandLine=finslink -n 0
SubProfile=/etc/FgwQnx/FgwQnxFIkO.ini
[FLK1]
ImagePath=/usr/FgwQnx/bin/finslink
Terminate Type=Signal

TerminateData=2

StartType=auto

CommandLine=finslink -n 1
SubProfile=/etc/FgwQnx/FgwQnxFlk1.ini
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; RCOM

[RCOMO]
ImagePath=/usr/FgwQnx/bin/RCOMunit
TerminateType=Signal

TerminateData=2

StartType=auto

CommandLine=RCOMunit -n 0
SubProfile=/etc/FgwQnx/FgwQnxRCOM.ini

[RCOM15]
ImagePath=/usr/FgwQnx/bin/RCOMunit
Terminate Type=Signl

TerminateData=2

StartType=auto

CommandLine=RCOMunit -n 15
SubProfile=/etc/FgwQnx/FgwQnxRCOM.ini

18-2-5 Open Network Controller System Status Settings

328

/etc/FgwQnx/FgwQnxONCSys.ini contains settings for the Open Network
Controller system status network provider.

; (¢) Copyright OMRON Corporation 2003
; All Rights Reserved

; FgwQnxONCSys.ini - ini file for ONCSys

[SPR]
ImagePath=/usr/FgwQnx/bin/SramErr Refresh interval setting for memory unit
function, status memory function, clock memory
;Refresh Interval of SystemStatu functions, and shutdown function. The setting
RefreshTimer=1000 <«—————{ rangeis 1t0 9,999 ms.

;Map AreaName of SystemStatus

MemoryName=DM \ System status mapping area allocations.

Area names: CIO or DM

;Offset of SystemStatusArea Offsets: CIO = 0 to 8183, DM = 0 to 65527
MemoryOffset=65527

;Restore Flag 0:No't Exec 1:Exec
StartType=0

;MemoryUnit StatusMemory TimeMemory Shutdown
Refreshinterval=1,1,1,1

;Time of Refreshinterval Refrect 0:No't Exec 1:Exec
RefreshOnline=1
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18-2-6 Open Network Controller System Status Mapping
/etc/FgwQxn/FgwQxnONCSysMap.ini contains settings for the Open Network

Controller system status network provider mapping.

; (c) Copyright OMRON Corporation 2003
; All Rights Reserved

; FgwQnxONCSysMap.ini - ini file for ONCSys Mapping

[MapNum]

Maps=0

[Map]

; Flag, Name1, Name10Offset, Name2, Name20Offset, Size(CH), Direct
;1,DM,0,SRAM,0,10,0

;2,C10,0,SRAM,10,9,1

;3,DM,0,HM,0,10,1

[SPR]

MyLine=1,2,3

;Exec RefreshTimer
RefreshLine=1

;Exec BackUpRestoreFlag ON
NonRefreshLine=2

;Exec Only ONC Start And StartType=1
StartLine=3
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18-3 ETN_UNIT Setup File: Ethernet Settings

/etc/FgwQnx/FgwQnxEtn.ini contains settings for the Ethernet network pro-
vider.

; () Copyright OMRON Corporation 1999-2003
All Rights Reserved

; FgwQnxEtn.ini - ini file for ETN

iFINS] Set the FINS node address for the local node on the Ethernet
network to between 1 and 253.

NodelD=1

UdpPortNumber= Set the UDP port number to use for Ethernet as a decimal

value. UDP port number 9600 will be used if the setting is
[IpTable] omitted. Normally, 9600 should be used.

;IpExchangeAuto - automatically assign peer IP address
; peer address <- <MylpAddr> & 0xffffff00 | <peer node>
; value: 1 - enable this function

; value: 0 - disable this function

IpExchangeAuto=1
IpTable=(2,10.0.0.2) ~——

Set the IP address corresponding to the FINS node address for

IpTableProxy= each node on the Ethernet network. Set one line for each node
containing the node address and then the IP address separated

by a comma. Up to 32 nodes can be set.

Settings can be made using host names set in /etc/hosts, e.g.,

(2,oncclient).

— | Set the IP address to send FINS data to for any destination for
which the IP address is not known. This setting is not required.

330



CLK_UNIT Setup File: Controller Link Settings Section 18-4

18-4 CLK_UNIT Setup File: Controller Link Settings

/etc/FgwQnx/FgwQnxClIk.ini contains settings for the Controller Link network
provider. Only the node address and baud rate are set in this file.

The Controller Link Board must be set to agree with the settings in this file.

; () Copyright OMRON Corporation 1999-2003
; All Rights Reserved

; FgwQnxClk.ini - ini file for CLK

[CIkO]
Driverlmage=/usr/FgwQnx/bin/Clkdrv
BoardName=3G8F7-CLK21
SystemSw=0xB3
SystemSw2=0x00
MaxLink=62000
NodelD=30 | Set the node address between 1 and 62. |
RefreshMethod=0

RefreshTimer=100

TriggerType=0

SyncClockTimer=0

Sender=ClkSender

Receiver=ClkReceiver

Driver=ClkDriver

Trigger=Triggerprocess

TriggerMethod=0

TriggerMsg=1/0O_Trigger

MyTrigger1=1/O

MyTrigger2=Trigger_I/O

Status_Net_Name=CIO

Status_Net_Offset=0

Status_Net_Size=0

Status_Link_Name=CIO

Status_Link_Offset=0

Status_Link_Size=0

Table_Link_Name=DM

Table_Link_Offset=0

Table_Link_Size=0

| Set the baud rate. 0x*1: 500 Kpbs, 0x*2: 1 Mpbs, 0x*3: 2 Mpbs |

Note Set the baud rate to the same values as the other nodes (e.g., Controller Link
Units) on the Controller Link network.
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18-5 SLK_UNIT Setup File: SYSMAC LINK Settings

/etc/FgwQnx/FgwQnxSIk.ini contains settings for the SYSMAC LINK network
provider.

; () Copyright OMRON Corporation 2000-2003
; All Rights Reserved

; FgwQnxSlIk.ini - ini file for SLK

[SIk0]
Driverlmage=/usr/FgwQnx/bin/Slkdrv
BoardName=3G8F7-SLK21
SystemSw=0 x 80
MaxLink=32000

NodelD=1
RefreshMethod=0
RefreshTimer=100 <—| Set the refresh interval between 1 and 9,999 ms. |
TriggerType=0

SyncClockTimer=0

Sender=SIkSender

Receiver=SlkReceiver

Driver=SIkDriver

Trigger=Triggerprocess

TriggerMethod=0

Trigger_Msg=I/O_Trigger

MyTrigger1=I/O

MyTrigger2=Trigger_|/O

Status_Net_Name=CIO

Status_Net_Offset=0

Status_Net_Size=0

Status_Link_Name=CIO

Status_Link_Offset=0

Status_Link_Size=0

Table_Link_Name=DM

Table_Link_Offset=0

Table_Link_Size=0

| Set the node address between 1 and 62. |
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18-6 BUSCS1 Setup File
18-6-1 CS1 Bus Board Settings

/etc/FgwQnx/FgwQnxBUSCSH1.ini contains settings for the CS1 Bus Board
network provider.

; () Copyright OMRON Corporation 2000-2003
; All Rights Reserved

; FgwQnxBUSCSH1.ini - ini file for CS1 BUS I/F Board

[BUSCS1]
Driverlimage=/usr/FgwQnx/bin/BUSCS1pci

MapFile=/etc/FgwQnx/FgwQnxBUSCS1Map.ini

Node|D=1 | Set the node address of the BUSCS1_UNIT between 1 and 253.|
Memaddr=0xcc000
10addr=0x398
IRQ=12
RefreshMethod=0
RefreshTimer=10
Trigger=0

ResetMethod=0
SyncClock=0 BUSCS1_UNIT status area setting. Two words will be

StatusArea=ClO allocated for the status area. Setting ranges are as follows:
StatusOffset=6000 DM: 0 to 65534, CIO: 0 to 8190, SRAM: 0 to 65212

[CST1]

NodelD=2 Set the node address of the CPU Bus Unit on the PLC

[Processes] between 1 and 253.
Sender=BUSCS1_Sender

Receiver=BUSCS1_Receiver
Driver=BUSCS1_Driver
Trigger=CrmDriver
Trigg_Msg=I/0O_CRM
MyTrigg_Msg=I/O_BUSCS1

| Set the refresh interval between 1 and 9,999 ms.
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18-6-2 CS1 Bus Board Network Provider Mappings
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/etc/FgwQnx/FgwQnxBUSCS1Map.ini contains settings for the CS1 Bus
Board network provider.

; () Copyright OMRON Corporation 2000-2003
; All Rights Reserved

; FgwQnxBUSCS1Map.ini - ini file for CS1 BUS I/F Borad Mapping

[MapNum]
Maps=2

[Map]
;1,C10,3800,C10,3800,100,1
;1,C10,4800,C10,4800,100,0
[BUSCSH1]
Reverse=0
MyLine=1
AR=0x17080
TF=0x17c00
CF=0x17e00
Cl0=0x18000
HR=0x1b000
TN=0x1b400
WR=0x1bc00
TIM=0x1c000
CNT=0x1e000
DM=0x20000
EMO0=0x30000
EM1=0x40000
EM2=0x50000
EM3=0x60000
EM4=0x70000
EM5=0x80000
EM6=0x90000
EM7=0xa0000
EM8=0xb0000
EM9=0xc0000
EMA=0xd0000
EMB=0xe0000
EMC=0xf0000
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18-7 DRM_UNIT Settings
18-7-1 DeviceNet Settings

/etc/FgwQnx/FgwQnxDrmPCl.ini contains settings for the DeviceNet network

provider.

; () Copyright OMRON Corporation 1999-2003

; All Rights Reserved

; FgwQnxDrmPClL.ini - ini file

[DRMO]
Driverlmage=/usr/FgwQnx/b

ScanListPath=/etc/FgwQnx/scanlist.ini

for DRM

in/DRMdrv

NodelD=63
Baudrate=0

ScanCycIeT;M

[ Set the MAC ID of the local node. |

Set the DeviceNet baud rate.
0: 125 kbps, 1: 250 kbps, 2: 500 kbps

N

Set the time to scan all nodes on the DeviceNet network. If 0 is
set, the cycle time will be made as short as possible. The time
can be set between 1 and 500 (ms).

The actual scan cycle times (current time, maximum time

and minimum) can be read from the status area.

StartScanMode=1 =~
0:

Set the DeviceNet mode to use at startup.

Don't scan, 1: Scan

RefreshMethod=0

EventCycleTime=10 «+—
ONCWdtCheck=0

Set the refresh interval for event memory data. The interval should be set
the current value of the communications cycle time or longer.

ComErrorStop=0
ComErrorData=0

LkFKK
’

Master Function

Set handling of the scan when a DeviceNet communications error
occurs.
0: Continue the scan for all nodes without errors

*hkk

MasterFunction=1
ScanMode=0

Set the event memory area in which words are to be allocated as input
area 1 (inputs from DeviceNet to the event memory).

InAreaName1=CIO

InAreaOffset1=2000 ~ |
InAreaSize1=64

Set the word in the event memory area to use as the first word of input
area 1.

InAreaName2=DM

InAreaOffset2=0 \

Set the number of words to be allocated as input area 1 between 0 and
6,400.

Set event memory area, first word, and number of words
for input area 2 in the same way as for input area 1.

InAreaSize2=0
OutAreaName1=CIO
OutAreaOffset1=1900
OutAreaSize1=64

OutAreaName2=DM
OutAreaOffset2=0
OutAreaSize2=0

Set event memory area, first word, and number of words
for output area 1 (outputs from event memory to Device
Net) in the same way as for input area 1.

Set event memory area, first word, and number of words
for output area 2 (outputs from event memory to Device
Net) in the same way as for input area 1.
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LkKkKk *kkk

Slave Function
SlaveFunction=0
SlaveScanMode=0
SlavelnAreaName=CIO
SlavelnAreaOffset=0
SlavelnAreaSize=0
SlaveOutAreaName=CIO
SlaveOutAreaOffset=0
SlaveOutAreaSize=0
StatusAreaName=CIO
StatusAreaOffset=1500 ~———

StatusAreaSize=90

7 Process Name L
Sender=DrmQ0Sender
Receiver=DrmOReceiver
Driver=DrmODriver

;**** My Refresh *kkk
MyTrigger_Msg=I/O
MyTrigger_Msg2=Trigger_|/O
;7 Trigger for Refresh finished
TriggerMethod=0

TriggerType=0
Trigger=TriggerProcess
Trigger_Msg=I/O_Trigger
[DRM1]
Driverlmage=/usr/FgwQnx/bin/DRMdrv
ScanListPath=/etc/FgwQnx/scanlist.ini
NodelD=63
Baudrate=0
ScanCycleTime=0
StartScanMode=1
RefreshMethod=0
EventCycleTime=10
ONCWOdtCheck=0
ComErrorStop=0
ComErrorData=0

;** Master Function
MasterFunction=1
ScanMode=0
InAreaName1=CIO
InAreaOffset1=3000
InAreaSize1=64
InAreaName2=DM
InAreaOffset2=0
InAreaSize2=0
OutAreaName1=CIO
OutAreaOffset1=2900
QutAreaSize1=64
OutAreaName2=DM
OutAreaOffset2=0
OutAreaSize2=0

*hkk

*kkk
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Set the event memory area in which words are to be
allocated as the DeviceNet status area.

Set the word in the event memory area to use as the
first word of the DeviceNet status area.

Set 90 as the number of words to be allocated as the
DeviceNet status area. This setting must always be 90
words. Refer to the following pages for details on the
status area contents.
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*kkk

;**** Slave Function
SlaveFunction=0
SlaveScanMode=0
SlavelnAreaName=CIO
SlavelnAreaOffset=0
SlavelnAreaSize=0
SlaveOutAreaName=CIO
SlaveOutAreaOffset=0
SlaveOutAreaSize=0
StatusAreaName=CIO
StatusAreaOffset=2500
StatusAreaSize=90
;**  Process Name
Sender=Drm1Sender
Receiver=Drm1Receiver
Driver=Drm1Driver

;77 My Refresh ****
MyTrigger_Msg=I/O
MyTrigger_Msg2=Trigger_I/O
;7 Trigger for Refresh finished
TriggerMethod=0

TriggerType=0
Trigger=TriggerProcess
Trigger_Msg=I/O_Trigger

*kkk

*hkk

18-7-2 DeviceNet Scan List

/etc/FgwQnx/scanlist.ini contains the scan list settings for allocations to
DeviceNet slaves. On the DeviceNet network, the MAC ID is used as the
FINS node address. FINS node address 0 is for the local node and cannot be
used unless FINS is not used and only event memory is being allocated.

The input area, first input word, input size, output area, first output word, and
output size must be set for each DeviceNet MAC ID.

The scan list contains the input and output areas, first words, and sizes for
each MAC ID on the DeviceNet network in the format given below. Any line
beginning with “#” will be ignored.

Example: 01,1,00,00,1,00,02

Enter the following settings on each line, separating each setting with a
comma (do not omit zeros except for in 1/O area numbers): MAC ID, input
area number, input offset, input size, output area number, output offset, and
output area size.

Item Setting

Set the MAC ID of the slave between 00 and 63. The MAC
ID will be used as the FINS node address.

Set the number specified in the number specified in /etc/
FgwQnx/FgwQnxDrmPCL.ini.

Set the number of bytes. The start of the area will be offset
by the set number of bytes from the beginning of the input
area starting position specified in /etc/FgwQnx/
FgwQnxDrmPCl.ini.

Set the number of bytes between 0 and 6400.

Set the number specified in the number specified in /etc/
FgwQnx/FgwQnxDrmPCL.ini.

MAC ID

Input area number

Input area offset

Input size
Output area number
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Note

Item Setting

FgwQnxDrmPCl.ini.

Output area offset Set the number of bytes. The start of the area will be offset
by the set number of bytes from the beginning of the output
area starting position specified in /etc/FgwQnx/

Output size Set the number of bytes between 00 and 6400.

1. Use even numbers for offset address except for 8-bit Slaves.

2. When using MULTIPLE I/0 TERMINALSs, two words are allocated for the
Communications Unit to send I/O Unit interface status information to the

Master. Include this setting in the scan list.

3. When only explicit messages are used, set the input and output area sizes

to O.

; () Copyright OMRON Corporation 1999-2003
; All Rights Reserved

; scanlist.ini - ini file for DRM-SCANLIST

; MaclD,InAreaNo, InOffset,InSize(Byte),OutAreaNo,OutOffset,OutSize(Byte)
; ex) FgwQnxDrm.ini is default settting

;10,01,20,02,01,00,00 means "DRT1-ID16(MaclD=10) -> CI02010"
; 11,01,00,00,01,10,02 means "DRT1-OD16(MacID=11) <- CIO1905"
; 12,01,00,00,01,00,00 means "Explicit message only(MaclD=12)"

; DRTO1-ID16(IN:1CH/OUT:0CH)

[DRMO]

01,01,00,02,01,00,00

;10,01,200,02,01,00,00

;11,01,00,00,01,200,02

;62,01,00,00,01,00,00

[DRM1]
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18-8 HLK_UNIT Setup File

18-8-1 Host Link Settings

/etc/FgwQnx/FgwQnxHIk.ini contains settings for Host Link (SYSWAY,
SYSWAY CV, and CompoWay/F). The node address, communications, and

other settings are made.

Set the number
of retries.

L4

; () Copyright OMRON Corporation 2000-2003
; All Rights Reserved

; FgwQnxHIk.ini - ini file for HLK

[DATAPATH]
SYSWAY=/etc/FgwQnx/swaycnvt.dat
ID=/etc/FgwQnx/idcnvt.dat
TP700=/etc/FgwQnx/tp700.dat

Set the node address of the HLKL] network provider between 1 and 253.

TP710=/etc/FgwQnx/tp710.dat J
[HLKO]

NodelD=127 —

ComSet=9600,7,2,E <
NetTblPath=/etc/FgwQnx/HIkNetTbl.ini
TimeOut=5000
RetryCnt=0
NonBlock=0
TP_mode=0
ImagePath=/usr/FgwQnx/bin/hlkdrv

Set the RS-232C communications settings.
Baud rate: 300, 600, 1200, 1800, 2400, 4800,
9600, 19200, 38400, 57600, or 115200

Data length: 5, 6, 7, or 8

Stop bits: 1 or 2

Parity: N (node), E (even), or O (odd)

[HLK1]
NodelD=127
ComSet=9600,7,2,E

Set the Host Link response timeout time in milliseconds.

NetTblPath=/etc/FgwQnx/HIkNetTblL.ini
TimeOut=5000

RetryCnt=0

NonBlock=0

TP_mode=0
ImagePath=/usr/FgwQnx/bin/hlkdrv

[HLK2]

NodelD=127

ComSet=9600,7,2,E
NetTblPath=/etc/FgwQnx/HIkNetTbl.ini
TimeOut=5000

RetryCnt=0

NonBlock=0

TP_mode=0
ImagePath=/usr/FgwQnx/bin/hlkdrv

[HLK3]

NodelD=127

ComSet=9600,7,2,E
NetTblPath=/etc/FgwQnx/HIkNetTblL.ini
TimeOut=5000

RetryCnt=0

NonBlock=0

TP_mode=0
ImagePath=/usr/FgwQnx/bin/hlkdrv
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18-8-2 Host Link Network Table Settings

/etc/FgwQnx/HIkNetTbl.ini is the setup fie for Host Link nodes (SYSWAY,
SYSWAY CV, and CompoWay/F). The unit address, protocol, and model are
set for each node.

Do not combine CompoWay/F devices with SYSWAY or SYSWAY CV
devices. SYSWAY and SYSWAY CV devices can be combined.

; () Copyright OMRON Corporation 2000-2002
; All Rights Reserved

; HIkNetTbl.ini - ini file for HLK-NET_TABLE

[HLKO]
1,0,SYSWAY,C200H
2,0,SYSWAY,C200HS
3,0,SYSWAY,C200HG

4,0,SYSWAY,C200HX

5,0,SYSWAY,C200HX-CPU65-Z Set the FINS node address, unit address, protocol, and
6,0,SYSWAY,C200HX-CPU85-Z model in order and delimited with commas. The setting
7,0,SYSWAY,C200HE ranges are as follows:

8,0,SYSWAY,CQM1 FINS node address: 1 to 253
9,0,SYSWAY,CPM1/CPM1A Unit address: 0 to 255

10,0,SYSWAY,SRM1 Protocol: SYSWAY, SYSWAY-CV, CompoWay/F, ID,
11,0,SYSWAY,CV500 TP700, or TP710

12,0,SYSWAY,CVM1-CPUO1

13,0,SYSWAY,CVM1-CPU11
14,0,SYSWAY,CVM1-CPU21
15,0,SYSWAY,CV1000/CV2000
16,0,SYSWAY,C20
17,0,SYSWAY,C20H/C28H/C40H/C60H
18,0,SYSWAY,C20/28/40/60P
19,0,SYSWAY,C20/28/40/60PF
20,0,SYSWAY,C50
21,0,SYSWAY,C120/C120F
22,0,SYSWAY,C500
23,0,SYSWAY,C500F
24,0,SYSWAY,C1000H
25,0,SYSWAY,C1000HF
26,0,SYSWAY,C2000H
27,0,SYSWAY,CS1-CPU67
28,0,SYSWAY,CS1-CPU66
29,0,SYSWAY,CS1-CPU65/45
30,0,SYSWAY,CS1-CPU64/44
31,0,SYSWAY,CS1-CPU63/43/42

[HLK1]
1,1,Compoway,Other
2,2,Compoway,Other
3,3,Compoway,Other
;4,1,1D,V600/V620

[HLK2]
:1,2,TP700,TP700-B1
:2,1,TP710,TP710-A

[HLK3]
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18-9 PT Connections Service Setup File

18-9-1 PT Connection Settings

/etc/FgwQnx/FgwQnxRut.ini contains settings for the PT connection services.

; All Rights Reserved

; (¢) Copyright OMRON Corporation 1999-2002

[RUTO]
Enable=1
ImagePath=/usr/FgwQnx/bin/rutdrv
NodelD=1

CommParam=9600,7,2,E <4—]
NetAddr=2.1.24

#Mode=N
Mode=DELIMI
DelimiterLength=1
#DelimiterCode=41
DelimiterCode=0D

[RUTA1]

Enable=1
ImagePath=/usr/FgwQnx/bin/rutdrv
NodelD=1
CommParam=9600,7,2,E
NetAddr=3.1.25

#Mode=NORMAL
Mode=DELIMITER

DelimiterCode=0

[RUT2]
Enable=1
ImagePath=/usr/FgwQnx/bin/rutdrv
NodelD=1
CommParam=9600,7,2,E
NetAddr=4.1.26
#Mode=NORMAL
Mode=DELIMITER
DelimiterLength=1
#DelimiterCode=41
DelimiterCode=0D

«—

; FgwQnxRut.ini - ini file for FinsGatewayQNX

Set communications when a PT is connected to COM1.

Set the unit address here when the unit address has
been changed for HsvO0 in /etc/FgwQnx/FgwQnx.ini.

Set the FINS network address for COM1. (This is the
address set in FrwQnx.ini.)

Set communications when a PT is connected to COM2.

Set the unit address here when the unit address has
been changed for Hsv1 in /etc/FgwQnx/FgwQnx.ini.

Set the FINS network address for COM2. (This is the
address set in FgwQnx.ini.)

Set communications when a PT is connected to COM3.

Set the unit address here when the unit address has been
changed for Hsv2 in /etc/FgwQnx/FgwQnx.ini. L

Set the FINS network address for COMS3. (This is the
address set in FgwQnx.ini.)

341



PT Connections Service Setup File Section 18-9

18-9-2 /etc/FgwQnx/FgwQnxHsv.ini Settings

342

Set the model codes to be returned to the PT from the Open Network Control-
ler. Normally, this setting will not need to be changed, but if an existing pro-
gram is to be used, the model code may need to be changed. Refer to the
model codes listed below.

; (c) Copyright OMRON Corporation 1999-2002
All Rights Reserved

; FgwQnxHsv.ini. For Host-Link.

[HsvOUnit]

MachineType = 0x12 <—| Model code for COM1.
Name = Hsv0 |

[Hsv1Unit]

MachineType = 0x12 <—| Model code for COM2.
Name = Hsv1 |

[Hsv2Unit]

MachineType = 0x12 <—| Model code for COM3. |
Name = Hsv2

Model Model code

C250 0x01

C500 0x02
C120/C50 0x03

C250F 0x09

C500F 0x0A

C120F 0x0B

C2000 O0xO0E
C1000H 0x10
C2000H/CQM1/CPM1 0x11
C20H/C28H/C40H/C200H/C200HS 0x12 (default)
C1000HF 0x13

CV500 0x20

CV1000 0x21

CV2000 0x22
CS1/CJ1 0x30
CVM1-CPUO1 0x40
CVM1-CPU11 0x41
CVM1-CPU21 0x42
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18-10 RemoteCOM Setup File: /etc/FgwQnxRCOM.ini

; (c) Copyright OMRON Corporation 2002-2003
; All Rights Reserved

; FgwQnxRCOM.ini - ini file for RCOM

[DATAPATH]
SYSWAY=/etc/FgwQnx/swaycnvt.dat
ID=/etc/FgwQnx/idcnvt.dat

TP700=/etc/FgwQnx/tp700.dat
TP710=/etc/FgwQnx/tp710.dat J Set the node address of the RCOMLI network provider between 1 and 253.

[RCOMO] / I

NodelD=127 Set the RS-232C communications settings.
Set the number ComSet=9600,7,2,E < Baud rate: 300, 600, 1200, 1800, 2400, 4800, 9600,
of retries. NetTblPath=/etc/FgwQnx/RCOMNetTbl.ini 19200, 38400, 57600, or 115200

TimeOut=5000 Data length: 5, 6, 7, or 8

A RetryCnt=0 Stop bits: 1 or 2
NonBlock=0 Parity: N (node), E (even), or O (odd)
TP_mode=0

ImagePath=/usr/FgwQnx/bin/RCOMdrv |
IpAddress=192.168.200.254

Port=257 Set the Host Link response timeout time in milliseconds.
[RCOM1]

NodelD=127

ComSet=9600,7,2,E
NetTblPath=/etc/FgwQnx/RCOMNetTbl.ini
TimeOut=5000

RetryCnt=0

NonBlock=0

TP_mode=0
ImagePath=/usr/FgwQnx/bin/RCOMdrv
IpAddress=192.168.200.254

Port=257

[RCOM2]

NodelD=127

ComSet=9600,7,2,E
NetTblPath=/etc/FgwQnx/RCOMNetTbl.ini
TimeOut=5000

RetryCnt=0

NonBlock=0

TP_mode=0
ImagePath=/usr/FgwQnx/bin/RCOMdrv
IpAddress=192.168.200.254

Port=257

[RCOMB]

NodelD=127

ComSet=9600,7,2,E
NetTblPath=/etc/FgwQnx/RCOMNetTbl.ini
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TimeOut=3000

RetryCnt=0

NonBlock=0

TP_mode=0
ImagePath=/usr/FgwQnx/bin/RCOMdrv
IpAddress=192.168.200.254

Port=257

[RCOM4]

NodelD=127

ComSet=9600,7,2,E
NetTblPath=/etc/FgwQnx/RCOMNetTbl.ini
TimeOut=5000

RetryCnt=0

NonBlock=0

TP_mode=0
ImagePath=/usr/FgwQnx/bin/RCOMdrv
IpAddress=192.168.200.254

Port=257

[RCOM5]

NodelD=127

ComSet=9600,7,2,E
NetTblPath=/etc/FgwQnx/RCOMNetTbl.ini
TimeOut=5000

RetryCnt=0

NonBlock=0

TP_mode=0
ImagePath=/usr/FgwQnx/bin/RCOMdrv
IpAddress=192.168.200.254

Port=257

[RCOME6]

NodelD=127

ComSet=9600,7,2,E
NetTblPath=/etc/FgwQnx/RCOMNetTbl.ini
TimeOut=5000

RetryCnt=0

NonBlock=0

TP_mode=0
ImagePath=/usr/FgwQnx/bin/RCOMdrv
IpAddress=192.168.200.254

Port=257

[RCOM7]

NodelD=127

ComSet=9600,7,2,E
NetTblPath=/etc/FgwQnx/RCOMNetTbl.ini
TimeOut=5000

RetryCnt=0

NonBlock=0

TP_mode=0
ImagePath=/usr/FgwQnx/bin/RCOMdrv
IpAddress=192.168.200.254

Port=257
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[RCOM8]

NodelD=127

ComSet=9600,7,2,E
NetTblPath=/etc/FgwQnx/RCOMNetTbl.ini
TimeOut=5000

RetryCnt=0

NonBlock=0

TP_mode=0
ImagePath=/usr/FgwQnx/bin/RCOMdrv
IpAddress=192.168.200.254

Port=257

[RCOM9]

NodelD=127

ComSet=9600,7,2,E
NetTblPath=/etc/FgwQnx/RCOMNetTbl.ini
TimeOut=5000

RetryCnt=0

NonBlock=0

TP_mode=0
ImagePath=/usr/FgwQnx/bin/RCOMdrv
IpAddress=192.168.200.254

Port=257

[RCOM10]

NodelD=127

ComSet=9600,7,2,E
NetTblPath=/etc/FgwQnx/RCOMNetTbl.ini
TimeOut=5000

RetryCnt=0

NonBlock=0

TP_mode=0
ImagePath=/usr/FgwQnx/bin/RCOMdrv
IpAddress=192.168.200.254

Port=257

[RCOM11]

NodelD=127

ComSet=9600,7,2,E
NetTblPath=/etc/FgwQnx/RCOMNetTbl.ini
TimeOut=5000

RetryCnt=0

NonBlock=0

TP_mode=0
ImagePath=/usr/FgwQnx/bin/RCOMdrv
IpAddress=192.168.200.254

Port=257

[RCOM12]

NodelD=127

ComSet=9600,7,2,E
NetTblPath=/etc/FgwQnx/RCOMNetTbl.ini
TimeOut=5000

RetryCnt=0

NonBlock=0

TP_mode=0
ImagePath=/usr/FgwQnx/bin/RCOMdrv
IpAddress=192.168.200.254

Port=257
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[RCOM13]

NodelD=127

ComSet=9600,7,2,E
NetTblPath=/etc/FgwQnx/RCOMNetTbl.ini
TimeOut=5000

RetryCnt=0

NonBlock=0

TP_mode=0
ImagePath=/usr/FgwQnx/bin/RCOMdrv
IpAddress=192.168.200.254

Port=257

[RCOM14]

NodelD=127

ComSet=9600,7,2,E
NetTblPath=/etc/FgwQnx/RCOMNetTbl.ini
TimeOut=5000

RetryCnt=0

NonBlock=0

TP_mode=0
ImagePath=/usr/FgwQnx/bin/RCOMdrv
IpAddress=192.168.200.254

Port=257

[RCOM15]

NodelD=127

ComSet=9600,7,2,E
NetTblPath=/etc/FgwQnx/RCOMNetTbl.ini
TimeOut=5000

RetryCnt=0

NonBlock=0

TP_mode=0
ImagePath=/usr/FgwQnx/bin/RCOMdrv
IpAddress=192.168.200.254

Port=257
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18-11 FinsLink Setup File: /etc/FgwQnx/FgwQnxFIkO.ini

; All Rights Reserved

; () Copyright OMRON Corporation 2000-2003

;[Finslink]
;Timeout :[ms]
;Interval :[ms]
;FinsCheck :0 or 1
;[Parameters]
;1:0ncType,
;2:0ncOffset,
;3:FinsNet,
;4:FinsNode,
;5:FinsUnit,
;6:FinsType,
;7:FinsOffset,

;9:Size,

; FgwQnxFIkO.ini - ini file for FinsLink

;8:ElementSize(1:WORD,2:DWORD),

;10:Direction(0:Read(Fins to Onc) 1:Write(Onc to Fins))

[Finslink]

Set the communications timeout time between 0 and 9,999 ms.

<

Timeout=5000

Interval=5000 +——

Set the FINS send interval between 1 and 3,600,000 ms.

FinsCheck=1

StatusArea=CIO
StatusOffset=7000

71, 2, 3,4,5 6, 7,8, 9,10
[Parameters]

Set the FinsLink status area. A total of 258 words are
allocated for the status area. The offsets can be set in the
following ranges: CIO = 0 to 7934, DM = 65278

Note The following four entries can be made in the Finslink parameters when using

FinsLink Ver. 1.30.

ErrorMonitorFlag=ON €¢—

Error detection setting
ON (default): Errors detected
OFF: Errors not detected.

ErrorLevel=LOG_ERR€——

Error level setting

Setting range:

LOG_ERR (default): ERROR
LOG_WARNING: WARNING

SolicitCount=0 €———

FINS commands will not be sent to a communications partner detected
as being stopped during the interval calculated as the product of the
interval set value and this set value.

WaitTime=0 €—

Wait time until FinsLink starts (unit: s) set between 0 and 9999.
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18-12 Diskspace Setup Files
18-12-1 File Settings for /etc/FgwQnx/diskspace.ini (Unit Ver. 1.1 or Later)

; (c) Copyright OMRON Corporation 2003
All Rights Reserved

; diskspace.ini - ini file for DiskSpace

’ Select the disk for which the remaining space is to be monitored.
[DiskFreeSpace] 1: Internal disk

DiskType=1 < 2: Memory Card
o | disk M
DiskCheck=OFF\ 3: Internal disk and Memory Card
SpaceSize=1024 Set whether to monitor the remaining disk space.
OFF: Disabled
ON: Enabled

An error is detected if the remaining disk space being monitored drops
below this set value (unit: bytes).

Set whether to monitor the /tmp/syslog size.
SyslogCheck=OFF ¢—— OFF: Disabled
ON: Enabled
SyslogPath=/tmp/syslog
SyslogSize=1048576 «———

When the syslog size exceeds this set value, the existing /tmp/syslog
file is renamed /tmp/syslog.old, and a new syslog file is created (unit:
bytes).

Set the remaining space in the disk where /tmp/syslog is to be saved
to less than 50%.

For details on confirming the current remaining disk space, refer to 17-
9 Time Data Check in SECTION 17 Web Service Version 2
Maintenance Menu.

ProcessStop=0OFF
ProcessStopCmd0=/usr/Tool/bin/breset —s

18-12-2 File Settings for /usr/Tool/bin/onc_command (Unit Ver. 1.1 or
Later)

/usr/Tool/bin/diskspace 60 &

Set the execution cycle for checking the size of /tmp/syslog for the disk
space check between 1 and 86,400 (unit: s)
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This section provides information for troubleshooting problems that might occur with the Open Network Controller.
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19-1 Troubleshooting with FINS End Codes

End codes for FINS commands consist of two bytes that indicate the result of
executing a command using a main response code and a sub response code.

With some commands, the destination node can make a request to yet
another node called the “third node.”

The structure of the end codes is shown in the following diagram.

First byte Second byte
Bit' 7 6 5 4 3 2 1 0'7 6 5 4 3 2 1 0
‘ 0 ‘Maiq response code (MRES) ‘ 0 ‘ 0 ‘sm response code (SRES)‘
x [

1: Fatal Error Flag “--1: Non-fatal Error Flag

1: Relay Error Flag

The main response code (MRES) in the first byte classifies the response and
the sub-response code (SRES) in the second byte indicates details under the
MRES classification.

If bit 7 of the first byte is ON, a network relay error has occurred. Refer to 8-2
Network Relay Errors in the FINS Commands Reference Manual (W227) for
details.

If bit 6 or 7 of the second byte is ON, an error has occurred in the PLC or com-

puter returning the response. Refer to the operation manual for the device
returning the response for details when troubleshooting the error.

Main Sub response | Check point Probable cause Remedy
response code
code
00: 00:
Normal com- Normal comple-
pletion tion
01: Service was interrupted Check the contents of the desti-
Service inter- nation transmission area of third
rupted node.
Data link status | Service was interrupted Check the data link status.
01: 01: Local node net- | Local node not part of Network | Add to Network.
Local node Local node not | Work participa-
error in network tion
02: Maximum Token not received Set the local node's node number
address below the maximum node num-

Token timeout

ber.

03: Number of transmit retries Check communications with inter-

Retries exceeded node echo test. If the test fails,

exceeded check network environment.

04: Number of send | Maximum number of send Either check the execution of

Maximum frames frames exceeded events in the network and reduce

frames the number of events occurring in

exceeded one cycle, or increase the maxi-
mum number of send frames.

05: Node address | Node address setting error Make sure the node number is

Node address
setting error

(range) within specified range and that
there are no duplicate node num-

bers.

06:

Node address
duplication

Node address | Node address duplication error | Make sure that there are no dupli-
cate node numbers within the

same network.
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Main Sub response | Check point Probable cause Remedy
response code
code
02: 01: INS indicator on | Destination node not part of net- | Add to network.
Destination Destination not | destination Unit | work
node error in network
02: Instruction con- | No Unit with the specified unit Check the destination node's unit
No such Unit | troller data address address.
03: Instruction con- | Third node not part of network | Check the third node's address,
Third node not | troller data and check the address of the third
in network node in the send data for the
CMND instruction.

Command data | Broadcasting was specified. Check the control data and spec-
ify only one node as the third
node.

04: High traffic at destination node |Increase the number of transmit

Destination retry attempts or re-evaluate the

busy system so that the destination
node is not so busy receiving
data.

05: --- Destination node does not exist | Check the settings.

Response time- Message packet was corrupted | Increase the number of transmit

out by noise retry attempts. Perform an intern-
ode text to check for noise

Instruction con- | Response watchdog timer inter- | Increase the value for the

troller data val too short response watch dog timer interval
in the control data.

Error log Frame lost in transmission Check the error log and correct
the process.

03: 01: Unit or Board Error occurred in the communi- | Take corrective action, referring to
Communica- | Communica- indicators cations controller. the operation manual for the Unit
tions controller | tions controller or Board.
error error
02: CPU Unitindi- | CPU Unit error occurred in the | Clear the error in the CPU (refer
PLC CPU Unit | cators at desti- | PLC at the destination node. to the PLC's operation manuals)
error nation node
03: Board indicators | A controller error has prevented | Check network communications

Controller error

a normal response from being
returned.

status and reset the controller
board. If the error still exists,
replace the controller board.

04:

Unit number
setting error

Unit number

The node number setting is
incorrect.

Make sure the node number is
within specified range and that
there are no duplicate node num-
bers.

04:
Not executable

01:

Undefined com-
mand

Command code

The specified command code is
not supported by the Unit or
Board.

Check the command code and be
sure that the Unit/Board supports
it.

02:

Unsupported
model or ver-
sion

Unit model and
version

Cannot process command
because the specified Unit
model or version is incorrect.

Check the unit model and version.
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node number
setting error

Main Sub response | Check point Probable cause Remedy
response code
code
05: 01: Routing tables | Destination node number is not | Set the destination node number
Routing error | Destination set in the routing table. in the routing table.

02:
No routing table

Routing tables

Routing table isn't registered so
destination cannot be found.

Set the source nodes, destina-
tion nodes, and relay nodes in the
routing table.

02:
Short command

Command data

The command is shorter than
min. permissible length.

03: Routing tables | Routing table error Set the routing table correctly.
Routing table
error
04: Network config- | The maximum number of relay | Redesign the network or recon-
Too many uration nodes (2) was exceeded in the | sider the routing table to reduce
relays command. the number of relay nodes in the
command.
10: 01: Command data | The command is longer than the | Check the command format of the
Command for- | Long command max. permissible length. command and set it correctly.
mat error

Check the command format of the
command and set it correctly.

03: Command data | The designated number of data | Check the number of items and
Elements-data items differs from the actual the data, and make sure that they
mismatch number. agree.

04: Command data | An incorrect command format Check the command format of the
Command for- has been used. command and set it correctly.
mat error

05: Routing tables | The local node's relay table or Set the routing tables correctly.

Header error

relay node's local network table
is incorrect.
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Main Sub response | Check point Probable cause Remedy
response code
code
11: 01: Area code in A correct memory area code has | Check the command's memory
Parameter No such area command data |not been used or Expansion area code and set the appropriate
error Data Memory is not available. code.

02: Access size The access size specified in the | Set the correct access size for the
Access size specified in command is incorrect, or the first | command.
error command data |address is an odd number.
03: Starting The first address is in an inac- | Set a first address that is in an
Address range |address speci- | cessible area. accessible area.
error fied in com-
mand data
04: Starting The end of specified word range | Check the acceptable limits of the
Address range | address and exceeds the acceptable range. |data area and set the word range
exceeded number of ele- within the limits.
ments specified
in command
data
Data link tables | The total number of words Check the data link tables and
exceeds the limit. correct them.
Outside time Exceeds permissible range of Set a time within the permissible
compensation | time compensation. range of time compensation.
range
06: Program num- | A non-existent program number | Check the program number and
No such pro- ber in com- has been specified. be sure that it is set correctly.
gram mand data
09: Command data | The sizes of data items in the Check the command data and be
Correlation command block are incorrect. sure that the sizes of the data
error items are correct.
Data link tables | There are nodes in the refresh | Check the data link tables and
parameters that are not included | correct them.
in the common link parameters.
0A: IOM break The IOM break function cannot | Either abort the current IOM
Data duplication | @Pplication in be executed because it is break function processing, or wait
CPU Unit already being executed. until it is completed and execute

the command.

Data link tables

The same node address is set
more than once.

Check the data link tables for
duplicate node addresses.

0B:

Response too
long

Number of ele-
ments in com-
mand data

The response block is longer
than the maximum permissible
length.

Check the command format and
set the number of items correctly.

0C: Parameter
error

Parameters in
command data

An incorrect parameter code has
been specified.

Check the command data and
reenter it correctly.

Data link table
file

There is an error in the file.

Check the contents of the data
link table file.
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No such data

does not exist.

Main Sub response | Check point Probable cause Remedy
response code
code
20: 02: --- The data is protected. Execute the instruction again
Read not pos- | Protected after issuing the PROGRAM
sible AREA PROTECT CLEAR com-
mand.
File name An attempt was made to down- | Check the file name and either
load a file that is being uploaded. | interrupt servicing or wait for ser-
vicing to complete before re-exe-
cuting the command.
03: Relevant table | The registered table does not Set the table.
No table exist or is incorrect.
Number of files | Too many files open. Close open files and re-execute
open the command.
04: --- The corresponding search data | ---

05:

Program num-

A non-existing program number

Check the program number and

No such pro- ber in com- has been specified. be sure that it is set correctly.
gram mand data

06: File name and | A non-existing file has been Check whether the correct file
No such file file device specified. name was used.

07: Contents of A verification error has occurred. | Check whether the memory con-
Verification memory tents are correct and replace if
error incorrect.

Failed to read file. Check the contents of the file.

21: 01: The specified area is read-only | If the specified area is read-only,
Write not possi- | Read-only and cannot be accessed. the write cannot be performed. If
ble it is write-protected, turn OFF the
write-protect switch and execute
the instruction again.
02: The program area is protected. | Execute the instruction again
Protected/Data after issuing the PROGRAM
link table not AREA PROTECT CLEAR com-
writable mand.

File name An attempt was made to simulta- | Check the file name and either
neously download and upload a |interrupt servicing or wait for ser-
file. vicing to complete before re-exe-

cuting the command.

System settings | The data link tables cannot be Change the system settings to
written manual because they are | manual data link table generation.
set for automatic generation.

03: Number of files | The number of files exceeds the | Write the file(s) again after eras-

Cannot be reg- in file device maximum permissible. ing unneeded files, or use differ-
istered ent file memory.
Number of open | Too many files open. Close open files and re-execute
files the command.
05: Program num- | A non-existing program number | Check the program number and
No such pro- ber in com- has been specified. be sure that it is set correctly.
gram mand data
06: File name A non-existent file has been Check the file name and re-exe-
No such file specified. cute the command.
07: File name The specified file already exists. | Change the name of the file and
File name execute the instruction again.

already exists

08:

Change not
possible

Contents of
memory being
changed

The data cannot be changed
because doing so would create
an error.
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Main Sub response | Check point Probable cause Remedy
response code
code
22: 01: The operating mode is incorrect. | Check the operating mode.
Not executable | Already operat- | Data link status | Data links are active, making Check the data link status before
in current mode | ing/started; execution impossible. execution.
operation not
possible
02: The operating mode is incorrect. | Check the operating mode.
Stopped Data link status | Data links are active, making Check the data link status before
execution impossible. execution.
03: The Unit is in the PROGRAM Check the PLC's or Open Net-
Wrong PLC mode. work Connector’s mode.
mode
04: The Unit is in the DEBUG mode. | Check the PLC's or Open Net-
Wrong PLC work Connector’s mode.
mode
05: The Unit is in the MONITOR Check the PLC's or Open Net-
Wrong PLC mode. work Connector’s mode.
mode
06: The Unit is in the RUN mode. Check the PLC's or Open Net-
Wrong PLC work Connector’s mode.
mode
07: --- The specified node is not the Check which node is the polling
Node not poll- polling node. node.
ing node
08: The mode is incorrect and the Check whether the step is active.
Step not exe- step cannot be executed.
cutable
23: 01: Unit configura- | A file device does not exist Mount the memory or media.
No Unit No such file tion being pro- | where specified.
device cessed
02: The specified memory does not | Check the specifications of the
No such mem- exist. installed file memory.
ory
03: No clock exists. Check the model number.
No clock
05: P-FINS address | The IP address is not set for the | Execute SETUP and add the set-
Ethernet set- conversion set- | specified destination node. ting.
ting error tings
24: 01: Data link tables | The data link table either hasn't | Set the data link tables correctly.
Start/stop not | No table regis- been created or is incorrect.
possible tered
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I/O setting error

ration

1/0O configuration differs from the
actual configuration.)

Main Sub response | Check point Probable cause Remedy
response code
code
25: 02: Contents of There is an error in memory. Transfer correct data into mem-
Unit error Parity/check- | memory being ory.
sum error processed
03: I/0 Unit configu- | I/O setting error (The registered | Either change the actual configu-

ration to match the registered
one, or generate the 1/O tables
again.

04: Number of I/O | Too many I/O points or remote | Redesign the system to remain
Too many 1/O points in regis- | 1/O points within permissible limits.

points tered I/O tables

05: CPU bus line An error occurred during data Check the Unit, Boards, and

CPU bus error

transfer between the CPU and a
CPU Bus Unit.

cable connections and issue the
ERROR CLEAR command.

06:

I/O duplication
error

Rack numbers,
unit numbers,
and I/O
addresses setin
system settings

A rack number, unit number, or
1/0 word allocation has been
duplicated.

Check the system's settings and
eliminate any duplication.

07: 1/0 bus line An error occurred during data Check the Unit, Boards, and

I/O bus error transfer between the CPU and | cable connections and issue the
an 1/0O Unit. ERROR CLEAR command.

09: SYSMAC An error occurred during SYS- Check the Unit, Boards, and

SYSMAC BUS/2 transmis- | MAC BUS/2 data transfer. cable connections and issue the

BUS/2 error sion path ERROR CLEAR command.

0A: Special I/0 An error occurred during CPU Check the Unit, Boards, and

Special /0 Unit/CPU Bus | Bus Unit data transfer. cable connections and issue the

Unit/CPU Bus | Unit transmis- ERROR CLEAR command.

Unit error sion path

0D: Word settings Duplication in SYSMAC BUS Check and regenerate the 1/0

SYSMAC BUS word allocation. tables.

number dupli-

cated

OF: Status of mem- | A memory error has occurred in | If the error occurred in internal

Memory error

ory being pro-
cessed

internal memory, in the Memory
Card, or in Expansion DM during
the error check.

memory or the Expansion DM
Unit, correct the data in the com-
mand and execute it again.

If the error occurred in a Memory
Card or Expansion DM Unit used
for file memory, the file data has
been corrupted. Execute the
Memory Card FORMAT com-
mand.

If the above remedies do not elim-
inate the error, replace the faulty
memory.

10:

No SYSMAC
BUS terminator

Terminator not connected in
SYSMAC BUS System.

Connect the terminator correctly.
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Main Sub response | Check point Probable cause Remedy
response code
code
26: 01: Command pro- | The specified area is not pro- The program area is not pro-
Command No protected tection in pro- | tected. This response code will |tected, so it isn't necessary to
error gram area be returned if an attempt is clear protection.
made to clear protection on an
area that is not protected.
02: An incorrect password has been | Specify the password that is reg-
Wrong pass- specified. istered.
word
04: The specified area is protected. | Execute the command again after
Protected the PROGRAM AREA PRO-
TECT CLEAR command.
Number of com- | Too many commands at destina- | Either interrupt servicing or wait
mands being tion (more than 5). for servicing to complete before
executed re-executing the command.
05: The service is being executed. | Execute the command again after
Service execut- the service has been completed
ing or aborted.
06: --- The service is not being exe- Execute the service if necessary.
Service cuted.
stopped
07: LINK indicator | Service cannot be executed from | Execute the service from a node
No execution on Unit or Board | local node because the local that is part of the data link.
right node is not part of the data link.
A buffer error has prevented Reset the Board. If the error per-
returning a normal response. sists, replace the Board.
08: Settings before | Service cannot be executed Make the necessary settings.
Environment execution because necessary settings
not set haven't been made.
09: Command data | Service cannot be executed Make the necessary settings.
Required item because necessary settings
not set haven't been made.
0A: Program action | The specified action or transition | Execute the command again
Number already |2and transmis- | number has already been regis- | using an action or transition num-
defined sion numbers | tered. ber that hasn't been registered.
stored in the
program area
0B: Cause of the Cannot clear error because the | Eliminate the cause of the error
Error cannot be | €rror that can- | cause of the error still exists. and execute the ERROR CLEAR
cleared not be cleared command.
30: 01: --- The access right is held by Execute the command again after

Access right
error

No access right

another device.

(SFC online editing is being per-
formed from another node or
another node has executed
ACCESS RIGHT ACQUIRE or
ACCESS RIGHT FORCED
ACQUIRE.)

the access right has been
released.

(The command can be executed
after the ACCESS RIGHT
FORCED ACQUIRE or ACCESS
RIGHT RELEASE command is
completed. Releasing the access
right might affect processes in
progress at the node that held the
access right.)

40: Abort

01:
Service aborted

Command was aborted with
ABORT command.
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19-2 Error Messages

This section describes the error codes and messages that appear on the 7-
segment display or in the syslog file. The error codes are also called “error
IDs”

19-2-1 Open Network Controller Startup Failures

If, after turning ON the power, the beeper sounds several times, the ERR indi-
cator lights, and one of the following error IDs appear on the 7-segment dis-
play, an error has occurred in Open Network Controller startup. If this occurs,
contact your OMRON representative.

16, 20, 28, 2C, 34, 38, 58, 94, CO

Note The error IDs will not be scrolled on the 7-segment display when any of the
above IDs has been displayed.

19-2-2 Error Displays

Errors that occur on the Open Network Controller can be checked on the 7-
segment display or in the syslog file. An error ID will be displayed on the 7-
segment display and details will be recorded in the syslog file when an error
occurs.

Errors are classified as both “errors” and “warnings.” The differences in the

way errors are indicated on the 7-segment display and the syslog file are
described next.

Note DIP switch pins 2-2 and 2-3 must be turned OFF to display errors on the 7-
segment display.

Seven-segment Display Errors classified as warnings are not displayed on the 7-segment display. Up
to 20 errors are recorded in memory for the 7-segment display.

The 7-segment display will scroll through the current error IDs, displaying the
first two letters of the network provider name followed by the error ID, as
shown below. The error ID is displayed 2 digits at a time.

CL—-00 —-08 DR - 00 »52 - HL - 00 —- 13

CP CPU_UNIT
SP SPR_UNIT
ET ETN_UNIT
CL CLK_UNIT
SL SYSMAC_LINK
DR DRM_UNIT
HL HLK_UNIT
RU RUT_UNIT
BU BUSCS1_UNIT
RC RCOM_UNIT
FL FLK_UNIT
CD CARD
PR Other process
syslog File Both errors and warnings are recorded in the syslog file as long as there is
sufficient capacity on the internal flash disk. The complete file name is
/tmp/syslog.

When power to the Open Network Controller is turned ON, the previous sys-
log file is renamed to /tmp/syslog.old and the syslog file is cleared.
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An example of the contents of the syslog are shown below. Each line lists the
time, a standard message, network provider name (after “FGW-"), the error ID
(after “ID="), and then the error message.

Jul 27 10:54:50 node<<1>> syslog: FGW-HLKO: ID=0024| [HLKO] warning: receive timeout
Jul 27 10:54:50 node<<1>> syslog: FGW-HLKO: ID=0063| [HLKO] warning: Retry count over
Jul 27 10:54:57 node<<1>> syslog: FGW-DRM: ID=0091| Error/Communications_Error[0x0020].

19-2-3 Errors and Corrections

Note

CPU_Unit (FGW-CPU)

The following tables list the error IDs that appear for each network provider,
along with the steps required to correct the error.

Errors caused by incorrect settings are usually corrected by checking or
changing the settings using the Setting Tool. For errors in those parameters
not handled by the Setting Tool, refer to the file, section, and entry names
listed in the Correction sections of the table and check or change the file set-
tings directly.

To check or correct settings directly, use the Web Service Ver. 2 Display/Edit
Settings Files menu. (Refer to 17-2 Displaying and Editing Setup Files.)

Contact your OMRON representative if any error IDs appear that are not listed
in the following tables.

ID Level syslog message
0005 | ERROR Fins_new failed
Meaning The network provider could not be registered.
Cause Unit address is already in use.
Correction Check that the CPU_UNIT entry under Unit ID in the /etc/FgwQnx/FgwQnx.ini file is set and
that the address is not being used by another unit.
ETN_Unit (FGW-ETN)
ID Level syslog message
0004 | ERROR Fins_new failed
Meaning The network provider could not be registered.
Cause The network number or unit address is already in use.
Correction Use the Setting Tool to check that the network number is used only once.
Also, check that the unit address under the ETN entry under Unit ID in the
/etc/FgwQnx/FgwQnx.ini file is not being used by another unit.
0006 | ERROR bind error: errno %d, %s
Meaning The IP socket cannot be bound.
Cause Same as above.
Correction If the error occurs frequently even after restarting the Controller, replace the Controller.
0007 | WARNING | no IP Table entry on this system
Meaning The IP table cannot be accessed.
Cause The /etc/FgwQnx/FgwQnxEtn.ini file does not exist or the IP table is not set.
Correction Check /etc/FgwQnx/FgwQnxEtn.ini and set the IP table using the Setting Tool.
0008 | WARNING | sendto failed: errno %d, %s
Meaning A socket send failed.
Cause Same as above.
Correction Retry.
0009 | WARNING |recvfrom error: errno %d, %s

Meaning A socket receive failed.
Cause Same as above.
Correction Retry.

359



Error Messages Section 19-2

ID Level syslog message
0010 | WARNING | couldn't find node %d on IpTable
Meaning The node specified by %d in the syslog message is not in the IP table.
Cause Same as above.
Correction Set the IP table correctly using the Setting Tool.
SPR _Unit (FGW-SPR)
ID Level syslog message
0003 | ERROR Profile Error. UnitID = [%d]
Meaning The SPR unit number setting (indicated by %d in the syslog message) is out of range.
Cause As above.
Correction g)1heck that the SPR entry under Unit ID in the /etc/FgwQnx/FgwQnx.ini file is set between 16 and
0007 | ERROR Profile Error. RefreshTimer = [%d]
Meaning The refresh interval (indicated by %d in the syslog message) is set out of range.
Cause As above.
Correction | Use the setting tool to set the refresh cycle to 1 or higher.
0008 | ERROR Profile Error. SystemMemoryName.
Meaning The event memory name is not valid.
Cause As above.
Correction | Use setting tool to set the area name mapped in the system status area to DM, CIO, or SRAM.
0009 | ERROR Profile Error. SystemMemoryOffset = [%d]
Meaning The offset of the area name mapped in the system status area (indicated by %d in the syslog
message) is not valid.
Cause As above.
Correction | Use the setting tool to set the offset within a range suitable for the area name.
0010 | ERROR Profile Error. StartType = [%d]
Meaning The execute/do not execute setting for startup restoration is not valid.
Cause As above.
Correction | Use the setting tool to select startup restore again.
0011 | ERROR Profile Error. Refreshinterval.
Meaning The refresh interval setting is not valid.
Cause As above.
Correction | Use the setting tool to set the Refresh Interval correctly.
0012 | ERROR Profile Error. RefreshOnline.
Meaning The Refresh Interval online setting is not valid.
Cause As above.
Correction | Check to be sure the Refresh Online setting is set to 0 or 1 under ONCSys in the
/etc/FgwQnx/FgwQnxONCSys.ini file.
0021 | ERROR Profile Error. MapNum = [%d]
Meaning The Maps settings (MapNum) are not valid.
Cause As above.
Correction | Use the setting tool to delete all list map settings and then reset them from the start.
0022 | ERROR Profile Error. MapMyLine = [%d]
Meaning The list map execution flag number setting is not valid.
Cause As above.
Correction | Check that the same value is set for MyLine as is set for RefreshLine, NonRefreshLine, and
StartLine under SPR in the /etc/FgwQnx/FgwQnxONCSysMap.ini file.
0023 | ERROR Profile Error. MapRefreshLine = [%d]
Meaning The Refresh Line setting is not valid.
Cause As above.
Correction | Check to be sure the Refresh Line setting is set to 0 or higher (The default setting is 1) under
ONCSys in the /etc/FgwQnx/FgwQnxONCSysMap.ini file.
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ID Level syslog message

0024 | ERROR Profile Error. MapNonRefreshLine = [%d]
Meaning The Non Refresh Line setting is not valid.

Cause As above.

Correction | Check to be sure the Non Refresh Line setting is set to 0 or higher (The default setting is 2)
under ONCSys in the /etc/FgwQnx/FgwQnxONCSysMap.ini file.

0025 | ERROR Profile Error. MapStartLine = [%d]
Meaning The Start Line setting is not valid.

Cause As above.

Correction | Check to be sure the Start Line setting is set to 0 or higher (The default setting is 3) under ONC-
Sys in the /etc/FgwQnx/FgwQnxONCSysMap.ini file.

0026 | ERROR Profile Error. SystemStatusAreaDuplicate.
Meaning There are duplications in the list map and system status area.
Cause As above.

Correction | Check for duplication in the list map and system status area.

0027 | ERROR Profile Error. Can't find SystemMemoryName in FgwQnx.ini = [%s]

Meaning The memory name indicated by %s in the syslog message is missing from the
/etc/FgwQnx/FgwQnx.ini file.

Cause As above.

Correction | Restore the Open Network Controller settings to their default values (turn ON pin 4 of SW2).

0028 | ERROR Fins_new Failed. UnitID = [%d]

Meaning The network provider could not be registered (the SPR unit number is indicated by %d in the sys-
log message)

Cause The unit number is duplicated.

Correction | Check for duplication of the SPR unit number under UnitID in the /etc/FgwQnx/FgwQnx.ini
file.

0029 | ERROR Can't exec process=%s.
Meaning The SramErr process could not be started.

Cause A process of the same name may already be started.

Correction | Restart the Open Network Controller.

0030 | ERROR Can't fork process.
Meaning The SramErr process could not be started.

Cause A process of the same name may already be started.
Correction | Restart the Open Network Controller.

0031 | ERROR Unit Duplicate.
Meaning The process could not be started.

Cause A process of the same name may already be started.

Correction | Check the Web Service task list to see if the Spr process has been started more than once.

0034 | ERROR Can't find ONC_ERR_LED7 process.
Meaning The process could not be started.

Cause A process of the same name may already be started.
Correction | Check the Web Service task list to see if the ONC_ERR_LED7 process has been started.

0035 | ERROR Can't find ONC_ERR_LED7 process.

Meaning A send error occurred when sending a message to the ONC_ERR_LED7 process.
Cause The ONC_ERR_LED7 may not be running.

Correction | Check the Web Service task list to see if the ONC_ERR_LED7 process has been started.

0036 | ERROR Can't find ONCSysUnit process.
Meaning The process could not be started.
Cause A process of the same name may already be started.

Correction | Check the Web Service task list to see if the Spr process has been started more than once.

0038 | ERROR FgwProfile_setPriorityEx Failed.
Meaning Priority cannot be set.

Cause An invalid priority value has been set.

Correction | Check to be sure SPR=23 has been set under Priority in the /etc/FgwQnx/FgwQnx.ini file.
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ID Level syslog message
0039 | ERROR FgwProfile_setScheduleType Failed.

Meaning The scheduler cannot be set.
Cause The schedule setting is not valid.
Correction | Check to be sure SPR=0OTHER has been set under Schedule in the /etc/FgwQnx/FgwQnx.ini

file.

0040 | ERROR Can't open Sram Memory.
Meaning SRAM cannot be initialized.
Cause SRAM has been corrupted or the system status area size is not valid.
Correction | Check the battery and the system status area setting.
0041 | ERROR SRAM_ERR Argument mismatch. (argc = %d, argv[0] = %s)
Meaning Process argument error.
Cause As above.
Correction | Restore the Open Network Controller settings to their default values (turn ON pin 4 of SW2).
0042 | ERROR FINS Argument mismatch. (argc = %d, argv[0] = %s)
Meaning Process argument error.
Cause As above.
Correction | Restore the Open Network Controller settings to their default values (turn ON pin 4 of SW2).
0043 | ERROR Can't EventMemory Open = [%s].
Meaning An event memory open error has occurred.
Cause There may have been insufficient resources.
Correction | Restart the Open Network Controller.
0044 | ERROR Can't open Sram.
Meaning SRAM cannot be initialized.
Cause SRAM has been corrupted or the system status area size is not valid.
Correction | Check the battery and the system status area setting.
0045 | ERROR Can't Find MemoryName in MapFile.
Meaning The event memory sizes are not set.
Cause The setup file may be corrupted.
Correction | Restore the Open Network Controller settings to their default values (turn ON pin 4 of SW2).
0046 | ERROR Memory Size Over in MapFile.
Meaning Event memory size error
Cause As above.
Correction | Check the event memory sizes.
0047 | WARNING | Map file don't exist, or don't open. [%s].
Meaning FgwQnxONCSysMap.ini cannot be opened.
Cause The file does not exist or is corrupted.
Correction | Delete all list map settings and then reset them from the start.
0048 | WARNING | Receive illegal message by FinsRecv.
Meaning A protocol other than FINS was received.
Cause As above.
Correction | Set the required items in the list map.
0049 | WARNING | Section is not registered to Map File. [%s].
Meaning There is no valid information in the list map.
Cause As above.
Correction | Set the required items in the list map.
0051 | WARNING | Error I/O Area Offset No = [%d].
Meaning Offset in the list map is not a number or is less than 0.
Cause As above.
Correction | Delete all list map settings and then reset them from the start.
0052 | WARNING | Error I/O Area Size No = [%d].

Meaning Size in the list map is not a number or is less than 0.
Cause As above.
Correction | Delete all list map settings and then reset them from the start.
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0053 | WARNING | Error I/O Area CopyDirection = [%d].
Meaning Backup/restore direction setting error.
Cause As above.
Correction | Delete all list map settings and then reset them from the start.
0054 | WARNING | Get kill Signal.
Meaning An end signal was received.
Cause There may have been a forced end.
Correction | Check the settings.
0055 | WARNING | Receive illegal message.
Meaning A message was received from a process other than ONC_ERR_LED?7.
Cause _
Correction | No correction required.
0056 | WARNING | Warn Receive No Defined Fins Command.
Meaning lllegal FINS command.
Cause As above.
Correction | Check the FINS command that was sent.
0057 | WARNING | Warn Fins Command Data Size Over.

Meaning A FINS command response is not required or a FINS command was received from another
node.

Cause As above.

Correction | Check the FINS command that was received.

CLK_Unit and SLK_Unit (FGW-CLK and FGW-SLK)

Note The error messages in the following table are for Controller Link. The same
messages are used for SYSMAC LINK. Simply replace “Clk” in the following
table with “SIk” for SYSMAC LINK.

ID Level syslog message
0002 | ERROR Profile Error. TickSize = [%d]
Meaning The TickSize setting (indicated by %d in the syslog message) is not valid.
Cause As above.
Correction | Check to be sure Ticksize in the /etc/FgwQnx/FgwQnx.ini is set to 500 or 1000.
0003 | ERROR Profile Error.UnitID = [%d]
Meaning The CIk0 Unit number setting (Indicated by %d in the syslog message) is not valid.
Cause As above.
Correction | Check to be sure the CIkO unit number is set to between 16 and 31 under UnitID in the
/etc/FgwQnx/FgwQnx.ini file.
0004 | ERROR Profile Error.NodelD = [%d]
Meaning The node number setting (indicated by %d in the syslog message) is not valid.
Cause As above.
Correction | Use the setting tool to check that the node number is set between 1 and 62.
0005 | ERROR Profile Error.RefreshMethod = [%d]
Meaning The refresh method setting is invalid.
Cause As above.
Correction | Check that RefreshMethod is set to 0: Timer or 1: Message under CIk0 in the
/etc/FgwQnx/FgwQnxClk.ini file.
0006 | ERROR Profile Error.RefreshTimer = [%d]

Meaning The refresh interval setting (indicated by %d in the syslog message) is not valid.
Cause As above.

Correction | Use the setting tool to check that the refresh interval is set between 1 and 9999.
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0007 | ERROR Profile Error.TriggerType = [%d]
Meaning The trigger setting is out of range.
Cause As above.
Correction | Check that TriggerType is set to 0: Message not send or 1: Message send enabled under CIkO in
the /etc/FgwQnx/FgwQnxClk.ini file.
0008 | ERROR Profile Error.TriggerMethod = [%d]
Meaning The trigger method setting is out of range.
Cause As above.
Correction 8{1ke_cl_< ft_r|1a'[ TriggerMethod is set to 0: Send or 1: Trigger under CIkO in the /etc/FgwQnx/FgwQnx-
.ini file.
0009 | ERROR Profile Error.TriggerName
Meaning The trigger process name setting is out of range.
Cause As above.
Correction | Check to be sure the Trigger Name under CIkO in the /etc/FgwQnx/FgwQnxClk.ini file is set to a
trigger process name (The default is Triggerprocess.)
0010 | ERROR Profile Error.TriggerMessage
Meaning The trigger message setting is out of range.
Cause As above.
Correction | Check to be sure the Trigger_Msg under CIk0 in the /etc/FgwQnx/FgwQnxClk.ini file is set (The
default is I/O_Trigger.)
0011 | ERROR Profile Error.SyncClockTimer
Meaning The clock refresh setting is out of range.
Cause As above.
Correction | Check to be sure the SyncClockTimer setting under CIkO in the /etc/FgwQnx/FgwQnxClk.ini file
is set to 0: Do not sync or 1: Refresh Board time information.
0012 | ERROR Profile Error. MaxLink
Meaning The MaxLink setting is out of range.
Cause As above.
Correction | Check to be sure the MaxLink under CIkO in the /etc/FgwQnx/FgwQnxClk.ini file is set (The
default is 62000 for CLK and 32000 for SLK.
0013 | ERROR Can't agree BoardName
Meaning The Board model setting is not valid.
Cause The model in the setup file does not agree with the model of the Board.
Correction | Be sure the Board model agrees with the Board that is mounted.
0014 | ERROR Fins_new Failed.
Meaning The network provider could not be registered.
Cause The network number or unit address is already in use.
Correction | Use the setting tool to check that the network number is used only once.
Also, check that the CIk0 unit address under UnitID in the /etc/FgwQnx/FgwQnx.ini file is not
used by another unit. (Note: The default setting for both CIk0 and SIkO unit numbers is 18.)
0015 | ERROR Can't duplicate Fins Handle.
Meaning The process could not be started.
Cause A process of the same name may have already been started.
Correction | Use the setting tool to check that the network number is used only once.
Also, check that the CIk0 unit address under UnitID in the /etc/FgwQnx/FgwQnx.ini file is not
used by another unit. (Note: The default setting for both CIk0 and SIkO unit numbers is 18.)
0016 | ERROR Can't exec process=%s.
Meaning System error.
Cause The process failed to start.
Correction | Restart the Open Network Controller.
0017 | ERROR Can't fork process.
Meaning System error.
Cause The process failed to start.
Correction | Restart the Open Network Controller.
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0018 | ERROR Unit Duplicate.
Meaning The process name could not be registered.

Cause A process of the same name may have already been started.
Correction | Check to see if the CLK or SLK has been started twice.

0019 | ERROR Can't shared file open.

Meaning System error.

Cause Failed to open shared memory object.
Correction | Restart the Open Network Controller.

0020 | ERROR Can't map memory.
Meaning System error.

Cause Failed to map memory object area due to system error.

Correction | Restart the Open Network Controller.

0021 | ERROR Unable to attach timer proxy.
Meaning System error.

Cause Failed to generate timer proxy process.
Correction | Restart the Open Network Controller.

0022 | ERROR Unable to create timer.
Meaning System error.
Cause Failed to create timer.

Correction | Restart the Open Network Controller.

0023 | ERROR Unable to attach interrupt proxy.
Meaning System error.

Cause Failed to create interrupt proxy process.

Correction | Restart the Open Network Controller.

0024 | ERROR Unable to attach interrupt.
Meaning System error.

Cause Failed to attach handle to hardware interrupt.
Correction | Restart the Open Network Controller.

0025 | ERROR Can't get sender process ID.
Meaning Could not find sender process.
Cause As above.

Correction | Restart the Open Network Controller.

0026 | ERROR Can't get receiver process ID.

Meaning Could not find receiver process.

Cause As above.

Correction | Restart the Open Network Controller.

0027 | ERROR Fins_changeNetworkProvider Failed.
Meaning System error.

Cause Failed to change network provider.
Correction | Restart the Open Network Controller.

0028 | ERROR Not Exist Driver Process.
Meaning System error.
Cause Failed in communications between processes.

Correction | Restart the Open Network Controller.

0029 | ERROR Argument mismatch. (argc = %d, argv[0] = %s)
Meaning lllegal argument when starting Unit.

Cause As above.

Correction | Restore the Open Network Controller settings (turn ON pin 4 of SW2.)

0030 | ERROR FgwProfile_setPriorityEx Failed.

Meaning Failed to set process priority.

Cause The priority setting is not valid.

Correction | Check that Clk0=23 is set under Priority in the /etc/FgwQnx/FgwQnx.ini file.
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0031 | ERROR FgwProfile_setScheduleType Failed.

Meaning Failed to set process scheduler type.
Cause The schedule setting is not valid.
Correction | Check that ClkO=RoundRobin is set under Schedule in the /etc/FgwQnx/FgwQnx.ini file.

0032 | ERROR PCI:OS info failure
Meaning System error.
Cause Failed to get node information.
Correction | Check to see if the BIOS is compatible with the PCI.
0033 | ERROR PCI:BIOS failure
Meaning System error.
Cause A BIOS for the PCI does not exist.
Correction | Check to see if the BIOS is compatible with the PCI.
0034 | ERROR PCl:no Boards
Meaning Cannot find PCI Board.
Cause The PCI Board may not be mounted.
Correction | Check to see if the Board is mounted correctly.
0035 | ERROR PCl:irq failure
Meaning System error.
Cause Cannot get IRQ number.
Correction | Restart the Open Network Controller.
0036 | ERROR PCl:mem/io failure base0
Meaning System error.
Cause Cannot get memory base address.
Correction | Restart the Open Network Controller.
0037 | ERROR Can't find Board.
Meaning Board ID, model or argument when starting Unit was not valid.
Cause As above.
Correction | Check the Board ID, model, and arguments when starting the Unit.
0038 | ERROR Recv NetHalt Interrupt from Nsb.
Meaning An error signal was received from the Board (data link function fatal error, duplicate address
error, JABBER, or hardware error).
Cause As above.
Correction | Perform troubleshooting for the Board.
0039 | ERROR F/W State Error. State = 0x%x.
Meaning There is an error in the system status of the Board.
Cause As above.
Correction | Perform troubleshooting for the Board.
0040 | ERROR Profile Error.SystemSw2
Meaning The system SW2 setting is not valid (when using Controller Link only).
Cause As above.
Correction | Check to be sure SystemSW2 is set under CIkO in the /etc/FgwQnx/FgwQnxClk.ini file (The
default is 0x00.)
0041 | ERROR This Board is not supporting 62 Node.
Meaning The System SW2 setting is not valid.
Cause The System SW2 setting does not match the type of Board.
Correction | Correct the setting of the Board model.
0042 | ERROR Don't Open Event Memory Status_Net_Name [%s]
Meaning Failed to open event memory to reflect network status.
Cause As above.
Correction | Use the setting tool to reset the network status area name.
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0043 | ERROR Don't Open Event Memory Status_Link_Name [%s]
Meaning Failed to open event memory to reflect data link status.

Cause As above.

Correction | Use the setting tool to reset the data link status area name.

0044 | ERROR Don't Open Event Memory Table_Link_Name [%s]
Meaning Failed to open event memory to reflect data link table.
Cause As above.

Correction | Check to be sure the Table Link Name under CIkO in the /etc/FgwQnx/FgwQnxClk.ini file is set to
an event memory name.

0045 | WARNING | Error Status_Net_Name = [%s].

Meaning Name of event memory to reflect network status (indicated by %s in the syslog message) is not
valid.

Cause As above.

Correction | Use the setting tool to check the network status area name is set correctly.

0046 | WARNING | Error Status_Net_Size = [%d].

Meaning Size of event memory to reflect network status (indicated by %d in the syslog message) is not
valid.

Cause As above.

Correction | Use the setting tool to check the network status size is set correctly.

0047 | WARNING | Error Status_Link_Name = [%s].

Meaning Name of event memory to reflect data link status (indicated by %s in the syslog message) is not
valid.

Cause As above.

Correction | Use the setting tool to check the data link status area name is set correctly.

0048 | WARNING | Error Status_Link_Size = [%d].

Meaning Size of event memory to reflect data link status (indicated by %d in the syslog message) is not
valid.

Cause As above.

Correction | Use the setting tool to check the data link status size is set correctly.

0049 | WARNING | Error Table_Link_Name = [%s].

Meaning Name of event memory to reflect data link table (indicated by %s in the syslog message) is not
valid.

Cause As above.

Correction | Check to be sure the Table Link Name under CIkO in the /etc/FgwQnx/FgwQnxClk.ini file is set to
an event memory name.

0050 | WARNING | Error Table_ Link _Size = [%d].

Meaning Size of event memory to reflect data link table (indicated by %d in the syslog message) is not
valid.

Cause As above.

Correction | Use the setting tool to check that the Table Link Size under CIkO in the /etc/FgwQnx/FgwQnx-
Clk.ini file is set to the memory size (W).

0051 | WARNING | Can't get trigger process ID.
Meaning Could not find trigger process.

Cause As above.

Correction | Restart the Open Network Controller.

0052 | WARNING | Ge

-

kill signal.

Meaning An end signal was received.
Cause There may have been a forced end.
Correction | Check the settings.

0053 | WARNING | Receive illegal message.
Meaning An unexpected message was received.
Cause As above.

Correction | Check the contents of the trigger process message.
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0054 | WARNING | Warn RouteTable. Write CompleteFlag Protected.
Meaning Error occurred when setting routing tables in Board.
Cause As above.
Correction | Restart the Open Network Controller.
0055 | WARNING | Warn lllegal DataLink Refresh Request
Meaning A data link refresh was requested at an not valid time.
Cause As above.
Correction | Check to be sure the refresh interval is suitable.
0056 | WARNING |Warn Event Send Area Busy.
Meaning An error occurred sending a FINS command to the Board.
Cause As above.
Correction | Restart the Open Network Controller.
0057 | WARNING | Warn Anull Event Send Data.
Meaning A FINS command sent from the Board was corrupt.
Cause As above.
Correction | Restart the Open Network Controller.
0059 | WARNING |Warn Fins Command Data Size Over.
Meaning The FINS command data is too large.
Cause As above.
Correction | Check the data size of the FINS command.
0060 | WARNING | Warn Fins Response Data Size Over.
Meaning The FINS response data is too large.
Cause As above.
Correction | Check the data size of the FINS response.
0061 | WARNING | Error DataLinkTable Type of Areal.
Meaning Data link table setting area type for area 1 is not valid.
Cause As above.
Correction | Check the area type of area 1 in the data link table settings.
0062 | WARNING | Error DataLinkTable Type of Area2.
Meaning Data link table setting area type for area 2 is not valid.
Cause As above.
Correction | Check the area type of area 2 in the data link table settings.
0063 | WARNING | Can't get RouteTable from FinsGateway.
Meaning An error occurred when getting the routing tables.
Cause As above.
Correction | Restart the Open Network Controller.
0064 | ERROR Don't Open Event Memory RecvAreaName1 [%s]
Meaning Failed to open event memory to reflect Receive Area 1.
Cause As above.
Correction | Restart the Open Network Controller.
0065 | ERROR Don't Open Event Memory RecvAreaName2 [%s]
Meaning Failed to open event memory to reflect Receive Area 2.
Cause As above.
Correction | Restart the Open Network Controller.
0066 | ERROR Don't Open Event Memory SendAreaName1 [%s]
Meaning Failed to open event memory to reflect Send Area 1.
Cause As above.
Correction | Restart the Open Network Controller.
0067 | ERROR Don't Open Event Memory SendAreaName2 [%s]
Meaning Failed to open event memory to reflect Send Area 2.
Cause As above.
Correction | Restart the Open Network Controller.
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DRM_Unit (FGW-DRM)

Note

Replace DRMO in the following table with DRM1 for DeviceNet PCI Scanner
Board errors.

ID Level syslog message

0002 | ERROR Argument mismatch. (argc = %d, argv[0] = %s)

Meaning lllegal argument when starting Unit.

Cause As above.

Correction | Restore the Open Network Controller settings (turn ON pin 4 of SW2.)
0004 | ERROR Profile Error. UnitID = [%d]

Meaning The DRMO unit setting (indicated by %d in the syslog message) is not valid.

Cause As above.

Correction | Check to be sure the DRMO unit number is set to between 16 and 31 under UnitID in the

/etc/FgwQnx/FgwQnx.ini file.

0005 | ERROR Profile Error.NodelD = [%d]

Meaning The DRMO node number setting (indicated by %d in the syslog message) is not valid.

Cause As above.

Correction | Use the setting tool to check that the node number is set to between 1 and 63.
0007 | ERROR Profile Error.Baudrate = [%d]

Meaning The baud rate setting is out of range.

Cause As above.

Correction | Use the setting tool to check the baud rate is set correctly.
0008 | ERROR Profile Error.StartScanMode = [%d]

Meaning The startup scan mode setting is out of range.

Cause As above.

Correction | Use the setting tool to check that the startup scan mode is set correctly.
0009 | ERROR Profile Error.ComErrStop = [%d]

Meaning The ComErrStop setting is out of range.

Cause As above.

Correction | Use the setting tool to check that the setting for communications errors is correct.
0010 | ERROR Profile Error.ComErrData = [%d]

Meaning The ComErrData setting is out of range.

Cause As above.

Correction | Check that ComErrData under DRMO in the /etc/FgwQnx/FgwQnxDrmPCl.ini file is set to 0 or 1.
0011 | ERROR Profile Error.ScanCycleTime = [%d]

Meaning The scan cycle time setting (indicated by %d in the syslog message) is not valid.

Cause As above.

Correction | Use the setting tool to check that the scan cycle time is set to between 0 and 500.
0012 | ERROR Profile Error.EventCycleTime = [%d]

Meaning The event cycle time setting (indicated by %d in the syslog message) is not valid.

Cause As above.

Correction | Use the setting tool to check that the event cycle time is set to between 0 and 10000.
0013 | ERROR Profile Error.MasterFunction = [%d]

Meaning The master function setting is out of range.

Cause As above.

Correction | Use the setting tool to reset the master function selection.
0014 | ERROR Profile Error.ScanMode = [%d]

Meaning The scan mode setting is out of range.

Cause As above.

Correction | Use the setting tool to check that the scan list for the master function is set correcily.
0016 | ERROR Profile Error.RefreshMethod = [%d]

Meaning The refresh method setting is out of range.
Cause As above.
Correction | Check to be sure the refresh method under DRMO in the /etc/FgwQnx/FgwQnxDrmPCl.ini file is

settoOor1.

369



Error Messages Section 19-2
_
ID Level syslog message
0018 | ERROR Profile Error.TriggerType = [%d]

Meaning The trigger setting is out of range.
Cause As above.
Correction | Check to be sure the Trigger Type under DRMO in the /etc/FgwQnx/FgwQnxDrmPCl.ini file is set

to 0: Message not send or 1: Message send enabled.

0019 | ERROR Profile Error.TriggerMethod = [%d]
Meaning The trigger method setting is out of range.
Cause As above.
Correction | Check to be sure the Trigger Method under DRMO in the /etc/FgwQnx/FgwQnxDrmPCl.ini file is
set to 0: Send or 1: Trigger.
0021 | ERROR Profile Error.TriggerMessage
Meaning The trigger message setting is out of range.
Cause As above.
Correction | Check to be sure the Trigg_Msg under DRMO in the /etc/FgwQnx/FgwQnxDrmPClL.ini file is set
(The default is I/0_Trigger.)
0022 | ERROR Profile Error.InAreaSize1 = [%d]
Meaning The input area 1 size (indicated by %d in the syslog message) is not valid.
Cause As above.
Correction | Use the setting tool to set the input area 1 size to between 0 and 6400.
0023 | ERROR Profile Error.InAreaSize2 = [%d]
Meaning The input area 2 size (indicated by %d in the syslog message) is not valid.
Cause As above.
Correction | Use the setting tool to set the input area 2 size to between 0 and 6400.
0024 | ERROR Profile Error.OutAreaSize1 = [%d]
Meaning The output area 1 size (indicated by %d in the syslog message) is not valid.
Cause As above.
Correction | Use the setting tool to set the output area 1 size to between 0 and 6400.
0025 | ERROR Profile Error.OutAreaSize2 = [%d]
Meaning The output area 2 size (indicated by %d in the syslog message) is not valid.
Cause As above.
Correction | Use the setting tool to set the output area 2 size to between 0 and 6400.
0026 | ERROR Profile Error.SlaveFunction = [%d]
Meaning The slave function setting is not valid.
Cause As above.
Correction | Use the setting tool to check the slave function selection.
0028 | ERROR Profile Error.SlavelnAreaSize = [%d]
Meaning The slave input area size (indicated by %d in the syslog message) is not valid.
Cause As above.
Correction | Use the setting tool to check that the slave input area size is set to between 0 and 100.
0029 | ERROR Profile Error.SlaveOutAreaSize = [%d]
Meaning The slave output area size (indicated by %d in the syslog message) is not valid.
Cause As above.
Correction | Use the setting tool to check that the slave output area size is set to between 0 and 100.
0030 | ERROR Profile Error.StatusAreaSize = [%d]
Meaning The status area size (indicated by %d in the syslog message) is not valid.
Cause As above.
Correction | Check to be sure that the Status Area Size under DRMO in the /etc/FgwQnx/FgwQnxDrmPCl.ini
file is set to 90.
0031 | ERROR Don't Open Event Memory InAreaName1 [%s]
Meaning Failed to open event memory to reflect input area 1.
Cause As above.
Correction | Restart the Open Network Controller.
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0032 | ERROR Don't Open Event Memory InAreaName2 [%s]
Meaning Failed to open event memory to reflect input area 2.
Cause As above.
Correction | Restart the Open Network Controller.
0033 | ERROR Don't Open Event Memory OutAreaName1 [%s]
Meaning Failed to open event memory to reflect output area 1.
Cause As above.
Correction | Restart the Open Network Controller.
0034 | ERROR Don't Open Event Memory OutAreaName2 [%s]
Meaning Failed to open event memory to reflect output area 2.
Cause As above.
Correction | Restart the Open Network Controller.
0035 | ERROR Don't Open Event Memory StatusAreaName [%s]
Meaning Failed to open event memory to reflect status area.
Cause As above.
Correction | Restart the Open Network Controller.
0036 | ERROR Fins_new Failed.
Meaning The network provider could not be registered.
Cause The network number or unit address is already in use.
Correction | Use the setting tool to check that the network number is used only once.
Also, check that the DRMO unit address under UnitID in the /etc/FgwQnx/FgwQnx.ini file is not
used by another unit.
0037 | ERROR Can't duplicate Fins Handle.
Meaning The process could not be started.
Cause A process of the same name may have already been started.
Correction | Use the setting tool to check that the network number is used only once.
Also, check that the DRMO unit address under UnitID in the /etc/FgwQnx/FgwQnx.ini file is not
used by another unit.
0038 | ERROR Receive pid Error[%d].
Meaning A message was received from an illegal process.
Cause An illegal process may have sent a message.
Correction | Check for illegal processes.
0039 | ERROR Can't exec process=%s.
Meaning System error.
Cause A process failed to start.
Correction | Check the driver process name and execution rights.
0040 | ERROR Can't fork process.
Meaning System error.
Cause A process failed to be created.
Correction | Restart the Open Network Controller.
0041 | ERROR Unit Duplicate.
Meaning Failed to register process name.
Cause A process of the same name may have already been started.
Correction | Check to see if DRM_UNIT has been started more than once.
0043 | ERROR Don't Open Scanlist file = %s .
Meaning Failed to open scan list file.
Cause The specified file is missing or is not usable.
Correction | Check to be sure /etc/FgwQnx/scanlist.ini exists.
0044 | ERROR Can't shared file open.
Meaning System error.
Cause Failed to open shared memory object.
Correction | Restart the Open Network Controller.
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0045 | ERROR Can't map memory.
Meaning System error.
Cause Failed to map memory object area.
Correction | Restart the Open Network Controller.
0054 | ERROR Unable to attach proxy.
Meaning System error.
Cause Failed to generate proxy process.
Correction | Restart the Open Network Controller.
0055 | ERROR Unable to create timer.
Meaning System error.
Cause Failed to create timer.
Correction | Restart the Open Network Controller.
0056 | ERROR Unable to attach interrupt.
Meaning System error.
Cause Failed to attach handle to hardware interrupt.
Correction | Restart the Open Network Controller.
0058 | ERROR Can't get sender process ID.
Meaning Could not find sender process.
Cause As above.
Correction | Restart the Open Network Controller.
0059 | ERROR Can't get receiver process ID.
Meaning Could not find receiver process.
Cause As above.
Correction | Restart the Open Network Controller.
0064 | ERROR addObjectClass Error [0x%Xx].
Meaning Failed to register object.
Cause As above.
Correction | Restart the Open Network Controller.
0067 | ERROR online Error.
Meaning Cannot go online.
Cause The network is not started or network settings are not valid.
Correction | Use the setting tool to check the communications settings.
0068 | ERROR StartScan Error [TimeOut]
Meaning The start scan ended in an error.
Cause As above.
Correction | Check the scan list settings.
0069 | ERROR StartScan Error [0x%x].
Meaning The start scan ended in an error.
Cause As above.
Correction | Check the scan list settings.
0072 | ERROR PCl:no Boards
Meaning Cannot find PCI Board (only when DeviceNet PCI Scanner Board used).
Cause The Board may not be mounted.
Correction | Check to see if the Board is mounted correctly.
0073 | ERROR PCl:irq failure
Meaning System error.
Cause Cannot get IRQ number.
Correction | Restart the Open Network Controller.
0074 | ERROR PCl:mem/io failure base0

Meaning System error.
Cause Cannot get memory base address.
Correction | Restart the Open Network Controller.
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0076 | ERROR Can't find Board. ID = 0x%x.
Meaning Board ID, model, or argument when starting Unit was not valid.

Cause As above.

Correction | Check to see if the Board is mounted correctly.

0078 | ERROR F/W State Error. State = 0x%x.
Meaning The PCI Board firmware status shows an error (only when DeviceNet PCI Scanner Board used).
Cause As above.

Correction | Check to see if the Board is mounted correctly.

0079 | ERROR Scanner Funtion Error. ScannerState1 = 0x%x

Meaning The PCI Board firmware scanner status shows an error (only when DeviceNet PCI Scanner
Board used).

Cause As above.

Correction | Restart the Open Network Controller.

0080 | ERROR No Communicate Master. State = 0x%x.

Meaning The PCI Board firmware master refresh operation ended in an error (only when DeviceNet PCI
Scanner Board used).

Cause As above.

Correction | Restart the Open Network Controller.

0081 | ERROR No Communicate Slave. State = 0x%x.

Meaning The PCI Board firmware slave refresh operation ended in an error (only when DeviceNet PCI
Scanner Board used).

Cause As above.

Correction | Restart the Open Network Controller.

0082 | ERROR exec SetMsgTimer Error .

Meaning The PCI Board firmware message timer registration operation ended in an error (only when
DeviceNet PCI Scanner Board used).

Cause As above.

Correction | Restart the Open Network Controller.

0083 | ERROR exec RegisterSlave Error .

Meaning The PCI Board firmware slave registration operation ended in an error (only when DeviceNet PCI
Scanner Board used).

Cause As above.

Correction | Restart the Open Network Controller.

0084 | ERROR exec LoadMsgTimerList Error .

Meaning The PCI Board firmware message timer read operation ended in an error (only when DeviceNet
PCI Scanner Board used).

Cause As above.

Correction | Restart the Open Network Controller.

0085 | ERROR exec LoadScanList Error .

Meaning The PCI Board firmware scan list read operation ended in an error (only when DeviceNet PCI
Scanner Board used).

Cause As above.

Correction | Restart the Open Network Controller.

0086 | ERROR exec RegisterSelfSlave Error .

Meaning The PCI Board firmware slave function registration operation ended in an error (only when
DeviceNet PCI Scanner Board used).

Cause As above.

Correction | Restart the Open Network Controller.

0087 | ERROR exec LoadSelfSlave Error .

Meaning The PCI Board firmware slave function registration operation ended in an error (only when
DeviceNet PCI Scanner Board used).

Cause As above.

Correction | Restart the Open Network Controller.
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0088 | ERROR exec LoadSelfSlave Error .

Meaning The PCI Board firmware slave function registration operation ended in an error (only when
DeviceNet PCI Scanner Board used).
Cause As above.
Correction | Restart the Open Network Controller.
0089 | ERROR exec ConnectSelfSlave Error .
Meaning The PCI Board firmware slave function registration operation ended in an error (only when
DeviceNet PCI Scanner Board used).
Cause As above.
Correction | Restart the Open Network Controller.
0090 | WARNING | [scanlist] Error MacID [%d].
Meaning The MaclID setting in the scan list file (indicated by %d in the syslog message) is not valid.
Cause As above.
Correction | Check to be sure the MaclID in the scan list is set to between 0 and 63.
0091 | WARNING | [scanlist] Error InArea [%d].
Meaning The input area setting in the scan list file (indicated by %d in the syslog message) is not valid.
Cause As above.
Correction | Check the range of the input area in the scan list.
0092 | WARNING |[scanlist] Error InOffset [%d].
Meaning Thlgdinput area offset setting in the scan list file (indicated by %d in the syslog message) is not
valid.
Cause As above.
Correction | Check the starting address of the input area in the scan list.
0093 | WARNING | [scanlist] Error InSize [%d].
Meaning Thlt_edinput area size setting in the scan list file (indicated by %d in the syslog message) is not
valid.
Cause As above.
Correction | Check the size of the input area in the scan list.
0094 | WARNING | [scanlist] Error InOffset+InSize [%d].
Meaning The combination of the input area offset and input area size settings in the scan list file is outside
the input area range.
Cause As above.
Correction | Check the settings for the input area in the scan list.
0095 | WARNING | [scanlist] Error OutArea [%d].
Meaning The output area setting in the scan list file (indicated by %d in the syslog message) is not valid.
Cause As above.
Correction | Check the range of the output area in the scan list.
0096 | WARNING | [scanlist] Error OutOffset [%d].
Meaning Thlt_edoutput area offset setting in the scan list file (indicated by %d in the syslog message) is not
valid.
Cause As above.
Correction | Check the starting address of the output area in the scan list.
0097 | WARNING | [scanlist] Error OutSize [%d].
Meaning The output area size in the scan list file (indicated by %d in the syslog message) is not valid.
Cause As above.
Correction | Check the size of the output area in the scan list.
0098 | WARNING | [scanlist] Error OutOffset+OutSize [%d].
Meaning The combination of the output area offset and the output area size is outside the output area
range.
Cause As above.
Correction | Check the settings for the output area in the scan list.
0100 | WARNING | Get kill signal.
Meaning An end signal was received.
Cause There may have been a forced end.
Correction | Check the settings.
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0101 | WARNING | Receive illegal message.
Meaning A data link refresh was requested at an invalid time.
Cause As above.
Correction | Check the network status.
0102 | WARNING | Can't get trigger process ID.
Meaning Could not find trigger process.
Cause As above.
Correction | Restart the Open Network Controller.
0103 | ERROR Fins_changeNetworkProvider Failed.
Meaning System error.
Cause Could not change to the network provider.
Correction | Restart the Open Network Controller.
0104 | ERROR FgwProfile_setPriorityEx Failed.
Meaning System error.
Cause Failed to set process priority.
Correction | Check that DRM0=23 is set under Priority in the /etc/FgwQnx/FgwQnx,ini file.
0105 | ERROR FgwProfile_setScheduleType Failed.

Meaning System error.
Cause Failed to set process scheduler type.
Correction | Check that DRM0=RoundRobin is set under Schedule in the /etc/FgwQnx/FgwQnxini file.

HLK_Unit (FGW-HLK)

Note

The star (*) at the start of the syslog message (HLK*) is replaced by a value to

indicate HLKO to HLKS.

ID Level syslog message
0002 | ERROR [HLK*] error : Argument mismatch. (argc = %d_argv[0] = %s)
Meaning The number of arguments is wrong.
Cause Same as above.
Correction1 Do not start only HLK*.
Correction2 | Check the command lines under HLK* in the /etc/FgwQnx/FgwQnx.ini for mistakes.
0003 | ERROR [HLK*] error : Name is already used.
Meaning The process has already been started.
Cause A process with the same name has already been started.
Correction Make sure that the same network provider has not been set more than once.
0005 | ERROR [HLK*] error : COM configuration error(ret = %d)
Meaning COM settings are wrong.
The incorrect setting is indicated by %d in the syslog message.
-6: The data bit length for the corresponding HLK Unit is wrong.
-7: The stop bit length for the corresponding HLK Unit is wrong.
-8: The parity for the corresponding HLK Unit is wrong.
If another value is returned, the COM Port itself may have an error.
Cause Same as above.
Correction Correct the setting indicated by the returned value.
0010 | ERROR [HLK*] error : COMs doesn't Set.
Meaning The number of serial lines is not set.
Cause Same as above.
Correction Use the Setting Tool to set the number of serial lines under “Serial settings” to 3.
0011 | ERROR [HLK*] error : Don't match COM Setting.
Meaning The corresponding HLK Unit is not set to any COM port.
Cause Same as above.
Correction Use the Setting Tool to allocate the HLK Unit to a COM Port under “Serial settings”.
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0012 | ERROR [HLK*] error : my UnitID (%d)

Meaning The HLK* Unit address setting (indicated by %d in the syslog message) is wrong.
Cause Same as above.
Correction Set the HLK* entry under UnitID in the /etc/FgwQnx/FgwQnx.ini file to between 16 and 31.
0013 | ERROR [HLK*] error : my NodelD (%d)
Meaning The HLK* node address setting (indicated by %d in the syslog message) is wrong.
Cause Same as above.
Correction Use the Setting Tool to correct the setting.
0016 | ERROR [HLK*] error : No node information data.
Meaning /etc/FgwQnx/HIkNetTbl.ini cannot be found or the node address table browsed by the HLK*
Unit is not registered.
Cause Same as above.
Correction Check that /etc/FgwQnx/HIkNetTbl.ini exists and use the Setting Tool to set the HIkNetTbl for
the corresponding HLK Unit.
0017 | ERROR [HLK*] error : swaycnvt.dat don't exist or don't open.
Meaning /etc/FgwQnx/swaycnvt.dat cannot be found or cannot be opened.
Cause Same as above.
Correction Check /etc/FgwQnx/swaycnvt.dat.
0018 | ERROR [HLK*] error : Can't exec Driver file [%s]
Meaning hlkdrv (the HLK driver) cannot be found at the path indicated by %d in the syslog message.
Cause Same as above.
Correction Check the Web Wervice task list to see if hikdrv exists.
0019 | ERROR [HLK*] error : Fins_new failed.(FGW-HLK*)
Meaning The network provider could not be registered.
Cause The network number or unit address is already in use.
Correction Use the Setting Tool to check that the network number is used only once.
Also, check that the unit address under HLK* entry under Unit ID in the
/etc/FgwQnx/FgwQnx.ini file is not being used by another unit.
0022 | WARNING |[HLK*] warning :TimeOut value (%s)
Meaning The timeout setting (indicated by %s in the syslog message) is wrong.
Cause Same as above.
Correction Use the Setting Tool to correct the timeout setting.
0023 | WARNING |[HLK*] warning : Retry count (%s)
Meaning The number of retries setting (indicated by %s in the syslog message) is wrong.
Cause Same as above.
Correction Use the Setting Tool to correct the retries setting.
0024 | WARNING |[HLK*] warning : receive timeout
Meaning A reception timed out.
Cause 1 Communications could not be established.
Correction 1 | Check the communications settings.
Cause 2 The connected device did not respond.
Correction 2 | Check the connected device to be sure it can respond.
0026 | WARNING |[HLK*] warning : receive signal
Meaning An end signal was received.
Cause The program was stopped by another error.
Correction Correct the errors for other error IDs and restart the Controller.
0027 | WARNING |[HLK*] warning : No node infomation.
Meaning Node information is not set in /etc/FgwQnx/HIkNetTbl.ini.
Cause Same as above.
Correction Check the contents of HIkNetTbl.
0028 | WARNING |[HLK*] warning : differnt protocol [%s]

Meaning The protocols set in the HIkNetTbl are different to the actual device.
Cause Same as above.
Correction Use the same protocol as the communications partner.
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0030 | WARNING |[HLK*] warning : receive different response frame.
Meaning An illegal response frame was received.
Cause Same as above.
Correction Check the timeout time setting.
0031 | WARNING | [HLK*] warning : toFinsNode address(line:%d)
Meaning The node address set to the line (counted from 0) under HLK* in the

/etc/FgwQnx/HIkNetTbl.ini file, indicated by %d in the syslog message, is wrong.

Cause Same as above.
Correction Check the contents of HIkNetTbl.

0032 | WARNING |[HLK*] warning : SpecSize don't convert to numeric(line:%d)

Meaning The value set the line under HLK* in /etc/FgwQnx/HIkNetTbl.ini, indicated by %d in the syslog
message, is wrong. (The value indicates the Host Link Unit number when the connected
device is a PLC, the Unit number for Compoway and ID Controllers, and the station number for
Power Monitors.)

Cause Same as above.
Correction Check the contents of HIkNetTbl.

)

0033 | WARNING | [HLK*] warning : Protocol type don't defined. (line:%d)

Meaning The protocol setting for the line (counted from 0) under HLK* in /etc/FgwQnx/HIkNetTbl.ini,
indicated by %d in the syslog message, is wrong.

Cause Same as above.
Correction Hst_et the Setting Tool to set the correct protocol in the HIkNetTbl for the corresponding HLK
nit.
0034 | WARNING |[HLK*] warning : FinsNode address already used (NodelD = %d)
Meaning The same node number is set twice under HLK* in /etc/FgwQnx/HIkNetTbl.ini. (%d in the sys-
log message indicates the duplicated node number.)
Cause Same as above.
Correction Use the Setting Tool to change the duplicated node address in the HikNetTbl for the corre-

sponding HLK Unit.

0063 | WARNING |[HLK*] warning : Retry count over
Meaning The number of retries setting has been exceeded.
Cause 1 Communications could not be established.

Correction 1 | Check the communications settings.

Cause 2 The connected device did not respond.

Correction2 Check the connected device to be sure it can respond.

0064 | ERROR [HLK*] error : Fins_changeNetworkProvider failed.

Meaning The network provider could not be registered.
Cause The network number or unit address is already in use.
Correction Use the Setting Tool to check that the network number is used only once.

Also, check that the unit address under HLK* entry under Unit ID in the
/etc/FgwQnx/FgwQnx.ini file is not being used by another unit.

0065 | ERROR [HLK*] error : Fgw_setPriority failed.

Meaning Priority could not be set.

Cause The priority settings are wrong.

Correction 1 | Check that HLK*=23 is set under Priority in the /etc/FgwQnx/FgwQnx.ini file.
Correction 2 | Log in as root.

0066 | ERROR [HLK*] error : Fgw_setScheduleType failed.
Meaning The schedule could not be set.

Cause The schedule settings are wrong.
Correction Check that HLK*=OTHER is set under Schedule in the /etc/FgwQnx/FgwQnx.ini file.
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0067 | ERROR [HLK*] error : IRQ is not setting.
Meaning The IRQ setting for the COM port allocated to HLK* is wrong.
Cause Same as above.

Correction Set the correct IRQ under COM* in the /etc/FgwQnx/FgwQnx.ini file. The default settings are
shown below.

_[COM1] IRQ=4
_[COM2]_IRQ=3
_[COM3]_IRQ=5
_[COM4] IRQ=7

0068 | ERROR [HLK*] error : Device is not setting.
Meaning The device setting for the COM port allocated to HLK* is wrong.
Cause Same as above.

Correction Set the correct device setting under COM* of the /etc/FgwQnx/FgwQnx.ini file. The default set-
tings are shown below.

_[COM1]_Device=/Dev/ser1

_[COM2]_Device=/Dev/ser2

_[COMS3] Device=/Dev/ser3

_[COM4] Device=/Dev/ser4

BUSCS1_UNIT (FGW- BUSCS1)

ID Level syslog message
0001 | ERROR Fins_new Failed.
Meaning The network provider could not be registered.
Cause The network number or unit address is already in use.
Correction Use the Setting Tool to check that the network number is used only once.

Also, check that the unit address under BUSCS1 entry under Unit ID in the
/etc/FgwQnx/FgwQnx.ini file is not being used by another unit.

0002 | ERROR Fins_changeNetwork Provider Failed.

Meaning The network provider could not be registered.
Cause The network number or unit address is already in use.
Correction Use the Setting Tool to check that the network number is used only once.

Also, check that the unit address under BUSCS1 entry under Unit ID in the
/etc/FgwQnx/FgwQnx.ini file is not being used by another unit.

0003 | ERROR Profile Error. UnitID = [%d].
Meaning The BUSCS1 Unit number (indicated by %d in the syslog message) is wrong.
Cause Same as above.

Correction Check that the BUSCS1 entry is set between 16 and 31 under Unit ID in the
/etc/FgwQnx/FgwQnx.ini file.

0004 | ERROR Profile Error. NodeIDONC = [%d].

Meaning The node number of the Open Network Controller (indicated by %d in the syslog message) is
wrong.

Cause Same as above.

Correction Use the Setting Tool to set a number between 1 and 254 that is not being used by the CS1 Unit
node.

0005 | ERROR Profile Error. NodelDCS1 = [%d].

Meaning The node number of the CS1 Unit (indicated by %d in the syslog message) is wrong.

Cause Same as above.

Correction Use the Setting Tool to set a number between 1 and 254 that is not being used by the Open

Network Controller node.
name_locate (receiver) Failed.

0007 | ERROR qnx

Meaning The registered process does not exist.

Cause The process could not be registered.
Correction Check the process name set in the /etc/FgwQnx/FgwQnxBUSCS1.ini file.
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0008 | ERROR Can't duplicate Fins Handle (sender).
Meaning The network provider could not be registered.
Cause The network number or unit address is already in use.
Correction Use the Setting Tool to check that the network number is used only once.

Also, check that the unit address under BUSCS1 entry under Unit ID in the
/etc/FgwQnx/FgwQnx.ini file is not being used by another unit.

0010 | WARNING | Receive from other process.

Meaning The message was received from the wrong process.
Cause Same as above.
Correction Check the setting.
0011 | WARNING | Fins Command Error Command = [%X%X].
Meaning The wrong FINS command was received. (The wrong FINS command code is indicated by
%x%x in the syslog message.)
Cause Same as above.
Correction Check the FINS command transmitted.
0012 | ERROR Not exist driver process.
Meaning The driver process does not exist.
Cause The driver process did not start.

Correction Check the /etc/FgwQnx/FgwQnxBUSCSH.ini file settings.

0013 | ERROR FgwProfile_setPriorityEx Failed.
Meaning The priority could not be set.

Cause The priority setting is wrong.
Correction Check that BUSCS1=23 is set under Priority in the /etc/FgwQnx/FgwQnx.ini file.

0014 | ERROR FgwProfile_setSchedule Type Failed.
Meaning The schedule type could not be set.

Cause The schedule setting is wrong.
Correction Check that BUSCS1=0THER is set under Schedule in the /etc/FgwQnx/FgwQnx.ini file.

0015 | ERROR qnx_name_attach (receiver) Failed.

Meaning The process could not be registered.
Cause The process name could already be in use.
Correction Check the setting.

0016 | ERROR qnx_name_attach (sender) Failed.
Meaning The process could not be registered.
Cause The process name could already be in use.
Correction Check the setting.

0017 | ERROR Can't execute Driver process = %s.
Meaning The driver process could not start.
Cause Same as above.
Correction Check the setting.

0018 | ERROR Can't fork process.
Meaning The process could not be registered.
Cause The resource may be insufficient.
Correction Check the user application.

0019 | WARNING | Get Kill Signal.
Meaning An end signal was received.
Cause The program was stopped by another process.
Correction Check the setting.

0020 | WARNING | Routing Table Error.
Meaning The routing table setting is wrong.
Cause Same as above.
Correction Check the setting.
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0021 | WARNING | lllegal response received.
Meaning The wrong response was received.
Cause Same as above.
Correction Check the setting.
0022 | WARNING | Setted Node doesn't exist in my network.
Meaning The specified node did not exist in the network.
Cause Same as above.
Correction Check the node address of the destination.
0031 | ERROR EventMemory buffered failure [%s]
Meaning The event memory (%s) for the specified size could not be secured.
Cause The transfer size of FgwQnxBUSCS1Map.ini is too large.
Correction Change the transfer size.
0032 | ERROR Cyclic timer attach failure
Meaning The cyclic timer could not be attached.
Cause The timer is used by another program.
Correction Check the user application.
0033 | ERROR Cyclic timer creat failure
Meaning The cyclic timer could not be created.
Cause The timer is used by another program.
Correction Check the user application.
0034 | ERROR Refresh timer attach failure
Meaning The refresh timer could not be attached.
Cause The timer is used by another program.
Correction Check the user application.
0035 | ERROR Refresh timer creat failure
Meaning The refresh timer could not be created.
Cause The timer is used by another program.
Correction Check the user application.
0036 | ERROR Irq proxy attach failure
Meaning The interrupt proxy could not be attached.
Cause The proxy is used by another application.
Correction Check the user application.
0037 | ERROR Irq handler attach failure
Meaning The interrupt proxy could not be attached.
Cause The proxy is used by another application.
Correction Check the user application.
0038 | ERROR Board initial : UNR2 failure [0x %x]
Meaning The initialization of the CS1 bus failed because the Unit number is already in use.
Cause The Unit number is already used by another CPU BUS Unit.
Correction Change the rotary switch setting.
If the error occurs again, replace the Board.
0039 | ERROR Board initial:UNR2 recognition failure
Meaning The Unit was recognized as a Special /0 Unit.
Cause The hardware has an error.
Correction Change or check the cable.
0040 | ERROR Board initial:Memory test error [0x %X]
Meaning A shared memory check error resulted.
Cause The hardware has an error.
Correction _
0041 | ERROR Board initial:Memory test error [0x %x]
Meaning A shared memory check error resulted.
Cause The hardware has an error.
Correction
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0042 | ERROR Board initial:Cyclic timeout
Meaning An initialization time-out error resulted.
Cause The access right has not been released by another CPU Bus Unit.
Correction Check the operation with the other CPU Bus Units disconnected from the network.
0043 | ERROR Board initial:10 table error
Meaning The /O tables were not registered.
Cause Same as above.
Correction Create the I/O tables.
0044 | WARNING | Board initial:Clock initial failure [%d]
Meaning The clock initialization failed.
Cause The CS1’s built-in clock is wrong.
Correction Set the correct time.
0045 | WARNING | Board initial : Route table read FINS failure 0 [ %X][ %Xx]
Meaning The routing tables could not be read.
Cause The CS1 has no routing tables.
Correction Set the routing tables.
0046 | WARNING | Board initial: Route table my networks over 16 [%d]
Meaning The number of local networks was 17 or over.
Cause The CS1’s routing tables are wrong.
Correction Set the correct routing tables.
0047 | WARNING | Board initial: Route table relay networks over 20 [%d]
Meaning The number of relay networks was 21 or over.
Cause The CS1’s routing tables are wrong.
Correction Set the correct routing tables.
0048 | WARNING | Board initial: Route table my net is 0 but relay net is [%d]
Meaning The number of local networks is 0.
Cause The CS1’s routing tables are wrong.
Correction Set the correct routing tables.
0049 | WARNING | Board initial: Route table no my net or too many my nets [%d]
Meaning More than one local network was registered.
Cause The CS1’s routing tables are wrong.
Correction Set the correct routing tables.
0050 | WARNING | Board initial: Route table my Unit is in hub net
Meaning The local Unit is in a hub network.
Cause The CS1’s routing tables are wrong.
Correction Set the correct routing tables.
0051 | WARNING | Cyclic write parameter error [0x%x0x%x]
Meaning The cyclic write parameter is wrong.
Cause The map file parameter has an error.
Correction Check the CS1’s offset and be sure the mapping settings are correct.
0052 | WARNING | Cyclic read parameter error [0x%x0x%Xx]
Meaning The cyclic read parameter is wrong.
Cause The map file parameter has an error.
Correction Check the CS1’s address and be sure the mapping settings are correct.
0053 | WARNING | Fins header error (receive response from Net to UNIT)
Meaning The FINS response received was addressed to the local unit.
Cause The FINS response was illegal.
Correction Discarded (no problem.)
0054 | WARNING | Fins route failure (from PLC)

Meaning The CS1 Unit has a routing error.
Cause A routing error occurred in the CS1 PLC.
Correction Read the error with FINS2102, check the error log, and set the routing tables correctly.
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0055 | WARNING | Fins header error (receive response from PLC to UNIT
Meaning The response received was already routed.
Cause The FINS response was illegal.
Correction Discarded (no problem.)
0056 | WARNING | lllegal Fins destination NodelD
Meaning The destination node was not found.
Cause The BUSCS1’s node does not exist.
Correction Check the node ID.
0057 | ERROR EEPROM write(profile) failure
Meaning An EEPROM write failure occurred.
Cause The hardware has an error.
Correction
0058 | WARNING | lllegal mode. Can't write profile
Meaning The mode is not profile write mode.
Cause The mode setting was illegal.
Correction The user cannot overwrite the profile.
0059 | ERROR EEPROM write(errlog) failure
Meaning An EEPROM write failure occurred.
Cause The hardware has an error.
Correction
0060 | ERROR EEPROM write(errlog read) failure
Meaning An EEPROM write failure occurred.
Cause The hardware has an error.
Correction
0061 | WARNING | Map file open failure [%s]
Meaning The map file could not be opened.
Cause FgwQnxBUSCS1Map.ini does not exist.
Correction Clear all mapping settings and create FgwQnxBUSCS1Map.ini.
0062 | WARNING | Map file read failure [%s]
Meaning A map file format error occurred.
Cause The map file format is illegal.
Correction Clear all mapping settings and create FgwQnxBUSCS1Map.ini.
0063 | WARNING | Map:myline error [%d] ( set 1 to 128)
Meaning The first parameter is not within range.
Cause The range is wrong.
Correction Clear all mapping settings and create FgwQnxBUSCS1Map.ini.
0064 | WARNING | lllegal parameter: No available lines
Meaning The map file has no valid lines.
Cause There is no valid I/O communications setting.
Correction Set the parameter range correctly if mapping is required.
0065 | ERROR lllegal parameter:MyLine [%d] ( set 1 to 128)
Meaning The parameter MyLine is not within range.
Cause The range is wrong.
Correction Clear all mapping settings and create FgwQnxBUSCS1Map.ini.
0066 | ERROR Shm open error [%d]
Meaning The shared memory is not available.
Cause The shared memory is used up by another program.
Correction Check the user application.
0067 | ERROR mmap failure [%d]
Meaning The shared memory is not available.
Cause The shared memory is used up by another program.
Correction Check the user application.
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0068 | WARNING | Cyclic parameter size sum overrange.
Meaning The number of transfer words exceeded 7,784.
Cause The range is wrong.
Correction Check the mapping parameter range.
0069 | WARNING | No Route table in CS1
Meaning The CS1 Unit has no routing tables.
Cause Same as above.
Correction Set the routing tables.
0070 | WARNING | Response size over at [%d]
Meaning The CS1 bus FINS size was exceeded.
Cause The FINS size exceeded 2,000 bytes.
Correction The packet will be discarded.
0070 | WARNING | Response size over at [%d]
Meaning The CS1 bus FINS size was exceeded.
Cause The FINS size exceeded 2,000 bytes.
Correction The packet will be discarded.
0071 | ERROR lllegal Parameter:Ticksize [%d](set under 10000)
Meaning The FgwQnx.ini’s Ticksize exceeded 10,000.
Cause The range is wrong.
Correction Check the range for the TickSize entry under TickSize in the /etc/FgwQnx/FgwQnx.ini file.
0072 | ERROR lllegal Parameter: ONC UnitID [%d](set between 1 and 240)
Meaning The BUSCS1 Unit number (indicated by %d in the syslog message) is not within range.
Cause Same as above.
Correction Set the BUSCS1 entry under Unit ID in the /etc/FgwQnx/FgwQnx.ini to between 16 and 31.
0073 | ERROR lllegal Parameter: ONC NodelD [%d](set between 1 and 254)
Meaning The ONC node number (indicated by %d in the syslog message) is not within range.
Cause Same as above.
Correction Use the Setting Tool to set the ONC node number correctly.
0074 | ERROR lllegal Parameter: CS1 NodelD [%d](set between 1 and 254)
Meaning The CS1 node number (indicated by %d in the syslog message) is already in use or not within
range.
Cause The range is wrong.
Correction Use the Setting Tool to set the CS1 node number correctly.
0075 | ERROR lllegal Parameter: IRQ [%d](set 12 or 15)
Meaning The IRQ entry under BUSCSH1 in the /etc/FgwQnx/FgwQnxBUSCS1.ini file (indicated by %d in
the syslog message) is not within range.
Cause Same as above.
Correction Se(tjt?se IRQ entry under BUSCSH1 in the /etc/FgwQnx/FgwQnxBUSCSH1.ini file to between 12
an .
0076 | ERROR lllegal Parameter: Memaddr [0x%x]
Meaning The memory address under BUSCS1 in the /etc/FgwQnx/FgwQnxBUSCSH1.ini file is not within
range.
Cause Same as above.
Correction Return to the default Controller settings. (Turn ON pin 4 on SW2.)
0077 | ERROR lllegal Parameter: 10addr [0x%X]
Meaning The 1/O address under BUSCS1 in the /etc/FgwQnx/FgwQnxBUSCS1.ini file is not within
range.
Cause Same as above.
Correction Return to the default Controller settings. (Turn ON pin 4 on SW2.)
0078 | WARNING | lllegal Parameter: RefreshMethod [%d](set 0 or 1)
Meaning The parameter refresh method under BUSCS1 in the /etc/FgwQnx/FgwQnxBUSCS1.ini file is
not within range.
Cause Same as above.
Correction tSe(t)the1parameter refresh method under BUSCS1 in the /etc/FgwQnx/FgwQnxBUSCSH1.ini file
oOorf.
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0079 | WARNING | lllegal Parameter: RefreshTimer [%d](set 1 to 65535)

Meaning The refresh cycle is not within range.

Cause Same as above.

Correction Use the Setting Tool to set the refresh cycle to between 1 and 9,999.
0080 | WARNING | lllegal Parameter: ResetMethod [%d](set 0 or 1)

Meaning The reset method is wrong.

Cause Same as above.

Correction Use the Setting Tool to set the reset correctly.
0081 | WARNING | lllegal Parameter: SyncClock [%d](set 0 or 1)

Meaning The sync clock setting is wrong.

Cause Same as above.

Correction Use the Setting Tool to set the sync clock correctly.
0082 | ERROR Set Priority failure

Meaning A priority error occurred.

Cause The range is wrong.

Correction Check that BUSCS1=23 is set under Priority in the /etc/FgwQnx/FgwQnx.ini file.
0083 | ERROR Set Schedule type failure

Meaning A scheduling error occurred.

Cause The range is wrong.

Correction Check that BUSCS1=0THER is set under Schedule in the /etc/FgwQnx/FgwQnx.ini file.
0084 | ERROR Hardware initial failure

Meaning The CS1 bus was not initialized.

Cause Same as above.

Correction Check other error log items.
0085 | ERROR Cyclic interrupt timed out

Meaning A cyclic interrupt time-out resulted.

Cause The access right has not been released by another CPU Bus Unit.

Correction Check the operation with other CPU Bus Units disconnected from the network.
0086 | ERROR Cable connection error

Meaning The bus connection cable was disconnected.

Cause Same as above.

Correction Connect the bus connection cable correctly and restart the Unit and the CS1.
0087 | ERROR PLC power failure

Meaning The CS1 had a power failure.

Cause Same as above.

Correction Restore the power and restart the Unit and the CS1.
0088 | ERROR PLC WDT error

Meaning The CS1 had a watchdog timeout error.

Cause Same as above.

Correction Eliminate the cause of the problem and restart the Unit and the CS1.
0089 | ERROR PLC Bus error

Meaning The CS1 bus error resulted.

Cause Same as above.

Correction Eliminate the cause of the problem and restart the Unit and the CS1.
0090 | WARNING | Cyclic interrupt is back

Meaning The cyclic access right returned.

Cause Same as above.

Correction The error was restored.
0091 | WARNING | lllegal irq status [0x%x]

Meaning An illegal interrupt status resulted.
Cause An illegal interrupt status resulted due to noise.
Correction The interrupt status will not be processed.
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0092 | WARNING | lllegal message [%d]
Meaning An illegal message was received.
Cause A meaningless message was received from another process.
Correction The message will be discarded.
0099 | ERROR ACC2 failure
Meaning The cyclic access right was not acquired.
Cause The access right has not been released by another CPU Bus Unit.
Correction Check the operation with other CPU Bus Units disconnected from the network.
0100 | WARNING | EventMemory initial failure [%s]
Meaning The event memory indicated by %s in the syslog message could not be opened.
Cause The event memory is illegal.
Correction Check the event memory name.
0103 | WARNING | CS1 memory [%s] is not available
Meaning The CS1 memory name is illegal.
Cause Same as above.
Correction Check the CS1 memory name.
0104 | WARNING | Can't get address line [%d]
Meaning The start address of the CS1 memory was not acquired.
Cause FgwQnxBUSCS1Map.ini is illegal.
Correction Clear all mapping settings and create FgwQnxBUSCS1Map.ini.
0105 | WARNING | lllegal Network CS1[%d] and Fgw[%d]
Meaning The CS1 routing tables and the Open Network Controller have different network numbers.
Cause The CS1 routing table and ONC BUSCS1 Unit network numbers are different.
Correction Use the same network number.
0106 | WARNING | Board initial: Route table Fins Timeout

Meaning A routing table read time-out error resulted.
Cause The FINS response did not return.
Correction Check the CS1’s routing tables.

RUT_UNIT (FGW-RUT)

Note The star (*) at the start of the syslog message (RUT™) is replaced by a value to
indicate RUTO to RUTS3.

ID Level syslog message
0001 | ERROR [RUT*] error: Unit couldn't start.(%s)
Meaning The argument that starts the process is wrong.
Cause The settings file may be corrupted.
Correction Return to the default Controller settings (Turn ON pin 4 on SW2.)
0002 | ERROR [RUT*] error: Unit couldn't start.
Meaning And error occurred during process startup.
Cause There may be insufficient resources.
Correction Restart the Controller.
0003 | ERROR [RUT*] error: Spawn failed.
Meaning Driver process startup error.
Cause The driver may already be started.
Correction Restart the Controller.
0004 | ERROR [RUT*] error: signal received.

Meaning A kill signal was received.
Cause The process was stopped by another error or an error occurred while repeating.
Correction If the message is output other than for a repeat, correct the errors for other error IDs.
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ID Level syslog message
0005 | ERROR [RUT*] error: my NodelD.(%s)
Meaning The RUT* node number (indicated by %s in the syslog message) is wrong.
Cause Same as above.
Correction Use the Setting Tool to set the correct RUT* node number.
0006 | ERROR [RUT*] error: my UnitID.(%s)
Meaning The RUT* Unit number (indicated by %s in the syslog message) is wrong.
Cause Same as above.
Correction Set the RUT* entry under Unit ID in the /etc/FgwQnx/FgwQnx.ini file to between 16 and 31.
0007 | ERROR [RUT*] error: FgwQnxRut.ini doesn't exist or doesn't open.
Meaning /etc/FgwQnx/FgwQnxRut.ini cannot be opened.
Cause The settings file cannot be found or the file could not be opened.
Correction Return to the default Controller settings. (Turn ON pin 4 on SW2.)
0008 | ERROR [RUT*] error: COM configutration error.
Meaning The serial settings are wrong.
Cause The settings file may be corrupted.
Correction Return to the default Controller settings. (Turn ON pin 4 on SW2.)
0009 | WARNING |[RUT*] warning: receive message from unknown process.
Meaning A message was received from another process.
Cause _
Correction No corrective measure is required.
0010 | WARNING |[RUT*] warning: receive different command frame.
Meaning The FINS command is wrong.
Cause Same as above.
Correction Check the FINS command.
0011 | WARNING |[RUT*] warning: receive data overflow.
Meaning The receive data has overflowed.
Cause More than 2,016 data items were received.
Correction Check the receive data size.

RCOM_UNIT (FGW-RCOMO to FGW-RCOM15)

Note The asterisk in RCOM* at the start of the syslog messages is replaced by a
value to represent RCOMO to RCOM15.

ID Level syslog message
0002 |ERROR [RCOM*] error : Argument mismatch. (argc = %d, argv[0] = %s)
Meaning The number of arguments is not valid.
Cause As above.
Correction 1 | Do not start only RCOM*.
Correction 2 | Check the Command Line under RCOM* in the /etc/FgwQnx/FgwQnx.ini file for mistakes.
0003 | ERROR [RCOM*] error : Name is already used.
Meaning The process has already been started.
Cause A process of the same name has already been executed.
Correction Make sure the same network provider is not set more than once.
0005 |ERROR [RCOM*] error : COM configuration error (ret = %d)
Meaning RCOM settings are not valid.

The invalid settings are indicated by %d in the syslog message.

-6: The data bit length setting for the corresponding RCOM Unit is not valid.
-7: The stop bit length setting for the corresponding RCOM Unit is not valid.
-8: The parity setting for the corresponding RCOM Unit is not valid.

Cause As above.

Correction Correct the setting based on the return value.
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ID Level syslog message
0012 | ERROR [RCOM*] error : my UnitID (%d)
Meaning The RCOM* unit number setting (indicated by %d in the syslog message) is not valid.
Cause As above.

Correction Correct the RCOM* setting under UnitID in the /etc/FgwQnx/FgwQnx.ini file.

0013 | ERROR [RCOM*] error : my NodelD (%d)

Meaning The RCOM* node address setting (indicated by %d in the syslog message) is not valid.
Cause As above.
Correction Use the setting tool to set the RCOM* node address to between 1 and 253.
0016 |ERROR [RCOM*] error : No node information data.
Meaning /etc/FgwQnx/ RCOMNetTbl.ini cannot be found or the node number is not set.
Cause As above.

Correction Check that the RCOM NetThl is set correctly.

0017 |ERROR [RCOM*] error : swaycnvt.dat don't exist, or don't open.

Meaning /etc/FgwQnx/swaycnvt.dat cannot be found or cannot be opened.
Cause As above.

Correction Check /etc/FgwQnx/swaycnvt.dat.

0018 | ERROR [RCOM*] error : Can't exec Driver file [%s]

Meaning /usr/FgwQnx/bin/ RCOMdrv cannot be found.

Cause As above.

Correction Check RCOMdrv to be sure it is in the task list for Web Service.

0019 | ERROR [RCOM*] error : Fins_new failed. (%s)

Meaning The network provider could not be registered.
Cause The network number or unit address is already in use.
Correction Use the setting tool to check that the network number is used only once.

Also, check that the RCOM* unit address under UnitID in the /etc/FgwQnx/FgwQnx.ini file is
not used by another unit.

0022 | WARNING |[RCOM*] warning : TimeOut value (%s)

Meaning The reception timeout time setting (indicated by %s in the syslog message) is not valid.
Cause As above.
Correction Use the setting tool to correct the reception time out.
0023 | WARNING |[RCOM*] warning : Retry count (%s)
Meaning The number of retries setting (indicated by %s in the syslog message) is not valid.
Cause As above.
Correction Use the setting tool to correct the number of retries setting.
0024 | WARNING |[RCOM*] warning : receive timeout
Meaning A reception timed out.
Cause 1 Communications could not be established.

Correction 1 | Check the communications settings.

Cause 2 The connected device did not respond.

Correction 2 | Check the connected device to be sure it can respond.

0026 | WARNING |[RCOM*] warning : receive signal

Meaning The end signal was received.

Cause The program was ended by another error factor.

Correction Correct other errors before and after this message, and restart the Open Network Controller.
0027 |WARNING |RCOM*] warning : No node infomation.

Meaning Corresponding node information is not set in /etc/FgwQnx/RCOM NetTbl.ini.

Cause As above.

Correction Check the contents of the RCOMNetTbl.

0028 |WARNING |[RCOM*] warning : differnt protocol [%s]

Meaning The protocol set in the RCOMNetTbl and the protocol for the device are different.
Cause As above.
Correction Use the same protocol as the communications partner.
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0030 |WARNING [[RCOM*] warning : receive differnt response frame.

Meaning An illegal response frame was received.
Cause As above.
Correction Check the timeout time setting.

0031 | WARNING |[RCOM*] warning : toFinsNode address (line:%d)
Meaning An illegal node address was set to the line (counted from 0), indicated by %d in the syslog
message, under RCOM* in the /etc/FgwQnx/RCOMNetTbl.ini file.
Cause As above.
Correction Check the contents of the corresponding line in the RCOMNetTbl.
0032 |WARNING |[RCOM*] warning : SpecSize don't convert to numeric (line:%d)
Meaning An illegal node address was set to the line (counted from 0) indicated by %d in the syslog
message, under HLK* in the /etc/FgwQnx/RCOMNetTbl.ini file. When the connected device is
a PLC, CompoWay network, or ID Controller, the setting is the Host Link unit number, and for
Power Monitors it is the station number.
Cause As above.
Correction Check the contents of the corresponding line in the RCOMNetTbl.
0033 | WARNING |[FGW-RCOM*] warning : Protocol type don't defined. (line:%d)
Meaning An illegal protocol was set to the line (counted from 0), indicated by %d in the syslog mes-
sage, under RCOM* in the /etc/FgwQnx/RCOMNetTbl.ini file.
Cause As above.
Correction Use the setting tool to set the correct protocol to the RCOMNetTbl in the corresponding
RCOM Unit.
0034 | WARNING |[FGW-RCOM*] warning : FinsNode address already used. (NodelD = %d)
Meaning The same node number (indicated by %d in the syslog message) is set twice under RCOM*
in the /etc/FgwQnx/RCOMNetTbl.ini file.
Cause As above.
Correction Use the setting tool to change the duplicated node number in the RCOMNetTbl in the corre-
sponding RCOM Unit.
0063 | WARNING |[FGW-RCOM*] warning : Retry count over
Meaning The number of retries setting has been exceeded.
Cause 1 Communications could not be established.
Correction 1 | Check communications settings.
Check to see if an 05 05 Connect Error has occurred.
Cause 2 The connected device did not respond.
Correction 2 | Check the connected device to be sure it can respond.
0064 | ERROR [FGW-RCOM*] error : Fins_changeNetworkProvider failed.
Meaning The network provider could not be registered.
Cause The network number or unit address is already in use.
Correction Use the setting tool to check that the network number is used only once.
Also, check that the RCOM* unit address under UnitID in the /etc/FgwQnx/FgwQnx.ini file is
not used by another unit.
0065 |ERROR [FGW-RCOM*] error : Fgw_setPriority failed.
Meaning Priority could not be set.
Cause The priority setting is not valid.
Correction 1 | Check to be sure RCOM*=23 is set under Priority in the /etc/FgwQnx/FgwQnx.ini file.
Correction 2 | Log in as root.
0066 |ERROR [FGW-RCOM*] error : Fgw_setScheduleType failed.
Meaning The schedule could not be set.
Cause The schedule setting is not valid.
Correction Check to be sure RCOM*=0OTHER is set under Schedule in the /etc/FgwQnx/FgwQnx.ini file.
0500 |ERROR Malloc error.
Meaning An error occurred in internal processing.
Cause An Open Network Controller operating error may have occurred.
Correction Restart the Open Network Controller.
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0501 | ERROR Shm_open error.

Meaning An error occurred in internal processing.
Cause An Open Network Controller operating error may have occurred.
Correction Restart the Open Network Controller.
0502 | ERROR Make socket error.
Meaning An error occurred in internal processing.
Cause An Open Network Controller operating error may have occurred.
Correction Restart the Open Network Controller.
0503 | ERROR Read socket error.
Meaning An error occurred in internal processing.
Cause An Open Network Controller operating error may have occurred.
Correction Restart the Open Network Controller.
0504 | ERROR Write socket error.
Meaning An error occurred in internal processing.
Cause An Open Network Controller operating error may have occurred.
Correction Restart the Open Network Controller.
0505 |ERROR Connect error.
Meaning Failed to create TCP connection to SerialGateBox.
Cause The Ethernet cable is disconnected, another COM is already connected, or the remote node
does not exist.
Correction The internal connection will be retried. If the error cannot be cleared even after all conceivable
problems have been corrected, correct all errors and restart the Open Network Controller.
0506 |ERROR Make pipe error.
Meaning An error occurred in internal processing.
Cause An Open Network Controller operating error may have occurred.
Correction Restart the Open Network Controller.
0507 | ERROR Read pipe error.
Meaning An error occurred in internal processing.
Cause An Open Network Controller operating error may have occurred.
Correction Restart the Open Network Controller.
0508 | ERROR Receive illegal message from SGB.
Meaning A protocol other than RCOM was received.
Cause The connected node may not be RCOM.
Correction Check to be sure RCOM is running on SerialGateBox.
0509 | ERROR Fork error.
Meaning An error occurred in internal processing.
Cause An Open Network Controller operating error may have occurred.
Correction Restart the Open Network Controller.
0510 | ERROR Kill error.
Meaning An error occurred in internal processing.
Cause An Open Network Controller operating error may have occurred.
Correction Restart the Open Network Controller.

FLK_UNIT (FGW-FLK)

Note The asterisk in FGW-FLK* at the start of the syslog messages is replaced by
a value to represent FLKO or FLK1.

Level

syslog message

0003

ERROR

[FGW-FLK*] error : Argument mismatch. (argc = %d, argv = %s)

Meaning The startup option is not normal.
Cause The setup file may be corrupted.
Correction | Restore the Open Network Controller settings (turn ON pin 4 of SW2.)
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0004 | ERROR [FGW-FLK*] error : GetProfile failed.

Meaning There is an error in the setup file.

Cause The error may be caused by another error.

Correction | Correct the other errors.

0005 | ERROR [FGW-FLK*] error : Initialize failed.

Meaning An error occurred in initialization.

Cause The error may be caused by another error.

Correction | Correct the other errors.

0006 | ERROR [FGW-FLK*] error : Fgw_setPriority failed.

Meaning Priority cannot be set.

Cause The priority settings are not valid.

Correction | Check to be sure FLK*=23 is set under Priority in the /etc/FgwQnxFgwQnx.ini file.

0007 | ERROR [FGW-FLK*] error : Fgw_setScheduleType failed.

Meaning The scheduler cannot be set.

Cause The schedule settings are not valid.

Correction | Check to be sure FLK*=OTHER is set under Schedule in the /etc/FgwQnxFgwQnx.ini file.

0008 | ERROR [FGW-FLK*] error : EM Open Error (%s)

Meaning Failed to open event memory.

Cause There may be insufficient resources.

Correction | Restart the Open Network Controller.

0009 | ERROR [FGW-FLK*] error : Fins_newReservedUnit Error

Meaning The network provider could not be registered.

Cause The unit address is already in use.

Correction | Check for duplication of the FLK* unit number under UnitID in the /etc/FgwQnx/FgwQnx.ini file.

0010 | ERROR [FGW-FLK*] error : Timer Proxy Make Fail

Meaning A timer proxy error occurred.

Cause There may be insufficient resources.

Correction | Restart the Open Network Controller.

0011 | ERROR [FGW-FLK*] error : Timer Create Fail

Meaning An error occurred when creating the timer.

Cause There may be insufficient resources.

Correction | Restart the Open Network Controller.

0012 | ERROR [FGW-FLK*] error : Mapping Over (Max=128)

Meaning There are too many FinsLink table settings.

Cause There are more than 128 settings.

Correction | Reduce the number of settings to 128 or less.

0013 | WARNING |[FGW-FLK*] warning : lllegal Evm Type = %x count = %d

Meaning The event memory name is not valid. (%x in Evm Type = %x in the syslog message indicates the
code for the current event memory name. When an error occurs, %x will be a value other 80
(CIO) or 82 (DM). %d in count = %d indicates the table number in the FinsLink table where the
error was detected. (Note: The line number for the first FinsLink setting is 0.))

Cause An event memory name other than CIO or DM is set.

Correction | Check the area name in the Open Network Controller.

0023 | ERROR [FGW-FLK*] error : Fins Parameter Error (line = %d, parameter = %s)

Meaning The parameter settings are not correct. (Line = % d in the syslog message indicates the line
number in the FinsLink settings file (FgwQnxFIk0.ini or FgwQnxFlk1.ini) where the illegal param-
eter was detected. (Note: The first line in the file is 0.) The name of the illegal parameter is indi-
cated by parameter = %s.)

Cause The parameter settings are not valid.

Correction | Check the settings.
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ID Level syslog message
0024 | ERROR [FGW-FLK*] error : %s data Fins Response Error %Xx %x count = %d

Meaning FINS response error. (Count = %d in the syslog message indicates the line number in the Fin-
sLink settings that caused the error. (Note: The first line in the FinsLink settings is 0.) An error
response (an end code other than 0000) was received from the remote communications device
set in this line. %x%x in the syslog message indicated the received end code.)

Cause There is an error in the FINS response sent from the remote node.
Correction | Correct the error in the remote node.
0025 | ERROR [FGW-FLK*] error : %s data Error %d count = %d

Meaning Failed to send a FINS message. (Count = %d in the syslog message indicates the line number in
the FinsLink settings that caused the error). (Note: The first line in the FinsLink settings is 0.) A
timeout occurred when sending a FINS message to the remote communications device set in
this line.)

Cause A timeout occurred while sending a FINS message.
Correction | Check the status of the remote node.
0026 | ERROR [FGW-FLK*] error : Geta Data Fins Receive timeout count = %d

Meaning A FINS response timeout occurred. (Count = %d in the syslog message indicates the line num-

ber in the FinsLink settings that caused the error. (Note: The first line in the FinsLink settings is

0.) A timeout occurred when receiving a FINS response from the remote communications device
set in this line.)

Cause A FINS response timeout occurred.

Correction | Check the status of the remote node.

Memory Card (CARD)

ID Level syslog message

0102 | ERROR Fsys.eide failed : %s

Meaning Failed to start Memory Card driver.

Cause The mounted card may not be a Memory Card.
Correction | Check that the Memory Card is mounted correctly.

0103 | ERROR mount failed : %s
Meaning Failed to mount the Memory Card.

Cause The Memory Card may be corrupted.

Correction | Format the Memory Card into the QNX format.

0104 | ERROR Fatfsys failed : %s
Meaning Failed to create DOS file system.

Cause As above.

Correction | Format the Memory Card into the DOS format.

0105 | ERROR mount failed : %s
Meaning Failed to mounted the Memory Card.

Cause The Memory Card may not be formatted correctly.
Correction | Format the Memory Card into the QNX format.

0106 | ERROR no support device.
Meaning The Memory Card that is currently inserted is not supported.

Cause An unsupported Memory Card is inserted.

Correction | Insert a Memory Card that is supported.

0201 | ERROR rm failed.[%s]
Meaning Failed to unmount memory.

Cause The error is caused by another error.
Correction | Correct the other error.

0202 | ERROR umount failed : %s

Meaning Failed to unmount memory.

Cause The error is caused by another error.
Correction | Correct the other error.

0203 | ERROR rm failed : %s
Meaning Failed to delete device file.

Cause The error is caused by another error.

Correction | Correct the other error.
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PR (Other Processes)

ID Level syslog message
0101 | ERROR Argment count mismatch.[%d]
Meaning The startup option is not valid.
Cause _
Correction | Restart the Open Network Controller.
0102 | ERROR Argment value mismatch.[%d]
Meaning The startup options are not valid.
Cause
Correction | Restart the Open Network Controller.
0103 | ERROR spawn failture.[FgwLibMgr]
Meaning Failed to start FinsGateway.
Cause The setup file may be corrupted.
Correction | Restore the Open Network Controller settings. (Turn ON pin 4 of SW2.)
0104 | ERROR spawn failture.[slay FgwLibMgr]
Meaning Failed to end FinsGateway.
Cause
Correction | No corrections are required.
0105 | ERROR Sram Data Error
Meaning A SRAM data error occurred.
Cause A low battery caused the data to be corrupted.
Correction | Replace the battery and initialize the SRAM according to page 114.
0106 | ERROR No Disk Space (%s) Free Size=%.0f
Meaning There is not sufficient disk space (indicated by %s in the syslog message)
Cause Data is accumulating in the built-in disk (/) or the Memory Card (/kd).
Correction | End processes saving files and free disk space after backing up required files.
0201 | ERROR spawn failed.[ONC_ERR_LED7]
Meaning Failed to start process.
Cause There may be insufficient resources.
Correction | Restart the Open Network Controller.
0202 | ERROR InitFile Failed.
Meaning Failed to set defaults.
Cause The disk may be full.
Correction | Delete unnecessary files to free disk space.
0203 | ERROR Dont Find IP Address.
Meaning An error occurred in obtaining the IP address.
Cause A process may be already started for the same IP address or the hosts file may be corrupted.
Correction | Check for IP addresses used more than once and check the settings in the hosts file.
0401 | ERROR spawnvp failed.[tinit]
Meaning Failed to initialize terminal.
Cause The COM1 settings are not valid or another program is using the terminal.
Correction | Check COM1 settings and check to see if another program is using COM1.
0402 | ERROR spawnvp failed.[FgwWakeUp]
Meaning Failed to start process.
Cause There may be insufficient resources.
Correction | Restart the Open Network Controller.
0403 | ERROR spawnvp failed.[tinit]
Meaning Failed to initialize terminal.
Cause The COM1 settings are not valid or another program is using the terminal.
Correction | Check COM1 settings and check to see if another program is using COM1.
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0501 | ERROR ONC_ERR_LED?7 already exist!
Meaning The process could not be started.
Cause A process of the same name may be already started.
Correction | Restart the Open Network Controller.
0601 | ERROR battery low
Meaning The battery is low.
Cause The connector is not connected or the battery charge has been depleted.
Correction | Connect the battery correctly or replace the battery.
0701 | ERROR qnx_name_locate failed.[%om]
Meaning An error occurred in obtaining the process ID.
Cause The process does not exist.
Correction | Restart the Open Network Controller.
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19-3 DeviceNet Indicator Displays

The following table lists the indictor displays that appear for DeviceNet dis-
plays, along with the steps required to correct the error.

19-3-1 MS and NS Indicators

Error Indicator status Possible correction
MS NS

RAM error Lit red. Not lit. Replace the Board.

EEPROM error Lit red. Not lit. Replace the Board.

MAC ID duplication |Any (Green) |Lit red. Check the MAC IDs for other nodes and be sure the same MAC ID
is used only once. Restart the Controller after correcting the set-
tings.

BusOFF detected | Any (Green) | Litred. Turn OFF the power, check the following, and then try turning the
power back ON.

Device baud rate settings, cable integrity, cable connections, cable
lengths for main and branch lines, terminating resistance settings,
and noise.

Network power Any (Green) | Not lit. Turn OFF the power, check the following, and then try turning the

error power back ON.

Network power supply and network cables.

Send timeout Any (Green) | Not lit. Turn OFF the power, check the following, and then try turning the
power back ON.

Cable integrity, cable connections, cable lengths for main and
branch lines, terminating resistance settings, and noise.

Slave missing Any (Green) |Flashing red. |Turn OFF the power, check the following, and then try turning the
power back ON.

Slave status, cable integrity, cable connections, cable lengths for
main and branch lines, terminating resistance settings, and noise.

Slave I/O size mis- | Any (Green) |Flashing red. |Check all of the slaves and make sure the slave settings in the scan

match list are correct.

Communications Any (Green) |Flashing red. |Turn OFF the power, check the following, and then try turning the

error power back ON.

Device baud rate settings, cable integrity, cable connections, cable
lengths for main and branch lines, terminating resistance settings,
and noise.

If the problem persists even when all of the above are correct,
replace the Board (CAN controller error).

Communications Any (Green) |Any Turn OFF the power, correct the cause of communications stopping,

stopped and then try turning the power back ON.

System error Lit red. Not lit. Replace the Board.
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19-3-2 Seven-segment Display

Normally the 7-segment display shows the node address in hexadecimal (00
to 3F). When an error occurs, the error code and the address of the node
where the error occurred will be displayed alternately.

The dot indicator on the bottom right of the left digit of the 7-segment display
shows whether the registered scan list is enabled or disabled. The dot indica-
tor for the right digit shows whether the slave function is operating or stopped.

Note If pin 2 is turned OFF and pin 3 is turned ON on DIP switch SW2, the 7-seg-
ment display will alternately show the DeviceNet error code and the address
of the node where the error occurred. Refer to 3-2 DIP Switch Settings for
information on DIP switch settings.

Normal operation: Displays the node address of the master.
Error: Alternately displays the error code and error node address.
1 Slave function operating/stopped
Master function operating/stopped and registered scan list enabled/disabled.
Right and Left Dot
Indicators Dot Usage Meaning
indicator
Left Registered scan Lit: Master function stopped
list enabled/dis- Flashing:Scan list disabled
abled and master |Notlit: Scan list enabled, master function disabled
function operation
Right Slave function Lit: Slave function stopped
operating/stopped |No lit:  Slave function operating
Troubleshooting The displays shown on the 7-segment display for DeviceNet errors and user
DeviceNet Errors corrections are listed in the following table.
Indicator status 7-Segment Error Likely correction
MS NS Display
(Alternates with
node address)
AO Remote I/O communica- Refer to the Likely correction for the following
tions stopped due to errors.
remote I/O communications |« Remote 1/0 communications error (error code d9)
error * Network power supply error (error code EO)
* Send timeout (error code E2)

- - co CPU Unit status error Restart the Open Network Controller.

- --- Cc2 Unit status error The C2 display will go out automatically in 30 sec-
onds.

- C4 Configuration error Correct the cause of the error (see error codes dO
to d2), confirm that the error no longer occurs, and
then re-register the scan list.

C5 Setting failure Check the parameter settings and then restart the
Open Network Controller.

C6 Multiple switches ON Repeat the software switch operations one at a
time.

Flashing |dO Configuration error: 1/0 Reset the slave node addresses.

red area duplication
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Indicator status 7-Segment Error Likely correction
(Alternates with
node address)
Flashing |d1 Configuration error: 1/0 Reset the slave node addresses.
red area out of range
Flashing |d2 Configuration error: Unsup- | Use slaves that have 1/O sizes of 200 output bytes
red ported slave or 200 input bytes.
--- Flashing |d5 Verification error: Slave Check the following items.
red missing * Are master and slave baud rates the same?
* Are cable lengths correct (main and branch)?
* Are cables connected and not broken?
* Are connectors connected securely?
* |s there terminating resistance on both end of the
main line?
* Is there too much noise?
Flashing | d6 Verification error: Incorrect | Check the slave and recreate the scan list.
red header
Flashing | d6 Verification error: Incorrect | Check the slave and recreate the scan list.
red connection path
Flashing | d6 Verification error: Slave I/O | Check the slave and recreate the scan list.
red size mismatch
- Flashing | d6 Verification error: Incorrect | Check the slave and recreate the scan list.
red device type
- Flashing | d6 Verification error: Incorrect | Check the slave and recreate the scan list.
red product code
- Flashing | d6 Verification error: Unsup- Check the slave and recreate the scan list.
red ported connection
- Flashing |d9 Remote I/O communica- Check the following items.
red tions error * Are master and slave baud rates the same?
* Are cable lengths correct (main and branch)?
* Are cables connected and not broken?
* Are connectors connected securely?
* |s there terminating resistance on both end of the
main line?
* Is there too much noise?
Not lit or | EO Network power supply error | Check the network power supply and the network
flashing cables.
red (See
note.)
Not litor | E2 Send timeout Check the following items.
flaghgg * Are master and slave baud rates the same?
:ﬁ)te() ee * Are cable lengths correct (main and branch)?
' * Are cables connected and not broken?
* Are connectors connected securely?
* |s there terminating resistance on both end of the
main line?
¢ Is there too much noise?
Flashing |--- E6 Message timer list logic Re-register the message timer from the Configura-
red error tor.
Flashing |--- E7 Slave scan list logic error | Re-register the message timer from the Configura-
red tor.
Flashing | --- E8 Master scan list logic error | Clear then scan list and then recreate it, or reset the
red master scan list from the Configurator.
Flashing |--- E9 Memory access error If this error persists, replace the DeviceNet Board.
red
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Indicator status 7-Segment Error Likely correction
(Alternates with
node address)

Lit red FO Node address duplication | Check the addresses of other nodes. Reset any that
are duplicate and restart the Open Network Con-
troller.

- Lit red F1 Busoff detected Check the following items.

* Are master and slave baud rates the same?

* Are cable lengths correct (main and branch)?

* Are cables connected and not broken?

* Are connectors connected securely?

* |s there terminating resistance on both end of the
main line?

* Is there too much noise?

Flashing | Not lit HA1 Unit number duplication Set the unit number correctly and restart the Open

red Network Controller.

Flashing | Not lit H2 Open Network Controller If this error persists when the Open Network Con-

red fault troller is restarted, replace Open Network Control-
ler.

Lit red Not lit H3 DeviceNet Unit fault If this error persists, replace the DeviceNet Board.

Flashing | Not lit H4 Node address setting error | Set the node addresses correctly and restart the

red Open Network Controller.

Flashing | Not lit H5 Baud rate setting error Set the baud rate correctly and restart the Open

red Network Controller.

Flashing | Not lit H6 Open Network Controller is | If this error persists when the Open Network Con-

red faulty troller is restarted, replace Open Network Control-
ler.

Flashing | Not lit H7 I/0 tables not registered

red

Flashing |--- HA Open Network Controller If this error persists when the Open Network Con-

red memory fault troller is restarted, replace Open Network Control-
ler.

Flashing |--- Hb CPU Unit fault If this error persists when the Open Network Con-

red troller is restarted, replace Open Network Control-
ler.

Flashing |--- HC Routing table logic error Restart the Open Network Controller.

red

Flashing | --- Hd I/O refresh error Check the master or slave scan list and set alloca-

red tions correctly.

Flashing |--- HE Service monitoring error Check the Open Network Controller operating envi-

red ronment.

Flashing |--- HF Watchdog timer error Restart the Open Network Controller.

red

- Flashing |L9 Remote I/O communica- Check the following items.

red tions error * |s the master operating properly?
* Are master and slave baud rates the same?
* Are cable lengths correct (main and branch)?
* Are cables connected and not broken?
* Are connectors connected securely?
* |s there terminating resistance on both end of the
main line?

* Is there too much noise?

Lit red Not lit Blank CPU Bus Unit error Restart the Open Network Controller. If the problem

persists, replace the DeviceNet Board.

Note The indicator will flash red if the error occurs during remote I/O communica-
tions. The indicator will not be lit otherwise.
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19-4 Errors for RCOM_UNIT: Connection Process
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TCP connections are made with the SerialGateBox (ITNC-SGBO01) according
to settings when an RCOM_UNIT network provider is started. If a connection
cannot be made because power is not supplied to the SerialGateBox,
because the cable is disconnected, or because other Units or computers have
made connections, an error code of 0505 will be logged and the connection
will be retried every 10 seconds. Until the connection is made, the same con-
dition will exist as for HLK_UNIT with a disconnected cable, i.e., FINS mes-
sages cannot be sent or received, resulting in FINS error responses of 0103
(retries exceeded).

What happens when a connection is broken after is has been made is
described below. (With the SYSWAY protocol, a response is not returned for a
timeout. Refer to the syslog.)

Disconnected Cables

For the default SerialGateBox settings, a connection will not be broken even if
the cable is disconnected. This means hat the RCOM_UNIT can be used from
the point when the cable is connected again.

If the cable is disconnected, a FINS error responses of 0103 (retries
exceeded) will be returned. (With the SYSWAY protocol, a response is not
returned for a timeout. Refer to the syslog.)

Power Interruptions to SerialGateBox

Even if the SerialGateBox is restarted, the RCOM_UNIT may not detect that
the connection was broken. If the RCOM_UNIT does detect that the connec-
tion was broken, an error message will be displayed, but the connection will
not be restored until the Open Network Controller is rebooted. Reboot the
Open Network Controller to restore the connection.

Open Network Controller Keep Alive Timer

The Open Network Controller Keep Alive timer is set to 2 hours and cannot be
changed.

Starting Too Many RCOM_UNIT

If more than a specific number of RCOM_UNIT network providers are running
at the same time (for example 14 or more), communications may not be per-
formed for them. The number of available sockets can be increased to help
deal with this problem by changing the following line in the /etc/netstart file.

Change  /usr/usb/Socklet $ONCHOST &
To /usr/fusb/Socklet -t 40 SONCHOST &

The default limit to the number of sockets that can be used is 16, meaning that
a maximum of 16 RCOM_UNIT network providers can be used when using
many TCP applications.



Appendix A
Specifications

This appendix lists the specifications for the Open Network Controller.

General Specifications

Item Specifications
Model ITNC-EPXO01 ITNC-EPX01-DRM
Rated supply voltage 24V DC
Allowable voltage range 20.4t027.6 VDC
Power consumption 20 W max.
Insulation resistance 20 MQ min. between all external DC terminals and ground terminal (at 100 V DC)
Dialectic strength Leakage current of 10 mA maximum at 500 V AC, 50/60 Hz, for one minute between all
external DC terminals and ground terminal
Noise immunity Conforms to IEC61000-4-4: 2 kV (power line noise)
Vibration resistance Conforms to JIS C0040:

10 to 57 Hz, 0.075-mm amplitude, 57 to 150 Hz, acceleration: 9.8 m/s2 in X, Y, and Z direc-
tions for 80 minutes each (Time coefficient; 8 minutes x coefficient factor 10 = total time 80

minutes)
Shock resistance Conforms to JIS C0041: 147 m/s?, 3 times in X, Y, and Z directions
Ambient temperature Operating: 0 to 55 °C
Storage: —20 to 75 °C (with battery removed)
Ambient humidity Operating: 10 to 90% RH (with no condensation)
Ambient environment No corrosive gases
Ground Ground to a resistance of 100 Q or less.
Structure For mounting inside a panel
Weight 1.0 kg max. 1.1 kg max.
Dimensions 234.4 x 136 x 73.4 mm (WxDxH)

International standards Conforms to cULus and EC directives.

Performance Specifications

Item Standard Models
ITNC-EPXO01 ITNC-EPX01-DRM
CPU 486-compatible CPU, 133 MHz, with FPU
Memory 32 Mbytes
Disk Flash disk, 32 Mbytes
Ethernet 10Base-T or 100Base-TX
Serial ports Three RS-232C ports, one RS-422/485 port
oS QNX 4.25
PCI bus One slot
Memory Card Slot One slot (3.3 V True IDE connection)
Field bus None | DeviceNet
Backup memory Provided
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Appendix B

Connector Signal Arrangements

This section provides the signal arrangements for each connector.

COM1, COM2, and COM3

Pin No. Signal
1 5 1 CD
\ / 2 RD
. s 3 TD
From the side of P N
the Open Network ) O) 4 ER
e o VN ©
) 5 SG
/ 6 DR
6 9 7 RS
D-sub, 9-pin, male, #4-40UNC screws 8 CS
9 (¢]]
Recommended Cables for Terminal Connections (OMRON)
XW2Z-200V (D-sub, 9-pin, female, 2 m)
XW2Z-500V (D-sub, 9-pin, female, 5 m)
COM4
Pin No. Signal
5 1 1 SDA (SD-)
\ / 2 SDB (SD+)
tFr:'orgthe Sl\ild? of ) S AN 3 NC
e Open Networl j\ ® co0o¢
Contrgller N / '\) 4 NE
5 NC
/ \ 6 RDA (RD-)
9 6 7 NC
D-sub, 9-pin, female, M2.6 scre! 8 RDB (RD+)
9 NC
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Ethernet (10Base-T) Connector

Pin No. Signal
TD+

RD+
NC
NC
RD-
NC
NC

OIN|O|O ||| =

Note Connector model: RJ45

Power Supply Terminal Block

Pin No. Signal
1 +24V

@§ é@j éf\E 2 ov
' ‘ l ’ l ' 3 Functional ground

terminal
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Appendix C
Logging on to the Open Network Controller

This section provides details on logging on to the Open Network Controller from the personal computer using a
COM1 connection or telnet.

Logging ON with a COM1 Connection

Use the following procedure to log on to the Open Network Controller using a COM1 connection. The proce-
dure is described here using the example of logging on with Windows HyperTerminal.

DIP Switch Settings
Turn ON pin 1 of DIP switch 2 and turn ON the Open Network Controller.

Cable Connections

Connect the personal computer’s serial port to the COM1 port of the Open Network Controller with cross cable.

Recommended OMRON Cables for Connecting Terminals
XW2Z-200V (D-sub, 9 pin, female, 2 m)

XW2Z-200V (D-sub, 9 pin, female, 5 m)
For details on cable connections, refer to 3-6 Connecting COM Port Cables.

Starting and Setting the HyperTerminal

1. Start the HyperTerminal on the personal computer.
2. From the File Menu, select Properties to display the following setting window.

Mew Connection Properties

Connect To l Settingsl
% Mevs Connection | Change feon.

Country code; | J

Enter the area code without the lono-distance orefis,

Area code:

Phone number: |

Connect using: | COrA1

— T

Cerlenme | I Select the COM port connected to the Open Network Controller.

OF. | Cancel
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Note The example provided here uses a Windows98 OS. The operations and window displays depend on the
OS being used, but use the following procedure to make the COM port settings and communications
settings.

3. Click the Configure Button, and set the communications settings, as shown in the following window.

COM1 Properties

Fort Settings ]

Bitz per second: |l

D ata bitz: |E ﬂ
Parity: |N|:.ne j
Stop bits: [1 =l

Kl

Elaws contral: |Hardware

Advanced... | Restore Defaultz |

k. | Cancel | |

4. After clicking the OK Button, select Call and Call.

5. Turn ON the power to the Open Network Controller. (If the Open Network Controller is already ON, press
the Enter Key.) Start the Open Network Controller. If it starts normally, the following type of information will
be displayed.

Welcome to OMNE 4,25
Copyright (c) ONY Software Swetems Lid. 1982,1988
login: _

Logging on

1. Enter root after the login prompt shown in the previous display to log on. Press the Enter Key, enter the
password, and press the Enter Key again. The default password is “OMRON”.

Welcome to OMX 4,25

Copyright (c) ONX Software Swstems Ltd. 1382,1998
lozin: root

pazsword:

Last lozin: Wed Mow 20 20:33:00 2002 on /41 dev/zerl
Wed WNow 20 20:37:18 2002

2. Check the Open Network Controller’s terminal settings. Enter set and press the Enter Key.
The Open Network Controller’s environment settings will be displayed. Check that TERM=vt100 is set, and
if it is not, enter TERM=vt100 and press the Enter Key.
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Changing the “root” Password
Use the following procedure to change the root password.

1. Enter passwd and press the Enter Key. The following information will be displayed.

¥ passwd
changing password for root
Mew pazzwaord:_

Note The password is case sensitive, so make sure the use of upper and lower case is correct.

2. Enter the new password and press the Enter Key. A message will be displayed prompting for the new pass-
word to be entered again.

3. Enter the new password again, and then press the Enter Key. The password will change and the command
prompt will be displayed.

Logging on with telnet

Use the following procedure to log on to the Open Network Controller from a personal computer through the
Ethernet using telnet.

Cable Connections

Connect the Ethernet cable (10Base-T or 100Base-TX) to the LAN port of the Open Network Controller. For
details on Connecting Cables, refer to 3-8 Connecting Ethernet Cables.

Setting the IP Address of the Open Network Controller

The factory setting of the Open Network Controller’s IP address is 10.0.0.1, with the Subnet mask as 255.0.0.0.
Before connecting via telnet for the first time, if the Open Network Controller's IP address requires changing,
set the correct IP address by connecting the terminal to the COM1 port. (For details on setting, refer to 4-2 LAN
Settings (IP Address).)

Setting the IP Address of the Personal Computer

The IP address of the personal computer must be set.
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Windows98 Setting Example

1. Select Control Panel, Network, and click the Configuration Tab. select the TCP/IP protocol as shown in
the following window, and click the Properties Button.

Metwork [ 7]

Configuration l Identificatinn] Aocess Eu:untru:ul]

The follawing netwaork, components are inztalled:

= Client for Microsoft Networks

=1 Client for Metw are Metwarks

E8 2Com EtherLink (11154 [3C5096-TF) in PP mode
i IP A5 P -compatible Pratocal

i MetBELI

TCRAP

Add... | Bemove | EBropertiez |

Prirnary Metwark. Logon:
Client for Microsaft Metworks ﬂ

File and Frint Sharina... |

D escription

TCRAP is the protocol you use bo connect to the [Internet and
wide-area netwark.s.

| k. | Cancel
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2. Specify the IP address directly, as shown in the following window.

TCP/IP Properties EH

Bindings | Advanced | NelIDS |
DMS Configuration ] (3 ateway ] WNS Configuration  |F Address

An P addreszs can be automatically assigned ta this cormputer.
[F pour network, doez not automatically azsign IP addresses, azk
your netwark. administrator for an address, and then bope it in
the space below.

" Obtain an [P address automatically

&+ Specify an P address:

P Address: |‘||] .0 .0 . 2 |

Subret Mazk: |255. o.0.0 |

F. | Cancel

Note Depending on the OS used, the personal computer may require restarting.

Executing telnet

The following example uses Windows to describe the method of connecting to the Open Network Controller
with telnet.

1. Select Run from the Start Menu, and enter the name, as shown in the following window.

Run
2=l Type the name of a program, folder, or document, and
i Windawe will open it far pou.
Oper: |telnet 10,001 ﬂ

k. | Cancel | Browse... |

2. Click the OK Button. If the Open Network Controller is connected normally, the following terminal window
will be displayed.

Yelcome to QWK 4.25
Copyright (c) ONX Software Svstems Ltd. 1982,1398

login:
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Logging on

1. Enter root after the login prompt shown in the previous display to log on. Press the Enter Key, enter the
password, and press the Enter Key again. The default password is “OMRON.”

Welcome to ONX 4.25

Copyright (c) OMY Software Systems Ltd. 1982,1938
login: root

password:

Last login: Wed Nov 20 20233:00 2002 on //1/deviser]
Wed Mov 20 20:37:16 2002

Note For details on changing the password, refer to Changing the “root” Password on page 405.
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Appendix D
Replacing the Backup Battery

It is recommended that the backup battery for the SRAM (backup memory) is replaced regularly to prevent bat-
tery errors. The backup battery is also used for the internal clock when the Open Network Controller power is
OFF.

Battery Life

The battery life is five years, regardless of whether power to the Controller is turned ON or OFF. The memory
backup time when the power is turned OFF is affected greatly by ambient temperature.

Battery life Memory backup when power turned OFF
Guaranteed Actual
5 years 20,000 hours 43,000 hours
(approx. 2 years 3 months) (approx. 5 years)

Note Guaranteed time: Memory backup time at ambient temperature of 55 °C with
power turned OFF.
Actual time: Memory backup time at ambient temperature of 25 °C with power
turned OFF.

Battery Model

Replace the battery with a C500-BAT08 Battery Set.

Changing the Battery

The procedure for changing the battery is outlined below.

&CautionSet the DIP switch or replace the battery only after first touching a grounded metal object to dis-
charge any static electricity from your body. Static electricity may cause faulty operation.

Note 1. Before replacing the battery, turn ON the power to the Open Network Controller for 5 minutes mini-
mum.

2. Complete the battery replacement operation within two minutes. If the battery is not replaced within
2 minutes, the clock, settings, and internal memory data may be lost.

3. Always turn OFF the power before replacing the battery.

&CautionNever perform any of the following operations on the battery. If any of the following operations are
performed, the battery may ignite, erupt, or leak fluid.

* Never short the positive (+) and negative (—) terminals.
* Never recharge the battery.

* Never dismantle the battery.

* Never subject the battery to heat or incinerate it.

* Never subject the battery to excessive shock.
The battery may leak fluid if it is dropped or subjected to other severe shock.

The battery must be replaced by an experienced technician to conform to UL standards.
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Procedure

1. Turn OFF the power to the Open Network Controller.
2. Open the battery cover.

®

)
=)

3. Remove the connector for the old battery.
4. Remove the old battery from the battery holder on the battery cover.

I —

ﬁﬁgg

5. Insert the new battery into the battery holder.
6. Plug in the connector for the new battery.
7. Close the battery cover.
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Revision History

A manual revision code appears as a suffix to the catalog number on the front cover of the manual.

Cat. No. V228-E1-02

Revision code

The following table outlines the changes made to the manual during each revision. Page numbers refer to the
previous version.

Revision code Date Revised content
1 May 2003 Original production
02 October 2004 Revisions made throughout the manual to provide information on the upgrade to
unit version 1.1. Corrections to the previous manual were also made.
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